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1. 8] & Introduction

1.1. AR Overview
1.1.1.  A7FfEr Company Profile

B AR G IR A 5] (Global Digital Cybersecurity Authority Co., Ltd., fAj#x
GDCA 8 “#zif X7, J5A “7 REFIEREF O AR AR ", BaLT 2003 4 3 H
6 H.2005 4 9 f, GDCA fkiZidid 1 [ 58 % i 3= A i ) 5745 2 P M 0 B A o
BN A E B O\F RS (R IERRS VFRTIEY (VFRTIES . ECP44010215007) [1HLT
WIEIRSS IR Z —: 2008 4 12 F, 3RAFEF 0D B RMUL I (2500 S A 5 vr
A[EY; 2011 4F 4 H, @i 7 B 5% A B R HL B L UGIEIRSS RE 0 VEAl, k43 (L
TR HFIERS P (S5 A021) #Efg. 2013 4, X HFIAMEARS RGHAT
SM2 FiEFH, i T EZENE R AN et H A, 2015 45, GDCA @it T
WebTrust [EB5 722 4 & vHAIE, B T B bR s &8 BRI S KT, a4k
R FYAER S . AIERNL S ERFHE, 2016 4E5 H, “) RKEFAEBUGEF0A R
N HEN BB RBHR A R AF . 2017 4£ 8 H 11 H, GDCA FFUA7EHT —
WRAERRAE 5y, WS AR: Heni R, B Rid: 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as GDCA, or “#Z ") with the
former name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003. In
September 2005, GDCA passed the security review by the State Cryptography Administration
Office of Security Commercial Code Administration (abbreviated as OSCCA) and the former
Ministry of Information Industry by law, as one of the first eight electronic authentication authorities
with "Electronic Authentication Service License" (license number: ECP44010215007) in China. In
December 2008, GDCA obtained the "Commercial Cryptography Products Sales License" issued
by OSCCA. GDCA passed through the assessment of E-government and Electronic Authentication
Service Ability by OSCCA with the qualification certificate of "E-government and Electronic
Authentication Service Authority” (number: A021) in April 2011. In 2013, GDCA upgraded electronic
authentication service system for SM2 algorithm and passed through the security review by
OSCCA. In 2015, GDCA passed the assurance review for Certification Authority by WebTrust with
the international level of operation management and service to provide digital certification service
globally. For business development, GDCA changed its name from "Guangdong Digital Certificate
Authority CO., LTD." to "Global Digital Cybersecurity Authority CO., LTD." in May, 2016. On 11
August 2017, GDCA was admitted to the National Equities Exchange and Quotations (NEEQ) of
China, with a stock abbreviation of “#{ZZ i {%” and stock code “871932” .
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GDCA B4 Jm, J& “T" AREFAIEHIMEFT AR AR " 5. i, Maamas
A el “BR ABSRm AR AR A%k, fEHEXHTS GDCA LA “T  AREUTHIE
FEF DA RA R 4 AT AR PRI H T REBFHEFAEF LA R
"7 A BRI LS5 h “ B AR BB AT IR A =] 7 7RGk

B AR Rr “ 5550, B GUFT. RS MM EM, AT “fEEBER T
b fsidr, BOT TN “— RIS EER SR 7

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO.,
LTD." were inherited by GDCA. Meanwhile, and all the rights and obligations of the contract and
agreement signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

GDCA upholds the corporate values that are “Pragmatic, Progressive, Innovative, and Service
Oriented”, fulfils the corporate mission of “Trust Connects Parties from all over the World”, and is
committed to becoming a “first-class online trust service provider”.

1.1.2. IEFKME Certificate Policy (CP)

AR GDCA 1) EV IEi5kmg (EV CP), /& GDCA EV UFiE 15 55 1) Sk
A, & T A T GDCA 25k FIEFE EV B b LA S 5 k. ki, k.
B G BEH. R BV IR S I AE IR S AL S IR AR B SR AN
G o X LR AT ORGP GDCA EV I IR 55 ) 22 e Va5 864, 105 — B EAE GDCA
TN —BodE R — B AE, BIEE/EHEAS GDCA ZEH Y Refg S LRI AL B AR E 0k .
A% CP I A& GDCA -2 575 Z [ FIIEEE M1, GDCA 4% 2 577 Z R IR 55
PREEATAT T TA) 252 ) B 2R LR B
This document describes the Certificate Policy (CP) of GDCA and explains the policy statement for
GDCA digital certificate service. It applies to all digital certificates issued and managed by GDCA
and their related participants. The CP sets forth business, legal and technical requirements and
specifications for certificate approval, issuance, management, usage, renewal, revocation and
related trusted services. These requirements and specifications protects the security and integrity of
GDCA digital certificate services and includes a comprehensive set of consistently applicable single
rule sets in the GDCA scope. Therefore it provides the same extent of trust guarantee throughout
the GDCA architecture. The CP is not a legal agreement between GDCA and all participants;

contractual rights and obligations between GDCA and participants are established by other means
of agreements with such participants.

A CP 151§ CA/Browser Forum il 1) Guidelines For The Issuance And Management
Of Extended Validation Certificates ( & #“EV Guidelines”) Guidelines for the Issuance And
Management of Extended Validation Code Signing Certificates (%% “EV Code Signing
Guidelines™), EI¥ JEIGUEIE5487 (Guidelines for Extended Validation Certificates) [
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BT RA Bk, L& Baseline Requirements for the Issuance and Management of
Publicly-Trusted Certificates (f&#X “Baseline Requirements” ) , ¥/ ( HELM X.509 24
TH 2 FH B A i E 15 SR ms AIE ML S5 HEZR Y C Internet X.509 Public Key Infrastructure
Certificate Policy and Certification Practices Framework), I iy F B¢ W kvl 2H 21« B E R T
FETAEZL” CInternet Engineering Task Force) il () RFC3647 Frifk II4hfFI N 252K,
[ B a3 22 (GB 26855-2011-T 7 & %2 AR A PR B UE 15 SR I 5 VI MK 55 75 BIHE
Z8) HSERI RN R, IR S b [ KR EE U GDCA 13z B ZOR AT IE I g

This CP conforms to the latest version of the Guidelines for The Issuance and Management of
Extended Validation Certificates (hereinafter referred to as “EV Guidelines”), Guidelines for the
Issuance and Management of Extended Validation Code Signing Certificates (hereinafter referred
to as “EV Code Signing Guidelines”) namely the Guidelines for Extended Validation Certificates,
and the Baseline Requirements for the Issuance and Management of Publicly-Trusted Certificates
(hereinafter referred to as “Baseline Requirements”) formulated by CA/Browser Forum. Meanwhile,
this CP meets the requirements of structure and content defined in Internet X.509 Public Key
Infrastructure Certificate Policy and Certification Practices Framework, RFC3647 from The Internet
Engineering Task Force, and GB 26855-2011-T Information Security Technology Public Key
Infrastructure Certificate Policies and Certification Practice Statement Framework, and would make
appropriate changes in accordance with Chinese laws and regulations together with operational
requirements of GDCA.

GDCA fEN—MEFRFH (CA), 1EA CP LR T AR EV HRIEH 1 EV CA
WEF, BRI PUET . BT ARRREECRIS G, (ENUE A AT 7 al LAE FHE
FbAT Mgl iz R ARIBEA . B4 . ORI B AIESE AN EI RN H
AT U IBAR CP rh OG THHT [ SU5 R, g RS EAE—TKIE . GDCA ¥ EV
FINEML SN (EV CPS) #2327 CP LI, TE4HE IR T GDCA 1E N H-FIMIENRSS
WS RIESS . TSR HEUETS DLRAH BRI A B SRR ORBE S . T GDCA IET
IAT P ARG T 6B A CP KA EV CPS FIMLAE, P RHIES (o fd FHAME AE

As a Certification Authority (CA), GDCA generates root and intermediate certificates, and issues
certificates to subscribers under CP restrictions. Based on different types and application scope,
digital certificates may be used by subscribers to process SSL, code signing, e-mail signing,
document signing, identity authentication, and other different applications. Relying party could
decide whether to trust a certificate in accordance with the requirements of the relying party’s
obligations in this CP.GDCA Certification Practice Statement (CPS) accept the discipline of CP,
elaborates the definition of GDCA digital certificates and the methods to provide these certificates
as well as the corresponding managerial, operational and security measures. All certificate
subscribers and relying parties under GDCA must refer to the provisions of the CP and its relevant
CPS to determine the usage and reliability of the certificates.
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1.1.3. GDCA ZZ#J GDCA Architecture

A% CP /& GDCA N EV iF 1515 i i, GDCA HIEF & MM (CA) %A CP
i€ EV CPS, RA %A CP JKAHIK CPS #HATUEF R 55 BG4, T/ M7 A oA
FHR AR A CP S AHK EV CPS W EXUEH I AZAE I BAT AR 55 .

The CP is the highest strategy throughout the GDCA architecture. Certification authority (CA) under
GDCA formulates CPS in accordance with CP. Registration Authority (RA) authenticates
certification requests according to this CP and its related CPS. Subscribers, relying parties along

with other correlative entities determine their rights for using and trusting the certificates as well as
perform corresponding obligations on the basis of the CP and its related CPS.

GDCA EV CP
GDCA EV CPS
|
| |
E RA1
iy A

(Vi
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GDCAEV CP
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1.14. GDCA EV iE ¥ BEX % ¥ GDCA EV Certificate Hierarchical

Architecture

GDCA HEif 34 EV HRIFE+H, 4r%]9 GDCA TrustAUTH R5 ROOT ilF . 2
& R5 # CAiEF5. GDCA TrustAUTH E5 ROOT k4. &R CA Ti%&4 CA, LI%
KFFAEH . GDCA A& KANFH L CAEF .

Currently, GDCA has 3 EV root certificates, including GDCA TrustAUTH R5 ROOT certificate, %%
i 4% R5 #R CA certificate, GDCA TrustAUTH E5 ROOT certificate. Each Root CA has Subordinate
CAs to issue subscriber certificates. GDCA does not issue external Subordinate CA certificates.

1) GDCATrustAUTH R5 ROOT
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GDCA TrustAUTH R5
ROOT

GDCA TrustAUTH R4 EV GDCA TrustAUTH R4 EV
SSL CA CodeSigning CA

EV CodeSigning

EV SSL Server Certificate Certificate

GDCA TrustAUTH R5 ROOT ilE i ¥ B $HK By 4096-bit, N 2 M2 CA IR,
Hr: (1) GDCA TrustAUTH R4 EV SSL CA iE+, #HIK N 2048-bit, 25Kk K
J5£ >N 2048-bit ] EV SSL R4S #3iE+5; (2) GDCA TrustAUTH R4 EV CodeSigning CA ilF
Hi, EWHKEJy 2048-bit, 2K EPIIE Ny 2048-bit 1) EV AL A IET .

GDCA TrustAUTH R5 ROOT ilE+344 T 2040 4 12 H 31 HE#.

GDCA TrustAUTH R4 EV SSL CA i34 7E 2030 4 12 /] 31 HFH, 2027 41 7 1
Hie, BAEMHZ CAUERZERIT .

GDCA TrustAUTH R4 EV CodeSigning CA iE 34 7E 2030 4F 12 A 31 HEI#, 2027

F1H1HE, BAFMHZ CAUEHERIT PRt .

The length of GDCA TrustAUTH R5 ROOT certificate root key is 4096-bit. There are two
Subordinate CAs under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA is 2048-bit
lengths and responsible for issuing 2048-bit EV SSL Server Certificates. (2) GDCA TrustAUTH R4
EV CodeSigning CA is 2048-bit lengths and responsible for issuing 2048-bit EV CodeSigning
Certificates.

GDCA TrustAUTH R5 ROQT certificate will expire on December 31, 2040.

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. From
January 1, 2027, GDCA will no longer use it to issue subscriber certificates.

2) H@wtfX R5 MR CA
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K ARSHCA

Y
WL R AR4 EV
R&#/IUEH CA

4

EV SSL Server
Certificate

iR RS AR CAIET IR ZEHE N 4096-bit, T 1% 1 A% CA E: izt
fR R4 EV RS EIET CA, HEHKEAN 2048-bit, 25K % EHK A 2048-bit 1) EV SSL
MR A8 uE1

Kz AX R5 MR CAE-F44 T 2040 4 12 H 31 HEIH.

Mo RAEV RS #EH CAF7E 2030 4 12 H 31 HEIH, 2027 41 A 1
H, A% CATEB& R FiE.

The length of #1748 R5 18 CA certificate root key is 4096-bit. There is one Subordinate CA under
this root CA: #2hT X R4 EV JIR% #%iE) CA is 2048-bit length and responsible for issuing 2048-bit
EV SSL Server Certificates.

¥ iR R5 #2 CA certificate will expire on December 31, 2040.

iR R4 EV AR 45 #81EH CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

3) GDCA TrustAUTH E5 ROOT
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GDCA TrustAUTH E5 ROOT

GDCA TrustAUTH E4 EV SSL CA

h 4

EV SSL Server
Certificate

GDCA TrustAUTH E5 ROOT il Bk H #5558 ECC, WEHKE Ny 384-bit,
T 1A CAUE+H: GDCATrustAUTH E4 EV SSL CA , 81K & N 256-bit, 25K
AR FE N 256-bit [ EV SSL R %5 #5iE 1.

GDCA TrustAUTH E5 ROOT iF 544 - 2040 4F 12 J 31 H £

GDCA TrustAUTH E4 EV SSL CA ilE45:K7E 2030 4 12 H 31 H##], 2027 41 7 1
Hig, KA Z CAERZRIT il

The length of GDCA TrustAUTH E5 ROOT certificate root key is 384-bit using ECC algorithm.
There is one Subordinate CA under this ROOT CA: GDCA TrustAUTH E4 EV SSL CA with 256-bit
key length is responsible for issuing 256-bit EV SSL Server Certificates.

GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA i#1F CA/ 5T #3183% (CA/Browser Forum) & Aii I3 FE 56 UEIE 35 R ) fe 8
WRASELSR, LK Baseline Requirements #E{T28 & FIEHE EV FUib 1, @A E HEH
THOL, IR RR SR AT B IR AT 21T CP. A RAC CP A CA/W bR 4% 18 1%

(CA/Browser Forum) At FIAH SSRITE i 25 CE A —E b7, JIEL CA/NYE #3181
TESR AT T A -
GDCA issues and manages the EV certificates based on the latest version of Guidelines for the
Issuance and Management of Extended Validation Certificates, Guidelines for the Issuance and
Management of Extended Validation Code Signing Certificates, and the Baseline Requirements
published by CA/Browser Forum. GDCA regularly checks the status on CA/Browser Forum’s
website and continuously revise this CP if there is any update. In the event that a discrepancy

arises between interpretations of this document and CA/Browser Forum, the CA/Browser Forum
shall govern.
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1.2. XRE4RRE#RIR Document Name and Identification

ASRFRAE (B AR A IR A 7] EV IEFS 5806 V1.8 Jit) (fifx (GDCAEV
CP V1.8). A CP). HRAHA CP IEITEEBIESHINT. A CP HNRSRILF ML
FEAME I e —NME— 1 SR IR, BAATTZ IR CP % 1.4.1.3 17,

A CP LA S SORGR L AR A, 3 5 SCRRCAS 5 HH SCRRCAS R BRAE AR5 S, B A SR
A
This document is called "Global Digital Cybersecurity Authority CO., LTD. EV Certificate Policy V
1.8" (abbreviated as “GDCA EV CP V1.8” or “this CP”). Please refer to Appendix for detailed

revisions of this version. Certificate policy for each kind of certificate is assigned a unique object
identifier in this CP. Please refer to CP sectionl1.4.1.3 for details.

This document is the Chinese-English bilingual edition of GDCA CP. In case any inconsistency or
conflict between the Chinese and English versions, the Chinese version shall prevail for all
purposes.

1.3. PKI £53% PKI Participants

1.3.1. HFAIEIRSHLM Certification Authorities

I IE AR 45 HLI ( Certification Authority, fEFK CA) &k EV iE 1515244k . GDCA
ARG (hE N RIEAE B2 440E) . (R INIERSSE BT ME) B, WREBSLHAT
558 = i TFIAMER S P . GDCA @it 45 W H 1138 5 il (K15 7 FARMUR EV i
UE . SRAEUEFIUE AR %555 F B M o MBS B 1 5 5 4k

GDCA is a trusted third-party electronic authentication service authority established by law based
on "Electronic Signature Law of the People's Republic of China" and "Measures for the
Administration of Electronic Certification Services ". GDCA becomes a participant in electronic
authentication activities by issuing EV certificate and providing certificate verification service to the
parties who engage in electronic transactions.

1.3.2.  YEMPLM Registration Authorities

HMALR (Registration Authority, fF8 RA) Gk CA @ miFMhd e, #il EV
U HEE RS0y, AHESIR BV IEH HiEH
GDCA {24 EV L) CA I E N, BATHIEEV b1 RA, AHAATHROL RA.

Registration Authorities (abbreviated as RA) set up registration process on behalf of CA, confirm
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the identity of applicant, and approve or reject the applicant.

As a CA operator of EV certificate, GDCA serves as RA of EV certificate by itself, and no longer to
set up another RA.

1.3.3. T/ Subscribers

PR BV AL A B g0 E (e —SEAR,  JAT 0 5 LR A5 e — 3 B AL B (1
AR T EAS CP IVEH A AE BV IEHS, JFFAR$EAS CP Z5E ) 355

Subscribers, the entities that receive certificates from CA, include individuals and organizations
accepting certificates from GDCA. Subscribers and applicants would not always be the same; in
this case, applicants need to ensure that they have obtained explicit and appropriate authorization.
Individuals can be divided into a natural person and a person who belongs to an organization;
Organization contains all kinds of government organizations, enterprises and institutions and other
social groups. Usually, an organization has a legal personality or National Organization Code; for
equipment certificates, due to the particularity of the entity contained in certificates, subscribers are
usually organizations or individuals who own the equipment, and would assume the corresponding
obligations.

GDCA R #IE NN RN EV UEFS, A HANE EV IE HE AR Kk
%o

GDCA only issues EV certificates to legal entities and doesn’t provide application and issuance
services of EV certificate to natural person.

1.3.4. 4&#iH7 Relying Parties

A5 T A5 AR AL FIEFS A S MRS P DLRIE T 7, AT AASEIEF T

Relying Parties are entities who engage in related electronic certification activities based on the
reliance of electronic signature provided by GDCA. This entity may, or may not be a certificate
subscriber.

FABAT B A —FKAET, AT UG UEE P B E S, A e TR 51
#* (CRL) B[] OCSP Jj NAWIEIRZS . AT izt & BRI § 4% 5 4 BEWS (51
—HKIEFS

To trust or use a certificate, a relying party must verify revocation information of the certificate by
looking up the Certificate Revocation List (CRL) or searching the certificate status with OCSP
servers. Before relying party trusts a certificate, a proper review process must be executed.

1.3.5. HAhZ 53 Other Participants

HAhZ 532489 GDCA K HL 5 IAETE S FR A AR 55 i HAth e 4k

10
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Other participants are entities that provide related services in electronic authentication activities of
GDCA.

1.4. EFRMH Certificate Usage
1.4.1. TEABIMH Appropriate Certificate Uses

GDCA %251 EV IEBEEM T SR, Nt geid ik 52 2 H GDCA 2K
1 EV IEH, HERNZESH I SNEERSAR, el 7d s m g
I ERIREST -

EV certificate issued by GDCA is mainly used for identification. When the EV certificate is verified
and confirmed the issuer is GDCA, it means that the information contained in the certificate is true
and effective, and has passed the appropriate and reliable authentication procedure.

1.4.1.1. EV SSL AR4:23iE+ EV SSL Server Certificates

EV SSL AR 45 #8E 15 F 980 UE 5 A bR R 0 191 265 32 AR 55 2 53R IR X 3542 1) 5 47
DB RFAT 1220 265 IR 55 % B3 BB 9 358 44 (070 AHTLAE) S 47

GDCA AEEREICAT EV SSL IS5 #iiE+s, FRdMAT 4 4h, EV SSL R AIE+S
BRI A R, w4 . BURIERE 5.

EV SSL server certificate is used for verifying the contents of certificates including: identity of
network server, internet domain name and identity of organization who owns this server or domain
name.

GDCA does not issue wildcard EV SSL server certificate. The types of domain names like business
domain name or government domain name, except wildcard domain name, in EV SSL server
certificates are not restricted.

1.4.1.2. EV RIB&4IEH EV CodeSigning Certificates

EV AU A2 UE 1 T 96 B 15 s bR iR B AR S B 07 B AT 7 /0 B 47

EV CodeSigning certificate is used for verifying the identity of program provider or publisher.

1413, BRUEBHIET RN RAFRAFF  CP Object Identifiers of Certificates

TEAR CP N EEZE EV UE TS HIE 1 SR ME T4 e — N E— FO S AR RS, Bk T
EV SSL AR5 #eilE 550 1.2.156.112559.1.1.6.1 }% 2.23.140.1.1

11
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EV RS2 44 F 5 51 1.2.156.112559.1.1.7.1

GDCA assigns unique CP object identifiers of different EV certificate type in this CP, the regulation
is as follows:

EV SSL server certificate policy: 1.2.156.112559.1.1.6.1 and 2.23.140.1.1

EV Code signing certificate policy: 1.2.156.112559.1.1.7.1

1.4.2. [R#IHAERNLA Prohibited Certificate Uses

EV iEBEA T EiRRUEERS, AT AMTEAT . AR TER
SRR S, BUH T ERPIRIMIA G, W& IERAE. R CHLR S s
WRG ., i RGSNBIER KRG T, FATCKAEAKERTRSELT. A
S BT B PR

EV IEBZE AR S S0 IR BRI IR T, thag ik re
FEATE RIS S BE AR L AR SR 55 AT, 5 0 e R e R P E B
Gz I8

Except the scope of certificate usage specified above, EV certificate is not designed for, not
intended for, and not authorized for control equipment in danger, or for the occasion prohibited to
fail, such as operation of nuclear equipment, navigation or communication systems of shuttle,
control systems of air traffic or weapon. These faults may lead to personal injury or serious
environmental damage.

EV certificate is prohibited to be used in the circumstances that in violation of national laws,
regulations or undermine national security; in addition, a certificate is prohibited to be used in
business that involves criminal activities, or in business forbidden by laws. Otherwise, legal
consequences caused by the above circumstances must be taken by the subscribers themselves.

1.5. SREEEHE Policy Administration
15.1. SERESCRYEENLM Organization Administering the Document

GDCA ‘ZaHMEZR i/ GDCA HL T INIEAR S5 T SRS ) e et B BRI, S Dl
E - HEFRIEREA CP.

GDCA ZA&RIER AL dkE TAREIE. ATEH O, EHhO. FRbo, &
J R GS e AT SRR B TG AR R

GDCA Security Policy Committee is assigned as the document management authority responsible
for establishing, publishing and updating this CP.

12
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The committee consists of the relevant representatives with the right of decision-making from
GDCA's management, administrative center, marketing center, technology center, customer service
center, etc.

A WS SCRS T A0 A R 55 55 H O AT AT BUE B 19052

GDCA administrative center is responsible for external consulting services of this policy document
and other related routines.

1.5.2. EXZRA Contact Person

15.2.1. EFEERSE Certificate Problem Report

A i R 5 SR T SR AR BL R 7 N2 — 4258, HAEBAEE R B L 45
[ AR -
® K% webtrustreport@gdca.com.cn; HY
o Hi: ([EHMHIX): 95105813 X
([EBrHIX): +86-18929559132

Any certificate problem reports or certificate revocation requests shall be submitted through one of
the following ways, and certificate revocation requests must be submitted in writing:

® E-mail to: webtrustreport@gdca.com.cn
® Call: 95105813 (China Olny) or

+86 -18929559132 (For International Areas)

1.5.2.2. CPS [af5 CPS Related Issues

BRI ]: GDCA {TBUEHI]
BRAN: Tt
HEEH k. GDCA@gdca.com.cn
R HLIE: +86 20-83487228
fEH: +86 20-83486610
Huhik: e NRSLRIE A48 M T BT X AR XU B 448 5 et K 56 23 #%
%% : 510030
Contact Department: GDCA Administrative Department
Contact: Ms. Wang

E-mail: GDCA@gdca.com.cn
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Tel: +86 20-83487228

Fax: +86 20-83486610

Address: 23F, 448 Dongfeng Zhong Road, Guangzhou, Guangdong, the People’s Republic of
China

Postal Code: 510030

15.3. WE CP fFE&RMEHIMLI Person Determining CP Suitability for the

Policy

A CP t GDCA 22 4= RS2 i, B35 A CP FMEIT FIRRA AL 5 ,
GDCA %4 %ms & 2 5iikii GDCA ff] CPS ZHEMFEaA CP, =ity E
GDCA 1] CPS J& 15 54 CP AHI&E M AL -

This CP and the corresponding modifications and version changes should be approved by GDCA
security policy committee.

GDCA Security Policy Committee is responsible for assessing whether GDCA CPS is in
accordance with this CP as well as approving and deciding whether the CPS of GDCA corresponds
with the CP or not.

1.5.4. CP #it#EfERF CP Approval Procedures

A% CP i GDCA ‘% &5l 2% i FAE MR R H 55 F ALV RN UL 3 » 2
2L GDCA “Z & IR &R i it HE S % .

After drafted by the team designated by GDCA security policy committee, the CP is submitted to
GDCA security policy committee to audit.

1.5.5. CP1&1] CP Revision

GDCA H5xf CP HEAT ™I HIRRAIZE R, Il %2 R RIg & B TR H.
GDCA 4 H KM BUREM . HIRER . W55 KRG I L& CAIR Y3 8 1%
(CA/Browser Forum) KA 4 R 4GEIE 548 # (Guidelines for Extended Validation
Certificates) DL Baseline Requirements 55 Z2 3K 1T A CP, CP 4n’5 /N AR
ORI E CPAZITEI, #2538 GDCA ZARIE R AL WL, SERASHEE,
IE37E GDCA B 77 Mt b kA .
A CP Z/DRFEI IR WERTWENS), WHESERAS . TR E . A%
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i 18] 2 ABIT1E 5% .

GDCA will implement strict version controls on this CP, and such work will be arranged by the
GDCA Security Policy Committee.

This CP will be updated in accordance with the change of national policies and regulations,
technical requirements, business development, as well as the latest requirements of the Guidelines
for Extended Validation Certificates and the Baseline Requirements published by the CA/Browser
Forum. The proposed suggestion of modification will be submitted by the team which is responsible
for writing this CP based on relevant changes, then it would be reviewed by the GDCA Security
Policy Committee. After approved by the committee, GDCA will publish the CP on the official
website.

This CP is updated at least once every year. Even if no other changes are made to the contents of
this CP, GDCA will increment the version number and update the release date, effective date, and
the change log of this CP.

1.6. EXHYEE Definitions and Acronyms

1.6.1. ARiEEX—WZR List of Term Definition

RiFg 7 X
GDCA %4 3RIEZE 12 | GDCA NUEIRSS 4 22 A (1) 5 i SFE g BRI B LA A CP — 2K
PEVENL -
FL N E AR &5 WL TR, SR, BB R EBREBRE M. ZARIEEH
TH CAs 12 CAs.
VEMALI ALK (Registration Authority, RA) 4t 5t &b BEAIE S B i

HREFAT ARSI R, IR Z RS EINER S,
REAEP RS H ELE N R SR, A STRHIE S B it
TSR IR SR, AR BRI IE AT R, AR T
IR S5 AU b v B 3 0E 5 B B B ) HR A

EFS B 24 T 3, TR RS S hIbE.

U HEH A& HI 28 A UE S 1 FE T VAIEAR S5 AL (CAD B Rt AT B v 2844,
L2 I 53T B LR E P ) A I TRk A1) 36

L UIEME 55 ) P SGEF S, Bk, BB A S BEAEZE A — 03U

& A ARG 0 BEE R R RS RE.

SEAPRE 4 BLAE IR AL R S8 I @O R R R4

FELGEFIRE WX FELGUEP A A VI, AT T L P A W R 5 )
LN

HH HI 25 HI0 A 2 TR R ) 3 I T BB, TR
Bedh, Sl o 3 I A B BN I T i SR A

N AP AT BRI RA R S AT RV, AT MK

iR, DS SR NN AV — QI 874, M/l
AT EE R, DMEDCHE SRV A & xRS BT
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INEAFERI i *ﬁ@%@#\ﬁ#\Aﬁ\ﬁﬁ\ﬂM&%E%A% %
TSI T AHED M EH AE B S0 2K
JATH T RE

ASLAEUES P A S R ARAIE 5 MBS AR T 2UAE )32 AT FH ) FH 3
R, NI RS UET .

A M B EE )T FFEA CP T 8.3 AT R 1) A SR N BE Sk

WA T7 A A WAIE 1) AR NBR A Sk

A PR RAET I H AR NBGEE SR, H 20T 7 Uil A 4K
AL EPAPNEIRFRE S L

ADRR7IN IEIR WU S E G NAT P 2 B, Z e 7
&7 IR 5 BT

WebTrust CPA N K& XTIAE AR S5 WA 1) WebTrust Tt H FI AT bRtk

GDCA Security Policy | It is the highest management and monitor function for CP and the
Committee decision-making agency pursuant to CP within the GDCA certification
services system.

Certification Authority An organization that is responsible for the creation, issuance,
revocation, and management of certificates. The term applies equally
to both Roots CAs and Subordinate CAs.

Registration Authority A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.

Certificate An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List | A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice | One of several documents forming the governance framework in
Statement which certificates are created, issued, managed, and used.
Domain Name The label assigned to a node in the Domain Name System.

Fully Qualified Domain | A Domain Name that includes the labels of all superior nodes in the
Name Internet Domain Name System.

Online Certificate Status | An online certificate-checking protocol that enables relying party
Protocol application software to determine the status of an identified certificate.

Private Key The key of a key pair that is kept secret by the holder of the key pair,
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and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key

The key of a key pair that may be publicly disclosed by the holder of
the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure

A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.

Publicly Trusted

Certificate

A certificate that is trusted by virtue of the fact that its corresponding
root certificate is distributed as a trust anchor in widely-available
application software.

Qualified Auditor

A natural person or legal entity that meets the requirements of section
8.3. of this CP.

Relying Party

Any natural person or legal entity that relies on a valid certificate.

Subscriber

A natural person or legal entity to whom a certificate is issued and who
is legally bound by a subscriber agreement.

Subscriber Agreement

An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

WebTrust The current version of CPA Canada’s WebTrust Program for
Certification Authorities
1.6.2. 45m&iE R H A X —% L List of Abbreviations and their Meaning

CA Certification/Certificate Authority H GRS AL
CAA Certification Authority Authorization YAEHUAZ AL

CP Certificate Policy EF SR

CPS Certification Practice Statement LT E L £ 0
CRL Certificate Revocation List Mt OIS

CSR Certificate Signing Request TEBiE RSk
DBA Doing Business As RS

DNS Domain Name System W4 25

EV Extended Validation P FE I 1 B
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(US Government) Federal Information Processing

CREBUMF) BHME S At

FIPS Standard
HpRHE
FQDN Fully Qualified Domain Name s A TR R 4
Global Digital Cybersecurity Authority CO., LTD. | s 2= i 48 Rl 35 it 40 4 TR
GDCA
A
gTLD Generic Top-Level Domain i TR 4
IANA Internet Assigned Numbers Authority I S 4 BN LM
Internet Corporation for Assigned Names and LW 4 5 5 2 4 I
ICANN | Numbers
LIk
1SO International Organization for Standardization B b vREAL, 4 21
KM Key Management B L] 3
LDAP Lightweight Directory Access Protocol R 2 H i Y
LRA Local Registration Authority A HBE LA
OCSP Online Certificate Status Protocol TERIEF R AL
State Cryptography Administration Office of Hh 56 P 25 0 4
OSCCA | Security Commercial Code Administration of
China INAE
PIN Personal Identification Number A N B R
PKCS Public KEY Cryptography Standards N BB B R A o
PKI Public Key Infrastructure INEH BT G
RA Registration Authority LI
Request For Comments 75 SR VT I v (— o LI
RFC
W S bR AAE)
SSL Secure Sockets Layer A
TLS Transport Layer Security f R 924
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2.k fi 5 18 B E % f£ Publication and Repository

Responsibilities

2.1. 18K JFE Repositories

GDCA HJHLFIIEAE SN AN 2 R sklg (CPO. HLF AR 55 M
(CPS). HEFS. IEFHEFIFR (CRL). E-BIELIRASEI (OCSP) 4.

GDCA repositories should include the following: CP, CPS, certificate, CRL, OCSP, etc.

2.2. {2 BW KA Publication of Information

GDCA 7E'E J7 M¥li https://www.gdca.com.cn K Aiifs B &, ik & GDCA KA A
fEEREE, RAN . BRUSINRE.

GDCA i H M55 48 R AT P HE T A1 CRL, 11 /7 84K #6 /5 mT LA ik 17 7] GDCA
(1) B IR BGIE 5 5 B AU UE 515 BT, GDCA $&HEfELUE FRASE WS, 1T
PR AR AT AT S B E RS E R

[FIES, GDCA g MR 75 LR HUH Ath m] R 1 T 2UEA 745 B R A o

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website is
the primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain in formation
of certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party
can get the current status of certificate instantly via OCSP service provided by GDCA.

Meanwhile, GDCA may also release any related information in other possible forms.

2.3.  RATHIBRS[EFISHZR Time or Frequency of Publication

GDCA TEVT FHE B2 KB FEANRT, 8 I 7 Wik 3 s IEH A CRL KA, KA
JEIRA N 24 /NBF, CRL A AR MK AR L 48 /Nef: 7ERSMIENL T, GDCA FJLLH
ATPGETET R CRL B R AT [H]. GDCA A KA — X B FIAMIEAR S LA CA TIE i
%1% (ARL).

R A P 2R (R R AT T R, B GDCA SRS e, X Fh & AT % A2
P, R, I B AR A B R 1 .
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GDCA releases automatically the latest certificates and CRLs via official website and the CRLs are
issued every 24 hours and are valid for no more than 48 hours. In particular, GDCA can choose
time to release the certificates and CRL in case of an emergency. GDCA releases CRL of CA (ARL)
once every year.

GDCA can individually choose the time and frequency of releasing other information of repository.
The release is timely, efficient and consistent with the requirements of the laws.

2.4. 18 B FEEVH &R Access Controls on Repositories

GDCA 15 2 BIfE AT I A TF R AT ARFT NARRENS BB, T IXLE(F S A 1k
Y T AN SEAEAT BR 1 o

GDCA @i M 2 Pidr . Ryt g aieit 2 B ik IA Ll RN 5
ZREATE B ERIE I, MIER. B2 KATERIE,

The information in GDCA repository is publicly available. Anybody can read the relevant information,
and there are no restrictions on the read-only access of such information.

With network security, secure system design and security policy, GDCA ensures that only
authorized employees can add, delete, modify and publish the repositories.

3. miniR 5 X5 Identification and Authentication

3.1. 44 Naming
3.1.1.  #r43%A Type of Names

GDCA 2K 1 EV B FIEH#F& X.509 b, ZrEi4s il BHFA & K EARE 4, R
I X.500 fir 44 77 3.

EV SSL LA EV AR 44 145 iy 44 MU AN ZESR AL SR AE T A CP i 3E 1Y
CPS v, JFf H A CAMNIY #it1% (CA/Browser Forum) Bid www.cabforum.org & ffi
(RIFi R 5 L SR AH— 3. EV SSL EHA EV ARESRE A4 UE 45 1 B 44 0 25060 2 18
4 (common name, CN=) W%, ZidU0UF M H 4 N S &4 . HLI s ip
Hudk BRI SR IREE

EV certificates issued by GDCA conform to X.509 standard and naming rules of Subject
Distinguished Name assigned to certificate holder is in accordance with X.500 standard.

Naming rules and requirements of EV SSL certificate and EV code signing certificate must be
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stated in the CPS customized according to the CP, and in line with Section 9 requirements of
Guidelines published by CA/ browser Forum at www.cabforum.org. Distinguish name of EV SSL
certificate and EV code signing certificate must contain common name (CN=). Common name after
verification should contain domain name, organization e-mail address, organization valid name, etc.

XFF EV SSL 55 aSiE45, BT s A% AR T I 2 2 AU 42 v, iy 2 AU FH 44 D 3
Ay IR AN HY B A 44 A R Ak A

For EV SSL server certificate, all domain names are added as the Subject Alternative Name and a
primary domain name shall be used as the Common Name.

3.1.2. XA B XHER Need for Names to be Meaningful

WPEB TR a4 N R — € ARERNERE S TR 1 B ARR5 4
PR, L4 RES B B A 5 IE 54 B DL R BT AR TR K R 2% E LR 55 2 ELIBR I 44 B AR
PERATERI G 0y, I H AT DRI R0 . AR50 44 FR B2 7 S A I A e
RIEK

Names in subscriber certificates should have a significant meaning. Subject Distinguished Name in
subscriber certificate shall definitely indicate the identities of certificate holders or specified internet
servers, internet domain names or software publishers; it shall be identified by relying parties. The
naming rules of Subject Distinguished Name shall meet the requirements of relevant laws and
regulations.

3.1.3. WTPRELEL4 Anonymity or Pseudonymity of Subscribers

PR EA . Dy 2 HIFIES, IERPEAREEHES. hH.

Subscriber cannot apply for certificate with anonymity or pseudonymity stated in this CP.

3.1.4. fRBAEAZKFN Rules for Interpreting Various Name Forms

1 X.500 i 551 44 i 44 200U R

The format of DN conforms to X.500, and naming rules of DN are defined by GDCA.

3.1.5. A& KIME—E Uniqueness of Names

GDCA NARUEZ KA T P HAEY, HEAREH, £ GDCA SR N &nE—
o AH—ANVT P a] DL P 9k sl DL_E Ao TR — S 32 U 50 44 FOE 35

Subject DN of certificate must be unique for different subscribers in GDCA trust domain. But a
subscriber can hold more than one certificate using the same subject DN.
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3.1.6. &A% HI4EE Naming Dispute Processing

GDCA AR AL gk Tar B UL K TTAE, KAEMUGR, 1T B EHATE
A AR B R ] 4 R R R

GDCA doesn't assume the responsibility of solving naming disputes during certificate application.
When dispute is occurred, subscribers shall submit above issue to judicial institutions or
administrative departments.

3.17. WHKARA. %55/ Recognition, Authentication, and Role of

Trademarks

GDCA 25 J WAES 1 EAR B A 44 h AL S R AR 4

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. WIHEEHHIA Initial Identity Validation
3.2.1. IEBE R Method to Prove Possession of Private Key

EV E1 G E AR FE A 5 AT B M A SRS BV, E B T VR R R R R
PHIEHBE TS TEL (PKCSH#10). H'e S5IAH MR R T, 53 GDCA
FSRHH AT 2, SRR AS IR B (R 20 BE 1 S8 B A A R RIS B2 FE) PIN A5
%,

Applicants must prove that he/she holds the corresponding private key to the public key being
registered. You can use the ways of digital signature contained in certificate request messages
(PKCS#10) or other equivalent method to identify the secret keys, or some ways required by GDCA,
such as initial information (distributed key medium and its PIN code), etc. to prove that you holds
the relevant keys.

3.2.2. MW E4HI%H] Authentication of Organization Identity

FEXS LR S HEAT 2000 . SR B S WAL RAE EV CPS 1, JFHEAM CA/
WA i8Ix (CA/Browser Forum) Eid www.cabforum.org & A7 )48 5 55— H40 F) B
KM —#. HiEH A E R4 (Ginternationalized domain names, IDNs) i, S BH
1F bRk 384 1 [R5 OB (homographic spoofing ).

The identification procedures for organization identity authentication must be stated clearly in
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GDCA EV CPS and comply with the Section 11 of guidelines released by CA/Browser Forum at
www.cabforum.org. Homographic spoofing should be prevented if the certificate contains

internationalized domain names (IDNs).

3.2.3. MNAGHHIER] Authentication of Individual Identity

GDCA AN NH P EV IE B HE.

EV certificate does not accept individual application.

3.2.4. WHBAERT S B Non-Verified Subscriber Information

BV EAS BT 65 T P 135 AL BT B

All information in EV certificate must be verified.

3.25. FBUAIA Validation of Authority

PV P S TP N TP BRIE ML 5 I, N34T 4R SR E
1 @5 =77 S IR SS B 2 . BURF R 1188 K B SR 77 izl
FAEAE s
2. @I HIE. A RHRATIEEUE A R EUE AT [ A T ORI Z N R T B
B UL HACRAT NG U 3L
GDCA N fCVF BB # i E AL AR HITBESS o 35 FIE & DA B (R 2 1] DLt
ATIE HE I BOZA N, U GDCA AR AEZARE N 53 LAMAEATIEAS HE I K -
FEWCEN IS # CAZ LR TS SR, GDCA B[] B i 35 H (I BN RIS 5

The following verification processes shall be taken when agents authorized by subscribers apply for
certificates:

1. Confirming the organization validity by using third-party identity verification service or
database and reviewing documents issued by government.

2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that a person belongs to above organizations and his/her behaviors
are authorized by these organizations.

GDCA should allow an applicant to specify individuals to request certificates. If an applicant
specifies, in writing, the individuals who may request a certificate, then GDCA should not accept
any certificate requests that are outside this specification. GDCA should provide an applicant with a
list of its authorized certificate requesters upon the applicant’s verified written request.
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3.2.6. HEEA/EHEN Criteria for Interoperation

T H AR BT UGEARS AU, FTLLS GDCA #HT I, (H2&1%H FIMERS
P CPS WAZifF & GDCACP #3K, Jf H 5 GDCA 253 AH N Bl o

GDCA Kk R I ZS, #:523F GDCA HIRIEN LR HIER, HFAZER
FHNE FRAEH o

B HHT, GDCA RZERALAAZE XAIET.

IR E ZGERE S LA HE, GDCA K™ s T AT .

Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS
are in compliance with the requirements from GDCA's CP and sign related agreement with GDCA.

GDCA accepts the information authenticated by other CAs and issue corresponding certificates
based on the agreement.

To date, GDCA has not issued any cross certificates.

If there are provisions of national laws and regulations regarding interoperations of issuing
certificate, GDCA will perform strictly according to relevant legislations.

3.2.7. HIERIFERIHERTE Data Source Accuracy

FEREAE TR ARIEAE A AR R AR ] Z 1T, GDCA X iZ R I vk, v
Wk, KOG ECE SO B AT VAL, JFEB LT RIER:
1 Pt (s AR
IR R EE T AR
HAR N, SRR H 0
HENS 2 AR AT I B T e
Dy B SO PO M
A PP R AR e SR R A 1) 8l S (e TR AN I IE 528 AT 130 H
U] GDCA W] i izt K S A o

o r w D

Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its
evaluation:

1. The age of the information provided,
2. The frequency of updates to the information source,

3. The data provider and purpose of the data collection,
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4. The public accessibility of the data availability, and
5. The relative difficulty in falsifying or altering the data.

GDCA may use the documents and data to verify certificate information, provided that it obtained
the data or document no more than thirteen months prior to issuing the certificate.

3.3. FHEIERPMRIREXS Identification and Authentication

for Rekey Requests

FEREAT CP 5 4.7 11Tk (IEAS B SOFTHT, 7500 BB (0 S BEAT 2 0] L DR 5 91
SR SRR H IR P 2

Before rekey operation described in CP section 4.7, GDCA shall authenticate the key to confirm that
the request of rekey is from the original key owner.

331 EHEZFHEFHWHRIES XA Identification and Authentication for

Routine Rekey

PR OUT R, 1R BV IEBRIET, 1T M EFHZE CP 5 3.2 Tk
TAUE RN AR RLE SR ACUEFS HE .

In general, subscriber should submit application for re-key according to CP section 3.2 on method
to prove possession of private key before the expiration of EV certificate.

S T 2 3 A DR A S 0 B S B B R e R, TRk, 1T P E RS
SR AT, U A R 1) SO B BE CA R, B R 2, GDCA
BAEKIETAE

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or
data. Therefore, the subscriber should make sure the encrypted documents or data have been
decrypted before they apply for the secret key's updating. GDCA shall not assume any
responsibility due to failure of decryption by the renewal of the secret key.

34 WHEEXTHEHRMWMHIEE X A Identification and

Authentication for Rekey After Revocation

EV UL J5 AN BEREAT S B BT

Re-key/renewal after revocation is not permitted.
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3.5. B ERFIMRIRE XS Identification and Authentication for

Revocation Request

AT BV OUE RS E R, GDCA ¥ ARG E MBS i A SR LS 77 =0
BrIEHAE R .

When subscriber applies for EV certificate revocation, GDCA will contact with the subscriber
according to the information recorded during initial registration procedure to verify the application.

A EBEAEBHBIEESR Certificate Life Cycle Operational

Requirements

4.1. {EFHE Certificate Application
41.1. VEPFHIEERAE Who Can Submit a Certificate Application

RS I SR B IR N B A A SN (BAEAT B Sl sh . Ao
AN RBIESE).

Certification application entities are organizations with independent legal person qualification (such
as administrative organizations, institutions, social organizations, people's organizations and other
organizations).

4.1.2. TR S FE Enrollment Process and Responsibilities

EV IE 5 vE M AE S 2 B B id Sk E EV CPS v, I HEEAI CA/MI Y 25 18 I
(CA/Browser Forum) @it www.cabforum.org & i (I8 G 2358 2 O ESR AR — 8. H
HH NP TR P A CP JAHR. CPS S5 SCA2E M ml, @& ih o¢ Tk
Fod VG BOR . LSAHB LRGN 2

G # BRI GDCA #B38 EV RS H T R KAH BRI SO, AT VB RREE F I
C& T i LR N . BiEE R BT E ARSI, 4 PKCS#10 1IEF51 K3
1 3Fi 5545 GDCA.
The EV certificate registration operation shall be stated clearly in GDCA EV CPS and be compliant

with guidelines’ Section 10 released by CA/Browser Forum at www.cabforum.org.Applicant should
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learn subscriber’s agreement, provisions agreed in this CP and corresponding CPS and other files
in advance. Especially, applicant should focus on related content about the certificate applicable
scope, rights, obligations and guarantee.

Applicant should submit EV certificate application forms and corresponding documents to GDCA.
All of above means that applicant has learned and accepted the contents. Applicants must generate
public and private key pair by themselves and send a PKCS#10 certificate request file to GDCA.

4.2. FFHIEAREE Certificate Application Processing
4.2.1. ATRHE X5 Performing Identification and Authentication Functions

2 GDCA 2 2T 1) EV IR B HE G, NAZA CP 28 3.2 THJER, XTI #t47
R0 5 20

FEAEF2E KR, 4 GDCA HRYE CP 5% 3.2 1 v 8 52 SR VB 3145 10 B8 sk A SO et
AT 13 S H HiZfs BAR K A2, U GDCA R 1 FI %o s e B S0, A% SE+S
1S B

After GDCA and its registration agencies receive the subscriber’s certificate application, they shall
perform identity recognition and verification of identification over the subscriber according to the
requirements of CP section 3.2.

GDCA may use the documents and data provided in section 3.2 to verify certificate information,
provided that it obtained the data or document from a source specified under section 3.2 no more
than thirteen months prior to issuing the certificate, and provided that no changes occurred to the
documents and data within such time period.

4.22. EFHHIFEHAETIEL Approval or Rejection of Certificate Applications

GDCA RAESEIER SR [, AR A vl . a4 fds, W NZ I8 & 2 1y
o FEA B (8] A IE AT EV IEFS TG .

GDCA should approve or reject applications based on authentication. If GDCA and RA reject an
application, they should inform the applicants with appropriate ways and within reasonable time
period.

42.2.1. IEHHIERHLHE Approval of Certificate Applications

WRFFE TR, GDCA AJ LUHLHEIE 15 Hi i«
1 ZHIEEAW LA CP 5 3.2 TRk T1T 7 S BRI AT I E «
2. WIEH RSB A ROSIT 7 IS A B AT EDR
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3. HIEH CARMHE AT TN .
GDCA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CP section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the
subscriber's agreement.

3. Applicant has paid already in accordance with the provisions.

4.2.2.2. EHHTERITEL Rejection of Certificate Applications

AR T AT, GDCA RAE4AIE S H il :

1 ZHIEAFFEA CP A 3.2 TR 1T 7 B BIAR IR 5 L «

HIE# A BETR BLIT 5 E 0 S I IE AR R

FHUR 7 [N B ANRERE 32T T DML S AT KR

FA & VA B AN BE B 2 FRLE SIS AR PG 2

HIEHE A ICANN (The Internet Corporation for Assigned Names and
Numbers) 2 [EH #1387 gTLD (TiZds 4 );

6. GDCA Y HHEHEIZ R 22 0f GDCA R4+l VARG sl 2%

a > w DN

If the following circumstances happened, GDCA shall refuse the certificate application:

1. The application does not meet the specifications of subscriber’'s identification and
authentication in CP 3.2.

2. The applicant can’t provide the required identity documents.

3. The applicant opposes or can’t accept the relevant content or requirements of the subscriber's
agreement.

4. The applicant has not paid or can’t pay the appropriate fees.

5. The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6. GDCA or RA considers that the approval of the application will bring the dispute, legal disputes
or losses to the GDCA.

4.23. KHEIEF HERIEE Time to Process Certificate Applications

GDCA [ EV T ENESSHN (CPS) MK 5E & 3 fIF 5 B i AL B s A] . GDCA
NAE CPS HHL5E AR E] P AL FEIE 5 B i, Toie Ui In e a4 .
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GDCA EV CPS should specify the processing period of certificate application. No matter approving
or rejecting, GDCA should process certificate application within the period specified by GDCA EV
CPS.

4.2.4. INIENEAL (CAA) Certification Authority Authorization (CAA)

% GDCA MUK I35 /£ CAIXN % %18 1% EV Guidelines. Baseline Requirements Z5k
M AILAE R TLS/SSL WEHS, GDCA X &85 Ak 45 32 8 il 4 97 J& Tt b i i — A
dNSName fif CAA ic k2, FHEE 2 2 487w .

GDCA PR ¥ RFC6844 (iR 5065 1£11) [MHLEAEE “issue”. “issuewild”
K “iodef” fJRPERRZE: #5 “issue”. “issuewild” Fr%sH A& “gdca.com.cn”, Nl GDCA
ARSI RE S #7 CAA L HEL “iodef” #5725, Nl GDCA N5 HiE#H1IE 5
HRIE fe 3 N HAMURE S .

GDCA LA %I CAA iEF A RMAF OUE NPT A EH 26 1D 7E9F GDCA
YRR B0 TP 2 i) CAA IR R 2) /b2l —IRE T A4k CAA B3¢ 3) AT
FEIXIRAFFAEFR M) ICNNA i X 5f¥) DNSSEC 46 1iE % .

For the publicly trusted TLS/SSL certificates issued by GDCA and conform to the EV Guidelines
and Baseline Requirements of the CA/Browser Forum, GDCA checks the CAA records and follows
the processing instructions found for each dNSName in the subjectAltName extension of the
certificate to be issued.

GDCA shall process "issue", "issuewild", and “iodef’ property tags according to RFC6844 as
amended by Errata 5065: GDCA shall not issue corresponding certificates if the "issue”, "issuewild"
property tags do not contain “gdca.com.cn”. In case the property tag “iodef” is present in the CAA
records, GDCA shall determine whether or not to issue certificates after communicating with the
applicant.

GDCA shall treat a record lookup failure as permission to issue certificates if: 1) the failure is
outside the GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) the domain's
zone does not have a DNSSEC validation chain to the ICANN root.

4.3. FHLZ%K Certificate Issuance

43.1. EHZKRH CA KIMTA CA Actions During Certificate Issuance

MR CA HIEF 25 N i GDCA AU TS N G M A AT HAEAE 2, (R CA 4T
IEB AR

A trusted person authorized by GDCA should deliberately issue a direct command with respect to
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certificate issuance by the root CA, in order for the root CA to perform a certificate signing
operation.

CA KAEUE S HE g f5 A2 R R AE T . CA AHITE NAE RIS K& AIE 4L T
HARUE B HIE R HERE B o 22 RAE TR N Y B #f AR E EV CPS H1, FF H 2
CA/N 52518 3% (CA/Browser Forum) @it www.cabforum.org & Ai e RS 12 #5412
KA —EL.

GDCA generates and issues certificates after approval of the application. CA generates and issues
certificate for subscriber based on the information from certificate application form approved by
GDCA. The operation of certificate issuance shall be stated clearly in GDCA EV CPS and be
compliant with guidelines’ Section 12 released by CA/Browser Forum at www.cabforum.org.

43.2. CA BT PEHML R Notifications to Subscriber by the CA of

Issuance of Certificate

GDCA MR ARG KA R, RE@RIT UE O, FRRAT T Sl e
PR3, Rl mxr . g TG, BE RS e 5T AE T
BRI AT SRATAE S

GDCA will notify subscriber after issuing certificate. Subscriber can get the certificate via face- face,
online download, or other methods agreed in advance by both sides.

4.4, EHER Certificate Acceptance
44.1. MEREZIEFRRIITN Conduct Constituting Certificate Acceptance

L AT/ BAT VI 1) GDCA EH R 55 WAt ke e+ 28, R4S T 8058 R RIMERAT
JHEEE RS

2. GDCA JEMHBUALEIT FHISCVE T, AT NGRS, FHEIEEE IR 520
FIELAT P, ARRAT P53 TaES.

3. T ROHIEF B UE S A HER A R

1. Subscribers can download certificates at the specific GDCA certificate service website. The
download completeness indicates that subscribers have accepted the certificate.

2. GDCA’s RA can download certificates for subscribers with the permission of subscriber. Then
RA sends the certificates to subscriber through e-mail. It means the fact that subscriber has
accepted this certificate.
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3. Subscribers oppose the fail operation of certificate and its content

4.42. CAXFEHK KA Publication of the Certificate by the CA

WP AR 5, GDCA KT FEF kA 3] GDCA i) H sk 55 R4t - [, GDCA
4 Google f) CT %% (https://github.com/chromium/ct-policy), i1 /7 I 4 15 B A
FEZED=A CT ARS8

After subscriber receive a certificate, GDCA issues the subscriber certificate to the GDCA directory
service system. As per the Google CT policy (https://github.com/chromium/ct-policy), GDCA
embeds in the SSL/TLS certificates the signature data from at least three CT servers recognized by
Google.

4.43. CABHIHAEAIERRZR Notification of Certificate Issuance by the

CA to Other Entities

FRUEFSIT 1Ak, GDCA AN H i HAt SEARIIE F 28 A o

GDCA and RA do not need to notify the certificate issuance to other entities except for subscribers.

45, FEHEXNFUEHEFIER Key Pair and Certificate Usage
451. T PFEAFERKER Subscriber Private Key and Certificate Usage

UE AL E (0 A AR R AAH OB FE P 2 BT P SO AUE S T AT A
o EHIERBFET P A& CP AIMHE CPS HIMlE, F:HUASIUETh &Mk
T 78 S P AR — 2

VP RLORA H AL S RS BB, I BLAS B A I S 8 e+ . AL
ARHEAT AR

T EV ARG ZAEF, AELE—MIEF B2 AN 5

St EV SSLAETS, 1T 7 45 ST S ES ARAE SAEUE 5 P 80 H 11 32 531 44 06F I 1 AR 45
2B IET
Only after subscribers sign the subscriber agreement and accept the certificate, the private key
which is correspondent to the public key in the certificate can be used. The usages of the

certificates must conform to the provisions of subscriber agreement, this CP and related CPS also
must be compliant with the EKU defined in the certificate.

Subscriber shall protect his/her private key from unauthorized use. Subscribers should no longer
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use expired and revoked certificates. In addition, the private key should not be archived.
For EV CodeSigning certificates, a certificate cannot match multi-software at the same time.

For the EV SSL certificates, the subscribers should undertake an obligation and warranty to install
the certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

452, KEBHAHRERKER Relying Party Public Key and Certificate

Usage

MK BB A MG RE, A ST L FHARIE:
IRAFE 7244 0] S E TS S AB AT B«
TN RS 44 %8 B RIE 5 72 FH GDCA JITas
i A CRL B OCSP i I\ 1% %5 44 0T N [ IE F5 42 75 1 #UeH «
TIEFS 19 FH 340 FH 3 B 25 44 5
M FHIES LI A IR 4
R AT A 200
L AT — NIRRT A SRR 428 4415 B
MRS T R IE N AT B2 T, USRI IE M 1 AR R A T (RN
15, SREAEFE S LA ASIHE BN o AT RORE N 25 RS [F 25 B — R R ik
27

o a0 &~ w Do

When the relying party has received the message with digital signature, the party has the obligation
to carry out the following operations to confirm:

1. Obtain digital signature’s corresponding certificate and trust chain.
2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.

3. Confirm whether the signature corresponding certificate has been revoked by querying the
CRL or OCSP.

4. Certificate usage is suitable for the corresponding signature.

5. Use certificate’s public key to verify the signature.

6. Check the validity of the certificates.

If the above conditions are not met, relying party has the responsibility to refuse to sign information.

When the relying party needs to send an encrypted message to the receiving party, the party must
first obtain the encryption certificate of receiving party through proper channels, and then encrypt
the information using public key of the certificate. The relying party should send the encryption
certificate and encrypted information to receiving party.
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4.6. IEFHEH Certificate Renewal

46.1. IEPHEHHIEIE Circumstances for Certificate Renewal

GDCA HFRAL EV IEBHH RS

GDCA does not provide EV certificate renewal service.

4.6.2. TERIEHFEHKISLZ/E Who May Request Renewal

AEH

Not applicable.

4.6.3. KFEIFHFHER Processing Certificate Renewal Requests

AEH

Not applicable.

4.6.4. BT P INEB AR Notification of New Certificate Issuance to

Subscriber

AEH .

Not applicable.

465 MR EHIEFHKATN Conduct Constituting Acceptance of a

Renewal Certificate

AEH

Not applicable.

46.6. CAXEHEFHHKIAAR Publication of the Renewal Certificate by the CA

AEHT .

Not applicable.
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46.7. CA BHIHAhSAEHRIZ R Notification of Certificate Issuance by the

CA to Other Entities

AEH

Not applicable.

47. EBFHHAEF Certificate Rekey
47.1. EPBHTEHKIEE Circumstances for Certificate Rekey

GDCA HJIE 3 P pr R (EANR T DL M T

GDCA certificate Re-key including but not limited to the following circumstances:
IR TTES AL G
2. BTEOR. BORZ AR, GDCA ZERUE W

1. The certificate expires.

2. GDCA equires certificate key update based on the security reasons of technology and policy.

472. ERIEPBHEFKILZEK Who May Request Certification of a New

Public Key

SR F 3 G R A S P 3T P

The entity who requests re-key is the certificate subscriber.

473. MEIEBZFHEHER Processing Certificate Rekeying Requests

N

Z AR CP 5 3.3 JIAIAS CP 5 4.3 17 (I HIE XL 5§50t AT Bl B 4 50 AR
A LA SAE R

The authentication and identification of subscriber for certificate rekey and the certificate issuance
shall conform to CP section 3.3 and CP section 4.3.
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4.7.4. BHET P INEBR AR Notification of New Certificate Issuance to

Subscriber

[A] 4 CP 2% 4.3.2 7.

See CP section 4.3.2.

475. HREZFHEIERMITN Conduct Constituting Acceptance of a

Rekeyed Certificate

[FlA CP 25 4.4.1 75,

See CP section 4.4.1.

47.6. CAXTEHEFEFHRI KA Publication of the Rekeyed Certificate by the

CA

[Fl A CP 25 4.4.2 715,

See CP section 4.4.2.

47.7. CABRIHAEAIERRZR Notification of Certificate Issuance by the

CA to Other Entities

[F]A CP % 4.4.3 7,

See CP section 4.4.3.

4.8. IFHEFE Certificate Modification

48.1. FHTEHEI Circumstances for Certificate Modification

GDCA Aflt EV IEHA MRS, Wk a8 115 B LA I M AZ A CP 5
4.9 THHLE R ZIE T, 1 RAZ AR CP 28 4.1, 4.2, 4.3, 4.4 TIHLE FH HE &
Rk,
GDCA does not support modification of EV certificates. A certificate in which the information has
been changed should be revoked according to CP section 4.9. Subscriber should re-apply the
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certificate according to CP section 4.1, CP section 4.2, CP section 4.3, and CP section 4.4.

4.82. TERIEHZAFE KSLZ/K Who May Request Certificate Modification

AEH .

Not applicable.

483. KHEIEHZHEER Processing Certificate Modification Requests

AEHT

Not applicable.

48.4. BHET P INEB AR Notification of New Certificate Issuance to

Subscriber

AEH

Not applicable.

485. MIRESZEEIEFRIFTHN Conduct Constituting Acceptance of Modified

Certificate

ANEH

Not applicable.

48.6. CAXZEIEHK KA Publication of the Modified Certificate by the CA

AEH] .

Not applicable.

48.7. CA BHIHAMhSEEIEPRRLZ R Notification of Certificate Issuance by the

CA to Other Entities

AEH

Not applicable.
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4.9. EREAFEERR Certificate Revocation and Suspension

UE PSS AR A B WA E N Y B R IC S 7E EV CPS 1, JF HELR CA/NI AR Tx
(CA/Browser Forum) @it www.cabforum.org K AR HIFE R 13 #20 FIESR A — 5L

Certificate revocation and operation to query status shall be stated clearly in GDCA EV CPS and be
compliant with guidelines’ Section 13 published by CA/Browser Forum at www.cabforum.org.

49.1. EBBEEEIE Circumstances for Revocation

49.1.1. T FIEE#EEER Reasons for Revoking a Subscriber

A B LA S S Rk 2 Fl, GDCA 2AZAE 24 /NI 2 N HRAHIE 1S -

VTP DA Y 200 SR AR IR

1T A1 GDCA ST HIIE P51 SRARAF B AL HABEIE B B AT A

GDCA 343 TiEdE, UER SIEF AR NAT P APIE 2] 1k

GDCA #£15 TiEHE, EBIXHETH FQDN 5k IP ik (s 44 52 B sl fzs il AL B8 AEAS

LA AR o

A HILLL RO —MECZ Bl CA RIAE 24 /NN WIS IES, HAUZ7E 5 R

P E 15 -

IEH A AT 4 Baseline Requirements 25 6.1.5 15 52 6.1.6 714;

GDCA 3 A5 1 iEA518 3% H AIESE

GDCA FRZ Fid s 71 1M CP/CPS H ) —IiEk £ i E K 57 4F s

GDCA FR7& TR FQDN HIAL I A Rl vr vl (i, Fikfeaifh i o

R T I AR A R D), A NS A N AR DGR AT R IR 45 P 3O

b, B M N R B S A )

5. GDCA FR7& M L ATIE 58 A 14850 BoAT kg 12 S ) 738044

6. GDCA ZRBIEH T A& 58 HBLE KA

7. GDCA FEBIUFPHIZ% R K BERF & Baseline Requirements #5K, 5% GDCA ) CP &f
CPS;

8. GDCA W\ YR mleAR 75 1 H BUAE UE 5 o (145 S v iR A 2

9. GDCA {4 Baseline Requirements 25 iE 5 IR S R 3%, sl el 21k, Brik
Hgk2:4E4 CRLIOCSP {5 B

10. CPS HRST I EATHIE BB A AT HT A HIPHAS: BARKE: THENLEGEE KM, %

A w0 Do

A w0 b
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R AR B EVER s BURAT N SO e RS N3 i B R O HL Al A5
JEE BT )

11. GDCA C&JBATHA NS5 IA, T IR ST % .

12. CA B AL T Al {17 7 A R (A IR R 7 V5, 2R TV TARYE AN BH %2 5 i
HHEAME (B4 Debian §5%5%0, W.: http://wiki.debian.org/SSLkeys), {77
BARESE , UE B AR AL IR 7 1A BRI

GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:

1. The subscriber requests in writing that GDCA revoke the certificate;

2. The subscriber notifies GDCA that the original certificate request was not authorized and does
not retroactively grant authorization;

3. GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise; or

4. GDCA obtains evidence that the validation of domain authorization or control for any
Fully-Qualified Domain Name or IP address in the certificate should not be relied upon.

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one
or more of the following occurs.

1. The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
2. GDCA obtains evidence that the certificate was misused,;

3. GDCA is made aware that a subscriber has violated one or more of its material obligations
under the subscriber agreement and CP/CPS;

4. GDCA s made aware of any circumstance indicating that use of a fully-qualified domain name
in the certificate is no longer legally permitted (e.g. a court or arbitrator has revoked a domain
name registrant’s right to use the domain name, a relevant licensing or services agreement
between the domain name registrant and the applicant has terminated, or the domain name
registrant has failed to renew the domain name);

5. GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

6. GDCA is made aware of a material change in the information contained in the certificate;

7. GDCA is made aware that the certificate was not issued in accordance with Baseline
Requirements or GDCA’s CP or CPS;

8. GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

9. GDCA’s right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP
repository;
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10. The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as
natural disasters, computer or communications failures, changes of laws and regulations,
government actions or other causes beyond the reasonable control, causing threats to the
information of others; or

11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay;

12. GDCA is made aware of a demonstrated or proven method that exposes the subscriber's
private key to compromise, methods have been developed that can easily calculate it based
on the public key (such as a Debian weak key, see http://wiki.debian.org/SSLkeys), or if there
is clear evidence that the specific method used to generate the private key was flawed.

4.9.1.2. Reasons for Revoking a Subordinate CA Certificate 1% CA iE B #EHE R A

BN L ) —RhEZ fl, GDCA ZRTE 7 K2 WIS H 2% CAIEP:

1. GDCAIR#3 TIEHE, EBSUEH AR R g CA A 3| T &8 E, SR E
Fr & B R BE R A SRR HE (R R

2. GDCA 152 1 k518 21 F e

3. GDCA FANE-BMA R AR &, Bt CA RBEFT & il FH AIE 15 SR BAIE MK 55
SIUE

4.  GDCA Y AR H BT CAIER {5 BN RS BB A 1R 1

5. |14 CA HTAEfIE M kg

6. T CAIHI, BB EE 2L,

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1. GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key
in the certificate suffered a key compromise or no longer complies with the requirements of the
standards on key sizes and public key parameters;

2. GDCA obtains evidence that the certificate was misused;

3. GDCAIis made aware that the certificate was not issued in accordance with or that subordinate
CA has not complied with the applicable CP or CPS;

4. GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate or misleading;

5. The subordinate CA ceases operations for any reasons;

6. The subordinate CA expires or is revoked or terminated,;
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492, ERIEPHHEHIE/E Who Can Request Revocation

PLR S 4] DAE SRS — 1T FHES:

1. GDCA;

2. EFIT

3. ERE BUNEEFISHARR AR
4,

WRATT L AT PR AE R« 15998 35 UAL) BEEL A P 28 =05 T ASR A UEAS [ 75 »

51 GDCA A & FE I s .

The following entities can request revocation of a subscriber certificate:

1.

2.

GDCA
Subscriber

Court, government departments and other public power department

Relying parties, application software suppliers, anti-virus organizations and other third parties
may submit certificate problem reports informing GDCA of reasonable grounds to revoke the

certificates.

4.93. VFH#ESIERKAEFRR Procedure for Revocation Request

4.9.3.1.

T P& REESIEF The subscriber actively proposed to revocation application.

1. TP 17 GDCA $2ASHIAS B R A G 0 UE B A RL, [R5 A S5 A 5
GDCA #ZHR7K CP 5 3.4 19 (ML g BEAT UE S SRS 15 K 1) %)«

GDCA EH B E R JE 1) 2 A TAE H P 52 BiE T s

GDCA 5 JHIUEH J5 B bod i FC R AT BIIE 5B 571 3% +

GDCA i H & MBAFEEE 2 7 2, I8 AT 7 UE P ey S A s e 2 el
GDCA $tt 7%24 /NI FRAIE 55U 1 R 55

© g > w DN

1. Subscriber submits application form of revocation and documents of identity confirmation

to GDCA. Meanwhile, subscriber should provide reasons of revocation.

2. GDCA makes authentication of certificate revocation request according to CP section 3.4.

3. GDCA completes certificate revocation within 2 working days after receiving revocation

request.

4. After the completeness of revocation, GDCA releases it to CRL promptly.

5. GDCA notifies subscriber that the certificate was revoked and the revoked reason by
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4.9.3.2.

4.9.4.

appropriate means, such as telephone, mail, and etc.

GDCA offers 24x7 certificate revocation requests service.

T PRSI RS UEF The subscriber is forced to revoke the certificate

4 GDCA 1 7843 MR B 5 tH AR CP 35 4.9.1.1 vh T B ThL T, wT e i pAy 34
SE MR IE S 5

GDCA 24t 724 /NI (¥ EF ] JAH 755 A0 Ak PR

AT RN NP R AR« B B AL S5 58 =7 SRR IR S
Y, GDCA N ZIR & I F AR A 1 2 45 K P /& 5 15

GDCA T b4, B S0 3, Es T asfE. ihss, SR,
UEFS AR AR B .

GDCA can revoke subscriber’s certificate with the occurrence of circumstances described
in CP section 4.9.1 .1 after the approval of GDCA Security Policy Committee.

GDCA maintains a 24x7 certificate problems reporting and processing procedures.

GDCA will take actions to investigate the certificate problem reports submitted by relying
parties, judicial institutions, application software providers, anti-virus organizations and
other third parties, and will decide whether or not to revoke the certificates based on the
results of the investigation;

After the certificate revocation, GDCA or RA will use appropriate ways, including mail,
phone etc. to notify the final subscriber that the certificate has been revoked and the
reason why to be revoked.

FaYE R 1 %5 PR Revocation Request Grace Period

G0 R B T e A R B SR, B U SR A e T AT i 5 8
NI B o AR SR iR TR SRR 15 SR A ZAE AR TR 48 /NI IR

If key exposure occurs or suspected occurs, revocation request must be submitted in finding

leakage or leakage suspicion within 8 hours after key exposure or suspected exposure is found.

Revocation requirements caused by other reasons must be made within 48 hours.

4.9.5.

CA KBS TERIFIE Time Within Which CA Must Process the

Revocation Request

GDCA H #% I 1E SR 2158 U Z [ 1] B UIRR, AN 24 AN/t
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The cycle of GDCA processes revocation request is 24 hours.

496, WEATKEIEPBMAKESR Revocation Checking Requirements for

Relying Parties

W7 TEAR R — AN UE AT 4 20 25 1) GDCA KA (1) CRL Ml I BT S A A E 502 1
WA
Relying parties must check the CRL published by GDCA before trusting a certificate to confirm the
status of certificate.

49.7. CRL XAi#iZE CRL Issuance Frequency

XFFATHETS, GDCA ) CRL A A il {108 24 /N, CRL A& s KA 48
/N, H. nextUpdate “7Bx F{E NS Y thisUpdate B ¥ 10 KDL F.

xtF gk CAIETS, GDCA 1) CRL KAi AN 12 N H . iR H 2 CAIET,
GDCA 7ERf4H 5 24 /N2 WS CRL, H. nextUpdate 7B [{{E AN 15# H! thisUpdate &
12 AN HBLE.

TERFIR X 2B R 0] LAE CRL SZRIAE R (R AE W 45 AR 4 26 1FBE S AR UE D, CRL [HI57
B A= 21 GDCA il 3 1A R AT SEIE P E -

For the subscriber certificates, GDCA shall update and publish certificate revocation list (CRL)
every 24 hours, and the CRLs are valid for no more than 48 hours and the value of the nextUpdate
field shall be no more than ten days beyond the value of the thisUpdate field.

For the subordinate CA certificates, GDCA shall update and publish certificate revocation list (CRL)
every 12 months. In case the subordinate CA certificates are revoked, GDCA shall update and
publish the certificate revocation list (CRL) within 24 hours after the revocation, and the value of the
nextUpdate field shall be no more than twelve months beyond the value of the thisUpdate field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can
guarantee).

49.8. CRL XAl K#E &8 B Maximum Latency for CRLs

—N EV EH MW E R R 2 AR S CRL ¥ 5 I8 TR A fe it 24 /N

CRL is effective after revocation request approved within 24 hours.
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4909. ELRESEWRIF AP Online Revocation/Status Checking Availability

GDCA N [l HE 53T F HUK 7 R A TE ZE TR S A W R 55 . OCSP i B 20 7 45
RFC6960 (MK, H Hk OCSP x4 #5254 . OCSP k58 i 1 5 IEAE B RS I IE
FiH A —A CA %K, OCSP JIg 55 #% ik 5 B A & — 4~ RFC6960 & X KA K
id-pkix-ocsp-nocheck 4™ i 1 .

GDCA shall support OCSP responses for subscribers and the relying parties. The OCSP responses
shall conform to RFC6960, and signed by an OCSP Responder whose Certificate is signed by the
CA that issued the Certificate whose revocation status is being checked. The OCSP signing
certificates shall contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

4.9.10. FELLRASEWESKR Online Revocation Checking Requirements

AT BAE B TESORESE W), GDCA A1 EAR AT L HUBLR .

GDCA $2it Get Al Post PiFH /7 7y OCSP & ifi 55 -

XFFATFHIEFS, GDCA B2 /bEEDY R B8 OCSP {5 /8. OCSP il 7 (1) fi KA RO N
10 Ko X T LM riESs, LIS H OCSP.

T2 CAAEY, GDCA Rz 12 AR OCSP 5. i h 4t CA ik
50, MIAE 24 /NP BEET OCSP 15 2.

TR R HE-BRIRSEWIER, GDCA A13iRME “good” RA.
Users may feel free to inquire status online. GDCA must not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA shall update the OCSP information at least every four days.
OCSP responses from this service have a maximum expiration time of ten days. For the revoked
certificates, OCSP status will be updated immediately.

For subordinate CA certificates, GDCA shall update the OCSP information at least every twelve
months, and within 24 hours after revoking a subordinate CA certificate.

GDCA must not respond with a "good" status for the request for status of a certificate that has not
been issued.

4.9.11. HEEBKHEMEAER, Other Forms of Revocation Advertisements

Available

k&7 CRL. OCSP #I, GDCA W ARt (5 B HAth AT, (HIX A& A2
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GDCA may provide other publication forms of revocation information in addition to for CRL and
OCSP; however, such publication forms are not mandatory.

4.9.12. FHMEAFREHER Special Requirements related to Key Compromise

FRA CP 55 4.9.1 WRUE RIS AL, 3T 7 BREE MU HOIE 2 4 32 21 2 P
JRiSZHI ) GDCA $ tHiEHas s K. Wik CA %] (M CA mirh 2 CA HiH) %4
AR BE PR BRI T, AL & BRI 8] A & 3 D5 SR 3@ AT AR T

Except for the case described in CP section 4.9.1, when certificate key of subscriber or RA has
been lost or probably lost, certificate revocation request must be made to GDCA immediately. If
security of CA’'s key (root CA or sub-CA key) is damaged or suspected damaged, GDCA should
notify subscriber and relying party timely in reasonable time and appropriate way.

4.9.13. IFHEEKIFEE Circumstances for Suspension

GDCA ASCFHE

Not applicable.

4.9.14. ERIEPEERRK L/ Who Can Request Suspension

GDCA A SZFHIE T

Not applicable.

4.9.15. EHEIERKFEF Procedure for Suspension Request

GDCA A SZFHIE T

Not applicable.

4.9.16. HEARFRFRE%] Limits on Suspension Period

GDCA A FRIE T

Not applicable.
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4.10. EFIRESIRS Certificate Status Services
4.10.1. EAEHFME Operational Characteristics

T A LLERE CRL. LDAP H R4 OCSP ZfIEIRES, ik sRAIE IR
IR 55 7 22 5% 2 #0175 SR AT - T A4 i 7 e )R % Ab B

XF TR A UE TS, GDCA ASBLAE R+ 2T AT AN R HAE CRL A B4 1d ¢ - GDCA
AR CRL HRARADS 45 44 1IE - 1) i i 5%

GDCA A OCSP H (A 10 3%

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate status
services described above should have reasonable response time and concurrency process
capability for query request.

For the revoked certificates, GDCA shall not remove their revocation records from CRL prior to
expiration of such certificates. GDCA does not remove the revocation records of code signing
certificates from the CRL.

GDCA does not remove the revocation records in the OCSP.

4.10.2. AR T]F M Service Availability

UE IR A IR SS D AUGRAE 7X24 /N e, ELW 9z s TR A A 10 7
EFIRAS RS el PN M R iC 4 EV CPS o, JFHEM CA/NE I
(CA/Browser Forum) ifid www.cabforum.org & A IFE G55 13 #5530 BB SR AH — 2.

Certificate Status Services must be available 24 x 7 without scheduled interruption, and the
response time must be of ten seconds or less.

The availability of certificate service status shall be stated clearly in GDCA EV CPS and be
compliant with guidelines’ Section 13 published by CA/Browser Forum at www.cabforum.org.

4.10.3. WIEFFME Operational Features

ZIEA CP %5 4.9.9. 49117 MIIE.

See CP section 4.9.9, section 4.9.11.

4.11. ITMLETR End of Subscription

VTP A I T SRR FE T P AT IAT 9 IE SRR
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1o RSB R AT AT ST
2. LSRRI BRI .

The following conditions shall be deemed that the user terminated to use the certificate services
provided by GDCA:

1. The certificate is not updated after expiration.

2. The certificate is revoked before expiration.

4.12. BHIEE 5K E Key Escrow and Recovery

4121, BHTESKERE ST A Key Escrow and Recovery Policy and

Practices

GDCA NMHEEALA EV IETIT P IAEH, Hb AR AR E IR %S .

GDCA does not escrow the private key of subscriber’s EV certificate and thus does not provide key
recovery services.

4122, SEFEHNBESKE R KIESITR Session Key Encapsulation and

Recovery Policy and Practices

TERE -

No provisions.

5. WENM R B EAEMEESH] Facility, Management, and

Operational Controls

5.1. #pEEI=EH| Physical Controls
5.1.1. ZHHufr B 58 % Site Location and Construction

GDCA HuL AL Z DI BE R E ) iz XL IR IX . ERLX . HEX . AKX T
Xk o0 X AR mPERE R . TR NI A FUANR, AT, SR
MRS 2mm (v FLANR,  HUBCR B RE Dy 3mm v ALANIR . 74 T 208 CO2 fRe
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1o BEERIME A SR A B Bkl 12 T BUR Bk . 18 X524 57 i
RN TC B 0 R0 X 3 o R A A A e PR REAR R e e A o A7 T DR DR
R R A 6 ZBUR B AEAZ L X

According to the functions of GDCA central area, it consists of core area, service area,
management area, operation area, public area. The core area is a high-performance
electromagnetic shielding room. Its shell is made of six sides of high quality cold-rolled steel plate.
The roof and wall panel is made of cold-rolled steel plate with thickness of 2 mm. The floor is made
of cold-rolled steel sheet with thickness of 3 mm. Welding process is CO2 protection welding. Glass
is thickened and bulletproof with metal mesh added on it. Shielding door is manual locked. Vent is
configured with honeycomb type ventilation duct shielding room window according to the
specifications of the shielding room. Power filter is single phase high-performance low leakage filter.
Safe with confidential information stored must be placed in the core area.

5.1.2. WEYj =] Physical Access

BEH AR 4 R BAT R A AT S BT, AT ORIERE B — M)
W RN RIS FALT) . GDCA [¥] CPS AZUN 4y BEj rl 42 i) AT ELERVE 4RI
iE o
The activities of accessing to each physical security layer shall be recorded, audited and controlled

in order to ensure that all above activities of certain person have been authorized. GDCA CP must
define detailed rules for physical access control.

5.1.3. H 7525 Power and Air Conditioning

GDCA ML R 224 WAL R G S % I R G, A TR R AN (8] T 1
HLJEERL. S 46, N AN TSRS B R GR G hia 8 vt o 1 i AR .

The computer room of GDCA shall be equipped with secure and reliable electric power system and
electric backup system to ensure continuous, uninterrupted access to electric power. In addition,
these systems shall have temperature and relative humidity of special air-conditioning system and
wind system control operation facilities.

5.1.4. PBh/K Water Exposures

GDCA HLp3 NiAT F [ THIBORTE I, Biik . AR KHI I, I BeU8 72 th IR /K I £
R P 950/ N s /K RHAUE 2R Ge R 5

The computer room of GDCA should have specialized technical measures to prevent and detect
leaks, and be able to reduce the influence of leakage on the certification system to the maximum
extent.
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5.1.5. ‘KRB Fire Prevention and Protection

GDCA ML NLR IR, i) 52 FH S AR e AR BR AT BT LE R A A, 3K K
DRy DK e b Mk 2 S Uk oe o

The room of GDCA shall take preventive measures, and formulate the corresponding program to
eliminate and prevent the occurrence of the fire. These measures shall meet local applicable safety
regulations.

5.1.6. A Media Storage

PN BT AF TBORASE FH NE 2 Bk s Bk BT Bl BiJEd. Brdess. B
WLy B AR SN S ) 22 A oK, O LR SL ™A% (0 DR3P T BL AR L3S A R AL 4
A5 i .
GDCA meets the security requirements for media storage, including fire-proof, water-proof,
earthquake-proof, moisture-proof, corrosion-proof, pest-proof, static-proof, electromagnetic

radiation-proof, etc. Meanwhile, GDCA takes strict measures to prevent the media from
unauthorized use and access.

5.1.7. KA Waste Disposal

2 GDCA A HIARSK SO AR AL CA i i 2 A7 A BT BR Ui, b ZBR A i 4
8, AEEEICVEIRE . B A MAE UBURME 2 A i BAE AR I Ak B ATAR AR 136 42
BT RS H AT A I AT P B B

The written documents and materials of GDCA should be destroyed when they are no longer
needed or exceeded the expiration date, and must not be recovered. Cryptographic devices and
media with sensitive information should be initialized and physically destroyed by using
manufacturer’s method before disposal.

5.1.8. SHi&H) Off-Site Backup

GDCA &AL 1 il &y hoe, AL T ot Rt . o 1 H S A
AN A SRS AT St B R A

GDCA has established a remote data backup center. It backups the core system data, audit log
data and other sensitive information by the specialized software at off-site location on a daily basis.
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5.2. FEFF##H] Procedural Controls

52.1. W{Eff Trusted Roles

f£ GDCA RALH A FIMEAR S IERE T, BEMAT _ERCMEP AT . (R
F S50 I B BB RO #R4 GDCA PTG A . X A (0 B A 45

1 P RS I BN R

2. ARGUEHAN;

3. #&EHIAR;

4. MEFEBN R RO ERAEAN R

In the process of electronic authentication service provided by GDCA, a person who can essentially
affect the processes of certificate issuance, usage, management and revocation, and other related
positions which are involved in key operation is considered as trusted roles. The trusted roles
include:

1. Administrator of key and password devices.
2. System administrator.
3. Security auditor.

4. Business administrator and business operator.

5.2.2. HIESFER AL Number of Persons Required per Task

GDCA RLAEH AR 55 FUVE Ao ST 55 AT M 422, iR 2 Dl E M ItRZ 5
e U5

1 HPIRERS R A ERAE AR 2 5 N RE AN AT 3 MR SE R

2. IEBBREARGNE G TEINMARGEHN AT 2 D AEN GRS

3. WRZMZEAAESS: FE 2 AWE AN R F TR

GDCA strictly defines the controls of core missions in specific standards. Multiple trusted roles shall
be required to jointly complete the sensitive operation. For example:

1. For operation and storage of the key cryptographic equipment, it requires at least three of five
trusted persons to operate.

2. For background operation of the certificate issuance system, it requires at least two of three
trusted persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.
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52.3. SMAEFRAE %5 Identification and Authentication for Each Role

XHFHTA RIS AN G, AT ™ AR AT S E, A DR L RENE T A2 TN
HLAEERTTIER . IR /7 7E GDCA (¥ G A 3 2% 451 j E

All current staff who undertakes the trusted roles in GDCA should pass certain accreditation
process. This process is set out in the GDCA personnel management regulations.

5.2.4. BEIRFHHIM A Roles Requiring Separation of Duties

PBERST/-H], RARWR — A NIAE 7R —IRGEM A G, SRR — R eI
REM Mo, 5 R T 20 B M B HANBR T
1 AFElkgs sz
IEP3 8k CRL 2K
ARG TR 54
CA #HE
TAFIT

o > w D

In order to ensure security of the systems, it should follow the trusted role segregation principle that
the trusted role must be took by different personnel in GDCA. Roles requiring segregation of duties
include (but are not limited to:

1. The acceptance of the certificate businesses
2. The issuance of certificates or CRLs

3. System Engineering and Maintenance

4. CAkey management

5.  Security auditing

5.3. ANR#E#]| Personnel Controls

N A HI RS AL A/E EV CPS w1, JEHZER CAINIYEESi8Ts (CA/Browser
Forum) @it www.cabforum.org & A TR 14.1 #4192 R AH—5k.

Personnel Controls shall be stated definitely in GDCA EV CPS and be accordance with guidelines
Section 14.1 published by CA/Browser Forum at www.cabforum.org.
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53.1. ®#. LBFMEAZER Qualifications, Experience, and Clearance

Requirements

GDCA X 7K H I {5 F () TAE N S B BEA 2R T
HA& RUFRAE 2 AR 5
WAy E SR M, IR GDCA 1948 — 2B 2E
5y GDCA AR A BT U IR ;
HA REHNAR . B77 LN ST ARSI
R Ay ol INER (R R
TR L .
GDCA ZR7e 2 m 5 M iy N 5 2D b JiUE 4 B IS SO0 AR A e
M) CA Iz AT I E M TAE . RAT ML B KRR R IC K5

o a >~ w Db

The qualification requirements of person who undertakes trusted role in GDCA are as follows:
1. Good social and working background.

2. Complying with state’s laws and regulations. Obeying GDCA's unified arrangement and
management.

3.  Complying with the GDCA related security management norms, regulations and specifications.
4. Having good personalities and working attitudes, with good working experience.

5. Agood team player.

6. Noillegal and criminal records.

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and
dedication to work, without other part-time work that affects CA daily operation, no major bad
records of this industry and etc.

5.3.2. BRIAEER Background Check Procedures

GDCA S 547 RIBUR AR IR BN A AF, SE B Al 5 it T R &

FITAT (RT3 53 TANEE N B 045 B3 AR 245 1 (R o AT i i & WA
BN FEAHEM A,

HARE OIS TSP, BNV, #E, XA mRE.

ST A AR A S EAC R A I H SNE BRI IC S, A R RN AT T
Ao RN AL AT A A
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GDCA may collaborate with governments and investigation organizations to complete background
review for the trusted roles.

All employees who are trusted or apply for should have a written consent that they must go through
a background investigation. Background review including: basic review and full review.

Basic review includes reviewing work experience, job recommendation, education and social
relation.

Full review includes reviewing criminal records, social relation and social security besides basic
review. Full reviews must be carried out for key roles.

[ REREISERET

a)  ANFERII ST RS A G NBORET DLl . SR R B0k BRI, &
PreMVAESS . SEALAEAS . B IE S B IE SR AH R RGIE R

b) AZEESIEL ARG GRS EDTTTEE AT SR AR AT R ST 4

iE o
¢) HMAESITELILE. HHEWE. BRERE AL, RIEERNL
A AR 2 HE .

d) Z£%#, GDCA 5 R TATRE ML, AL i TAVFtE: CA UEP RS 1
HIREREURAE R . I, GDCA KL IRANIII N T B S5 BTl
ARIE R G M IE R SUBEATER AL B 58, DME RRAS - S 00 TE 2 N B (P {5 72
AT A RE
Background review including: basic review and full review.

Basic review includes reviews about work experience, job recommendation, education and social
relation.

Full review includes reviews about criminal records, social relation and social security besides basic
review.

The review procedure includes:

a) The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate,
degree certificate, qualification certificate and identity card and other related valid certificates.

b) The HR department identifies the authenticity of the information provided by candidates
through telephone, correspondence, network, visits and other forms.

c) The HR department checks candidates through on-site assessment, daily observation,
situational test and other methods. Appropriate arrangement is made according to the
investigation result.

d) After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At
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the same time, GDCA will also be in accordance with the relevant organization regulations of
personnel management and make job examination on in-service staff who assumed trusted
role, so as to continuously review these employees’ trustworthiness and working ability.

5.3.3.  ®YIZER Training Requirements

GDCA M4BT 5 M LT R, 44 AR R ATER I, LR AR IIN AT
GDCA iz B %

GDCA AR R

GDCA 24 & FHLH;

EIRA A -

GDCA EHEUR . il B XSk

& [FEZEKT TS R E AR, 7%,

* ¢ 6 0 o

Based on the position requirement of trusted role, GDCA shall arrange the corresponding pre-job
training. The comprehensive training contents are as follows:

GDCA operation system

GDCA technology system

GDCA security management mechanism
Job responsibilities uniform requirement

GDCA management policies, systems, measures, etc.

® 6 6 O o

The laws, regulations and standards, procedures of electronic certification service in China.

5.3.4. BERIIFMEFMER Retraining Frequency and Requirements

GDCA MR 5 E 2 HE G I, DLORIE B i A7 (1) 53 S INAT 5 B S 75 5K, MR 3
FERH TAFIST

GDCA shall arrange for continuous re-training for employees at important positions regularly to
ensure employees can meet their job requirements and complete their jobs more smoothly.

5.3.5. TYERAMEHKSE KT Job Rotation Frequency and Sequence
GDCA MARKE 2 4 PR 1) 8 FEHR N 03 1 AR B A7 6 46 Fi BA A o

GDCA will define and change the Job rotation cycle and the sequence based on the organization
security management strategy.
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5.3.6. RTFAUTANBIMTT Sanctions for Unauthorized Actions

GDCA Bif Sr 34y — WAk, fhRIRAT M HATIE S AL 5, (LRI B
SR A B AR, k. P . SR AL B T 2, AL AT
h L2 i e B B R

GDCA shall establish and maintain a set of measures for the administration, including termination of
labor contracts, position removing, fines, criticism and education, submitting to Judiciary for
processing, etc., to appropriately discipline the personnel unauthorized activities. Above discipline
activities should comply with laws and regulations.

5.3.7. MSLAZANBIZER Independent Contractor Requirements

X A& T GDCA WL N E TAEA B, {EE GDCA M55 5k TAF M k5573 52
DU LS5 N B PN S G 4N, GDCA HI4E— 2R AT
1L ANABERMEREH;
2. GDCA £t — 1 bd s IR AR s EEs I, SN SR EAR T GDCA
A5 52 UL ATE A TR 55 KN

For persons who do not belong to the GDCA but participate in the relevant works for GDCA

businesses, such as business personnel of business branch organization, management personnel

and other independent contractors, GDCA has requirements are as follows:

1. Record management of personnel profiles

2. GDCA provides unified training and retraining, includes but not limited to the GDCA certificate
acceptance rules and electronic certification business rules.

5.3.8. #HHA N RFISCH Documentation Supplied to Personnel

GDCA 2 ftes Pyl i3 TR0 SCAF R BLE RS IR RN 53 T AR AR OSSO .

Documents provided to internal employees by GDCA include training documents and related
personnel working documents.

5.4. HiHEFRER Audit Logging Procedures
5.4.1. EFREMHAISEE Types of Events Recorded

GDCA Nt & i FF L FEEH AR T
Lo AT/ HAE . VRS SR, HRUETS & GDCA SIS VR FH P e EH P R ig Ik
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SR,

2. GDCA f{ s, 8w, B, #HHxBEAEE 4L, FERR, g, =
B S 5 s

3. ERFRM

4. 1 GDCA 3T 5 #:1F;
5. FTH RECFEAEWHE B, 2AeBCRIESLl A BER, GDCA/Authority X
a5k, S EOE B Rk, JRMEEBE R, FHiT, DN AH,
KU 2 B RV R R, UE AR A R R e A
GDCA should record these events include but not limited to:

1. Certificate application, certificate suspension, certificate revocation and renew initiated by
subscriber or by GDCA, subscriber applies for key recovery, etc.

2.  Members of GDCA: Setup, change and login; Reset and alteration of password; revocation of
privilege; Creation, renewal, and recovery of key.

3. Connection failure.
4. Read and write operations from GDCA.

5. All related events such as certificate revocation, security policy modification and effective use,
start and end of GDCA/Authority software, making certificate and certificate chain effective,
attribute certificate management, customer update, DN alteration, database and audit trail
management, certificate lifecycle management and other events.

5.4.2. khEHBEKIRE Frequency of Processing Log

GDCA Mg ik a e v+ H &, DMEADEER) 2R FIE, 5 RI Z et
SRR L PR 5 it o

All the audit logs shall be checked by GDCA regularly in order to discover the significant security
and operation events and take corresponding measures.

5.4.3. ®HiHEREHEHR Retention Period for Audit Log

GDCA W22 35 fR A7 F T INUE AR 55 B 1 H & DRAFAIROY FE 72 2 VAR B +
Fo

GDCA must save electronic certification service audit logs properly. The preservation limitation
period is ten years after the expiration of the electronic signature certification.
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5.4.4. i HERIEP Protection of Audit Log

FICAT IR T H RS N SR E™ M6 X4 AT IE 48 U5 (7] 428 19 It 15 LR s LA B
B MIERSE.

All the audit logs should be handled with strict physical and logical access control measures to
avoid unauthorized reading, modification and deletion, etc.

5.4.5. i HEREMIERF Audit Log Backup Procedures

X o H S & BOZ B S ARAT AT R HIRE, IR T &4

GDCA should set up and carry out the reliable system for backups of audit logs, and full backups
are performed periodically.

5.4.6. F{HEE RS Audit Collection System (Internal vs. External)

TEAE -

No provisions.

5.47. X+ SZEFEHEAFEE Notification to Event-Causing Subject

H PGSR A — N F R, ROE A SR ZE R A AR

When audit record reports an event, GDCA shall notify individuals, organizations who cause this
event.

5.4.8. HEFEHEIEE Vulnerability Assessments
FRAE B THid 5%, GDCA M€ WIHEAT 22 2 Wa 55 PR vPAS , AR YE PPAl A0 R IR R Tt

GDCA shall conduct security vulnerability assessments regularly according to audit records and
take remedial measures according to assessment reports.

5.5. 3 IJHA% Records Archival

55.1. JFRHEFEAISEEL Types of Records Archived

B IARAIL R, B VA CP 55 5.4.1 TRHUE AL, 7R ER N il st AT AR,
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1
1L ERHIEER;
2. UERRRERE T SCRF O

In addition to the records need to be archived specified by CP section 5.4.1, the following records
should be archived:

1. Information of certificate application.

2. Supporting documents of certificate issuance.

552. JARCFEEIABEHFR Retention Period for Archive

GDCA ) EV HLTAUEME S HN (CPS) Sl sE 5 B ) I A4 1 s O BR R

EV CPS of GDCA shall provide reasonable retention period for archive.

55.3.  JARSSCHERKIFED Protection of Archive

N385 3 = V) EATZ R A U R P iR R AR R, R R AE N B fevF
I RS, B IEREEBURRINE. EE. MHERE BB ST Y.

All archive records shall take appropriate measures to control physical and logical access so that
only trusted personnel can access records. Archive records shall be protected from the
unauthorized browsing, modifying, deleting and other illegal operations.

5.5.4. A& FERF Archive Backup Procedures

XHFRGUE BT IAICSR, NI Ty, & SORREAT A AR
X A VAR TR, AN BT, (H R BRI R A HE it R IE L 2 Ak

Electronically archived records generated by the systems should be backed up weekly. The backup
file should also be stored off-site.

For the written archiving data, they do not need to be backed up, but some strict measures need to
be taken to ensure the security.

55.5. ERNAIBRER Requirements for Time-Stamping of Records

GDCA [y H EH#AT IS [AlAE 3, i E N 3 F Tl s AR 58 H s

All the GDCA records are labelled with time, and the time will either be added manually by the
operators or automatically by system.
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5.5.6. JARMWEE RSt Archive Collection System (Internal or External)

 F SRR A B IS R 48, W 4E GDCA FEAM L .

All the entities including GDCA and RA should construct internal archive collection system.

55.7. ZREAKLIFRYS B IFEF Procedures to Obtain and Verify Archive

Information

GDCA (172 4 i T G A 558 B 53 70 Jall DR B VA4S 2 10 2 N8 DL FE RS Se A 6
52N, ZRHX 2 498 DT LU

Security auditors and business administrators of GDCA retain 2 copies of the GDCA file information
respectively. While obtaining the complete archived information, comparison of the 2 copies shall
take place to confirm the integrity.

5.6. Z4HA T Key Changeover

7E CAIE-B I, GDCA ¥xf CAUEBHATEH. HE CA BYIR I Rt A ik
A CP 4 6.3.2 T MUE I R AL ], T4 CA EFn] LA F J5 35 4 04T 53T
500 75 ZEP= AR R B 0, Br e DA W CA B EART . BIEZE 2 AR A= i 14, GDCA
AT DL A T S B 105 R BT CAE . 7 CA ERE 2 i, #8048
R E B, DMRBEIX A CA R RS CA TH S0 BT 2 B 1) P R U

When the certificate of CA expires, GDCA will renew the certificate of CA. As long as CA key pair
does not exceed the maximum lifetime specified in Section 6.3.2, the certificate of CA could renew
using original key. Otherwise, new key pair shall be generated to replace the expired key pairs of
certificate of CA. Also, even in the key pair life cycle, GDCA could generate new certificate of CA by
using new key pair. Before the certificate of former level CA expires, key changeover shall be
performed to ensure that the entities in the CA system shall switch from original key pair to new key
pair smoothly.

TEAE BUBTIY CA BN, DA™ ks 185 GDCA kT35 A8 BRI o B ) 25 A0
PR, GDCA KRR CAES, IR BEAT KA, AETT NI Re 6 b I SR EL
i) CAUEFS

New CA key pair is generated according to the key management rules of GDCA strictly. While
generating new key pair, GDCA shall issue and publish the new CA certificate timely, and it shall be
available for subscriber and relying party to obtain new CA certificate.

CA BB, D2 ERUEAEANIE B B MR 1 I
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Make sure that the entire certificate chain transits smoothly in CA key changeover.

5.7. MELRMEPKE Compromise and Disaster Recovery
5.7.1. EHMFELIEFERF Incident and Compromise Handling Procedures

GDCA S il 1T & Fh S i A BE 7 ZE R0 S AL BRTRIZE A0 AH I 0 S ORI 45 T35 AL R
Fro

In order to timely respond to and handle accidents and damages, GDCA establishes a series of
emergency response schemes and accident treatment schemes.

5.7.2. TFENERIE. HAEM/EREE KR Computing Resources, Software,

and/or Data Are Corrupted

R MBS A R AR 1 S, GDCA SLRIVS Zh S i A BERE Iy
WAL, TR SRR R TE R SR

When identified the destruction of network communication resources, failures of devices for daily
services, malfunction of software, or tampered database etc., GDCA will launch the disaster
recovery plan.

5.7.3. SAFAHHELEFERF Entity Private Key Compromise Procedures

FEMGE I NN B B AR R AE RSN » GDCA B4 RN 415 R LK K 2 4385

1. GDCAWIERSGM A4 HSE RO WS EIER . REEEAIATALE,

2. ARG, 5 AR T 7 AR B S R .

3. WRHFLEMEHECE H A, HREWE, MEIERA CRL FE
BEAT K -

4. ReBSUiI) 2 A IR TT R B K S B

5. WRFTFEWREN S E AR E S, M REE A PITIKE .

6. HWIRTEZEME GDCA N5 H#AE B ECE SCIF, Wd 514 —4 GDCA %4k 5%
e S0l 558 B O TR E

In the intentional, man-made or natural disaster situation, GDCA will take the following steps to
restore security environment:

1. GDCA verification system’s password is changed by the business administrator, business
operators and system administrator.
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2. According to the type of disaster, some or all certificates should be revoked or re-verified later.

3. Directory data, encryption certificate and CRL are needed for recovery if the directory is
unavailable or directory with impure suspicion.

4. Timely access to security site as far as possible to restore operation reasonably.

5. While restore the business administrator's configuration file, it should be done by the system
administrator.

6. While restore the GDCA business operator’s configuration file, it should be done by another
GDCA security business operator or administrator.

Y CA MR S sl 5%, GDCA JH 8 B KA RS FRRE T, 22 4 K 23 0
SRR SR KT VPAL, S ATE0 TR QR @ 4 CAUES, #2 RILLL T i

L AT R K =0

2. RATUEPEHRERNE BE;

3. @i GDCA Muti s H el A5 5 sURAT < TIE RS CA IR AL FRIE R ;

4. FEABIARAAE, EHONIT P ARIES.

When CA root private key has been damaged, missed, tampered or leaked, GDCA starts a major
emergency treatment process, which is assessed by GDCA Security Policy Committee and the
relevant experts to make a plan. If the CA certificate must be revoked, the following measures will
be taken:

1. Notify relying parties and state administrative department.
2. Publish certificate revocation status to repositories.

3. Publish handling notification about revoked certificates at GDCA website or by other
communication methods.

4. Generate new root private key and re-issue certificate to subscriber.

5.7.4.  RMEJE RIS FELERE /7 Business Continuity Capabilities After a Disaster

GDCA fERA KA, NAA T JUAN 7 T Y5726 ) -

1. TERATREME MR R %% RGE, B2 NI 48 /NS
REBE K 2% 15 B s

e RAE VK 5 1038 B T & e A BR s

A RN ARSI M55 3 HANE IR 7 BRI EK

> wDn

GDCA shall have the following continuity capabilities after a disaster:
1. Recover business system as soon as possible, not exceeding 48 hours.

2. Recover information of customers.
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3. Ensure the operation site meets the security requirements after recovered.

4. There are enough employees to operate the business and not violating segregation of duties.
b 45 % S M IR SE S B B D Sk E EVCPS R, 9 HLEER AN CA/BI IR B8 18 s
(CA/Browser Forum) & it www.cabforum.org KA FIFEEG 16 #575 FE SR A — 5L

The implementation of Business Continuity shall be stated definitely in GDCA EV CPS and be
accordance with guidelines Section 16 released by CA/Browser Forum at www.cabforum.org.

5.8. CA B{ RA 41k CA or RA Termination

2 GDCA Ky MLR 5 s i b 450, 2™ A% e (e N R E i1
BN CRTFVAFRSS B AP KA S i St AT LA £ 1 BT A R 55 1R e
ZORBEAT A K LAE,

fE GDCA & Il fif, A%

TV S AR A

L H GDCA #1575 B ;

AT GDCA % AR SL AR
NN =ESi S sy

RS RS

KL FRAFAS SCAFE 3% 5

12 L AE R O AR 55

RS H RSS2

KM F Hx MRS

10. 4b¥E GDCA V558 21 GUF1 GDCA M55 454E s
11, AbFANAF Al USRS s

12. %5k GDCA FEAHLAEM:

© N o g > w Db P

GDCA and its RA need to stop their business strictly under “electronic signature law on the People's
Republic of China”, “electronic certification service management method” and relevant laws and
regulations.

Before termination, GDCA must:

1. Arrange the business to undertake

2. Draft GDCA termination statement

3. Notify the entities that are related to GDCA termination.

4,  Shut down subordinate LDAP

61


http://www.cabforum.org/

[] LM TIZRIEIRDE
m ol Digital Cyber secority Aotheoitg Cou i GDCA EV -LIE:']}%E% (Vl. 8 )]-[&)

5. Certificate revocation

6. Treatment of archive file record

7. Termination of certificate authority service.

8. Archive main LDAP

9. Shutdown main LDAP.

10. Process GDCA business administrator and GDCA business operator.
11. Process and store sensitive documents.

12. Remove GDCA mainframe hardware
2 RA R 1B IR %5 1), GDCA K485 H AT A S A B A ol S5 Ak e h |
A Al F 0,

When RA terminates its services, GDCA deals with all the relevant business in accordance with the
agreements.

5.9. ¥¥E %4 Data Security

BlE 224 MY ARG SR AE EV CPS A, I H BRI CA/NYE 28181 (CA/Browser
Forum) @i www.cabforum.org & AGIFEES 16 F43 (B RAH — 2

Data security shall be stated definitely in GDCA EV CPS and be accordance with guidelines Section
16 released by CA/Browser Forum at www.cabforum.org.

6. IIE RS AR 2244 Technical Security Controls

6.1. FHIMKAERS % Key Pair Generation and Installation

6.1.1. ZHHXTHIER Key Pair Generation

CA AN IAZTE Z A B, B2 /N T {5 N DA TE [ G800 32 3 1 T LA
VEAT RS B A . BRI AR L AP0 AR R NIEAE FIPS140-2 hrifE
FIAHRILE . BT FIPS140-2 At F AR 2 [ A S A0 1 AW RIS REIARtE, 1 500
TP A TS I TSR, R FIPS140-2 bRk S BHAT, 7 E R 350 B
FVPATHISRE NG A, RS RS] R IR TRl T IR SR B A i Y
BRI E RS E BRI TS e .
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CA BB (A I 2 5 SR AR B R — 44 B4 10 B VU AIE AR R LI A1 CPS DA K £
o B IR o BN A i B AR AR 8 5 1 R I DR A

X1 EV SSLAT RS, AT/ &S BT 7 3 AR RO RE .

ST EV RIS AAETS, 3T R AR S Am 2R M A 1 % A B RS, AN
BEE MRS, R0 A 1A B0m AL, GDCA il 22 4B 1K BTG 1 AR 48T

i

[

The key pairs of CAs are generated within the cryptographic devices approved and licensed by
OSCCA, in a physically secure environment and under the control of multiple trusted persons. The
generation, management, storage, backup and recovery of the key pair shall comply with the
relevant regulations of FIPS140-2. Since FIPS140-2 is not a standard that approved and accepted
by OSCCA and OSCCA implement a strict management of state’s cryptographic products, GDCA
only apply part of the provisions of FIPS140-2 under the permission of OSCCA. Specifically, the
product manual of the device is for your reference. Hardware Security Module used for key
generation must be evaluated and certified by OSCCA. Subscriber’s key pair is generated by the
key generation mechanisms embedded in his/her own server or other devices.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to
ensure the generation process complies with the requirements of the CPS and follow the separation
of roles principle. The procedures and operations related to key pair generation shall be recorded
and archived.

For EV SSL certificates, subscribers’ key pairs are generated and kept by the subscribers
themselves.

For EV code signing certificates, subscribers shall use the hardware equipment that meets relevant
requirements to generate key pairs, and private keys shall not be duplicated or exported, and the
activation of which must require a password. GDCA will deliver the activation passwords to the
subscribers thorugh secure channels.

6.1.2. FAEHMEIRLIT P Private Key Delivery to Subscriber

AHET P BT, AHERAEILRET

Since the private key is generated by subscriber, GDCA dost not deliver private key to subscriber.

6.1.3. APMEIRAIEHZKILH Public Key Delivery to Certificate Issuer

N REE TR, BTN RA B PKCS#10 4% 2UHAIE 2542 17 3k (5 B H:
BEFEAR A ERER, DRI UG AHIRAT % GDCA &k, XEbiERal o
AL AL TR B 2 iUy, i B E M (SSL).

In order to obtain a digital certificate, end subscriber and RA sends certification issuance request to
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GDCA electronically. The request contains public key for GDCA to issue the certificate. The request
information is encoded as PKCS#10 or other packing format with digital signature. The
transmission of these requests or file packages needs to use security protocol for protection, such
as secure sockets layer protocol (SSL).

BZIT T RA il PKCS#10 k& IE B 4215 RS B e e BB 4 ekt
e, P TIT SOB A IR 4 GDCA 25k, GDCA FE25 K AEH AT E6IE T35 15 3R
T 24 .

End subscriber and RA sends certification issuance request to GDCA electronically. The request
contains public key for GDCA to issue the certificate. The request information is encoded as
PKCS#10 or other packing format with digital signature.The subscriber’s signature on the request is
authenticated prior to issuing the certificate.

6.1.4. CA AHEIBRLHKIBIIT CA Public Key Delivery to Relying Parties

GDCA NiZiBil 224 a] FERR 1K CA AEAWETT, BFE N4l M. M
X TH I $E 22 55 7 2
GDCA 7 Zid it Hap kA H CA iEF5.

GDCA shall use secure and reliable way to deliver CA public key to relying party, including
download from security site, face to face submission, etc.

GDCA also publishes CA certificate through server directory.

6.1.5. ZHHWKE Key Length

GDCA SCHF ) RSA B K 22 /b /& 2048 i, SCHFH) ECC B KA /00 256 fir.
P E N B ICSRAE EV CPS , Jf HLELRI CA/I i 48181 (CA/Browser
Forum) @i www.cabforum.org & A fIFEFE 9.5 #4 AESRAH—E.
The key size of RSAis no less than 2048 bits. The key size of ECC is no less than 256 bits.

Key sizes shall be stated definitely in GDCA EV CPS and be accordance with guidelines Section
9.5 released by CA/Browser Forum at www.cabforum.org.

M

6.1.6. AHSBWAERMFERE Public Key Parameters Generation and

Quality Checking

NS B 25U Y B A5 A8 0 1 DR PR T A % ANBE AR A S 2R B 8
FHL IR, USB Key. IC REFEA AR, I8 AIX L e (1 42 O T AR
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GDCA N NS B & I B N BN, SRS S B& T RS e &SR TR,
SHFSEUR RN A, [FRE i [ 5% 8 60 35 0 1 AV AT f s 4 R 2F A
JRHEAT, Blann#sL. n# <. USB Key. IC R4,

Public key parameters must be generated in encryption equipment and hardware medium
approved and permitted by State Cryptography Administration, such as encryption machine,
encryption card, USB Key, IC card, and follow generation norms and standards of these devices. Of
course, GDCA considers that built-in protocols, algorithms for these devices and medium have
already met sufficient level of security requirements.

Quality of public key parameters is also checked through the encryption equipment and hardware
medium approved and permitted by State Cryptography Administration, such as encryption
machine, encryption card, USB Key, IC cards.

6.1.7. 24 B K Key Usage Purposes (as per X.509 v3 Key Usage Field)

GDCA ZEKH) X.509v3 IE-Ht & 17 #PIHNEY I, LS RFC 5280 Frift
(Internet X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008) AH%F. 1
R GDCA fEHAERAEB R HHREY IR 1 &, UE-BiT P L i 48
M@= ZHACP %7127,

X.509v3 certificates issued by GDCA contain key usage extension, which matches RFC 5280
standard (Internet X.509 Public Key Infrastructure Certificate and CRL Profile, April 2002). If GDCA
specifies the usage in key usage extension in the issued certificate, the subscribers must use the
key according to the specified usage. See CP section 7.1.2.

6.2. FAAMRI BB THE#H) Private Key Protection and

Cryptographic Module Engineering Controls

VAENUA L ZUE B B AR A R ) A 25 5 L DRI ) CA MBI %2 4. 3T 7
PRS2 EORAE P IT R EGL E R TP 15 T (b RV B kg . B ORI 18
o

Physical, logical and process control approaches must be synthetically used to ensure the security
of CA’s private keys. Subscriber agreement will require certificate subscriber to take necessary
measures to prevent the loss, leak, changes, or unauthorized use of the private key.

6.2.1. FROEBLFIARHEREH] Cryptographic Module Standards and Controls

GDCA i Zifd Y [ S 3 A BRER T TN AT L b vk A B A 35 A A AR iR CAL ZEKIE
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F 1 CA FlH A CA 48X}, HAEMEA I CA Fo5H. CA RGN Z LTS FIPS 140-2
BN MEARER, 1T P LB & FIPS 140-2 55 2R FIH AR E K.

GDCA must use the hardware cryptographic module approved and permitted by State
Cryptography Administrator to generate the key pair of root CA, issuing CA, other CA and store
relevant private key of CA. The cryptographic module of the CA system meets the FIPS 140-2 Level
3 technical requirements, and the cryptographic modules of the subscribers conform to the FIPS
140-2 level 2 technical requirements.

6.2.2. FEALAIEH (mi%&n) Private Key (n out of m) Multi-Person Control

WAEALA 2 20 BRSO A2 BRI AL RS2 2 a5 N2 5 CA N
WA RIRE . BOR ERPEHI AT A “BE 817 BOR, B —A CA BB s
B e 7 s N5, 2l 2 2 E NREFA o iRy — M A AR R () ik
BB m, AL R n ASBY RS N 52 A B0 f A7 AR B AR ) CA AL
He EXHE m AN 5, nAMT 3.

CA must use technology and process control mechanisms to achieve multi-reliable personnel jointly
participate in the operation of CA encryption equipment. The “Secret Sharing “technology is
adopted, namely, the activated data required in operating the private key of CA is split into the
several parts and the parts are held by several trusted personnel. If hardware cryptography
module’s secret division amount ism, then at least the number of n of trusted personnel must be
required to activate CA private key stored in this cryptography module. It notes that m is not less
than 5, nis not less than 3.

6.2.3. FAEHFLE Private Key Escrow

TERE -

No provisions.

6.2.4. FrEH&1D Private Key Backup

N T RUENE S5 FFEE0T i, GDCA a2 CA R4, DL RAE R AL . A
P&y LU (TR S ORAF AR S D B . 774k CA RN S RSN AT & CP 26
6.2.1 T A ZER IFAF AL DRI AR - CAFARH S A 2146 o ol A1 S RO A B rp 2245 5 CP 2 6.2.6
TER,

In order to ensure ongoing operations, GDCA must create backup of the CA private key for disaster
recovery. Such keys are stored in encrypted form in hardware cryptographic modules and
associated key storage devices Backup of the private key in encrypted form is stored in the
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hardware cryptographic module, and cryptographic modules used for CA private key storage meet
the requirements of section 6.2.1 and are stored in safety box. CA private key is copied to backup
for hardware cryptographic module to meet the requirements of section 6.2.6.

6.2.5. FALAIHEY Private Key Archival

7E CA RVEHBIN S, 6245 R /& CP 5 6.2.1 5 2K (1 A1 25 i A H T A R A 28 /D
54, VIRIIBRAS S, X CA RSN & CP 5 6.2.10 19 URLE «

After the expiration of private key, GDCA must use the hardware cryptographic module specified by
CP section 6.2.1 to archive and store at least 5 years. After the expiration of archival, the
destruction of private key shall meet the provision of CP section 6.2.10.

6.26. A FH. BAFHEELR Private Key Transfer Into or From a

Cryptographic Module

CA [FL4H, GDCA ™ ks 14 R AR & P18 BB HEAT 840, BRILZAMAET S A7
HIRIEREABICVF . 20 CA F X &40 B 53 S AT AR I, DR )7 AR A
Bz IaMEIE, IF ARG AT EAT S 52, DABTIE CA BB ER. #is. 2k, 3k
BRI EE . ARRAIAE o

GDCA private key backup is run strictly in accordance with procedure and strategies specified by
GDCA, in addition, any import and export operations are not be allowed. When CA key pair is
backed up to another hardware cryptographic module, by the way of the encrypted form to transmit
between the modules, and made a authentication before the transmitting to prevent the CA private
key from being lost, stolen, modified, disclosure non-authorized, used unauthorized.

GDCA AR UELT AP A 3 R B b 3 Y R 598, B A SRV It tede o X 4%
AR AR AR, R P IR RO B AT AR ARG RS, T T A BT
AN BRI R B D& ORI S U 1) 42 il 1 i o

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module
and allow this operation. As for the private key stored in software cryptographic module, and if
subscriber is willing to bear the relevant risks, subscriber can choose the way of import and export
with access control such as password, etc.

6.2.7. FAHEFILEILE M Private Key Storage on Cryptographic Module

CA R G HIALEH A2 LA ST 1 20 A7 TR ] SR R =5 5 38 1 1L RN ] R 2 3 R
it AR 2s RO 2 /D 5SS FIPS 140-2 = Za kit 85 [7) 2 2% 22 4 /K .
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AT 2414 EV AR ZAEBT P AV OBE R 38 pg A b 22 /D 75 & FIPS 140-2 —
SR AR BY R S 2 2 A /K

The private key of CA systems in encrypted form must be stored in Hardware Security Module
approved and permitted by OSCCA, and hardware cryptographic module at least meets the FIPS
140-2 level 3 standards or equivalent security levels.

The hardware cryptographic module used to store the private keys of the EV code signing
certificates at least meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.8. BIEFEHAI T Method of Activating Private Key

CA AV T 3 i e rh, PR 2R 12018 CP 28 6.2.2 Wit T /0%, I+ H.
{RAELE IC REEREEA R, A2 m ik n 1977 2020 B5 N B0E B0 4 BE 0 FAEH

The private key of CA shall be saved in hardware cryptographic module, and its activation data shall
be spilt in accordance with Section 6.2.2, and be saved in the hardware media such as IC card. The
private key must be activated through entering the data using n out of m.

6.2.9. HERHKI ¥ Method of Deactivating Private Key

T CARY, MAEBRVARIBEE W, AR RS, .

The private key will be deactivated when its storage device powers off.

6.2.10. HEBFAHKI A Method of Destroying Private Key

AR . ATERER, DAZSAPINE, Itk fires. Mgk
BRI -

When private key is no longer used and do not need to be saved, it shall be destroyed so as to
avoid loss, stealing and disclosure or unauthorized usage.

CA R, A AL ARG, TR CA RN — B & AT AR, HAlRY
CA RV 2 i 8. AR CA RV ARG RN FAEZ Ll E A RS
HITE LT % 48 CA RPIAATRHEREF I R, CA RV I S JUE K CA FL
M AU e B meRe i R AR A ) 7 U B

After the termination of lifetime, GDCA need archive one or more backup of CA private key and
securely destroy other CA private key backup. The archived private key of CA shall be destroyed by
multiple Trusted Persons during its archiving period. The CA private key is stored in the hardware
encryption card, the destruction of CA private key must use the method that the CA private key is
deleted from the encryption card completely or is destroyed with encryption card initialization.
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6.2.11. FRIEERFIPEE Cryptographic Module Capabilities

GDCA i Fi ] 2% 2 5 3= 0 1 HEAE R VR AT (R 25657 i, B2 HOAUR (35 bt 0
. PGSR PEIE RS RER, S CNS 15135, 1SO 19790 B¢ FIPS 140-2 4%
2% 3 MIHE, GDCA FIHRAE ™ ShPERE. TAERCR. (L) 7 I% &7 I (44 1F
R FT B

GDCA uses the products approved and permitted by state cryptography department, accepts
various standards, specifications, assessment, evaluation certification and other requirements
published by state cryptography department, and follows the related specifications of CNS 15135,
ISO19790 or FIPS 140-2 level 3. GDCA selects the module according to product performance,
efficiency, suppliers’ qualifications and other aspects.

6.3. BHXNEHK H b 5 W Other Aspects of Key Pair

Management
6.3.1. A%HHE4 Public Key Archival

WAZFJARE CA MR ZEAT EAS, VRS (IR w] A7 e B 12

GDCA must archive CA and end subscriber certificate, and archived certificate can be stored in
database.

6.3.2. IEFERIERIMEELANHE BB Certificate Operational Periods and Key

Pair Usage Periods

UE A RN Y B #f iR 7E EV CPS w1, JFHZR CAMXIE2itIs (CA/Browser
Forum) 81t www.cabforum.org &4 IFa T 9.4 B4 A E R AH—2%.

Certificate validation period shall be stated definitely in GDCA EV CPS and be accordance with
guidelines Section 9.4 released by CA/Browser Forum at www.cabforum.org.

NAIRALH A FPWBR SAE P A RAWA G, EIFA R — 2.

XA B IESS, HAV R BEAEIE AT RO A A4 W] U 82844, A4
FHSIRRAN L UEH A ROUIR o B2, O 1 ORIEAEIE P53 00 A 244 (1045 S8 AT BASHIE
BRI A UIRR W] DAAEGIE S (78 ROYIRR EASE

X s eSS, H AP R BAEIE BT RO A AW U s 2, A58
FHSIRRAN L UEH A ROIR o B2, O 1 ORIEFEIE P53 O A e 1045 S8 T BAg T
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AAEH A FTYIRR AT BAERE S 1A RO R LAAb .

The usage period of public key and private key is related to the validity period of certificate, but they
are not completely consistent.

For the signing certificate, its private key can only be used for signing within the certificate validity
period and not be used surpass the validity period of certificate. However, in order to ensure
signature information can be verified within the certificate validity period, the public key can be used
surpass the validity period of certificate.

For the encryption certificate, its public key can only be used for encryption within the validity period
of certificate and not be used surpass the validity period of certificate. However, in order to ensure
information encrypted can be used to unlock the information within the validity period of certificate,
the private key can be used surpass the validity period of certificate.

FANFERM R TR PIEIE R CAUES, IEBEIME, ERIEZ 2L T,
FOVFAs Y 3 PR R HE AT B (BRSPS AN RE TR E A

In addition, after the expiration of certificate, under the circumstances of ensuring security, original
key pair can be used to update the certificate. But the key pair can’t be used indefinitely.

S F AR F AR, FCE I A0 V@I 5 53 (A A SIPR 4

X T RSA4096 fi7 CA IEFS, BN 1)K s V8 A IR 2 30 4F

XF T RSA2048 fi7 CA iEFs, JFEEHXS IR K RV F AE R 2 27 4F

Xf T ECC384 fir CAiE+:, HEHX IR K RV R Z 30 4

XFF ECC256 fii. CAiE+:, HEHX K RV R 2 27 4

XF T RSA2048 i EV AR AR 2R+,  FUE 9 B Fo VR AR R 2 39 M H
XF T RSA2048 i EV SSL IR 554 UE-15, BB A B K SL VR 4 IR 825 K
XfF ECC256 fir EV SSL Ak 55 s iE+5,  HE HIX i Se VA AR R 72 825 K

N oo g M w o dhdoE

For different certificates, the maximum usage period of the key pair can be obtained via certificate
renewal are as following:

1. For RSA 4096-bit CA certificate, the maximum usage period of the key pair is 30 years.
2. For RSA 2048-bit CA certificate, the maximum usage period of the key pair is 27 years.
3. For ECC 384-bit CA certificate, the maximum usage period of the key pair is 30 years.
4. For ECC 256-bit CA certificate, the maximum usage period of the key pair is 27 years.

5. For RSA 2048-bit EV Code Signing certificate, the maximum usage period of the key pair is 39
months.

6. For RSA 2048-bit EV SSL server certificate, the maximum usage period of the key pair is 825
days.

7. For ECC 256-bit EV SSL server certificate, the maximum usage period of the key pair is 825
days.
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6.4. BOIEEFE Activation Data
6.4.1. BUEEIERIFEA 23 Activation Data Generation and Installation

CA RPRIBE A, L IR O T 8 PR0E Bl 0 B P BINE R EDOR, ™
WREAT A o AT

Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.

6.4.2. BIEEIEKIFEI Activation Data Protection

Xt CA R HIBGE S, W ATE R AR 73 F R 7 E1 5 B S A R R RT 3

&, MHZEEN RBIRF GBI HINER, 2 MR ) 1 25

il
o E

¢
=

o

Activation data of CA private key must be separated in reliable way and kept by different trusted
personnel. Administrator must meet their requirements of responsibility division. The responsibilities
of key sharing holders should be confirmed by signing related agreements.

6.4.3. EiEEFERHALFHE Other Aspects of Activation Data

AHONE «

No provisions.

6.5. THEMLE4EH] Computer Security Controls

6.5.1. R HTENZEFH ARER Specific Computer Security Technical

Requirements

GDCA REiM15 B A E B, 14 M E S 0 B A 1 GIEBAE R G655
R ZAEFARIIE) . T AME B A (R IAIEARS B BEINED, 2115027001
15 B 2 AR ARG LA S AR S 5 B 22 A hn i, e (AT 58 36 1 22 4 BT SR g A
HEE, TEIEE PP, FEANGT. EENLARARMERIRE RS SRR
WA, BT BT s, NSRS BCE B 2% U I A

Information security management of GDCA certification system meets "Specifications Related
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Security Technology Certificate Authentication System" published by OSCCA, "Measures for the
Administration of Electronic Certification Services" published by Ministry of Industry and Information
Technology, standards of information security in ISO 27001 and security standards of other relevant
information. GDCA draws up comprehensive and perfect security management strategies and
standards, which have been implemented, reviewed and recorded within operation. The main
security technologies and control measures include: Identification and authentication, logic access
control, physical access control, management of personnel's responsibilities decentralization,
network access control, etc.

I AR e A B, MR CA BAFAEIE U R G R AT RS, A
R BNREFRBUNVI .

BORGLAG HAB RGBS, ARG 5 ARG E . XM AT
B L B g 5 110 180 FH 2 e A5k I 48 1) 7 1) o S PRV 817 38 BEL Lk AP I N A1 I N AR A2 7 2R 8 Y
#&, PRI A P RERNES . R CA RGURESERATNR ., ALETIERE., U
n] R G AT{E N 52 A) U I 415 i) CA 8

Strict security controls ensures that the system of CA software and data files is secure and reliable
without unauthorized access.

Core system must be separated physically from other systems and the production system must be
separated from other system logically. This separation can prohibit network access except for
specific applications. The usage of firewall is to prevent the intrusion from the internal and external
network production system and restrict activities of access production system. Only trusted persons
in operation and management group of CA system, when necessary to access the system can
access the CA database using password.

RGN YL R/ EV CPS wF, JEHEM CA/MN Y2t (CA/Browser
Forum) j&id www.cabforum.org A IFEFE 16.5 #B4 IR —2.

System security shall be stated definitely in GDCA EV CPS and be accordance with guidelines
Section 16.5 released by CA/Browser Forum at www.cabforum.org.

6.5.2. TTHEHNZEIFE Computer Security Rating

GDCA [fMIE R 48, T SRR B R ) 2 A

GDCA certification systems pass the security review of OSCCA.
6.6. AT ARIEH Life Cycle Technical Controls
6.6.1. ARG K#EH| System Development Controls

GDCA HYBRAF vt A A R4 AT B -
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1 H=Jr e &
2. wENR AT SEE BT
Ay, GDCA AT IT RIRIERTE, 275 1S015408 HbnitE, AT FIRIAIIT
KA
Software design and development of GDCA process follows principles:
1. Verification and review of third-party
2. The security risk analysis and reliability design

The operation specifications of software development, which refer to 1SO15408 standard,
implement relevant plan and development control.

6.6.2. ZAEIIFH| Security Management Controls

]

GDCA MIE R G IIME B 22 A BE, RS A8 [H 2850 LA 1 A DB AT B
BEATHRAE

GDCA I & Gt iAE LR TR A fl 3 it , B A 1) R Gl 4o 7™ 4% 1 IR 30 f
A AT ZAFUER, AEFE ST 2 e AR R I AT AR IS H] . DRI AIE 3% .
GDCA & X I\ IE R e AT & HIAAS & 1 e At o

GDCA R F —F RIS B SR R AE L R G MRCE, AR IR R BRI TL .

Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA authentication system have a strict control measures, and all the systems can be used
through rigorous testing and verifying .Any modifications and upgrades will be recorded for
reference and made for version control , functional test and record. GDCA also carries out regular
and irregular inspection and test for certification system.

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

REAF 2% BRI BRSNS dE AT e tE iR, RIS R EHAR, 25
FAAE 2 AR A o TN V28 IR SR AT 22 2 o ZBUAE SE N T Y 22 A LA T, 2B AT e
A 2 AR

GDCA NIE RS BB e s TH R LU, TR IH B AEEAT A BRI, 15 S 20
IWHR B R % 2 0 B A

Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

After all the hardware and software equipment of GDCA authentication system are upgraded,
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GDCA must confirm the existence of information which affects the security in waste equipment.

6.6.3. AR E&¥H Life Cycle Security Controls

GDCA NIE R G A e g B vl REEAERITH Gt R, Hrp g 7R, R
i Ji S 2k

Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.

6.7. MILKZ4e$EH] Network Security Controls

GDCA AL Z G K FH 2 4 B K b AN R 28 B 22 Pl R LI DR, I HLS M 52 3 1
IR

N T RN, 24, GDCAWIE ARG LAARE T ARSI 22Tt B
EARG, JFHRMER K NRARI . e PR R AR E RGNS, BUR
A RE A FRAIRR BT R 48 10 XU

GDCA authentication system has multi-level firewalls and the protection of network resource
security control systems. It also has complete access control technology.

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and
updated to the version of above systems, as much as possible to reduce the risks from the network.

6.8. K [E]ER Time-Stamping

GDCA 2454 RFC 3161, 5816 UL & Authenticode IR AR IR S, FEH TS
25 % . GDCA KIS R R Gert [A] 5@ i NTP WMl 5 1% (Al E R 45 525 .

GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode,
mainly used for code signing, and the system time of GDCA's operation system synchronizes with
this time stamp service through Network Time Protocol (NTP).
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7. iEH. IEBHESET)RAELIEFIRSMY Certificate, CRL,

and OCSP Profiles

7.1. iEHHIR Certificate Profile

GDCA iFBiEAE ITU-T X.509v3 (1997): {5 BRI ARG H&E-H 3% AIFHESE
(1997 4F 6 A ) FryEFT RFC 5280: Internet X.509 A%HILALACHEUE T CRL 4544 (2008
5 H).

The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997):
Information Technology - Open Systems Interconnection - the Directory - Authentication Framework
(June 1997) recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure
Certificate and Certificate Revocation List (CRL) Profile (May 2008).

GDCA i#iid CSPRNG £ T 0 HACSE 64 fri) AR F 8P RE R 815 .

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of
output from a CSPRNG.

EV P2/ 5 SR X 509 v 45k, R e (BB ) BRI U R R TR

Certificate contains at least basic X.509 vl domain, and its specified value or limited value is
described as follow:

F-EV UEFSE5 1) (1) R A 45
ik i B A AR BR ]
FRAS & W] X. 509 UEF IR A, B V3
RS A5 I ME— bR AT

BAF R HAUEIN P 24 550 (L CP 55 7. 1.3 79)

BREDN | BRANEH L

HRuRieHE | 3T EpRER R UTC) , MAbERE[E2, #% RFC 5280 ZERZmiY

AR H | BT EER@EA R E (UTC) , AL ] [F] 25, 4% RFC 5280 R ZwhY.
A ROR M B4 CP 2 6. 3. 2 TRl BRI

8 DN IEBRAE BB A,
CN. OU. O. streetAddress. postalCode. L. ST. C. serialNumber.

businessCategory. 1.3.6.1.4.1.311.60.2.1.1. 1.3.6.1 .4.1.311.60.2.1 .2,
1.3.6.1.4.1.311.60.2.1 .3,
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AN A RFC 5280 2w, fHHH CP 28 7. 1. 3 Hhf e ML, B 2

CP 45 6. 1.5 #8 & MIER

Table - Basic domain of Certificate structure

domain Value or value limitation

Version Format version of X.509 certificate with the value is V3

Serial number Unique identifier of certificate

Signature i ) o N ]

) Signature algorithm for issuing certificate ( see CP section 7.1.3 )
algorithm
Issuer DN Issuer’s Distinguish Name

Start period Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
time, encoding follows the requirements of RFC 5280.

End period Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
time, encoding follows the requirements of RFC 5280. The setting of valid
period follows the limitation of this CP Section 6.3.2 specified.

Subject DN Certificate holder or entity DN, including:
CN,OU,0,streetAddress,postalCode,L,ST,C,serialNumber,businessCategory,
1.3.6.1.4.1.311.60.2.1.1,1.3.6.1.4.1.311.60.2.1.2,1.3.6.1.4.1.311.60.2.1.3

Public key Using specified algorithm of CP Section 7.1.3 according to the encode of RFC

5280 , key length meets specified requirements of CP Section 6.1.5.

7.1.1.  hRAE Version Number(s)

GDCA V] /'] EV IEPBFFE X509 V3 iEPIZ, A s BAFBAEIE B A S B A
o

GDCA certificates are in line with X.509 V3 certificate format. The version information is stored in
the field of the certificate version column.

7.1.2. {EFEY B Certificate Extensions

GDCA %K ¥ EV IET, HAlF T R A IETF RFC 5280 #xifE, 77 & Guidelines
For The Issuance And Management Of Extended Validation Certificates %23k

WEPERIGY R R BRI AE EV CPS 1, Jf HEZH CA/MYE#5181x (CA/Browser
Forum) @it www.cabforum.org & A 45 FS 9.3 #4 HUEERAH —5k.

Extensions of EV certificate issued by GDCA follow IETF RFC 5280 standard, and conform to the
requirements of the Guidelines “for The Issuance and Management of Extended Validation
Certificates”.
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Certificate policy extensions shall be stated definitely in GDCA EV CPS and be accordance with
guidelines Section 9.3 released by CA/Browser Forum atwww.cabforum.org.

7.1.3. EEXNZRIFIRFF Algorithm Object Identifiers

GDCA Z R WEFsH, B SHVE FIFR IR ST N sha256RSA I sha256ECDSA.

The cryptographic algorithm identifiers of certificates issued by GDCA include shalRSA,
sha256RSA and sha256ECDSA.

GDCA JH ¥ F I BN S AR IREF, 54 1SO X R AR (OID) & H KHTE . .

Algorithm object identifiers used by GDCA are in accordance with ISO object identifier (OID)
management standards. For example:

1. BAHE%

sha-1WithRSAEncryption OBJECT IDENTIFIER := {

iso (1) member-body (2) us (840) rsadsi (113549) pkecs (1)
pkes-1 (1) 5 }

2. FEEE:

sha-1 OBJECT IDENTIFIER ::={

iso(1) identified-organization(3) oiw(14) secsig(3) algorithm(2) 26}

md5 OBJECT IDENTIFIER ::={

iso(1) member-body(2) us(840) rsadsi(113549) digestAlgorithm(2) 5}

3. ARXIAREZ:

rsaEncryption OBJECT IDENTIFIER ::= {iso(1) member-body(2) US(840) rsadsi(113549) pkcs(1)
11}

4. XIFREEE
A% CP iU fs Y [ 5 5 8 PR T 1A AT AR R R
1. Signing Algorithm:
sha-1WithRSAEncryption OBJECT IDENTIFIER = {
iso (1) member-body (2) us (840) rsadsi (113549) pkes (1)
pkes-1 (1) 5 }
2. Digest Algorithm:
sha-1 OBJECT IDENTIFIER :={
iso(1) identified-organization(3) oiw(14) secsig(3) algorithm(2) 26}

md5 OBJECT IDENTIFIER ::={
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iso(1) member-body(2) us(840) rsadsi(113549) digestAlgorithm(2) 5}
3. Asymmetric Algorithm

rsaEncryption OBJECT IDENTIFIER ::= {iso(1) member-body(2) US(840) rsadsi(113549) pkcs(1)
11}

4.  Symmetric Algorithm

This CP recommends the user to use the symmetric algorithm approved by OSCCA.

7.1.4. LR Name Forms

GDCA %5k IR A R U s R0 Y 258456 X.501 Distinguished Name(DN) i) %
il 4 g 2K

Name of certificate issued by GDCA is formatted in accordance with X.501 DN.

7.15. A#PR#H| Name Constraints

TERE -

No stipulation.

7.1.6. IEFRIEXTRIFIRAF Certificate Policy Object Identifier

GDCA % &) EV IEP N A& IEP SRS I GhRiR R, BARTT S WA CP &S 1.4.1.3

WE SIS bR R N Y B R AC SRE EV CPS ., Jf HEEM CA/MI K 288 i
(CA/Browser Forum) it www.cabforum.org & Ai 46 F5 9.3 #70 HI KA —5.

EV certificate issued by GDCA shall contain the certificate policy object identifier: Please refer to CP
section1.4.1.3 for details.

Certificate policy object identifier of shall be stated definitely in GDCA EV CPS and be accordance
with guidelines Section 9.3 released by CA/Browser Forum atwww.cabforum.org.

7.1.7.  SEEEBRHIY B F Ik Usage of Policy Constraints Extension

TERE -

No stipulation.
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7.1.8.

TERE o

No stipulation.

7.1.9.

WS IR EFFHIBEEAIRE X Policy Qualifiers Syntax and Semantics

REIEHFIEY B I AL HE X Processing Semantics for the Critical

Certificate Policies Extension

5 X509 F1 PKIX #i5E—F,

Itis in accordance with X509 and PKIX regulations.

7.2. iEPBHEEFIE CRL Profile

GDCA EHZ % CRL, fLF F2sifdiF .
WA CP &1 CRL £74& RFC3280 #nif. CRL &/ & Un R EA

ST A A o

The CRL determined in this CP is accordance with RFC5280. CRL contains at least basic domain
and content described in the following table:

1k 1B B E 1 R A

&N V2

WK R CRLHJSEAR, AR B o

A2 R H 4 CRL HIZE% H ]

TIREH CRL NIRZERMIEI. BZAT P IEahg 24 /N SE 3T
244 S 2R CRL FITAs FH B 25 42 B2

A e B A o A B R

5

H1 160 L FIAMUACIE TS AL A PREAT BOA I8 550 AR B A4 Bk

EHEEPIIES HIH R IR, AR UE T A S AR H
Domain Value or value limitation

Version V2

Issuer Entity for issuing CRL, issuer distinguish.
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This update Issuance date of CRL.

Next update Next issuance date of CRL.CRL is updated every 24 hours.

Signature signature algorithm used for issuing CRL.

Authority key identifier It's composed ofal60-bithashofthe value of CA’s public key.

Revoked Certificates List of the revoked certificates, including serial number and
revocation date of revocation certificate.

7.2.1. KA Version Number(s)

GDCA H %% X.509 V2 A CRL, IMAA S fEAE CRL A% 202 H .

GDCA currently issues CRL of X.509 V2 version. This version number is stored in format column of
CRL.

7.2.2. CRL Ml CRL 4% H¥F Wi CRL and CRL Entry Extensions

TEAE -

No provisions.

7.3. OCSP #i& OCSP Profile

GDCA N F$21k OCSP (FELLIE IR EWIRSS ), OCSP £~ CRL A Rk 78,
T AEUE T P A B HE AR SE S .

As an effective supplement of CRL, OCSP provided by GDCA is used to check the information of
certificate status for subscriber online.

7.3.1. R4S Version Number(s)

RFC6960 & X i) OCSP hiA4s.

The field conforms to OCSP defined in RFC 6960.
7.3.2. OCSP # B OCSP Extensions
TeHLRE -

No provisions.
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8. INMEAL# &+ M H b P45 Compliance Audit and Other

Assessments

8.1. VFAh B M B A1 1% ¥ Frequency and Circumstances of

Assessment

GDCA RIBFEXS P BIES] . BB BB ST S AT — K it
LU T8 S bR AR AR B 2 15 5 T8 A e . BEoR—8 JRRYE & A 46 R EUT B TR
W IEAT — SO d T RS E VAL, IR RS R /D> 3% 1 EV SSL S5 AREH
FEV RAGAZAETREAT PG, CAARIEE P RSSO al SEdk . e A el ik

BT e TR RIPPAG 41, GDCA IEHEE ML (¥ i v i 9 55 B, 4218 WebTrust X
CA IR AT 150 o H ANV A

1. R4E (P NRISRIE B PR CRTFUERSE NG SHER,
TP — RHESZ E T IV IR A

2. GDCA #ZIREZK MM ER . EFAHSARUER A CPS 1R E St i A1 il
5, FRHRN VAR R B TR, R A AT — IR B PR A, BLEEX GDCA
WHEH TS (RA ZH A MU F .

3. GDCA HEEMALI i IMm 55, 4%/ WebTrust X CA B THRUN, 42
AT — RO R ANV A o

4. GDCA BAFHAT— AR DAL AR, W3 P93 5 4Bt iy, VAl o R
A AT REME BB IR E, JEVEAL E AT RO SR . B R G LR I A 1 R
JSERE AU, AR U PR, G SEREIFERRRGE AR A S AR

B VAR R TG S AE EV CPS H, JF HEEH CA/N Y #5183z (CA/Browser
Forum) @i www.cabforum.org &KATIFREG 17 5 [ E KA — 20

GDCA shall audit physical controls, key management, operation controls and authentication once a
year in order to confirm the actual circumstance and take actions according to the audit result.
Furthermore, GDCA shall make consistency audits and operation assessments quarterly, and
GDCA shall extract at least 3% of the EV SSL certificates and EV code signing certificates
respectively for assessment to ensure the reliability, security and controllability of certification
services.
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In addition to internal audits and assessments, GDCA also engages external audit firms to perform
assessments and evaluations according to the CA requirements of WebTrust on CA.

1. GDCA is assessed and inspected once a year in accordance with the "Electronic Signature
Law of the People's Republic of China", "Measures for the Administration of Electronic
Certification Services" and other requirements by administrative authorities.

2. GDCA conducts operations and services according to the requirements of state’s authorities,
the specifications of state’s relevant standards and this CPS. GDCA shall conduct internal
assessment and audit to other entities (including RA or LRA, etc.) in GDCA at least once a
year.

3. GDCA engages external audit firms to conduct assessments and evaluations once a year to be
compliant with WebTrust for CA.

4. GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks.
Based on the risk assessment, GDCA develops, implements, and maintains a security plan
consisting of security procedures, measures, and products.

Audit operation shall be stated definitely in GDCA EV CPS and be accordance with guidelines
Section 17 released by CA/Browser Forum at www.cabforum.org.

8.2. VREEWI B3/ # 1dentity/Qualifications of Assessor

GDCA HIN#EEH T, H GDCA 4RIkt £ ST AL #R1 TR i THPRAt N AL
H PP N AT BT A

GDCA BSiE I AN LAY, Bz HE A& LU RIB

1. ARSI, APV EMSPPENIN, 15 =h R %

2. TIRTENUEELZERR. BEMSKZETR, PKI HAR, brfEfEE

3. HBRAERGSITHRILVEARMTA

4. BARST T R

Cross department audit assessment group organized by GDCA Security Policy Committee
performs internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:
1. Must be an authority which has been licensed and has a good reputation;

2. Understand computer information security system, communication network security
requirements, PKI technology, and related standards and operations.

3. Have the expertise and tools to check the system operation and functionality.

4. Beindependent.
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8.3. M HEESHBIEME ZHE KK Assessor’s Relationship to

Assessed Entity
1. GDCA #it B 5ANMM ARG E R WSO b5 ERAE 52 A AR S A

2. AP (15 B R AL HT 9825 LA R LA HLRS) AT GDCA 2
FIRBOLIR R, WA RIS R, s HEfERE X R Y
WA, PR BIUAL. AT, HAASIEAT GDCA T VR

1. Segregation of duties is required between the GDCA auditors, and the GDCA system
administrators, business administrators, and business operators.

2. The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There are no business interactions,
financial transactions, or any other interests that could affect the objectivity of the assessment
between the above two. Assessors shall evaluate GDCA in an independent, fair and unbiased
attitude.

8.4. THAEHINZA Topics Covered by Assessment

GDCA AR T A A f :

1 AN AR 7870 (1 S

&8s TARRURE A B A2 7519 21 ™ M~

FET AL CP Ml ST R AN 2 4 BERIT R NUE ML 55 5

BRI &, xR, AR,

T AFAE HA AT REAF LK) 2 A XU o

=TT W THIT R 55 T4 M WebTrust For CA FITEHIEEK, X GDCA #EAT ML H i1

o > w D

GDCA'’s internal audit includes:
1. Whether the security strategy is fully implemented
2. Whether operation procedures and processes strictly followed

3.  Whether strictly following the CP, business specifications and security requirements when
conducting authentication services

4. Whether all kinds of logs and records are preserved and if there is any question
5. If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
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requirements of WebTrust.

85 XTHABEARNREXIEKITS) Actions Taken as a Result of

Deficiency

XIT GDCA W ERE TH&5 R e @,  H o TS /N A7 57 X 6 ] ) 51 A HR
BE I T TREAT Y 25 SO RO SE R A T o SE RN BT T S5 SRR eSO 5, 5 BR R0 171 06 200 i 7
VA NG S 55 DSk TAE S 44l o

XF T GDCA #ZBUEMHUM R s v 45 53, Wz IEAE#E T8 ) A CP M GDCA il
FE AN S HE K4T ), GDCA ¥5-F LAIE, AR5 A A B (kX 24Ty, [mi
G GDCA I ERFATN S5 B o N S RAT IG5 P E IRV E LA, GDCA Rk
SHZH U I HLFIAE NV 5545 FAZ AL

=7 HAH RS S Al 52 S, GDCA #2 MBI TR S #7800k, FF i ik
B AR

Audit assessment group monitors responsible departments for improvements and complete status
of issues that were mentioned in audit reports. After improvement of audit results have completed,
various functional departments should submit summary of improvement to audit assessment group.

For authorized RA mentioned in GDCA's audit report, if they are violating the CP and other business
standards defined by GDCA, GDCA will stop the above behaviors immediately and ask them to
make changes in accordance with the requirements of GDCA.GDCA will terminate relevant
authorization of electronic certification services of RA if the above behaviors are seriously violated.

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the
audit reports. GDCA will be evaluated again after the rectification.

8.6. PSR KIfEEE KA Communications of Results

GDCA N #5 o T 45 B RL ] A LG 2 BREEH0 1T LA B TH S BV E B k47 TE X
WA, WFRTREIE RG] P A FR R, GDCA UK T PR .

=M TS e RS, TR TR AE R, R T www.gdea.com.en i
BEAT QAR o ARAR 55 =07 RO VP Ak SR N PP A5 25 SR e AR5 B, AT 2502 S B 1 1)
GDCA KB EN1 H A7 3, HAES GDCA [[F R, 18 53 41 M [ Bk 4k s GDCA {2
B AEIX 7 TRV AL T

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA will
notify the subscribers of any potential security risks timely.
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If the assessment from a third-party auditor firm is completed, the audit results will be published at
GDCA website (www.gdca.com.cn). Third-party should communicate its purposes and methods to
GDCA in advance before notifying the evaluation entity on the assessment results or similar
information, except otherwise defined by law; GDCA reserves the legal rights in this part.

8.7. HiHfh Self-Audits

TERE o

No provisions.

9. R FAEMH ARV 2K Other Business and Legal Matters

9.1. %&H Fees

GDCA FIHRAE 2 A (K HL T IATIEAR 55 ) ASHUAE (R T USSR A, BRI S bR AR
FEATIL T U SRS DL E . GDCA AFHE B sl B pmite, 3 KW 3 e

GDCA can charge the certificate subscriber of this institution for the electronic authentication
service. The specific charge standards must be executed according to the market. GDCA can’t
increase the fees of charge and enlarge the range of charge by itself.

9.1.1. FFEFHEMEH A Certificate Issuance or Renewal Fees

GDCA XTEH B H i 298, A7t GDCA M5 www.gdca.com.cn |, fit
P&,

4R GDCA 2% (It h #5 B I K% AT GDCA A IR AS—E, LAER S 4y
W NHE
The fees of GDCA adding and renewing certificates are published in the website www.gdca.com for

user to query.

If the price specified in GDCA agreement is different from the one published, the agreement price
prevails.

9.1.2. iFHE M Certificate Access Fees

XFEH &R, HET GDCA AWHPAEM B BRAER 2 H R R T R, 2
GDCA SUAYERAMA 2], GDCA H4-5 Fl = W e S 12 AL H F) 2 T
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SRR B A U R B A E 281k, GDCA ¥4 K sk 78 sk www.gdca.com.cn
EFLIA.

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its
website (www.gdca.com.cn).

0.1.3. HEACRAE EE#WHF Revocation or Status Information Access Fees

PR FOIRSE W, HAT GDCA ANUSCBUTMI 2R . BRIEF 3 Rk 75
K, 5 GDCA ZAT&isMa R, GDCA K5/ th i WS Z S 27

IR ARESE B AWM R BOR A M AR, GDCA R 2 K I 7 kY uf
www.gdca.com.cn _FF LA .

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless
the subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with
the subscriber for appropriate charges.

If revocation and status information inquiry charging policy has any changes, GDCA will promptly
post the changes at its website (www.gdca.com.cn).

9.1.4. HABARS 3% Fees for Other Services

1. WA GDCA AU CP s AAH IR SO, GDCA 752K
R b7 A S 33 Ak 2 T AR 9

2. GDCA ¥l Fl 4R HEIE B A A K AR G55, GDCA 7EH1T 8 HoAth sk
R R H S P B IZ TN A o

3. HAth GDCA 4 Zali# IR bMIMR % M9, GDCA H#i4x Jeif A, fLHH
i,

1. If subscriber requests paper version of CP or other related documents from GDCA, GDCA will
charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares
the prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.
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9.1.5. IB#EKEME Refund Policy

GDCA AT FYCHL B, % 7 345 Hi 7 R 58 3 9l FH DR Dl o 38 bl ] DR SR 4h,
GDCA HARIE FH AR 28 H

FESEHAE B3R E A2 AL B0 FErf, GDCA 3457 ™K BRI ERL T AN Hems .t o
GDCA 75 T4 CP FTHlE I ST s B K 45, 1T I AR GDCA Sl F:
IB#K. 7£ GDCA i 7iT P IETJE, GDCA ML EIHELT oA FE 1ZAIE 15 T SO AT 1 5%
F AR IR AT

HH 3B SR s AN PR AT P A5 L e I £

SERGR G, VTP WERGkSEE B ZIE TS, GDCA KB st Hvk & o/

GDCA does not refund any fees to subscribers except fees charged for certificate application and
renewal because of specific reasons.

In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CP or
other material obligations, subscribers can request GDCA to revoke certificates and refund. After
GDCA revokes subscriber’s certificates, GDCA will immediately refund the full amount that
subscribers have paid for the certificate application.

This refund policy does not limit users from obtaining other compensation.

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate
his/her legal liabilities.

9.2. M%34E Financial Responsibility
9.2.1. {REEFEE Insurance Coverage

DRBS Vo Rl £ AT XS CP 26 9.9 1 rh I RIUE I £2

Insurance Coverage mainly focuses on compensation specified in CP Section 9.9.

9.2.2. HABAFZ other Assets

TEAE -

No stipulation.
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9.23. XWRALAEFRKFHEMRTERE Insurance or Warranty Coverage for
End-Entities

EFT 7 —EA%E% GDCA fIES:, = Ml Pl 58 O IE T I 55 1332, 84k
BWEIZIT 7 O T A CP R T ORBATHE R RLE AL

The acceptance of the certificate or its services specified by the agreement by the subscriber
means that subscriber has accepted the specification and constraint of insurance and warranty
coverage in this CP.

9.3. W% BRE Confidentiality of Business Information
9.3.1. R#%{5EVEE Scope of Confidential Information

£ GDCA AL H H T UAER S, DU HE BN IREE R

1. GDCA I J" HIE 2544 M s 5

2. HiHdRASE: AMHE, REBHE. IRHERE R, XL B GDCA
MAGRHEEL, RAZEHE AN SEE AT AR, BEEER, Rk
YNGILIS Y ZiF

3. HAthHi GDCA Fil RA TRAZHI/N AR AlE BNAUNIRE, BRIEEER, AR

2t

)

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1. GDCA subscriber’s digital signature and decryption key

2. Audit records including local logs, server logs, archive logs information, which is treated by
GDCA as confidential information. These records can only be accessed by security auditors
and business administrators. Unless for law requirements, this information cannot be released
outside of the company

3. Other individual and company information preserved by GDCA and RA and should be treated
as confidential. Unless for law requirements, this information cannot be released to the public

9.3.2. ABTHRZEREE Information Not Within the Scope of Confidential

Information

1. B GDCA RATHIRER. IEFHH A,

88



[] LM TIZRIEIRDE
m ol Digital Cyber secority Aotheoitg Cou i GDCA EV -LIE:']}%E% (Vl. 8 )]-[&)

2. EFHRT R

3. UEBHEUEEAIE;

4. AEFSEEE (CP). HLTAEME ISR (CPS).
1. Certificate issued by GDCA and its public key.
2. Information of subscriber in the certificate.
3. CRL

4. CPand CPS

9.3.3. RIS BB FE Responsibility to Protect Confidential Information

GDCA. JEMILE. 1T R SIMEN SRS 5755, #06 X5 1EIEA CP 1
U, AHAR R KR R3S B THE, D AUE I E AR T B B R R Xt kAT
R

GDCA, RA, subscribers, relevant entities and parties involved in certification business, have the
obligations to assume appropriate responsibility of keeping confidential information in accordance
with this CP, and must protect it through effective technical means and management process.

ARG B PTA & HT AR, 2k GDCA A TRl dE b il A i O %5 2
I}, GDCA Mg HEK: AN, GDCA K ZERZIREAE S M A & X X h gt 4T
FHEIRE, URREE S AITEE SRR . R IR R (R (5 B AT 8 AT
i HoAth 5 (I A2 (5%, GDCA AN FEATAT 5 A 5 (K B A T DR S45 J2 T 3 il 19
Wk PR BRI PTAT 8RR 5 A R B+ A TP OR (S B SR I A 22 514

As confidential-information holder requires GDCA to publish or reveal all his/her/its own confidential
information due to some causes, GDCA shall satisfy his/her/its requirements; Also, GDCA shall
require the holder’'s documentary application and authorization to express his/her/its own will of
publishing or revealing.
If any other obligation of compensation is involved in the act of revealing confidential information of
the user by GDCA, GDCA will not assume any responsibility for damage concerning it or caused b
y the act of publishing the user's confidential information. The confidential-information holder shall
assume compensatory responsibilities related with it or caused by the opening of confidential
information.

* GDCA fEAEMIEAE. B VAR LA AL AR B SRR P 2K T,
WA HEA CP HHILE IR 215 B0, GDCA RAZRRIEME . LA S kB HI R R,
FHIEI T AAAR R R R (S 2, GDCA EAUKIEAEM 53 4E . XA SRR i % 7
TR R ZERAN 355

When facing any requirements of laws and regulations or any demands for undergoing legal
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process of court and other agencies, GDCA must provide confidential information in this CP, and
could publish the relevant confidential information to law-enforcing department according to
requirements of laws, regulations, legal doctrines or court judgments. Under this circumstance,
GDCA shall not assume any responsibility. The reveal shall not be regarded as a breach of
confidential requirement and obligations.

9.4. MANBEFIEZE Privacy of Personal Information

9.4.1. FRRARE TR Privacy Plan

GDCA R ffill 52 B FA PR T RIFS T P AN N B AR

GDCA should establish the Non-disclosure plan to protect the privacy information of subscriber.

9.4.2. {EAREFMFEKLE B Information Treated as Private

YE NSRBI M5 B A4
L P RARBOGE SIS eSS, SRR,
2. TR AR L
3. ATHgHbdLE
4. AT HIERATIK S
Information treated as private includes:
1. Subscriber’s valid documents number such as ID number, organization code
2. Subscriber's telephone number
3. Subscriber’s mailing address and living address

4. Subscriber's bank account number

9.4.3. AHINHNBEFELE R Information Not Deemed Private

WHAFFARIEPAEFERER, UAZIERRPIRESSE, £ LA, Al vk
AE R

All information in a subscriber certificate and the status information of the certificate, etc. is deemed
not private, and shall not be regarded as privacy information.
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0.4.4. fRPEEFLHIFAE Responsibility to Protect Private Information

GDCA. JEIMHIA 23S 55904 CP 45 9.4.2 W HlE (3T 7 FafufE B 5 /F
5%,

GDCA has the responsibility and obligation for proper custody and protection of the certificate
applicant personal privacy described in section 9.4.2.

945 [EHENXNEBEK S A 5E & Notice and Consent to Use Private

Information

GDCA 7 HANEMY 255 Bl P9 A FH TSRS AT B S, R TITP S6Rm). &
FEAARSSAT P E . R IX L E BR, Twe B L BIEFs, GDCA #BA & 51T
RIS, WEHRARNT P FEE.

Any subscriber information GDCA obtaining within the scope of certification business can only be
used for identifying, managing and serving subscribers. When using the information, no matter the
privacy is involved or not, GDCA has no obligations to notify subscribers, and no need to obtain
subscriber’s consent.

GDCA TEAT AL AR BB VA B A AR T B AVE R I ESR T, 3B R
FT A PRS0 R e X G 3 g P fAE B, s S AT i 5, FEHA
TRENT PR,

Under any requirements of laws and regulations, and demands for undergoing the legal process of
other agencies, or under the circumstance where private information holder submits the written
authorization to certain object for publishing the information, GDCA has no obligations to notify
subscriber, and to obtain the consent from the subscriber.

GDCA. JEMHUR U SR 75 LR AT P FEAME B X005 29 5€ (0 a LA B 1, AT
ZE FAT U IFFATAT P R AR, 10 HAX A [ e AN BCE FH T VA4S (475 3K (A% 32
(DR

If GDCA and registration authority shall apply user’s private information to other purposes beyond
the functions agreed between two sides, CA and RA shall notify subscriber to obtain his/her/its
agreement and authorization, and the agreement and authorization shall be in the form which can
be archived (such as fax and business letters etc.).
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946, WERERITBEREEBEPE Disclosure Pursuant to Judicial or

Administrative Process

HI R PAT  EERBUAT BT I 7 22, GDCA RHIT 7 MR ALE B it f ok
PWIEHLI ATEIATHLGR R VF K. 4

1. BUMEEEERRLE I LA ET T Tl SETR P et H i

2. VEBELL R AR TR AL BE A A6 P IS 7 AR R A 3 I S i O B Y R

3. HAGEFNREFRU AR LS

Due to the need of legal execution as well as administrative execution permitted by legal
authorization, GDCA shall provide subscriber’s private information to relevant law enforcement
agency and administrative enforcement authorities. The above behaviors are permitted. It includes:

1. Submit the application following the legal process required by relevant agencies pursuant to
the provisions of laws and regulations.

2.  The formal application by court and other agencies when dealing with the dispute of using
certificate

3. The formal application by arbitration agency with legal jurisdiction.

9.4.7. HAMEEHHEBF Other Information Disclosure Circumstances

GIARAT 1 ESR GDCA R AR € 2 SCHR AR 55 W BERHIRAF I, GDCA U 75 24T
VTP IR AR AR AN R S5 A5 S SR A4S 28 = F iR A A 7]

If certificate subscriber requires GDCA to provide some particular customer support services such
as mailing materials, GDCA needs to send the subscriber’'s name, mailing address and other
related information to a third-party such as mailing company.

9.5. HHRFZAL Intellectual Property Rights

1. GDCA A AR MHIET L& GDCA $AE 1 FT A #4423 AR = AL

2. GDCA X FUEB RS T HAT AR LA F i 70 AL

3. GDCA Mk EAARI—VE 2358 GDCA M7=, K% GDCA B fitisr, ftA
ABEFE T AT

4. GDCA KATHIEF A CRL 445 GDCA S HC I 77

5. X AhiEEE HRIR AFTE Ny GDCA W7

6. FHRERHZh GDCA I SR B4 (LR AR DND B AZs iR
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95 20 SEAREFS, ¥ GDCA (7.

1. GDCA reserves and remains full intellectual property rights for all the certificates and software
offered by GDCA.

2. GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software

3. Allthe information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

4. Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
5. External operation management strategy and specification are GDCA property.

6. The distinguished name (hereinafter referred to as DN) used to express the GDCA domain
entity in the directory and the certificate issued to the terminal in the domain entity are the
properties of GDCA.

9.6. B&EIR5HELR Representations and Warranties
9.6.1. CA WIBriRE5FHER CA Representations and Warranties

GDCA XUEFST /1 25l R E AR -

1. ZR&G PEBFF G4 CP IFTA SEBTIEZK

2. PRIFEAAS B2 & NAF BRI RS, GDCA BT AIAAT 1) 2 A ML RF A B S AH
RBURKIFLE ;

3. KA CPHIFLE, MM HUHIET:

4. RFEEFIT B RAR AT SR, R AEAR R _EREMTT P IR A R AT T S
A

5. BIERIEEXAEIE B TR A EGNZY R (8, g amnE, #7145
T A A B RN BB H 3 1A 18 P AL AL

6. IRUEFIEF AL TUEB IR K LR HIEE ARG TR, MR RIEH FiE
EF5

7. AEUEP R T ALA 4SBT PE  CorganizationalUnitName 15 2. 5241);

8. SKEUEERS i LR /IMIEP E R “organizationalUnitName” #1 & {5 S AEAE
RS HI AT R

9. R¥E CPS 3.2 [y ERIGIE H i A M B 45

10. # GDCA HiT Tk, M GDCA Hil Jg i s EL AT AT BT 7 B
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T EIT P A CAIN 281815 K AR 1Y) Baseline Requirements 25223k ;
GDCA 51T J7 IR —S Ak uliA oCHe, ) H i AR Sl a] (5 F 255

11. EXArA AR BIRER R YIRS E R CHRECHE) B R4 2 RIEN
(24x7) NITHIE B

GDCA must make the following warranties to subscriber:

1. Certificates issued to subscribers by GDCA must be in line with all substantive requirements of
this CP.

2.  Ensures that its private key shall be stored and protected securely, and GDCA shall establish
and implement security mechanism pursuant to the terms of national relevant policies.

3. Revokes certificate timely in accordance with this CP.

4. Informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

5. Verifies that the applicant either had the right to use, or had control of, the Domain Name(s)
listed in the certificate’s subject field and subjectAltName extension (or, only in the case of
Domain Names, was delegated such right or control by someone who had such right to use or
control);

6. Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant;

7. Verifies the accuracy of all of the information contained in the certificate(with the exception of
the organizationalUnitName information);

8. Implements a procedure for reducing the likelihood that the information contained in the
certificate’s subject: organizationalUnitName attribute would be misleading;

9. Verifies the identity of the applicant according to section 3.2 of this CPS;

10. Subscriber agreement: That, if GDCA and subscribers are not affiliated, the subscriber and
GDCA are parties to a legally valid and enforceable subscriber agreement that satisfies the
Baseline Requirements and other requirements published by the CA/Browser Forum, or, if
GDCA and subscribers are the same entity or are affiliated, the applicant representative
acknowledged the terms of use;

11. Maintains a 24 x 7 publicly-accessible repository with current information regarding the status
(valid or revoked) of all unexpired certificates.

GDCA XM 77 e Zi gl o #EL LR -

1 BRRZIAEMIT 5 R4, U AT P {5 SR 2 e s

2. GDCA 58458 A CP K CPS L& L KL

3. 1E GDCA 5 BFEFH RATIER CA KRG T/, HHIT O A CP
I E R T IET
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GDCA must make the following warranties to relying party:

1. GDCA guarantees that the subscriber information in the certificate is accurate except the
unauthenticated subscriber information.

2.  GDCA s in full compliance with the provisions of the CP and relevant CPS to issue certificate.

3. Certificates published in GDCA repositories should have be issued to subscribers and
accepted by subscribers in accordance with the provisions of the CP.

ROOT CA Fl CA FILRIUER TTAT N 2 BH#f1C s 7E EV CPS H1, 3£ H. 43 Bl E AT CAIX
W 2817 (CA/Browser Forum) i3 www.cabforum.org & 4 (45 RS 18 A1 7.1 #4543 ) E
KA —F

The guarantee and liability of ROOT CA and CA shall be stated definitely in GDCA EV CPS and be
in accordance with guidelines Section 18 and 7.1 released by CA/Browser Forum at
www.cabforum.org.

9.6.2. RA WA EFHEE RA Representations and Warranties

1 SRHEERIERIT P RV E NN AR e 4G A CP A SE MR 2EK

2. 1£ GDCA EIEFI, ANex PR i LRSI 2k 15 1T 3 B0k 45 b 1045 B S IEF5
HHMEEA I

3. VEMHMKGIEA CP RIMLE, it GDCA $2A5UEF i . fhy . s ss
i .

1. The registration process provided for subscribers is compliant with all the substantive
requirements of GDCA's CP.

2. When generating certificates, GDCA does not allow the inconsistencies between certificate
information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to
GDCA in time according to the provisions of CP.

9.6.3. TP HIBRIRS5#HLR Subscriber Representations and Warranties

WP — B2 GDCA R IESS, Bl GDCA. EMHLA S AR 1 LA
A
1 (RS RO A BT B 25445
2. AT PHEHITFIEP FIEAMYLA SRR SRR S S RONHER I, TR ERE
FEATIRBEREMR . Dhi& <[5 B AR TUE:
3. WARAFAEAREN, 2T FRUREA P ST I 5T 1T A SUERUREEA
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PR AT AN SRR 55388, 18 %1 GDCA BUHA AL+ I 45 WA s

4. FATPAEPBRTE APV B R P AT B — k%44, BT B S EE
Y, IFHAEATEAN, IEBRAREY GEREAEH. fE), IEBA
BIRAT A B 5 R AN 5

5. BRARLAT S AAUEHUAG ) T P B RLE TP ORIEA R AOIERLRY (B8
ABLRDD BT AL 55

6. —ZFEAEAS, BIRIRIT U RIBAELRZA CP I RS, JFRRIZEA
PSR RLIIT

7. LRSS, TN KW S IR ORI ], A AT
BRRSG, RECEBRITR 5 R LR k. Wik . il &%
BUAE 5

8. MMFHELMEMTRE GDCA AL A, B2, B8 THE5%E, BEEART
SR IV AR CORAE A5 iR 55 (00 18 AT e %

9. UEBLEAR CP HRUEMAVEE N VAN, FARIE M Tl I sl &
LA s

10. RE L4, AR RR P IEIE BRI IE 2% . MR AR 5 5 A4

11 X BV SSLAEA:, 1T/ SR A S5 Rk AR h 8 0 383 44 568 2 1
R 55 s AL .

12. X+ BV AR RIUESS, 1T AR H A AT SR SRR B
Bt

Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the
following commitments to GDCA, registration authority and related parties who trust the certificate:

1.

2.

The subscriber uses digital signatures if the certificate is valid.

All information that subscriber provides to registration authority during certificate application
process must be true, complete and accurate. The subscriber is willing to take legal
responsibility for any false or forged information.

If there is an agent, then both the subscriber and agent take jointly responsibility. The
subscriber is responsible for notifying GDCA and its authorized certification services agencies
any false statements and omissions made by the agent.

Each signature is generated using the private key corresponding to certificate by subscribers
themselves. The certificates shall be valid at the moment of signing, i.e. certificate is not
revoked or expired.

Subscribers ensure that they don't engage in business performed by the issuing agency (or
similar institutions) unless they sign written agreements with the issuing agency on such
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10.

11.

12.

matters.

Once the certificate is accepted, subscribers are considered as knowing and accepting all the
terms and conditions in the CP as well as corresponding subscriber agreements.

Once the certificate is accepted, the subscriber should assume the following responsibilities:
always maintain control of their private keys; use trustworthy systems; and take reasonable
precautions to prevent the loss, disclosure, alteration, or unauthorized usage of the private
keys.

Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

The subscriber only uses certificate for the authorized or other lawful purpose within the range
specified by this CP.

The subscriber use secure and reasonable measures to prevent the private key from loss,
disclosure, alteration and other events.

For the EV SSL certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the
certificates.

The subscriber must not use the EV code signing certificates for signing suspicious codes and
other illegal or malicious software.

9.6.4. #KHETHIBRIR SR Relying Party Representations and Warranties

AP CP HIHTA HILE ;

FEARBUEFHT, BRUIE-FBZE R E 7 BRI R A A «

TEARHGAIETV T, XHIEF SRR HEAT 50 E

TEMCHIETO AT, JE I E5f) CRL 5k OCSP #iAIE 1542 75 # HH «

— Bl T i 2 B0 HoAth S R i 7 A AR A I A%k, 0 R G T 45
GDCA i R B AT #ME, I HRFR PR 3 A B 5 sl N 4 2%

6. AEFHEAAE(TRE GDCA AR AEY, S 8. FHR%, G EART
SR I PRI CSORMIE 5 A 55 1 38 D R 25

o > w bdpoE

Abide by all provisions of this CP.
Ensure that the certificate is used in prescribed scope and duration.
Verify certificate’s trust chain before trust the certificate.

Before trust a certificate, verify whether the certificate is revoked or not through querying CRL
or OCSP.

The relying party is willing to compensate GDCA for the losses and accept liabilities for any
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loss of self or others, due to negligence or other reasons violating the terms of a reasonable
inspection.

6. Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9.65. HiSEHZMEKEARSHR Representations and Warranties of Other

Participants

HSFAS CP T PLE -

Abide by all provisions of this CP.

9.7. F{R%.3FF Disclaimers of Warranties

M CP9.6.1 H B IESS, GDCA AN 38 HAhAT A T 2 AR AE A X 55

L APREEBIT S Ky HAhs 5#H BRE X2

2. AKX EF R GBI A A AR A R

3. AHHIERFERE B H 1 LA 8L FH AR AT AT 54T«

4. XTERTATRH, QR E AR5 E I B iR S Hh KT B I B & S R Ok
AR TAT;

5. iI)JHiA CP9.6.3 ZyKifl, B ERA CPI.6.4 Z KLY, 13LLGER
GDCA Z 5T

Except for the commitments declared in CP Section 9.6.1, GDCA does not assume any other forms
of guarantee and obligation:

1. Do not guarantee the statements of certificate subscribers, relying party and other.
2. Do not guarantee any software used in electronic certification activities.
3. Do not assume any liability when certificate is used beyond the prescribed purposes.

4. Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.

5.  When subscriber violates the commitments defined in CP Section 9.6.3, or relying party
violates the commitments defined in CP Section 9.6.4, GDCA can exempt from liability.
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9.8. APFRIFAE Limitations of Liability

EASIT S HHT A GDCA FRAE R HL T IAIEAR 55 M R FE BE 32 ik, GDCA
UK CP9.9.1 HLE 1 PR 54T

The certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification service provided by GDCA, GDCA only assume limited liability amount
stipulated in CP section 9.9.1.

9.9. I£Z Indemnities

9.9.1. AENMIRIREETTAE Indemnification by GDCA

U1 GDCA % 1 4 CP % 9.6.1 JiHh iIRA, 177, #7545 S iA Al B GDCA 7K
PRAE ST (VR B H st bRAL), AHELL R

1. GDCA IEBHIRMA KA SN =07, SEAT sk 7 8 2 51 %
iip

2. TEIT RS BB RN . JBSERUIE LT, GDCA 2K HIUEH H L T HE M5
B, SBAT kT 2R

3. 1E GDCA WY P #2585 B B R E REAR AR A IR 00, (AT SR 11T 7 2K IE
B, FEURM T Z R

4. 1T GDCA IR 38 CA R 2

5. GDCA AKREKIHEIET, SR 8241

If GDCA violates statements in CP Section 9.6.1, certificate subscribers, relying parties and other
entities can request GDCA assume compensation liabilities (except for statutory and contractual
exemptions). If the following circumstances occur, GDCA will assume limited compensation liability:

1. GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to
losses of the subscriber or relying party.

2. If subscriber submits accurate and true information to GDCA, but GDCA issues certificates
with error information and the error leads to losses of the subscriber or relying party.

3. After GDCA knows the fact that subscriber provides fake registration information or data,
GDCA still issues certificate, which leads to relying party suffering losses.

4. If the private key of CA is disclosed due to GDCA'’s fault.

5. GDCAfails to revoke certificates in time, which leads to relying party suffering losses.
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9.9.2. TP HIEEEFE Indemnification by Subscribers

FEUN NGB, 1T B & R I UK GDCAL RIS 2%, B4R FH IS4 53 4F -
Lo AT/ HIEENHES R, e, i RkeiE SRR AT SLBE, F8 GDCA K&
HAZB LA Bk 55 WL B 5 =5 2 s
2. T PRIHCE B R RV . 82k, WAV QMR . SRR
T GDCA K HBRBURIE AR SR, LA 52 At A fs T3 B GDCA K
HBBRE ARSI . 28 =07 32 450 3
3. MEAREBHIATH, AidRA CP LA RERIEIE, B KIE T4 CP
FLE 1)Lk 550 B
4. AEAST 7 EGE HEATBUR R IR 10 SR SR RS SR A 2 GDCA K%k
BHEHE ST ARAT IR, WERAZAEB Y LT ARE R 5, BlE AT S
P A ¥, dniR GDCA %A CP IRIVEREAT T KHRAE, B 2ZIEF
VTP BRI AT 457 T W A DT AE
UEAS P 5 S8 A AR AR SRR A5 1A FIAIE 5 9 S Iy JE &N GDCA AR HS s 5
B AR A IRy i i, SRR . i MERSE;
FEAF RN T R B AR SERIN,  RAS LA R 5 JF S JE K1 GDCA MUK 5
U5 B MBS LA P UES
WP ERAE BARIE 1 5 =7 AR AL
10. 7ERLE AN VE R AME FIAE TS, IS0 ARG 30

© N o v

If the following situations cause GDCA or relying party suffering losses, subscribers shall be

assumed the liability to compensate:

1.

GDCA and its authorized service agencies or third-party suffer losses due to unreal information,
such as deliberate, negligent or malicious provision of unreal information by applicants when
applying for certificates.

GDCA and its authorized service agencies or third-party suffer losses due to disclosure and
loss of private keys deliberately and by mistake; due to not informing GDCA and its authorized
service agencies or third-party of the leakage and loss of private keys with knowing the facts;
and due to handing keys to others inappropriately.

Subscribers violate the CP and related operation practices when using certificates as well as
using the certificates activities outside of the CP.

If the certificate is used for illegal transactions or causes disputes during the period from
revocation requests submitted by the subscribers or other entities authorized by GDCA to this
information of certificate revocation published by GDCA, if GDCA operates in accordance with
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10.

the requirements of the CP, subscribers must assume any responsibility of losses according to
this CP.

Subscribers do not stop to use the certificate which its information have changed and don't
notify it to GDCA or relying parties in time.

The private key is lost, compromised, stolen, exposed, and etc. due to not taking effective
protection measures.

Subscribers do not stop to use the certificate which its private key is lost or in danger and
notify it to GDCA or relying parties in time.

The certificate has expired but is still in use.

The subscriber’s certificate information infringes upon the intellectual property rights of a
third-party.

Using certificates outside the provisions of specific application scope, such as the use of
certificates for illegal and criminal activities

9.9.3. 4K IMELETAE Indemnification by Relying Parties

RSSO, RIS E & R RIS R GDCAL 1T PR, B 24 2K PH IR 2 5T -

1. WAJEIT GDCA ST IPMFIA CP A RILE (1 L 55+

2. RAEGKIEA CP MIVEHHT SR, S3 GDCA FHAFAUMIEF AR S5 HIA B
= E 2 E

3. TEANEBMIEIY FKIIE, Wiy B aE BAAE T L R S
TEEGIEF CA BT 7T e N ST U T, (AT SRR IE 5

4. WIS EAA FHIE B IS AT REREA T I00F ;

5. MA@ A CRL 5 OCSP #f A IE 15 A2 15 Bl il -

If the following circumstances lead to the losses of GDCA or subscriber, relying party shall be

assumed responsibility to compensate:

1.

Obligations defined in the CP and agreements between GDCA and relying parties are not
fulfilled.

GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate
reviews against this CP.

Trust certificates in unreasonable circumstances. For example, relying party still trusts the
certificate with knowing that the certificate usage is beyond its scope or period or the certificate
has or may have been stolen.

Relying party does not verify trust chains of the certificates.

Relying party does not check whether a certificate is revoked through querying CRL or OCSP.
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9.10. BRI E52IE Term and Termination

9.10.1. BHXI Term

A CP R H IR IEVERL B R CP [ k&L A CP £ T —ilkA CP
A3z HElfE GDCA 2 1k FE T INIE IR S5 I 2R 2K

This CP will enter into force at 12 o’clock midnight of the effective date, and the last version CP will
become invalid. This CP will become invalid when the next version CP enters into force or the
electronic certification services of GDCA are terminated.

9.10.2. Z& 1k Termination

GDCA Z 1B FIMNIEARSS ), A& CP &1k,

When GDCA terminates electronic certification services, this CP is terminated.

0.10.3. ZIEHIMEB S5H4EE Effect of Termination and Survival

A CP 28 1E, EREVAEN VAR 55 A28k, (HIAIEN 55 2B A F A AIE
U STAERI 28 1 o DUEBURIE M 55 28 1k 5 R IS B A F6 it RE DA IE AR 55 % 21 He Al DIE
BUR,  ORUELT P A 2

The termination of this CP means that the termination of certification authority business, but the
termination of certification business does not mean the termination of certification authority
responsibility. After the termination of business, certification authority shall take reasonable
measures to transfer certification service to other certification authority so as to ensure the interests
of the subscriber.

90.11. S EHK AN B &S KE B E Individual Notices and

Communications with Participants

YAENUAFE L ZI RO T, BT eSS RIUT ORAEB e 4 i
FAT P HARE AT P o IAT O, ERE T i . TR SR, Al
AT T -

The circumstances that CA actively revokes the subscriber’s certificate, finds out subscriber using
certificate out of specified usage, or behaviors of subscriber violating subscriber agreement have
occurred, CA can use appropriate way, such as telephone, E-mail, letter, Fax, etc., to notify
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subscriber and relying party if necessary.

9.12. 1] Amendments

9.12.1. &ITHER? Procedure for Amendment

% GDCA %4 R &1, GDCA {THUEMISEFEE/DdH & —IRA CP, itk
HAFFA B FIFEE A E BT B R M ECHRAR) SSL JEHEER L, FFEa bk
5 R B SR 7 B

A% CP BT, H GDCA 1TEUE BLARSE T i, 3/1G GDCA ZAFMKE A2
HHES, W GDCA fTHUE B 3T HIUETT, B1T)5H CP &id GDCA %4 Ik ZE iy
Sttt Ja U0 Ah A .

Through the authorization of GDCA Security Policy Committee, GDCA Administration and
Management Department shall review this CP at least once a year, to ensure that CP meets the
requirements of national laws and regulations and administration department, to meet the latest
SSL baseline requirements and specifications, and satisfy the actual requirements of certification
business operation.

The revised version of this CP will be revised by GDCA Administration Department and approved by
GDCA Security Policy Committee. GDCA Administration Department will be responsible for the
revision and the revised CP will be officially released after being approved by GDCA Security Policy
Committee.

9.12.2. JEHHLE|FHIFR Notification Mechanism and Period

BT 1) CP it ifE Jm R L RIFE GDCA [ 3t www.gdca.com.cn kAo X7 2
I AR AE R SRS SR AN IZ I, GDCA REAE & BRI (8] P A1 A KA T7
BRI 1) S GRAEA 5577 32 B IR e/ o

After approval of the revised CP, it will be posted on GDCA official website www.gdca.com.cn
immediately. For the modification notified by email, mail, media and other ways, GDCA shall notify
the relevant parties in reasonable time, which ensures that the relevant parties have minimum
influence.

9.12.3. WBIFBITHITE Circumstances Under Which CP Must be Changed

W I T ZI1ESL, GDCA W Zixf A4 CP #EAT &L
1 EEEORMIERRE, 2RI CP A Rk
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A RINENY 55 A S AR HHEREAT SE 0T

WIE R GENE A8 BN R A E KT R Bl e s
AR BT 1 K

DA CP B A .

o c w DN

If the following situations occur, this CP must be modified:

1. The encryption technology develops significantly enough to affect the effectiveness of existing
CP.

2. The relevant standards have been updated.

3. Certification system and relevant management regulations take significant upgrade or
changes.

4. The laws and the administration departments require the CP to be modified.

5. There is some significant deficiency in the existing CP.

9.12.4. M HFFIRFFATE Object Identifier Modification

A CP R AABATI s AN DL AIE A ST SARTRAF A AT AL, DO AR
AR

When the CP has modified, its corresponding certificate policy object identifier will not change, and
only increase the version identification code.

0.13. FiUE R4 Dispute Resolution Provisions

2 GDCA. 1T P AMRAGT 2 B H B4 WO, A 507 THT AR AR Bl SCE 5 B s ok, e
FRAERAN T 10, s iR

Any disputes between GDCA and subscribers or relying parties shall be resolved through
negotiations as agreed, and those cannot be settled by negotiations will be resolved by laws.

9.14. BHEHAR Governing Law

GDCA i CP 2 E Z CmiAi i) ([ A RGIEANE f 7284405 (F T IEAR S5 & B
INEDS CRTINIEAR S SRS 8 B M) IR E R .

The CP of GDCA is governed by the law of “ Electronic Signatures Laws of People’s Republic of
China”, the regulation of "Measures for the Administration of Electronic Certification Services”
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and "Measures for the Administration of Cipher Codes for Electronic Certification Services”
promulgated by the country.

9.15. fFE&EFER Compliance with Applicable Law

WAEHU I A WSS W63 S b A& o EOCRILAIE 5254435
CRFIMEAR S E B INED) (T IMERR S S E B ME) B e N RILAE
FERLAIHLE »

All businesses, activities, contacts, agreements of GDCA must conform to "Electronic Signatures
Laws of People’s Republic of China”, “Measures for the Administration of Electronic Certification
Services”, “Measures for the Administration of Cipher Codes for Electronic Certification Services”
and other laws and regulations of People’s Republic of China.

0.16. —f%%k X Miscellaneous Provisions
9.16.1. SN Entire Agreement

CP. CPS. 1T/ Fl, AKAFT FhsC e FoAh 78 B BCREHA B PKI 2 N3 Z TR 58 B R

The entire agreement is composed of CP, CPS, Subscriber Agreement and Relying Party
Agreement as well as its supplementary agreement.

9.16.2. ik Assignment

MRAEA CP IR A IESEAAR %5 FIBURIAN (5%, 807 293 AT $2 A A R
SE AT BRI LS5 Bl o R AT R AR I AN MR B 1L T 06 53— T AR AT 652 55 S Bt
CLIES S

According to the rights and obligations of certification entity parties detailed in this CP, all parties
can transfer the possession of rights and obligations in accordance with the relevant provisions of
the law. The occurrence of the above transfer behavior does not affect the change of any debt and
liability among the transferors.

9.16.3. 4r#IME Severability

WA CP HIAE AR 5 kB LS T £ T 55 GDCA FTE 4% DX VR ™ A ph RTTAH) 7
NTEREARIAT JI0S, GDCA NAEFHARL ZI IR MM, (AR, K
RHBIF BN, GDCA MAE M E T HEFRZIT N A
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TERRARABAT J5 BRZERAE 5 2 7T, GDCA B &I R4 22 question@cabforum.org, il
%1 CAB iz CP HEITHIMER, FFHiAIL OB B A LU FIFRAAAAE T AR
%1122 (https://cabforum.org/pipermail/public/) .

HIFEAHEEN, B CAB WIZHE R BN, i GDCA R 7 & CA/B InH
Baseline Requirements Sy EEK, TIAEE 15 AT GDCA V.55 £ 1 1) 18 H R AN Ff 4%
Bu@ . XIS ERAERT A G, X GDCA [f) CP (1811, K nl CA/IB 1=l
i AN SAE 90 KN 5E Ko

In case any clause or provision of this CP is held to be unenforceable or invalid due to any conflicts
with the laws of any jurisdiction in which GDCA operates, GDCA shall modify any conflicting clause
or provision to the minimum extent necessary to make them continue to be valid, and other clauses
and provisions shall remain valid without being affected. GDCA shall disclose the modified contents
in this section.

GDCA shall (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
Forum of any modified content in the CP by sending emails to question@cabforum.org, and confirm
that it has been posted to the Public Mailing List and is indexed in the Public Mail Archives available
at https://cabforum.org/pipermail/public/.

Any modification to GDCA'’s practice enabled under this section shall be discontinued if and when
the law no longer applies, or the requirements published by the CA/B Forum are modified to make it
possible to comply with both them and the law simultaneously. An appropriate change in practice,
modification to the GDCA's CP and a notice to the CA/Browser Forum, as outlined above, shall be
made within 90 days.

9.16.4. ZRHIFIT Enforcement

TEAE -

Not applicable.

9.16.5. AH[Hi ] Force Majeure
WA A CP 52 1) CPS MALFEA T LSy 563K, LAMRIF & 5 Fl fi o

CPS formulated in accordance with this CP shall include a force majeure clause to defend the
benefits of each party.

0.17. HAh% K Other Provisions

GDCA XA CP HA &AL
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GDCA has final interpretation rights to this CP.
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Appendix: GDCA EV CP Revision Records

EaS \
(EAAR-aT) V1.7 V1.8
i
. 152. Bt & A Contact 5% #2UIE A ) @R 15 S E R 15 SR B R
Person J
49.1.  EPHUETE B A .
. " 1R4E CA/B ¥ 281442 Ballot SC6 [11353K
2 Circumstances for i
. BT,
Revocation
3 6.1.1. % H X I A K R PR S R X A BRI S IR,
Key Pair Generation = AR R EUE X
6.1.2. RHALELITH
4 Private Key Delivery to PRESCAIR, B AR R AR E B
Subscriber
A . AT — s E R 3 — % 5 5]
R BT
ontent . .
Sections Revised V1.7 V1.8
SEQ
Disclosed the contact information for
15.2. Bt # A Contact . .
1 certificate problem reports and certificate
Person .
revocation requests.
49.1. kPR KGR ) _ e .
i Revised this section in accordance with Ballot
2 Circumstances for
) SC6 of the CA/B Forum.
Revocation
Adjusted the description on ke air
611 EHIHINER Key Justex >eriP P
3 . ) generation for publicly-trusted certificates, to
Pair Generation . . . .
avoid confusion or misunderstanding.
6.1.2. FAEHAL LG AT P _ L . .
. . Adjusted the description in this section to
4 Private Key Delivery to ) ) . .
) avoid confusion or misunderstanding.
Subscriber
Adjusted some wording issues, and other
5 Sefivfzir : X

parts that may cause confusion.
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