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1. #EEHERHIR Introduction

1.1. iR Overview

1.1.1 A=]f#H4y Company Profile

B AR G IR A 5] (Global Digital Cybersecurity Authority Co., Ltd., fij#x
GDCA 5 “#ziAX™"), JFEA I REFIEBIGEF DA A", BALT 2003 4 3 H
6 [1.2005 4 9 J, GDCA fkikim it 1 [ 2 % s A B = A i B A3 S = ML B (1 W v o 2
BN A E B HO\F RS (R IERRS VFRTIEY (VFRTIES . ECP44010215007) [1HLT
WIEMRSS PG 2 —; 2008 4F 12 H, $RA5 E SR8 B RAUR 1 (R F i i B
FIEY; 2011 4F 4 H, J T KSR HL R B EUS B TAE RS BE VAN, 3R1S (L
FES HFIERS P (G5 A021) #Eft. 2013 4, X HLFIAMEARS RGHAT
SM2 S TR, B T E K ELE R AL e AR A, 2015 45, GDCA J@id T
WebTrust [E Br 22 48 THAE, H& 7 EbrbsE s & 8 s ARS KF, ol LAt 4 5k
R FYAER S . AIERONL S ZRFHE, 2016 4E5 H, “J REFAEBUGEH0A R
NF” EZR KRB PR A 7, 2017 4F 8 H 11 H, GDCA JFE1EHT =
WREERRAE 5y, BOCRTRIRR: Brzem A, B2 AA%: 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as “GDCA”, or “$4ZzH3{X”) with the
former name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003.
In September 2005, GDCA passed the security review by the State Cryptography
Administration Office of Security Commercial Code Administration (abbreviated as OSCCA) and
the former Ministry of Information Industry by law, as one of the first eight electronic authentication
authorities granted the "Electronic Authentication Service License" (license number:
ECP44010215007) in China. In December 2008, GDCA obtained the "Commercial Cryptography
Products Sales License" issued by OSCCA. GDCA passed through the assessment of
E-government and Electronic Authentication Service Ability by OSCCA with the qualification
certificate of "E-government and Electronic Authentication Service Authority" (number: A021) in
April 2011. In 2013, GDCA upgraded electronic authentication service system for SM2 algorithm
and passed through the security review by OSCCA. In 2015, GDCA passed the assurance review
for Certification Authority by WebTrust with the international level of operation management and
service to provide digital certification service globally. For business development, GDCA changed
its name from "Guangdong Digital Certificate Authority CO., LTD." to "Global Digital Cybersecurity
Authority CO., LTD." in May, 2016. On 11 August 2017, GDCA was admitted to the National Equities
Exchange and Quotations (NEEQ) of China, with a stock abbreviation of "#{ZBH" and stock
code "871932".
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GDCA B4 Jm, J& “T" AREFIEFHIMEF AR AR " W57 ii5. NamMmas
A el “BRm ABSRmAR AR A%k, fEEXHTS GDCA LA “T  AREUTHIE
FEF DA RA R 4 AT AR PRI H T REBFHEFAEF LA R
"7 A BRI LS5 h “ B AR BB AT IR A =] 7 7RGk

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO.,
LTD." were inherited by GDCA and all the rights and obligations of the contracts and agreement
signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

Heg AR “BUEL ~E. Tl BT ko EN, BAT “EEBRER T
b fsidr, BOT TN “— AT ER SR 7.

GDCA upholds the corporate values of “Authority, Credibility, Professionalism, and Innovation”,
fulfils the corporate mission of “Trust Connects Parties from all over the World”, and is committed to
becoming a “first-class online trust service provider”.

1.1.2 BTFINIENE SN (CPS) Certification Practice Statement (CPS)

ARSI (FEFR CPS) ¥ (e NRILAE B 728450 (FTIAIE
MRS EFINED . CRTVIEIRSS B E BINE) SRR 2K, 14N E T GDCA
SR T IAIEAR ST BEAN IR L TR S5 i AR LK B TR S AR 2
HHTAERI DT, A CPS H GDCA il A JF R AT A i J i 725 41T 7 . KA Al
HAbMRXZ 5%, U#ifk GDCA Pty T IEIRS £ aik. Tk, BUBHISE =7
R UERSS . X T GDCA Frig it T BRI STETE A CPS t45 T 1 B
THHIRLE -

Pursuant to the requirements of the “Electronic Signature Law of the People's Republic of
China”, "Measures for the Administration of Electronic Certification Services", "Measures for the
Administration of Cipher Codes for Electronic Certification Services" and other related laws and
regulations, this Certification Practice Statement (abbreviated as CPS) outlines the overall
processes that GDCA employs to provide electronic authentication services, illustrates the set of
rules that GDCA conforms to in offering the electronic authentication service, and elaborates on the
responsibilities undertaken by the participants of such services. GDCA makes this CPS available to
the subscribers, relying parties and other relevant participants through open publication to ensure
the validity, professionalism, and authority of GDCA's electronic authentication services. This CPS

also clearly defines the limitation of liabilities for the electronic authentication services provided by
GDCA.

A CPS Fril ik i) N 251475 (GDCA E-i5ER%) (http://www.gdca.com.cn/cp/cp), [A]
Bt (BB AR LU R ENIE R K (L1 A D)
( http://gdii.gd.gov.cn/xxh3236/content/post_945261.html ) . 7E 474 CPS [ fE
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(GDCA IEH5%) 5 (B TR UES LIE SIS AN BHNAERIZLLT
RN AR N B S 5 NI EE (B 2 A IE B I GIEF SRS, B
TERE P A SMIE T EIE (GDCA TEFSENE ). UEF5 2 15 B T+ B k5 58 HA T
AT R IE 5 SR (R0 SR IR R AT o

This CPS conforms to both "GDCA Certificate Policy" (http://www.gdca.com.cn/cp/cp) and
"Certificate Policy for Mutual Recognition of Electronic Signature Certificates issued by Hong Kong
and Guangdong (version 1.1)" (http://gdii.gd.gov.cn/xxh3236/content/post_945261.html). The
following principle shall prevail in case of any conflicts exist between the above two policies: the
certificates applied to mutual recognition of electronic signature certificates issued by Hong Kong
and Guangdong conform to " Certificate Policy for Mutual Recognition of Electronic Signature
Certificates issued by Hong Kong and Guangdong", while other certificates conform to "GDCA
Certificate Policy". Whether a certificate is applied to the project of “Mutual Recognition of
Electronic Signature Certificates issued by Hong Kong and Guangdong” can be determined by the
object identifier of certificate policy.

GDCA %415 CA/X Y #8181 (CA/Browser Forum, [EPR4HZH, N HREFR CA W%
BEEH, ZHE CA EERRMERINLI, www.cabforum.org) KA 1 &EH A ¥ Baseline

Requirements for the Issuance and Management of Publicly-Trusted Certificates ({#j#x

“Baseline Requirements” ). Guidelines for the Issuance and Management of Extended
Validation Certificates ( f&j#“EV Guidelines”). Guidelines for the Issuance and Management
of Extended Validation Code Signing Certificates (& # “EV Code Signing Guidelines”),
H CA %42 52> (https://aka.ms/csbr)4E3 (1) The Minimum Requirements for the Issuance
and Management of Publicly-Trusted Code Signing Certificates ( & Ff% “Minimum
Requirements for Code Signing”) M Adobe HRZi/AF] KA1 the Adobe Approved Trust
List (AATL) Technical Requirements (f&iiFK AATL FARZER) HHATE R FEH A LA (E
fE/) SSLITLS E-BAARERE S UET, EHIEELEHIEN, FHR SR A AT IR
AHATIET CPS, WA CPS 5 CA/MI i i1s (CA/Browser Forum) A7 [ AH ARk
TG 28 E A — SR 77, WL, CARX YR #3108 3x 1E R AT B RITE 9 .

GDCA conforms to the latest versions of the Baseline Requirements for the Issuance and
Management of Publicly-Trusted Certificates (hereinafter referred to as “Baseline Requirements”),
Guidelines for the Issuance and Management of Extended Validation Certificates(hereinafter
referred to as “EV Guidelines”), the Guidelines for the Issuance and Management of Extended
Validation Code Signing Certificates (hereinafter referred to as “EV Code Signing Guidelines”)
published by CA/Browser Forum (an international organization, also known as international CA
browser alliance, to establish international standards of CA, www.cabforum.org), the Minimum

Requirements for the Issuance and Management of Publicly-Trusted Code Signing Certificates
(“Minimum Requirements for Code Signing”) maintained by the CA Security Council
(https://aka.ms/csbr), and the Adobe Approved Trust List Technical Requirements of the Adobe
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Systems Inc (hereinafter referred to as “AATL Technical Requirements”) to issue and manage the
publicly-trusted SSL/TLS digital certificates and publicly-trusted code signing certificates. GDCA
regularly checks the updates on CA/Browser Forum’s website and continually revise its CPS
according to these updates. The specifications of the CA/Browser Forum shall prevail in case of
any discrepancies between the provisions of this CPS and the standard specifications published by
the CA/Browser Forum.

k¥ IETF PKIX RFC 3647 CP/CPS HESE, A CPS JLp N/LANETY, s GDCA ik
FoHR S5 Il e (2 A st 1, Mk 55 U Rt 9 PR B RFC3647 HYREMRAN Saig 3,
B ARG SRR EOIZE A E .
Pursuant to the IETF PKIX RFC 3647 CP/CPS framework, this CPS is divided into nine parts that
cover the security controls and practices and procedures for GDCA's certificate services. To

preserve the outline specified by RFC 3647, section headings that do not apply are accompanied
with the statement “Not applicable”.

1.1.3 GDCA iFFE &M GDCA Certificate Hierarchical Architecture

GDCA HHlH 7 ML, 454 ROOTCA iE 45 (RSA). GDCA ROOT CA i 4.
ROOTCA i (SM2). GDCA ROOT CAL iF45. GDCA TrustAUTH R5 ROOT iE+i.
2L RS MR CA {E45. GDCA TrustAUTH E5 ROOT i . M2 CA F#4 CA,
DAZE R FETS . GDCA AR AN 2% CAETS.

Currently, GDCA has 7 root certificates, including ROOTCA certificate (RSA), GDCA ROOT CA
certificate, ROOTCA certificate (SM2), GDCA ROOT CA1, GDCA TrustAUTH R5 ROOT certificate,
FZHH R5 1R CA certificate and GDCA TrustAUTH E5 ROOT certificate. Each Root CA has
Subordinate CAs to issue subscriber certificates. GDCA does not issue external Subordinate CAs.

1) ROOTCA (RSA)

ROOTCA
(RSA2048-bit)
I
R GDCA TrustAUTH R2 CA
(RSAL024-bit) RSA20MR
| [
Individual Organization Equipment Other Individual Organization Equipment Other
Certificate Certificate Certificate Certificates Certificate Certificate Certificate Certificates

ROOTCA(RSA)IE 5 5 s i 8 B R AR IE S, S 35H0200 RSA, MRUEHHIKE N
2048-bit, FEM ALK CAEF, H: (1) GDCA Guangdong Certificate Authority i
1, FHKE N 1024-bit, 2R FHHK N RSA 1024-bit (1A AZKIET . HUGZEIE .
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WAIAEBAILABISGES; (2) GDCA TrustAUTH R2 CA iR+, KN 2048-bit,
BR BRI RSA 2048-bit Al RSA 1024-bit 11/~ AJSUEFS . HUEZFSUESS . B 2UES
AR ZRIE S

ROOTCA (RSA) certificate is a root certificate of OSCCA using RSA algorithm with 2048-bit root
key length. There are two subordinate CAs under this ROOT CA, including: (1) GDCA Guangdong
Certificate Authority certificate with 1024-bit key length is used for issuing RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates. (2) GDCA
TrustAUTH R2 CA certificate with 2048-bit key length is used for issuing RSA 2048-bit and RSA

1024-bit individual certificates, organization certificates, equipment certificates and other
certificates.

ROOTCA (RSA)IE 134T 2025 4F 8 A 23 HEIHA.
ROOTCA (RSA) will expire on August 23, 2025.

GDCA Guangdong Certificate Authority iiF 51 2015 4F 7 J 19 H#|}, 20154 1 A
1 Hitg, GDCA A2 CAUETREKIT /M ik15. GDCATrustAUTH R2 CA IIE 1545 T
2018 4F 12 JJ 15 HEH, 2017 4F 12 J7 15 Hjid, GDCA ¥ AFEH1% CA IEHERIT
JHIEFS
GDCA Guangdong Certificate Authority certificate expired on July 19, 2015. From January 1, 2015,
GDCA no longer used it to issue subscriber certificates. GDCA TrustAUTH R2 CA certificate will

expire on December 15, 2018. From December 15, 2017, GDCA will no longer use it to issue
subscriber certificates.

2) GDCAROOT CA (1024-bit)

GDCA ROOT CA
|
GDCA Guangdong
Certificate Authority
[
Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

GDCA ROOT CA IE TR % £AK & iy 1024-bit, 1 GDCA Guangdong Certificate
Authority iIE+s, PRy 1024-bit, 25K %HIK ALY RSA 1024-bit H NJKIEH . #l
FIZRUE TS W& RUE B AR IUE 15
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The length of GDCA ROOT CA certificate root key is 1024-bit. There is a GDCA Guangdong
Certificate Authority certificate under this ROOT CA, used for issuing RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates.

GDCA ROOT CA i34 T 2024 4 12 /1 11 H F[#.
GDCA ROOT CA certificate will expire on December 11, 2024.

GDCA Guangdong Certificate Authority ilF 14T~ 2024 4% 1 H 12 H#[#{, 2016 4 1
H 1 HEE, ANFAEHZ CAERZRIT FHET,

GDCA Guangdong Certificate Authority certificate will expire on January 12, 2024. From January 1,
2016, GDCA no longer used it to issue subscriber certificates.

3) ROOTCA (SM2)

ROOTCA
(SM2)

Guangdong Certificate Authority
(SM2)

| I I |

Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

ROOTCA HEFs (SM2) /2 [ 5 & i B FHRIE T, #h%5E N SM2, IR
[ A 256-bit, ¥ Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iET,
FAHKE N 256-bit, 25K B H L SM2 AN NZRAE . HUAZRIES . @& KIED
HAHABSEUES

ROOTCA (SM2) certificate is a root certificate of OSCCA using SM2 algorithm with root key length
of 256-bit. There is a Guangdong Certificate Authority (GDCA TrustAUTH E1 CA SM2) certificate
with key length of 256-bit under this root CA, used for issuing individual certificates, organization
certificates, equipment certificates and other certificates with SM2 algorithm.

GDCA ] SM2 iEf5#5 i1 ROOTCA (SM2) R Guangdong Certificate Authority
(GDCA TrustAUTH E1 CA) &%k .

All of the SM2 certificates from GDCA are issued by Guangdong Certificate Authority (GDCA
TrustAUTH E1 CA).

ROOTCAiE+H (SM2) ¥+ 2042 47 H 7 HEIH,

ROOTCA (SM2) will expire on July 7, 2042.
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Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iE4447E 2034 55 6 H
21 2], 2030 4F 1 H 1 Hi&, RKAFEAEH1Z CAUERERITES.

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) certificate will expire on June 21, 2034.
From January 1, 2030, GDCA will no longer use it to issue subscriber certificates.

4) GDCAROOT CAl

GDCAROOTCAL

, GDCA HKMR | | GDCA HKMR
A Public CA.
GDCA Public CA1 GDCA Public CA2 0oV CA ‘ ‘ IV CA ‘
| | |

oAt +5 ek ‘ ‘ ek ‘ HURIE TS

it

VAL A NS ‘

NS 15‘ ‘ HLFIESS ‘

A MNIETh ‘ ‘ HLRIAE TS

GDCA ROOT CAL iE HHR % HK BN 4096-bit, N1 2 N2k CAWET, HA:
(1) GDCAPublic CAL, #8KFEH 2048-bit, 25K % KA RSA 2048-bit [/~ A2
EFS WU UL B FRUE T AN LAt 2RAE F5; (2)GDCA Public CA2, 1K 57 2048-bit,
BB RSA 2048-bit FIM AJETS . HUMZEIES . I JUE B AD SIS
(3) GDCAHKMR OV CA, #HK A 2048-bit, 25K %KL RSA 2048-bit ]

W UNUMIES: (4) GDCAHKMR IV CA, #HK Ty 2048-bit, 25K HHH K RSA
2048-bit 111 BB H A NIEF

GDCA ROOT CAL ilE-+5:K - 2040 £ 12 A 31 H 2,

GDCA Public CAL iE5447E 2030 4 12 A 31 HEH], 2027 4£ 1 A 1 Hilg, KA
1% CA UL R AT eSS

GDCA Public CA2 iE+5#47E 2030 4 12 /4 31 HEH], 2027 41 A 1 Hild, KA
% CA UL R AT eSS

GDCA HKMR OV CA IEFK1E 2030 4F 12 A 31 HEIM, 2027 41 H 1 Hig, #
AFHE 1% CA IEFE KT FET.

GDCAHKMR IV CA iR 7E 2030 4 12 H 31 HEM, 2027 451 A 1 Hilg, KA
FHE i CA UERAE AT P EF .
The length of GDCA ROOT CAL certificate root key is 4096-bit. There are two subordinate CAs
under this root CA, including: (1) GDCA Public CA1 with key length of 2048-bit, used for issuing
RSA 2048-bit individual certificates, organization certificates, equipment certificates and other
certificates; (2) GDCA Public CA2 with key length of 2048-bit, used for issuing RSA 2048-bit
individual certificates, organization certificates, equipment certificates and other certificates. (3)
GDCA HKMR OV CA with key length of 2048-bit, used for issuing RSA 2048-bit organization

certificates for Guangdong — Hong Kong mutual recognition purpose; (4) GDCA HKMR IV CA with
key length of 2048-bit, used for issuing RSA 2048-bit individual certificates for Guangdong — Hong
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Kong mutual recognition purpose.
GDCA ROOT CAL1 will expire on December 31, 2040.

GDCA Public CA1 will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.

GDCA Public CA2 will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.

GDCA HKMR OV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.
GDCA HKMR IV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no

longer use it to issue subscriber certificates.

5) GDCATrustAUTH R5 ROOT

GDCA TrustAUTH RS
ROOT

L7 v v v L7 v v
GDCA TrustAUTH GDCA TrustAUTH R4 | | GDCA TrustAUTH GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH GDCA TrustAUTH
R4 EV SSL CA EV CodeSigning CA R4 OV SSL CA R4 IV SSL CA R4 DV SSL CA R4 CodeSigning CA R4 Generic CA R4 Primer CA
T
v
EV SSL Server EV CodeSigning OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

GDCA TrustAUTH R5 ROOT 45 (AR % £H 4 B O 4096-bit, k& 8 14 CAES,
Hr: (1) GDCA TrustAUTH R4 EV SSL CA, 48K 54 2048-bit, 2K FHAKE N
RSA 2048-bit ] EV SSL Ik 45 #2K4E45; (2) GDCA TrustAUTH R4 EV CodeSigning CA,
K 2048-bit, 25Kk %K N RSA 2048-bit ] EV U244 J5EH; (3) GDCA
TrustAUTH R4 OV SSL CAIEY:, ZHHICE D 2048-bit, 2K Ky RSA 2048-bit
) OV SSL AR 45 #335UE5; (4) GDCA TrustAUTH R4 IV SSL CA, 4K N 2048-bit,
2R EHKE Y RSA 2048-bit [ IV SSL k45 #52K1E+5: (5) GDCA TrustAUTH R4 DV
SSL CA, F KA 2048-bit, 25 K B HK B RSA 2048-bit 1) DV SSL R %5 a4 2KE

(6) GDCA TrustAUTH R4 CodeSigning CA iIE 15, Z4HK N 2048-bit, 25k ALK E
N RSA 2048-bit [{J/CHL25 4 2K4F+; (7) GDCA TrustAUTH R4 Generic CA iE$5, /4
KEN 2048-bit, 2K %K E N RSA 2048-bit MIHLE . N AZIEF; (8) GDCA
TrustAUTH R4 Primer CA, Z8HK %4 2048-bit, 25K % 4K & RSA 2048-bit i~ A
1 KiuEt.

The length of GDCA TrustAUTH R5 ROOT certificate root key is 4096-bit. There are eight
subordinate CAs under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA with key

length of RSA 2048-bit is used for issuing RSA 2048-bit EV SSL Server Certificates. (2) GDCA
TrustAUTH R4 EV CodeSigning CA with key length of 2048-bit is used for issuing RSA 2048-bit EV

8
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CodeSigning Certificates. (3)GDCA TrustAUTH R4 OV SSL CA with key length of 2048-bit is used
for issuing RSA 2048-bit OV SSL Server Certificates. (4) GDCA TrustAUTH R4 IV SSL CA with key
length of 2048-bit is used for issuing RSA 2048-bit IV SSL Server Certificates. (5) GDCA
TrustAUTH R4 DV SSL CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL
Server Certificates. (6)GDCA TrustAUTH R4 CodeSigning CA with key length of 2048-bit is used for
issuing RSA 2048-bit CodeSigning Certificates. (7) GDCA TrustAUTH R4 Generic CA with key
length of 2048-bit is used for issuing RSA 2048-bit Organization, Individual Certificates. (8) GDCA
TrustAUTH R4 Primer CA with key length of 2048-bit is used for issuing RSA 2048-bit Type |
Individual Certificate.

GDCA TrustAUTH R5 ROOT iEH# T 2040 4= 12 A 31 H 3.

GDCATrustAUTH R4 EV SSL CA IE45#54E 2030 4 12 A 31 H#I#, 2027 4 1 A 1
Hig, AR Z CAIERZERIT FE.

GDCA TrustAUTH R4 EV CodeSigning CA iE 134 7E 2030 4 12 A 31 HEI#H, 2027
F1ALHE, BAREMZ CAIEHE KT .

GDCA TrustAUTH R4 OV SSL CA iR £ 2030 4 12 H 31 H 2], 2027 41 A
1 HES, AR Z CATERZRIT FIE.

GDCATrustAUTH R4 IV SSL CA IE-iKi 7 2030 47 12 A 31 HEIM, 2027 £ 1 H 1
HES, AR Z CA TR RIT I,

GDCA TrustAUTH R4 DV SSL CA ilE-fiKi £ 2030 4 12 H 31 H 2], 2027 41 A
1 Hilg, HAFMEHZ CA IR RIT k.

GDCA TrustAUTH R4 CodeSigning CA iE F5#47E 2030 4= 12 H 31 H#I#, 2027 4 1
H1HE, BAFEAZ CAERE AT P E.

GDCA TrustAUTH R4 Generic CA UET5KF7E 2030 4F 12 A 31 H 2}, 2027 £ 1 A 1
HiS, AT Z CAERERIT P,

GDCA TrustAUTH R4 Primer CA I+ #£ 2030 £ 12 H 31 HEIH], 2027 £ 1 H 1
HiES, AR Z CAERZERIT FUEH.

GDCA TrustAUTH R5 ROQT certificate will expire on December 31, 2040.

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. From
January 1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 OV SSL CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 IV SSL CA certificate will expire on December 31, 2030. From January 1,
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2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 DV SSL CA certificate will expire on December 31, 2030. From January

1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 CodeSigning CA certificate will expire on December 31, 2030. From

January 1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Generic CA certificate will expire on December 31, 2030. From January

1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Primer CA certificate will expire on December 31, 2030. From January 1,

2027, GDCA will no longer use it to issue subscriber certificates.

6) Hrxif{CRS5 R CA

i ACRS
HRCAIEH
' I I , l l }
Hokatf R4 EV i R4 OV Hokat R4 TV Heicwtff R4 DV lemt R4 Howeat R4 et R4
IR % #HEF CA JIR % #EF CA R% FHEH CA AR FHEF CA RIGZESIUET CA FEBHT FHES CA Wi FHIEF CA

v ¥ k.

¥

v

DV SSL Server
Certificate

EV SSL Server OV SSL Server IV SSL Server
Certificate Certificate Certificate

CodeSigning
Certificate

Organization,
Individual Certificate

Type | Individual
Certificate

ez R5 MR CA IEB MR B A K FE N 4096-bit, Fi% 7 Mg CA RS, Horb:
(1) =R R4 EV RS FIET CA, HHHKEN 2048-bit, ZRFHHKE N RSA
2048-bit 1) EV SSL R 55 25 KIUEF5: (2) L RAOV IRSEIET CA, HHKEN
2048-bit, KK AN RSA 2048-bit ff] OV SSL k%5 8 2KET: (3) Hhf{t R4 IV
MRS EIEFS CA, K E )y 2048-bit, 2K B K E N RSA 2048-bit [¥) IV SSL il 55 &=
FUEF: (4) HRHR R4 DV IRFSFHIET CA, KA 2048-bit, 25Kk B HAKE
N RSA 2048-bit (1] DV SSL A& #82K1E 155 (5) #ehf X R4 RIGZELZIET CA, 4
K N 2048-bit, 254 F 8K A RSA 2048-bit US4 20EH; (6) Frzehf{t R4 ¥
WITFIESS CA, BN 2048-bit, 2K EHKE) RSA 2048-bit (IIHLIE . A
Es (7)) BerHAR R4 EAETT FHED CA, HHIKE N 2048-bit, BRFHKEN
RSA2048-bit A 1 KilE+i.

The length of #ZHFE R5 #R CA certificate root key is 4096-bit. There are seven subordinate CAs
under this root CA, including: (1) #ZBH R4 EV IRSSSIEF CA with key length of 2048-bit is used
for issuing RSA 2048-bit EV SSL Server Certificates. (2) #ZH1{X, R4 OV fRSZEZIEH CA with key
length of 2048-bit is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) #ZH1{X R4 IV
IRSS28IEH CA with key length of 2048-bit is used for RSA 2048-bit IV SSL Server Certificates. (4)
LA R4 DV RSSE5IEF CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL
Server Certificates. (5) EZHHL R4 X3 ZIEH CA with key length of 2048-bit is used for issuing

10
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RSA 2048-bit CodeSigning Certificates. (6) #ZMHX R4 ZFHBITFUEF CA with key length of
2048-bit is used for issuing RSA 2048-bit Organization, Individual Certificates. (7) #iZht{t R4 £
1JPIEH CA with key length of 2048-bit is used for issuing RSA 2048-bit Type | Individual
Certificate.

Kz AU RS MR CAUIEFKE T 2040 4 12 7 31 H 2.

Hez X RAEV IRFFAHIET: CAIEFKEAE 2030 4 12 H 31 HEIH], 2027 41 H 1
Hitd, A% CAEB&RT e,

ez RAOV ARG BUETS CAET#47E 2030 4 12 7 31 HEI#A, 2027 4 1 A 1
Hitd, A% CAIEB&RIT e,

He U RA IV IRSSEIES CAEK7E 2030 4 12 H 31 H R, 2027 41 7 1
Hi&, A% CA TEB& R FiE.

HZ U RA DV IRS54HIET CAETHF7E 2030 4F 12 /] 31 H 2, 2027 45 1 /1 1
Hitd, A% CAEBZ& R e,

ez R4 AARSZEAUETS CA UEFRIAE 2030 47 12 ] 31 HEW, 2027 41 H 1
Hitd, A% CAEB&RT e,

ez R4 @ FHE CAIEFIGAE 2030 4 12 ] 31 HEMA, 2027 41 1
Hi&, A% CATEB& R iE.

ez A R4 FERET FHE CA IEFIGAE 2030 47 12 ] 31 HEMA, 2027 41 1
Hitd, A% CAEB&RIT e,

LR R5 1R CA certificate will expire on December 31, 2040.

LB R4 EV IRSS28IEH CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

LB R4 OV ARSZESIUETP CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

LR R4 IV JRSZEEIEF CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

LB R4 DV PRSSE8IEF CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

AT R4 XIBEZUEP CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

LB R4 EiE1T FUEP CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

LML R4 EREITFIER CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

11
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7) GDCA TrustAUTH E5 ROOT

GDCA TrustAUTH ES
ROOT

|

l

l

4

l

l

}

GDCA TrustAUTH E4 EV SSL CA

GDCA TrustAUTH £4 OV SSLCA

GDCA TrustAUTH E4 IV SSLCA

GDCA TrustAUTH E4 DV SSL CA

GDCA TrustAUTH E4
CodeSigning CA

GDCA TrustAUTH E4 Generic

GDCA TrustAUTH E4 Primer CA

A 4

¥

4

v

4

v

EV SSL Server
Certificate

OV SSL Server

Certificate

IV SSL Server
Certificate

DV SSL Server
Certificate

CodeSigning
Certificate

Organization,
Individual Certificate

Type | Individual
Certificate

GDCA TrustAUTH E5 ROOT ik (&% 554 ECC, MREF KA 384-bit, Tk
7 gt CAES, H: (1) GDCATrustAUTH E4 EV SSL CA , 54K 4 256-bit,
KB E ) ECC 256-bit (1) EV SSL ik %5 #5835 UE+5; (2)GDCA TrustAUTH E4 OV SSL
CA, KN 256-bit, 28K ZEAKE N ECC 256-bit 1] OV SSL A& #s2SiE1; (3)
GDCATrustAUTH E4 IV SSL CA, HHHKE N 256-bit, 25K % 8K &)y ECC 256-bit )
IV SSL Al 45 #335IE5; (4) GDCA TrustAUTH E4 DV SSL CA, 4K BN 256-bit, 25
REHKE N ECC 256-bit 1) DV SSL k%5 #33KiE+5: (5) GDCA TrustAUTH E4
CodeSigning CA, #HK A 256-bit, %K EHKE )y ECC 256-bit [14LAEAE 44 FKIE+
(6) GDCA TrustAUTH E4 Generic CA 1iE+5, %K 256-bit, 25K ZHKJE )y ECC
256-bit IHLKI . > AJSEF; (7) GDCA TrustAUTH E4 Primer CA, % 41K iy 256-bit,
25 K R ECC 256-bit 19N A 1 J8EH .

The length of GDCA TrustAUTH E5 ROQT certificate root key is 384-bit with ECC algorithm. There
are seven subordinate CAs under this ROOT CA, including: (1) GDCA TrustAUTH E4 EV SSL CA
with key length of 256-bit is used for issuing 256-bit ECC EV SSL Server Certificates. (2) GDCA
TrustAUTH E4 OV SSL CA with key length of 256-bit is used for issuing 256-bit ECC OV SSL
Server Certificates. (3) GDCA TrustAUTH E4 IV SSL CA with key length of 256-bit is used for
issuing 256-bit ECC IV SSL Server Certificates. (4) GDCA TrustAUTH E4 DV SSL CA with key
length of 256-bit is used for issuing 256-bit ECC DV SSL Server Certificates. (5) GDCA TrustAUTH
E4 CodeSigning CA with key length of 256-bit is used for issuing 256-bit ECC CodeSigning
Certificates. (6) GDCA TrustAUTH E4 Generic CA with key length of 256-bit is used for issuing
256-bit ECC Organization, Individual Certificates. (7) GDCA TrustAUTH E4 Primer CA with key
length of 256-bit is used for issuing 256-bit ECC Typel Individual Certificates.

GDCA TrustAUTH E5 ROOT iiE5# T 2040 4 12 H 31 H ZIi¥.

GDCA TrustAUTH E4 EV SSL CA iE-5#7E 2030 4 12 H 31 HEH#, 2027 £ 1 H 1
Hie, BAEMHZ CAUERZERIT .

GDCA TrustAUTH E4 OV SSL CA ilE+5#7E 2030 4F 12 H 31 H31, 2027 41 H 1
Hitg, KA Z CAERZRIT FHEH.

GDCA TrustAUTH E4 IV SSL CA iE-15447E 2030 47 12 H 31 HEH, 2027 41 H 1
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Hig, AR Z CAIERZERIT T ER.,

GDCA TrustAUTH E4 DV SSL CA iiE 54 7E 2030 4F 12 /] 31 H#|#], 2027 4 1 7 1
Hitg, BRI Z CAERZRIT FHEH.

GDCA TrustAUTH E4 CodeSigning CA il 154 7E 2030 4 12 A 31 HF#, 2027 4F 1
H1HE, AT ZCAIEB&RITFIET.

GDCA TrustAUTH E4 Generic CA iE-3#47E 2030 4 12 H 31 HEIi, 2027 41 7 1
Hie, AR Z CAIERZERIT I,

GDCA TrustAUTH E4 Primer CA 1IE 57 2030 4F 12 H 31 HF#, 2027 £ 1 1 1
Hig, BRI Z CAERZRIT FHEH.
GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 OV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 IV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 DV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 CodeSigning CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Generic CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Primer CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

X T H GDCA TrustAUTH R5 ROOT iE+i. ##iffX R5 2 CA iEf5. GDCA
TrustAUTH E5 ROOT ZA& M4 CA FiZE kil S iE+5: GDCA #Eff CA/B iRl
Chttps://www.cabforum.org.) & Ai 1) 5 ET A ) Baseline Requirements.  EV Guidelines.
EV Code Signing Guidelines, 1 CA Z4H 54 (https://aka.ms/csbr ) 4E47f) Minimum
Requirements for Code Signing /& AATL EiAR ER AT RS R A BLA L AT {E 4R/ SSLITLS
UERAAAD R UE T, & WIA A H ARG O, JERRRSARE H A AT A #E4T 1211 CPS,
IR A CPS 5 CA/NIY 281817 (CA/Browser Forum) & A7 FRIAH bR e RIE (1 2 30 A

— T, WL CAS B 8818 3 IR 2R AT B RETE A

For subscriber certificates issued by the subordinate CAs that are issued by GDCA TrustAUTH R5
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ROOT certificate, #ZRT{ R5 8 CA IEP and GDCA TrustAUTH E5 ROOT, GDCA conforms to
the latest versions of the Baseline Requirements, the EV Guidelines, the EV Code Signing
Guidelines of the CA/B Forum, the Minimum Requirements for the Issuance and Management of
Publicly-Trusted Code Signing Certificates (“Minimum Requirements for Code Signing”)
maintained by the CA Security Council (https://aka.ms/csbr), and the AATL Technical
Requirements for the issuance and management of the publicly-trusted SSL/TLS digital certificates

and code signing certificates. GDCA regularly checks the updates on CA/Browser Forum’s website
and continually revise its CPS according to these updates. The specifications of the CA/Browser
Forum shall prevail in case of any discrepancies between the provisions of this CPS and the
standard specifications published by the CA/Browser Forum.

1.2. XRE4FRE#RIR Document Name and Identification

ARCRFRAE (B AR A IR A 7] T ATENL S5 R V5.1 ki) (fiiFk GDCA
CPS V5.1, A CPS), CPS A“Certification Practice Statement” 455 . TEA RS H, CPS
SR T AT R SR B R RIE I 44 8K . B RAKRA CPS IEIT (S RIS H 3% 3.

A CPS LA SCIGE LR AT, & S8 SRR 5 Hh SO MBI TS, BERA S
A
This document is called "GDCA Certification Practice Statement V 5.1" (abbreviated as “GDCA

CPS V 5.17, or “this CPS”). And CPS is equivalent to “GDCA CPS". Please refer to Appendix 3 for
detailed revisions of this version.

This document is the Chinese-English bilingual edition of GDCA CPS. In case any inconsistency or
conflict between the Chinese and English versions, the Chinese version shall prevail for all
purposes.

1.3. PKI 253 PKI Participants

1.3.1. B FINEARS P Certification Authorities

GDCA ZMRHfE (e NRILAE i 72844350 CRTINIEIRSS & BIMNE) e, K
TEWALIAE 5 =07 W AE IR S ML . GDCA Tl I 45 N F i 158 5 6 Bl 1) & U7 E A
KA SRAECTIER IR AR 55 5 T BUM SOV B T EE SIS 5 4k

GDCA is a trusted third-party electronic authentication service authority established by law pursuant
to "Electronic Signature Law of the People's Republic of China" and "Measures for the
Administration of Electronic Certification Services". GDCA becomes a participant in electronic
authentication activities by issuing certificates and providing certificate verification services to the
parties who engage in electronic transactions.
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1.3.2. AL Registration Authorities

GDCA MU iE PBiE Mk &4 GDCA 1ERIZHUGE B4 2 SehL, AFEIEBE
WHE R (RA) dls, IFRBAHSZH A (LRA) 25, JEMHLIZ A GDCA [FiE+ i
NI A AR A S

Registration Authorities are branches authorized formally by GDCA, including Register Authority
(RA), Local Registration Authority (LRA), etc. A Registration Authority is an entity that establishes
registration process for certificate applicants.

1.3.3. T Subscribers

T NAF, T RL2 TS NBUEBRAA N, £ GDCA MUK LS 15
AP, ATLGRA AN MU BB A AL AR i 2 B s RS 4B T %
S A R

In the application of electronic signature, subscribers also called electronic signers or certificate
holders are end users of the certificates issued by GDCA. The subscribers could be the individual,
organization or components of infrastructure such as router, firewall, server or other equipment
used for secure communication.

1.3.4. #H T Relying Parties

GDCA HIUEFARH 2454 1% GDCA $2{t Fi 7 I IESG 2l v i 725 44 A (5 4t A
A RIEBIH SR ZAETT LUE, AT LA GDCA H—MEFT .

Relying Parties are the entities who are engaged in related electronic certification activities based
on its trust of the electronic signatures provided by GDCA. This entity may, or may not be a
certificate subscriber.

1.3.5. HAhZ 52 Other Participants
HAhZ 535 £ 168 )y GDCA [ HLFIAUE TS Bh 3R HEAH I IR 55 1) oAb Sk

Other participants are the entities that provide related services in electronic authentication activities
of GDCA.
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1.4. EHRLA Certificate Usage

1.4.1. EEHEBR A Appropriate Certificate Usage

GDCA (3T FHEA 2l FIESS, R MIEF R A, HAER R . Flan A
EF SRR IR R IR . SR OA RG5E, HUEF FREEAT I b R RFi 4SS,
WAL R R IR B S BEAT (5 BiBE a5 . Br 1 BRUOIEFARR K R 5 43 1A
[ TR EGIE-B N 225 4h, GDCA 1T JHIEF AT LA 2 B AIAE BT ST« HEL T 55 S ot
toAeiEsh, DLSEI S GiE . BT SRBEEE IS H Y, RIS R LI
EAE BALEEXUT S (AR A LSk AL AE B e B A O

Subscriber certificates of GDCA are widely used. Different types of certificate are applicable for
different cases. For example, individual certificate is used for sending encrypted e-mails with digital
signatures, logging into OA system, etc.; organization certificate is used for online tax declaration,
etc., and equipment certificate is used for identifying equipment and encrypting communication
tunnels, etc. Apart from different applications caused by the identity of the certification subject,
GDCA subscriber certificates can be widely used in e-government, e-commerce and other social
activities to realize identity authentication, electronic signature, and encryption of data etc.
Meanwhile, it can be used to ensure the validity and authenticity of identity between peers of
communication via Internet as well as the integrity and confidentiality of information.

GDCA 2R ML+, MIhRE LRl AL A1 % a7 2

1 S ESetk, fRIER GDCA SRR S HIEH R & B i) Aidit

2. IRIUE(S RSB, fRIER GDCA BUv-EBAKr 2 40, 7T LAIGIESS B AE (L i
FEFIE B HELN,  ROEFR R B — 2

3. (EEMIHLENE, fRUEAEIZTT RO (5 BN, Aot de 4 e R GVERPUT

4. GUHRETE, WHEARAAAE AN AT A R A3 R 7 28 44 EAT BT

Certificates issued by GDCA can meet the following security requirements by functionalities:

1. Authenticity of identity: the certification can ensure the validity of certificate holder using GDCA
trust services.

2. Verification of integrity: the assurance to an entity that data has not been tampered and further
verifies the consistency of information between sender and receiver using certificate of GDCA.

3. Confidentiality: the certification can ensure the confidentiality of information during
transmission, and avoid the leakage to other non-authorized parties.

4. Non-repudiation: the certification can ensure the non-repudiation of transaction entities by
verifying the digital signatures.

RAEIEFHRA, GDCA Frz K FIEH AN NFKIE . PUSEIES . & RIEH.
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SSL kS5 IUEt . AL IE555. Hr:

® T AUERANUGEIES, RIS RAEB 2255k, %0770, RARP
BEQEEAE, SO 438, Rk, ek, $nlT7 S8

® X7 SSL RS AFKIEF, X 4rA DV SSL (Domain Validation SSL) iiF-f5. IV SSL
(Individuals Validation SSL) 1iE+i. OV SSL (Organization Validation SSL) iiE 340
EV SSL (Extended Validation SSL) iiE+3;

® TR ZIUET:, N AL A IE A EV ISR AZAES

® IR AN X Hk AT 3.

According to the types of certificate, the certificates issued by GDCA include Individual Certificates,
Organization Certificates, Equipment Certificates, SSL Server Certificates, and CodeSigning
Certificates.

® For Individual Certificates and Organization Certificates, GDCA classifies them into four
categories according to the security level, authentication method, and private key protection
mode of the certificate. The higher the class, the higher the security level, and the more strict
the authentication method;

® For SSL Server Certificates, there are DV SSL (Domain Validation SSL) Certificates, IV SSL
(Individuals Validation SSL) Certificates, OV SSL (Organization Validation SSL) Certificates
and EV SSL (Extended Validation SSL) Certificates;

® For CodeSigning Certificates, there are normal CodeSigning Certificates and EV CodeSigning
Certificates;

® Equipment Certificates have no classification.

VP AT DRSS SEBR AR 22, 1 ) WA ok s SR AT R & TG AE F 2R, ASFIESS A
A AN R AR LV

Subscriber can choose suitable type of certificates based on actual requirement. Different
certificates are applicable for different cases.

1.4.1.1. A AKEF Individual Certificates

MR AN NIIECFAUESS, D NESE B R NERE S A B, g5 it ki T
£

Individual certificate is a digital certificate that is issued to the individual, including natural person or
personnel with specific identity, such as civil servant and employee, etc.

AN NFGEF S NLLURIUE CF 122N AEH 58 2 B NEPARER T SSL iEH Al
RIBZEZAET):

There are four different types of individual certificate (Type | and Type Il individual certificates are
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not applicable to SSL certificates and code signing certificates):

51 EANNIER——4 e A5 B A3 R AR AR I DGIE DI RS, & TR 22
IS U . FRIE SR 1 A NIE-BI B R AL S 4y 5Ok, GDCA R FR 5 - g 58
S, WmEFgHbE. TS, 55 1 A NUEF AT DUF %0 22 43 B SRAN & 1 HL S
254 i 4] Jo R SR S e I NS 5 %

Type | individual certificate provides the basic authentication function in the process of online
information transmission, which is applicable for the cases of the low security requirement. There is
no need to offer identity information when applying for the Type | Individual Certificate. GDCA just
need to verify the information submitted by users, such as e-mail address, mobile phone number
and so on. Type | Individual Certificate can be used for e-mail signatures with low security
requirement, client-side authentication, and small transactions that do not require any identify
certificate etc.

55 2 R MNEH——3RBHE M _EA5 AL ISR TP B AE 5 BN Mg 7254
FIIRE, WX AT € ER B AR HE S 2 R IR F 3R AT BRI 5
B EHEE, GDCA FIRIEH T IS iIfE 2, e EE, AU BB S =75 $de R 55
T A EAN NI B 2o 28 2 R NAE AR UM ELIR I B3 FP AR A 5 5 o

Type Il individual certificate provides the identity authentication, data encryption and digital
signatures etc. in the process of online information transmission. It is applicable for the cases of the
high security requirement. When applying for Type Il individual certificate, GDCA requires the
applicant to provide some personal information, to verify the information submitted by users and, if
necessary, to authenticate the identity of the individual through an authorized third-party database.
Type Il Individual Certificate can be used for login through internet and the transactions with
medium amount payment.

5 3 A NIEHS——SEIE M A5 B A% 3 2 22 2 J00 B mi i B A EE - 15 200
W TR A ST RE, G A R B R R . I 3 SR NIEFS I 4
TR S E B SRR, GDCA 06 S 473 Bk S R M RHEAT BIE, SRR 7
AATPOE B . AU 1A S D5 SUEEAT B 0K FR 3 38 SR A 1015 2 S BUBCR = 5 Kl
JE R A5 AT BT ISAIE . 58 3 SN AIEAS T DL 455 N A AR ST B A aIE BRI
R RS 555

Type Il individual certificate is used in the process of identities authentication, information
encryption and digital signatures etc. during online information transmission with higher security
level, applied for application areas with higher security requirement. GDCA requires the user to
provide complete identity information and application materials when applying for the Type IlI
individual certificates. The GDCA must authenticate the identity data and application materials
through voices, videos, photos, etc., or compare the information with authoritative third-party
database. Type Il Individual Certificate can be used for the authentication of specific application
system and e-commerce transactions with large amount payment.
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55 4 B NIEH——SCBUE W A5 B AR S R P 22 e 0 S IO S A VGIE S A5 20
2 AE I RE, 8 TR R e ERAR AN AT FRE S 4 R NEFI fe
BB R S5 B R R R, GDCA WAZIUE I 157 AL, 41 1R A5 B2 It T 0 1 F 465
T3 5 AT WA, BRAIIE I Z50Ks FR 37 3 A8 145 J2 S 0B = 5 B e P K 45 B AT
EEXTIRAIE. 58 4 N NIEBSATBLA T 7 A FIAIT . KB 15558 5 5%

Type IV individual certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It is
applied to the cases with highest security levelst. Users are required to provide complete identity
information and application materials when applying for Type IV individual certificates. GDCA must
verify the identity by voice, video, photograph, or face-face verification, etc. Type IV Individual
Certificate can be used for the signing of electronic contracts and large amount payment of
e-commerce transactions etc.

1.4.1.2. HLHIZKIEF Organization Certificates

MR LS U BB THIE S, HUM ARG L Ar . BURHLR. Hha iR sE.
GDCA RZER 5 1 IR 2 SRHUAIESS, R 3 ML 4 SRALIIE:

Organization certificate is a digital certificate that is issued to organization, including enterprise,
institution, government and social organization, etc.

GDCA does not issue Type | and Type Il Organization Certificates, and only issues Type Il and
Type IV Organization Certificates.

55 3 FNUMIE A ——SEBUE W _EAF S AR R TP I B UGIE S (5 B Ins My 4
HIIRE, G TX R a ERE RN SR, FIEEE 3 RAUMIE P /& IR 4t B S
FRNHIEAEL, GDCA Wb ZU UL BERE I R AR T S0k, 98k 177 2 nT LA
RS AU 0 AR D5 AT B A BORs B B SR A 015 RS BB = B T (5
ST LEXT SRR . 28 3 FRHUMNIEF AT U 55 € AT R GE I S AIE . B0v28 4 Infg

Iry-ar:
B,

Type Il Organization Certificates are used for authentication, information encryption and digital
signature in the process of information transmission on the Internet. It is applicable for the cases
with high security requirements. Subscribers are required to provide complete identity information
and application materials when applying for Type Il Organization Certificates. GDCA must verify
the identity by voices, videos, photos, face to face verification or compare the information with
authorized third-party database, etc. The certificate can be used for the authentication of specific
application system, digital signature, and encryption etc.

55 4 RHUHEB——IAE W _EA5 B ARSI R P 22 2 00 mi i) B 3 GIE S 15 BN
AT LA ETIRE, G 2 A BRI KN A, FRIR SR 4 SEHLRIEFS I 75 P4t
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SR S5 B SRR, GDCA I ZUE IS 15« LI 1 16 A6 5 S T ) T £ 6
S0 AT, ANE IR B RS HIAE B BB = J7 Bl B 1045 B AT LE
XL ZZOEFR U2 L USB Key S NEIANAES, AT FRTERNZET. K
WU TR 5528 5

Type IV Organization Certificate is used to achieve the highest security level of identity
authentication, information encryption and digital signature functions during online information
transmission. It can be used in the cases with highest security level. Subscribers are required to
provide complete identity information and application materials when applying for a Type IV
Organization Certificate. GDCA must verify the identity by voices, videos, photos, face to face
verification, and compare the information with authorized third-party database. The certificates must
be used with USB Key. They can be used for the signing of electronic contracts and e-commerce
transactions with large amount payment etc.

1.4.1.3. & KEF Equipment Certificates

IR 25 B OB TS, SO AR ARST A%« B kB, B R aess, IR FiE % H]
T BB I S, B 8 225 SR, Blan, 25 IS5 S AUA AOTE 1830 b
e 1 AT W st R 55 2 R B 43 65 SSL a8 DU WU EAT I 21

Equipment certificate is a digital certificate that is issued to equipment, including server, firewall and
router, etc. It is usually used for identification and secure communication among online facilities. For
example, the browser can identify the server with certificate issued for the server to create SSL
communication channel for secure communication session.

1.4.1.4. SSL ARZ-282K4FFH SSL Server Certificates

SSL S5 A IETibn iR Web Rl Web [ 5545 9 5 43, T LU 1UE BA 0 1) B¢ 473
BCE B SR SSL InEEIE, AMEHTRRZS . ST A BURIILE.

SSL server certificate is a digital certificate that identifies the website or server, applicable for
verification of website certificates and provides SSL channel. It cannot be used for signature or
verification of transaction and payment.

GDCA FiZ K ) SSL e 55 25 FUEH5 45 AN DU A

® EVSSLiE+ (Extended Validation SSL Certificates), B[4 i 56 iiF 4 iR 55 #%iiE 5

® OV SSL i (Organization Validation Certificates), R 75 ZL561iE ki ik i B LAY B 5k
SR IR HER SSLIEFS

® |V SSLiEF (Individuals Validation SSL Certificates), Bl 75 LG 1IE Rl 4275 # AN A
G0 bR SSLAET
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® DV SSL iF+ (Domain Validation SSL Certificates), B[ H B&IF /X 5535 44 AT A A 1 o
574 SSLAEP
SSL server certificates of GDCA include the following:

® EV SSL certificate (Extended Validation SSL Certificates), the extended validation SSL
certificates.

® OV SSL certificate (Organization Validation Certificates), the SSL certificate requires to verify
the identity of the organization that owns the website.

® |V SSL certificate (Individuals Validation SSL Certificates), the SSL certificate requires to verify
the individual identity of website owner.

® DV SSL certificate (Domain Validation SSL Certificates), the SSL certificate that only verifies
the ownership of the website.

Horr, OV SSLAES. IV SSL ik Al SEB W sl L 45 S5 R0 I0 85 LA S X sl £ 473 1 98 11
Thfg, DV SSL k45 R R LM s L (5 B & T EV SSLE+iE7E (GDCAEV ik
FHETF YA Y, A CPS A FE Xt H kAT H A ik

SSL 45 #E A BRI A AR, ki 4s . BURH AL 4.

OV SSL certificate and IV SSL certificate provide the functions of information encryption and
verification of website identity. DV SSL certificate only provides information encryption. The
issuance and usage of EV SSL certificate conforms to “GDCA EV CPS”, which is no longer covered
in this CPS.

The types of domain names in SSL server certificates are not restricted, e.g. .com, .gov etc.

1.4.15. RALZA FUEF CodeSigning Certificates

IS AIEFAR IR BA A FRIREE ey, HAEH T8 AUy 4, A
BHTRRLZ G A ISR .

RIGREAZAUEAS T b AR, AMFR AR T3PS EEAE WS, =
BURAE R

CodeSigning certificate is a digital certificate that identifies the source or owner of the software
code. It can only be used for digital signature and cannot be used for transaction, payment and
encryption, etc.

Subscriber must commit not to sign malicious software, virus code, infringement software and
hacker software using CodeSigning certificate.

RG24 A B AR E S L IEB A EV RIDZAET, EV RIDZEAZIESH
A BRI T ThRE, BT AS[R] R 2 2 Z0 A A BR G0 — () A 5 A B A ——
EV Code Signing Guidelines. EV fRi%% 4% E 58§ (GDCA EV iiE 15 HLFIAEMY 25 KU ) s
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A CPS AR AT AR A o

CodeSigning certificate includes normal CodeSigning certificate and EV CodeSigning certificate.
EV CodeSigning certificate has all functions of normal CodeSigning certificate. The difference of EV
Code Signing is that the issuance and usage of EV CodeSigning certificate must follow EV Code
Signing Guidelines. EV CodeSigning certificate conforms to "GDCA EV CPS", which is not covered
in this CPS.

1.4.1.6. FHAERHEH RIS R A5 IR CP Object Identifiers of Certificates

5 1R NIEP 5. 1.2.156.112559.1.1.1.1

55 2 2N NIE55ER%: 1.2.156.112559.1.1.1.2

3 B NIET5 IR 1.2.156.112559.1.1.1.3

4 B NIET53R g 1.2.156.112559.1.1.1.4

55 3 ZRHUME T 5ER%: 1.2.156.112559.1.1.2.1

55 4 ZKPUAE P 1.2.156.112559.1.1.2.2

WA IE s 1.2.156.112559.1.1.3.1

OV SSL iEP5Emsxt R bRiRFAT: 1.2.156.112559.1.1.4.1 } 2.23.140.1.2.2 (Baseline
Requirements 3R )

IV SSL iE 45 SEmE X R AR iR AF: 1.2.156.112559.1.1.4.2 J% 2.23.140.1.2.3 (Baseline
Requirements 3K )

DV SSL iE5EmE 4 GbriifF: 1.2.156.112559.1.1.4.3 K 2.23.140.1.2.1 (Baseline
Requirements 3R )

EV SSL i 5Ems 3 R FRiRAT: 1.2.156.112559.1.1.6.1 &% 2.23.140.1.1 (EV Guidelines
TRD

A AR 44 KRR P AR X RARIAST: 1.2.156.112559.1.1.5.1

EV A 25 2 0E 1 SIS0 SR RAT: 1.2.156.112559.1.1.7.1

EIHEH AN NUEB RIS RAR AR 2.16.156.339.1.1.1.2.1

EIHEH DN UUEP SRR RAR AR 2.16.156.339.1.1.2.2.1

Type | individual certificate policy: (1.2.156.112559.1.1.1.1)

Type Il individual certificate policy: (1.2.156.112559.1.1.1.2)

Type Il individual certificate policy: (1.2.156.112559.1.1.1.3)

Type IV individual certificate policy: (1.2.156.112559.1.1.1.4)

Type lll organization certificate policy: (1.2.156.112559.1.1.2.1)
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Type IV organization certificate policy: (1.2.156.112559.1.1.2.2)
Equipment certificate policy: (1.2.156.112559.1.1.3.1)

OV SSL server certificate policy: (1.2.156.112559.1.1.4.1) and 2.23.140.1.2.2 (required by the
Baseline Requirements)

IV SSL server certificate policy: (1.2.156.112559.1.1.4.2) and 2.23.140.1.2.3 (required by the
Baseline Requirements)

DV SSL server certificate policy: (1.2.156.112559.1.1.4.3) and 2.23.140.1.2.1 (required by the
Baseline Requirements)

EV SSL server certificate policy: (1.2.156.112559.1.1.6.1) and 2.23.140.1.1(required by the
EV Guidelines)

General CodeSigning certificate policy: (1.2.156.112559.1.1.5.1)
EV CodeSigning certificate policy: (1.2.156.112559.1.1.7.1)
Hong Kong-Guangdong mutual recognition individual certificates: 2.16.156.339.1.1.1.2.1

Hong Kong-Guangdong mutual recognition organization certificates: 2.16.156.339.1.1.2.2.1

1.4.2. FR %I B1iE35 B2 B Prohibited Certificate Uses

B RMMPES, AR BN A TR RERN ER S E SR fln, DAL
BHREEA TN AN RIS, A GELE RS 25 S UIES A, FUIESASREIE 9
AR RAE T, BEAEB WA AN AMHUIEAS KA . SR HRBA—2
FIET, ARHEA CPS IR ATE AT

Each certificate shall only be used to in dedicated usage corresponding to the subject’s identity. For
example, the Individual Certificate can only be used as individual case rather than the cases being
used as Equipment or Organization Certificate; the Organization Certificate cannot be used as
Individual and Equipment Certificate; the Equipment Certificate cannot be used as Individual or
Organizational Certificate. Certificates shall not be deemed as trusted by this CPS if they are not
corresponding to their respective usages.

UEFS AR LA AR e B 50 I B R 2 e i 2 M A, AR IR AR AR
EVRIUIRE S B AR I (AR SO S5 AR, A5 Uy e R AR R SR BT B AT AR
Rl B, ERARTEH T AR AR Tl b i i, s
TEORBIRM N &, A% R IR WAL SATBOE IR AR S 2@ i H R
iR AR R G T, ROV MR SRR T B S BOLT. N G305 3 8™ A BERIR

The GDCA certificates are prohibited to be used in circumstances, such as any violation of state
laws, regulations and national security or legal consequences, in addition, the GDCA certificates
are prohibited to be used in business that involves criminal activities, or in business forbidden by
laws, otherwise all legal liability that triggered by this will be taken consciously by subscribers
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themselves. Special note here, the certificate is not designed for, not intended for, not authorized for
control equipment in danger, or for the occasion where the failure is required to avoid, such as
operation of nuclear equipment, navigation or communication systems of shuttles, control systems
of air traffic or weapons, since these faults or failures may lead to death, personal injury or serious
environmental damage.

1.5. $SEEREFH Policy Administration

GDCA %452 i 22 GDCA HL T INEARSS T A SRms 1 e ey B, Ao E
ZALHE CPS, FH1E N CPS Szt hs: 25 Wi B i) dse i W sE WA o

GDCA Security Policy Committee is the highest management authority responsible for review and
approval of policies of electronic certification services, as well as the highest decision organization
to perform inspection and supervision of the enforcement of CPS.

1.5.1. SRES SO E BN Organization Administering the Document

SR SCRA S BENLF ) GDCA % 4 SRS 2 DA 2, ARON SIS B LA T s T %A
BB A CPS. GDCA ‘%A RIKR R~ HORE T AR EHZ TEAFL. B L. 80K
Hat s 2 AR ST L ST SR SRR A G AR ALK

A SRS SO RS AR A AR 5555 H R AR AT BUE B T 458 .

GDCA Security Policy Committee is assigned as the document management authority responsible
for establishing, publishing and updating this CPS. The committee consists of the relevant
representatives with the right of decision-making from GDCA’'s management, administrative center,
marketing center, technology center, and customer service center, etc.

Consultation of this policy document to the external parties and other routine jobs are undertaken
by the administrative center.

1.5.2. BEZ& A Contact Person
1.5.2.1. IEPEERE Certificate Problem Report

I 1) A SR P i SR A LR 5 e — 258, HAE P i SR e i A
i B 5L -
® RUEfFZ: webtrustreport@gdca.com.cn; 5§
® il (FEPAHIX): 95105813 EL
([H PR X): +86-18929559132
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Any certificate problem reports or certificate revocation requests shall be submitted through one of
the following ways, and certificate revocation requests must be submitted in writing:

® E-mail to: webtrustreport@gdca.com.cn
® Call: 95105813 (China Olny) or

+86 -18929559132 (For International Areas)

1.5.2.2. CPS a8 CPS Related Issues

FEAT A 55 CPS IR R @i, BEIMSE, #BATLARZ LA T 77 TR R
BRI T: GDCA 4TBUE EEEI]
KRN Tt
WXk bk https://www.gdca.com.cn/
L TR AR k. gdca@gdca.com.cn
BER ML P NRILAE R8T IR TS X AR R % 448 5 e K 3 23 #%
MR E GRS : 510030
HiG5h%: +86 20-83487228
fEE5f5: +86 20-83486610
For any problems, suggestions, questions, etc., about this CPS, you could contact us as follow:
Contact Department: GDCA Administrative Department
Contact: Ms. Wang

Website: https://www.gdca.com.cn/

E-mail: gdca@qgdca.com.cn

Address: 23F, 448 Dongfeng Zhong Road, Guangzhou, Guangdong, the People’s Republic of
China

Postal Code: 510030
Tel: +86 20-83487228

Fax: +86 20-83486610

1.5.3. WE CPS £ & SKEE AL Person Determining CPS Suitability for

the Policy

GDCA %KM B 2/ A7) CPS HEMS il %€ 1 e s BUBMLI , 2w g HLHE CPS.
HRIE CPS FF &5 SIS B o
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As the highest organization for making CPS, GDCA Security Policy Committee is a decision-making
organization to ensure the CPS is in line with CP which is responsible for examination and approval
of the CPS.

1.5.4. CPS Ht#EFERF CPS Approval Procedures

AHLHIF) CPS H GDCA % 4 Heis 23 5y £x 41 41 CPS 4S5 /N E SCRY, CPS 4’5 /1y
HE UG HE S GDCA LRI R R ik, Az iaftiti)s, 1ExX/ GDCA B J7 M
uh bR A, FERYE CRPUGERSEEING) e, Mk fiz HEKI=1THZN
) A AE BB A 5

This CPS is drafted by the team designated by GDCA Security Policy Committee. After the
completion of drafting, the CPS is submitted to GDCA Security Policy Committee for review. After
approval by the committee, GDCA will publish the CPS on its official website. Under the provisions
of "Measures for the Administration of Electronic Certification Services", GDCA should put the
record to the Ministry of Industry and Information Technology within 30 days after the publication.

1.5.5. CPS {&1] CPS Revision

GDCA #4Xf CPS HEAT A% HURRCATE M, IF L2 WIRZE R ST R H .

GDCA R4 H ZX Y BURVER . HORER BRI Bk 55 K R AK L35 M i1 T A
CPS, [FJff%fF H1 GDCA TrustAUTH R5 ROOT iiE15. #%i48 R5 it CA E+:. GDCA
TrustAUTH E5 ROOT 2K (4% CA &k AFLAIFIEFDL S5, GDCA itiR4E CA/B
Wiz Chttps://www.cabforum.org. ) & Aii ] £ ¥ i A< ff] Baseline Requirements. EV
Guidelines. EV Code Signing Guidelines [ 5k } i &1] CPS.

CPS %5 /NARE LA -5 UL 2 CPSABIT 22, #2758 GDCA & 4 HElE 2% fi 23 i f2
ZuR AR, 1EXE GDCA B 77 Mk BR A .

A CPS Z/DFAFMBIT —IR. WERTARUE), MEBMARA S BRI E . A&
RS TA] S BT id 3%

BITJE ) CPS, MXAbRATZ Hilg =+ H2Z N DI RS B & %R,

N

GDCA will implement strict version controls on this CPS, and such work will be arranged by the
GDCA Security Policy Committee.

This CPS will be updated timely in line with the changes of national policies and regulations,
technical requirements, standards and business development. Meanwhile, for the publicly trusted
certificates issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT
certificate, #ZH4% R5 #8 CA iF5 and GDCA TrustAUTH E5 ROOT, GDCA shall also update this
CPS according to the latest versions of the Baseline Requirements, and the EV Guidelines, and the
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EV Code Signing Guidelines of the CA/B Forum (https://www.cabforum.org).

The proposed suggestion of revision will be submitted by the team which is responsible for writing
CPS based on relevant changes, then it would be reviewed by the GDCA Security Policy
Committee. After approved by the committee, GDCA will publish the updated CPS on its official

website.

This CPS is updated at least once every year. Even if no other changes are made to the contents of
this CPS, GDCA will increment the version number and update the release date, effective date, and

the revision records of this CPS.

GDCA should submit the revised CPS to the Ministry of Industry and Information Technology for the
record within 30 days after the publication.

1.6. X HZEE Definitions and Acronyms

1.6.1. ARiEE X—%FE List of Term Definition

ARG & X

GDCA %4 3RIEZE 12> | GDCA WIEAR G54 28 A 11 i e SR A B IR BT LA AT CPS — B
PR E N

HLFIAIE AR S5 LA RN, BKR, W LEEIE R . ZAREEH
TR CAs JeH2 CAs.

FEM LA ALK (Registration Authority, RA) 4t 57 A BHAIE 5 H i 2
AHIEFBAT P IS E R, ¥ A VAERS VA, N
ZAIEH G B LN AR R SR, AR SO IE B S AT
SRR R, R AL SR PR E R, R TFAE
R 55 AU R B BT E 15 B3 A I R i

W R, AT AHSSmEE.

LRGP TIES 125 AUE TS T UGE ARSI (CAD Al i T B 754,
L5 H S ) SRR IR P A I ()R ) 2R

FL T A IEME 45 U] FIRGUE ST, 2, BB R A A BRHEZE 1K — 1 SO

B4 W4 RSB A AT SRR

SR BT NUE P HEFIRSE S, VB P B 15
T . ERETFEL

H % T AZE B AEE R, FERERRIE T .

564 IR E 4 FUHE FLIC I 44 R Gt BT S T R R4

TELRUE IR X FELGUEPRT A P, T AEASE 7 S B A R e a5 )
KA.

A FH 25 X R AR TR AR T, TR
54, ol B T AE N BH 0 I FE e SR B

NER B ] AR N FA R S AR E A, AT T

fEH], DS SR NN AV — QI 874, M/l
AT EE R, DMEDCHE SRV A & xRS BT
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fiR % o

YNGEBRY ik 4 —HAFEEE B N R R THER S, M
TSI T AHE B H OB EaE. Bk, 8
LA I TIRE -

NSRS F 3 A N2 AR AIE 5 DME AR T 2UAE )32 AT B S A
s, N Al AE BJIE .

B R 1) B ) i A CPS ®°17 8.3 AR K I H AR N BER 1K

AT S R R i D E PN RPN

i WEESAEAS ) H AR N BIER S A, H 20T 7 Wil slif i 46K
AP S EAYNE SR e,

ANARINNE WIE RS SIE45 HiE NAT P Z IR, 2 iiE
BT 55T

WebTrust CPA NS KA ST UEAR S HLA 1K) WebTrust I H BT AR o

Term Definition

GDCA Security Policy
Committee

It is the highest management and monitor function for CPS and the
decision-making agency pursuant to CPS within the GDCA

certification services system.

Certification Authority

An organization that is responsible for the creation, issuance,
revocation, and management of certificates. The term applies equally
to both Roots CAs and Subordinate CAs.

Registration Authority

A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.

Certificate

An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List

A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice

Statement

One of several documents forming the governance framework in
which certificates are created, issued, managed, and used.

Domain Name

The label assigned to a node in the Domain Name System.

Entry Clerk Entry clerk is responsible for inputting the information submitted by the
applicant and help the user handle certificates application, revocation
and renewal procedures etc.

Reviewer The reviewer is responsible for checking the information of certificate

application and approving certificate issuance.
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Fully Qualified Domain
Name

A Domain Name that includes the labels of all superior nodes in the
Internet Domain Name System.

Online Certificate Status
Protocol

An online certificate-checking protocol that enables relying party
application software to determine the status of an identified certificate.

Private Key The key of a key pair that is kept secret by the holder of the key pair,
and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key The key of a key pair that may be publicly disclosed by the holder of

the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure

A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.

Publicly Trusted

Certificate

A certificate that is trusted by virtue of the fact that its corresponding
root certificate is distributed as a trust anchor in widely-available
application software.

Qualified Auditor

A natural person or legal entity that meets the requirements of section
8.3 of this CPS.

Relying Party

Any natural person or legal entity that relies on a valid certificate.

Subscriber

A natural person or legal entity to whom a certificate is issued and who
is legally bound by a subscriber agreement.

Subscriber Agreement

An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

WebTrust The current version of CPA Canada’s WebTrust Program for
Certification Authorities

1.6.2. YEmgAE B H & X — ¥ List of Abbreviations and their Meaning

CA Certification/Certificate Authority HL TG IR & WK

CAA Certification Authority Authorization YAEHURFZ AL

CP Certificate Policy TE SR

CPS Certification Practice Statement LTI - 30
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CRL Certificate Revocation List B RO A%
CSR Certificate Signing Request TR RSk
DBA Doing Business As R
DNS Domain Name System W4 A
EV Extended Validation B BT /188 BRI
(US Government) Federal Information Processing | (e mjif) BEHUE B b
FIPS Standard
HpRHE
FQDN Fully Qualified Domain Name S2 e IR 4
Global Digital Cybersecurity Authority CO., LTD. | s 2= i 48 Rl 35 it 40 4 TR
GDCA
AT
gTLD Generic Top-Level Domain 8 F THi 22 458 4
IANA Internet Assigned Numbers Authority I X S A3 B LM
Internet Corporation for Assigned Names and HEL 4 5 5 92 4 D
ICANN | Numbers
LIk
1SO International Organization for Standardization BFA HEAY 2 21
KM Key Management 2 e
LDAP Lightweight Directory Access Protocol B B YL
LRA Local Registration Authority A HuE LA
OCSP Online Certificate Status Protocol TERIE IR TN
State Cryptography Administration Office of Hh K6 P 204 1
OSCCA | Security Commercial Code Administration of
China INRE
PIN Personal Identification Number AN IH D
PKCS Public KEY Cryptography Standards Nt R B R A
PKI Public Key Infrastructure N LR
RA Registration Authority R
Request For Comments T 3R VT A o (— b HL
RFC
W S bR AAE)
SSL Secure Sockets Layer ot
TLS Transport Layer Security R R 224
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2B B R i 515 B % ¥ Publication and Repository

Responsibilities

2.1. GDCA 1§ B FE Repositories

GDCA 15 BEZ—MIAINATFIE B E, EREIRATE BUENE B R 5IE-FA X pE
5. .GDCA 15 B FE N B EFEH AR T LU A %5 : CP A CPS 34T F1 P S R4S iE15 . CRL .
W, U E i GDCA R S R AT IS B . GDCA i K AT EFEIESS . CPS
BATHIE TR N, REABRRIRIES CPS M XRIEHEM —5. GDCA 51
JE AT DB L :  https://www.gdca.com.cn i), B H GDCA B 45 & 3 & @ oy ik
%9“(?%[:0
GDCA repositories are open to the public. It can store, retrieve certificates and their related
information. GDCA repository includes but is not limited to the following: current and historical CPs
and CPSs, certificates, CRLs, subscriber agreements and other information published by GDCA
when necesary. GDCA will release certificates, CP and CPS revisions and so on timely that must

remain consistent with the CPS, relevant laws and regulations. You can search at
https://www.gdca.com.cn or via any other communication methods specified by GDCA at any time.

2.2. {2 BWi KA Publication of Information

GDCA 7E 5 J5 %k https://www. gdca. com. cn A5 B, %Mk GDCA %
WA EEREE, BN RBUBRERE.

GDCA it H M55 48 RAGT P HIE TR CRL, 11 /7 84K #6 /5 mT LA it 17 7] GDCA
(B R SR BGIE S (045 B AUESIE 512 A, GDCA $RALELAr RS A MRS, T
FECRRAS 5 T S A T IR A S

[FIR, GDCA K2 M4 75 B R BUH A AT B i T RgEAT 15 B AT .

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website

is the primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain information
of certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party
can check the current status of certificate instantly via OCSP service provided by GDCA.

Meanwhile, GDCA may also release any related information in other possible forms.
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2.3.  RATKIEE]FIHZER Time or Frequency of Publication

GDCA fEIT PR R 5 WAH I, i & )5 Wk B 3K IE1 A1 CRL & A

% T i ROOTCA (RSA) iF45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA
ROOT CAL k2K ML CA s KIMIT Fik+, CRL KATFMA 8 /M, CRLA
ROA M KA 24 /N

Xf B GDCA TrustAUTH R5 ROOT iF15. #(%hIfX R5 @ CA iFf5. GDCA
TrustAUTH E5 ROOT 28 K I H1 4% CA Fr 25K (AT FHIE+:, CRL & AR AN 24 /INiF, CRL
A RV WIRAAKE L 48 /NS

ERZMEN T, GDCA ] LLEATHGEUEFFI CRL & A ], GDCA &4 K Ah
—KEFUAE RS YL CAE-PHE 51 (ARL).

R A A R R AT T R, 1 GDCA SR e, X Fh & A A% A2
IR R, I BRI R R

GDCA releases automatically the latest certificates and CRLs via official website when the
certificates are issued or revoked.

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROQOT CAL1, the CRLs are issued every 8 hours and are valid for no
more than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #%
B3t R5 R CA iE$, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are
valid for no more than 48 hours.

In particular, GDCA can choose time to release the certificates and CRL in case of an emergency.
GDCA releases CRL of CA (ARL) every year.

GDCA can independently choose the time and frequency of releasing other information of
repository. The release is efficient, timely and consistent with the requirements of the laws.

2.4. 15 BPEV5E#EH] Access Controls on Repositories

GDCA fi 5P 1013 SRR S ATFRATH, FETAABRENS 50, REIBCREF LA S i
Ui AR .

GDCA L% % W3, G5t e i FmmI LTI R S L B N 52
A REHEATRE RO, IR (500, RAEHRAE.

The information in GDCA repository is publicly available. Anybody can read the relevant information,
and there are no restrictions on the read-only access of such information.
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With network security, secure system design and security policy, GDCA ensures that only
authorized employees can add, delete, modify and publish the repositories.

3. iR 5 X5 Identification and Authentication

3.1. #§4% Naming

3.1.1. 2 # KA Type of Names

GDCA WA AT, & MUK MU ARE T P BRI R4, SHIE HEH 1 5
WA EE AT, HUAFERFR LR EE . IEBREEE AR R4, DL
% (Distinguished Name) JE AW EFEUEH EARN, RiEHRA# KE—R54% . GDCA
FIIERFF S X.509 bk, MECLsUEHHA & SR B 4, KA X.500 brifEdr 44772

Certificate issued by GDCA can authenticate the identity and other attributes for applicant with
different identifier including issuer and Distinguished Name (abbreviate as DN) of subscriber. The
identifier of certificate holder is named as the DN contained in the certificate, and the DN is unique
identifier of the subscriber. The certificate format meets X.509 standard and the identifier which is
assigned to the subscriber as the DN meets X.500 standard.

XF - SSLITLS k95 asilt-th, Frf a4 s 1P b AR 02 ) 4 o, i i 44
N EIRAL B P Mk, A2 — > M B 2 AU 42 o 344 B 1P MU dE

For SSL/TLS server certificate, all domain names or IP addresses are added as the Subject
Alternative Name and the common name is a primary domain name which must be one of the
domain names or IP addresses from the Subject Alternative Name.

GDCA E a0 A& ALK ) T2 AR TR 51 44 i 42 K4 T

Naming rules of issuer’s DN are as follows:

Je 1H

Hx (C) CN

A (S UEBAURE By, seE A

HuIX (L) UEFS AR P ey, s A

WK (0D Global Digital Cybersecurity Authority Co., Ltd.5k

GUANG DONG CERTIFICATE AUTHORITY CO.,LTD
HLAERT] (OU) | GDCA I REMCHE FH /7 I BT X I AN LR AN AT Y
WUA AP URIE TS, T B GDCA HIEFS ] LA & AN R Al
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EE
HH% (CND HJEMA CA £
Attribute Value
Country (C) CN

State (S)

State of issuer (if included)

Local (L)

Local of issuer (if included)

Organization (O )

Global Digital Cybersecurity Authority CO.,LTD. or GUANG DONG
CERTIFICATE AUTHORITY CO.,LTD.

Organization  Unit

Certificate contains various issuers depend on subscriber types,

(ou) applications and regions to issue the certificate.
Common Name | Name of CA
(CN)

GDCA UEA51T ) 1 A B 44 i A4 A 2

Naming rules of subscriber’s DN are as follows:

B fE

EZx (© CN

(S WP TER G, B AH

X (L WP ETES T, BE A

Bk (O) XF A MENRIRIT -, R P TN AR

HURFERTT (OU)

AU E U A BN
VTP TR (R BARER T 5
FUAt 3R B £y BIE 15 Y ) S

HTHEA (BE) | I R, 5 H

WH% (CN) | $84 (SSUTLS ET), siflis (WIRSEAET), s ANk
% (NABBLE), s mT iR 5 14 FR

Attribute Value

Country (C) CN

State (S)

State of subscriber (if included)
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Local (L) Local of subscriber(if included)

Organization ( O ) | Organization where subscriber subordinates for certain one;

Organization Unit | One or more following options can be included:

(ou) . .

OU of subscriber subordinates;

Any descriptions which describe identity or certificate type;
Email (E) Subscriber’s email address (if included)

Common Name | Domain name (SSL/TLS certificate), organization name (organization
(CN) certificate), individual name (individual certificate), or other identifiable
names

3.1.2. SRR E XA KIE R Need for Names to be Meaningful

GDCA {# /] DN T RAR VR UE 15 B AR SR 1528 & 5 Sk, DN i i 2 A —E 1
RFMHER L, 7T LG FIE 5 &SR B S 0 8RR A B ARG . IE EAR A AR bR IR
AAIE T AT EE B B L SR R B AR, R T 5 B A R A IS0 E SRS B .

GDCA uses the DN field to identify the entity that is the subject of the certificate and the entity that is
the issuer of the certificate, and the names in the DN have representative meanings and can be
related to the identities and specific properties of the final entities that use the certificates. The
common name identifies the end entity’s particular name mentioned by this certificate. Identifier
describes information of the specified entity with bound public key.

3.1.3. TP B 4L B84 Anonymity or Pseudonymity of Subscribers

A% CPS JlsE, GDCA [T ' AEREAT By iE+5 FRE I AN RE 1 B 44 B D 44

Under this CPS, subscriber cannot apply for certificate with anonymity or pseudonymity.

3.1.4. BRI RF PN Rules for Interpreting Various Name

Forms

GDCA 2 &% WU ZAE B4 X.509 V3 b, B4 k% 35 X.500 FrifE. B4
K4 2 F H GDCA & X.

A certificate issued by GDCA conforms to X.509 V3. The format of DN conforms to X.500, and
naming rules of DN are defined by GDCA.
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3.1.5. LRI ME—$% Uniqueness of Names

f£ GDCA fEAEsN, AFAT 7 FEH A EARE A A GEM F], BAEME—. 2
XFFE 377, GDCA W] A FME— i) AR B 42 9 A K 22 dKAEFS o e+ FR i i
BRI P AFAEAR R A PRI, JEAE S FEE DL R, Jm FRIR & S 0 B ksl = 2 7 B
DA PR SR 0 o

DN of certificate must be unique for different subscribers in GDCA trust domain, and same DNs
cannot be allowed as subscriber’s subject name. GDCA can issue more than one certificates using
the unique DN for one subscriber. When DN is not unique to different subscribers, the first applicant
has the priority to use the DN, and the latter could add more additional information to distinguish
from others.

3.1.6. FFRERA]. %55/ Recognition, Authentication, and Role of

Trademarks

GDCA 25 )% WIAE B EAREL ) 44 R AL S R AR 4

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. HIEEHHIA Initial 1dentity Validation
3.2.1. EBAFE RN I Method to Prove Possession of Private Key

UE B L AUE A 5 B E M A SHA S N A FAEH , E B A 7 v ARG LEIE S H
HHEPEEHTES (PKCSHI0). H'e 5% HR IR vk, 835 GDCA E R
e UERH 75 20, EIE A IPTAE A AE 1B (B 40 L A 25 R A7 i A o RDGE IR Y PIN i) &5

Applicants must prove that he/she holds the corresponding private key to the public key being
registered. You can use the ways of digital signature contained in certificate request messages
(PKCS#10) or other equivalent method to identify the secret keys, or some ways required by GDCA,
such as initial information (distributed key medium and its PIN code), etc. to prove that you holds
the relevant keys.

3.2.2. PMABHHI%R] Authentication of Individual Identity

TN NS IESS, GDCA WbAURIEA NPT B E-B I AR, AT ASF 1 5
sl i, — s, IERIONE, ZefEguE, 07 IR, S A
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For individual certificates, GDCA must perform different authentication methods depending upon
the type of certificate applied by the individual. Generally, the higher class certificate type means
higher security level, and stricter authentication method with more comprehensive authentication
information.

Lo X FE 1A NIEH, TR 55
GDCA R BBt - I S 45 2, AT 7 1) By EAT Bk o Bl 1) 07 20m) LR
PR IER AL S Y OB FAh . THURE S S H Al rT 52 K 7 SOk SR F 3 T 22
15 S SR AGEIE . GDCA AN ATEIRIZE A AL ERIGIE S B LAAM A
b 5 35 SR HSER). ATEER. BT HIEE A A/,

1. For Type | Individual Certificate, the following authentication is performed:

GDCA only verifies the information submitted by the subscriber and does not validate the
identity of the subscriber. The information submitted by the subscriber can be validated by
sending a verification code, making a phone call, sending an SMS message or any other
reasonable ways. GDCA will not ensure or guarantee the validation and reliance of other
information, and will not validate whether the information belongs to the subscriber, except the
information submitted by the subscriber.

2. WFFE 2B NUET, HATLL R 450
GDCA Tl Fl 7 BT 58 5 B, WEB @ 4 il P IS4 . #d 77 20
A DA 8 I SR P R AR SR B A SOl ik L . AL A5 S A T S 1) 0 SRS
HHFHRALRE RIS, W EE, T A BB = 7 e S T SR
0 B E AL B 5 BT AR SLIE, iR g S TR (s B 5 a4 R —
o

2. For the Type Il Individual Certificate, the following authentication is performed:

GDCA shall verify the information submitted by the subscriber, and to verify that the common
name is the real name of the subscriber. The information submitted by the subscriber can be
validated through sending a verification code, making a phone call, sending an SMS message
or any other reasonable ways. GDCA can also validate the identity of the subscriber through
the well-known third-party database if necessary, to ensure the consistency of the information
from different channels.

3. XTTHE 3RANIUET, $ATEL &5

1) WRINHEE S 00 B SR 2 . AR 77 Qb i IR AR B 3 4D —Fh B BURT
WURIAIUR IR B R e B B S IE A SO CUnJE RS HIE . #7I8 ZEEIEE
fil RIS R ), GDCA F & i UE B SO 2 A AR AT BL ksl Oy it 1) JR 32 , 0 21, GDCA
A LIS I 25 A 05 IR B SO R B = 7 B FE AT I A i A F i 3 S,
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2)

3)
4)
5)

1)

2)

3)

4)

5)

1)

2)

A DU TE S A 0 ST 2O R SR MR BT R SRR, B DR
REMEESRESER .

Haih BiE H daE (P 3 S S il ). GDCA W] LU Mk 22K B . 4RAT
%l A B8 R K B 5 S PR I ) bl B BB R BURF 25 K 14 B I BA S A
bk o

AP IE R E M. GDCA M i ig . mEAF5ET7 =, 5 HigE i sl gk,
Xt F LLREAN AU N N B4 4 SCHIAE 1), 38 75 B4R A FLFTE B R (R B AT R
MHEE B ASHAE R, FEMNZH R SALE, DUAHIE RSB T Z
PR 5y o U EESREE AT HE B SO B30 = B e . RO R A B T IR 55
For the Type 11l Individual Certificate, the following authentication is performed:

Ensure the identity of the subscriber. This mustbe validated by obtaining at least one currently
valid government-issued photo ID (e.g. ID card, passport, military 1D, or equivalent document
type), GDCA inspects the copy for any indication of alteration or falsification. GDCA
cross-checks with an authoritative third-party database that issues the valid identification
document, when necessary, GDCA may also verify the information submitted by the subscriber
through a voice communication, video, photo taking, etc. as well as validate through
cross-checking with a well-known third-party database, to ensure the consistency of the
information from different channels.

In case the subject of the certificate contains an address, GDCA may verify the address of the
applicant using a utility bill, bank statement, credit card statement etc., or directly rely on the
address on the identification document issued by the government.

GDCA verifies the certificate request with the applicant by sending e-mails or making phone
calls etc.

For the application applied by someone in his/her name who works in an organization, the
applicant also needs to provide the proof materials from the organization.

When the application information contains some information of an organization, it is necessary
to confirm the existence of the organization and whether the applicant belongs to the
organization. GDCA could require the applicant to submit the certificate of incumbency, or
validating by a third-party database, or sending e-mails to the organization, and so on.

XHFE 4 A NIEH:, $AT BN %50

BN RIS & SR SR 2« BN SR 4 (1) AU 3RS Hi i
2D BURHUASUR I AR A7 IR 19 BHE R SO Can & R S EE
PR FEEIESCHARFISFHER ), GDCA B iZIEH] U & A M B e m Dy i
IR (2) IR KA AR IE W SCAF IIBUBER =5 B8l Pe BEAT R RN, BRI
ROEHIEE SELR .

BB ol CamiiE$5 b & btk ). GDCA w] LB PlL 2R IK B . HRAT
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3)
4)

5)

6)

1)

2)

3)

4)

5)

6)

1)

2)

R A AT P R DK R A5 A S HR T 1 ek R MR A5 K 1) B Ak B SO
{p2iiRa S

AAE R SE . GDCA MR h . W77, 5 HEEZSIE R K,
WES, GDCA WLLEEZIE G . 0S5 U0 FE 1 S gt AT il
B ny RA R 1 )7 AT A A

X AR H I B N B 34 LR, I8 75 RS e SR 3R BEIRIE B A R
HHIEE SO ENMAERR, fFEMZH RS, DUAHIFEAR SR T2
FIRI A o AN EERIRSARHRUE B SCPF . B S =7 8l P . ORI A L T B 45
For the Type IV Individual Certificate, the following authentication is performed:

Ensure the identity of the subscriber. Ways of authentication are: (1) obtaining at least one
currently valid government-issued photo ID (e.g. ID card, passport, military ID, or equivalent
document type), GDCA inspects the copy for any indication of alteration or falsification; and (2)
Cross-checking with an authoritative third-party database that issues the valid identification
document, to ensure the consistency of the information from different channels.

In case the subject of the certificate contains an address, GDCA may verify the address of the
applicant using a utility bill, bank statement, credit card statement etc., or directly rely on the
address on the identification document issued by the government.

GDCA verifies the certificate request with the applicant by sending e-mails or making phone
calls etc.

GDCA may verify the information submitted by the subscriber through a voice communication,
video, photo taking, etc. GDCA may also validate the information face to face.

For the application applied by someone in his/her name who works in an organization, the
applicant also needs to provide the proof materials from the organization.

When the application information contains some information of an organization, it is necessary
to confirm the existence of the organization and whether the applicant belongs to the
organization. GDCA could require the applicant to submit the certificate of incumbency, or
validating by a third-party database, or sending an e-mail to the organization, etc.

5. BB IAET KN N B 250 .

AN NS HEE HEEE 5 L VGETR, GDCA SR AT 75 s — 4T %1

TR X T 255 o VR A8 Y S IE SO CRAEEARR T Sk, 37 e e S
UEBIBERE, BN NS S, RO ORI S 55 B B R R AIE 5 AR AT R
RIS T 25 « GDCA AT AT 55 88 (1D S AR AL E 3 IERI4A R 7, GDCA
R EAE TR UE B AR AR AT RS BORER =T Bl e (Bt
b PR A [ A IR B IE S A A ) IR 25 0 7)) EAT EX, BN B I LSS S s (2)
255 A MIRFE A B O0IE 5 G N — B0 CAn SRS AR A L5 (3) a4 i
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5.  For the individual mutual recognition certificate of Guangdong and Hong Kong, GDCA adopts
one of the following ways to perform authentication:

1) Face to face authentication. GDCA confirms the authenticity of the individual identity by a legal
identity document (including, but not limited to, identity cards, passports or other identification
documents), and ensures the individual identity is consistent with subject information of the
certificate requested.

2) Non face to face authentication. GDCA performs the following procedures for the authentication:
(1) Confirm the authenticity of the individual identity by comparing the photo taken of the ID
document of the individual with an independent and authoritative third-party database (e.g. the
National Citizen Identity Information Enquiry Service Center) recognized by the “Guangdong
HongKong Electronic Signature Certificate Mutual Recognition Pilot Working Group”. (2)
Confirm the consistency between the individual identity and the identity of the applicant using
biometric characteristics (e.g. by comparing the facial features); (3) Confirm the willingness of
the certificate request via voice communication, video communication, photo taking, etc. (4)
Verify the authenticity of the applicant identity via a third party auxiliary data source on identity
certification (e.g. using the services provided by elD and banks on mainland China designed to
map relationship between the identities and personal accounts), and sign a legal responsibility
agreement on identity authentication with the applicant.

If necessary, GDCA may also establish other reasonable authentication methods or obtain
additional information.

WRANNAT 752, GDCA i ] LU S =T 3R (5 B RS 1% B & A S
i, WK GDCA EiENH=Tr (B I 15 2, AIZRAEe =5t T E, BEsR
i & SR LA MO (5 EANIE AT R

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from
the third-party. If GDCA cannot get all the required information from a third-party, it may delegate
the third-party to conduct an investigation or require certificate subscribers to provide additional
information and evidence materials.

BeAh, E, GDCA & LA e H e Fr il 2 i 250 7 A Bk}
FEE A S IRIEFEM R L SEA R, R 5 I R AR 5.
If necessary, GDCA may also establish other required identification methods and information.

The applicant is obliged to ensure the authenticity of the application materials and shall bear the
corresponding legal responsibility.
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*§F GDCATrustAUTH R5 ROOT il 5. #2548 RS A CA 1IE15.GDCA TrustAUTH
E5 ROOT & &M H 2%k CA I K AT P b, GDCA @I iFAL PR TR AAEE B E &
RS IR VE R E PG R . XA “m X7 FE AR, GDCA EL#& T LA 4.,

For the subscriber certificate issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #{ZHH R5 R CA IEF and GDCA TrustAUTHES ROOT, GDCA establishes evaluation
process to identify the applicant with potential high risk. GDCA can refuse the certification request
from this high risk applicant.

3.2.3. PS4 R] Authentication of Organization Identity

FERTHLININ (BURALE . gl A58, 78 LA S 4 SCHRIBHLEIEFR,
AT R ) B 2550, e e ) e P B S X T S B A AR
L AR VASRAS B 2 WA 1) B 0045 S 1K 7 355 o HURISAT P HOIE S FR R AT Hl
A By B e o B HE S RIS T (A% RopZIERRIENA KR, If
ARAHAR R DT AE

Identities of organizations (government agencies, enterprises and institutions, etc.), which apply for
organization certificates, shall be authenticated strictly by cross-checking with the trusted
databases, making a face to face validation and other ways that can clearly prove the identity of the
subscriber, etc. Subscriber or subscriber’s representative fully delegated by the organization should
sign the application form with company’s chop, and accept and affords corresponding
responsibilities described in the subscriber agreement.

GDCA L ZRIEN U T BAE UL ZRA A, $hAT AR 0 B4 250005 38, — e
o RSO, LAaEgUiE, 007 SRS, B0 A A T

GDCA must perform different authentication methods depending upon the type of certificate applied
by the organization. Generally, the higher class certificate type means higher security level, and
stricter authentication method with more comprehensive authentication information.

1. 58 3 RHUMUEF RN LA B 63 4 1

1) UM R ESAAER . VRIS . BAm 7 sUn] BL2 . BURHLIAZE R 1A 240
i, BFEEART TR ENL R AFb p A H AN RSIES, B0l 2 2
SO IR =5 5 R R A o

2) GDCA W] DUl 1E Hl i A, 7RSS B 5 SO g MR AT J0IE, B DR Pl
RMEESZELS R 8. WHFE, GDCA WIBEHE=J/5331 15,
B R AT A0S RN BEAT IR, DARRIA R HE B 5 M5 B E S, inigiiEAR
BN AR B8 IE HE R RS R B R HIE A

3) AL BN TP N HE 70 PR FS S B AR BOC R I N RS e, R
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1. For the Type Il Organization Certificate, the following authentication is performed:

1)

2)

3)

1)

2)

3)

4)

Confirm the legal existence of organization. This can be proved by a valid document issued by
a government agency, such as an Industrial and commercial business license, enterprise
National Organization Code certificate, or validation through well-known authorized third-party
database.

GDCA may verify the information provided by the subscriber through voice communication,
video, photo taking, etc. If necessary, GDCA may contact the organization based on
information from third party, such as telephone number, email address and so onto verify the
authenticity of the applicant’s information, e.g. job position of representative or whether the
person from the application form is the real applicant.

GDCA validates the materials submitted by the authorized agent and the identity of the agent
to ensure the authorization.

55 4 BHUHE TS B 13 45

BRI SEAFAE R BRI setd . Blrg 77 s0mT B BUR PR R A 20
i, BFEEART TR ENLHE . AFb A HANRSIES, JFEE 2R3
SCAFROBUB S =5 B8l AT % B A

GDCA ‘W ZUE I Fl il M. A8 47 20k R SR AL 5 BT BN (e
T 25 A BUA N, JFEWAUEER =5 Hde 0t H g S L S MR AT IR
FORIT IR AL IE R S Ea R —3, LEW, GDCA iR HAT X 47 175 .
WA %, GDCA Wl 58 =7 15 B A A ih S0 . MRS B8 507 U R ML AT
PRZ%, DR AR RIS 2 5 M5 S S, e E AR N R HR AL BREGHIE FR I R Y
HANEEREHIFN.

(AR Ay IV AL YA AV NG IR Epas AT VR BRIV VO W DA N R E= LI NTIR B2
FAIRZ TP NAG B HE NI RO o SIS, NI RAUAER N B 4y St X T 4 e A%
Ji

RN NAT 72, GDCA & m] LA A5 =7 SRS B OR S IE 1% H S B (1 S fir
IR GDCA RN =J5 BRI I 115 2., PIZFE58 =it AT &, siESRH
THE RSN S AERI AT

2. For the Type IV Organization Certificate, the following authentication is performed:

1

Confirm the legal existence of organization. This can be proved by a valid document issued by
a government agency, such as an Industrial and commercial business license, enterprise
National Organization Code certificate, or validation through well-known authorized third-party
database.
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2) GDCA must verify the information provided by the subscriber through voices communication,
videos, photos taking, etc. (on-site verification for face to face cases) and also cross-checking
with well-known third-party database, to ensure the consistency of the information from
different channels. If necessary, GDCA may contact the organization based on information
obtained from the third party, such as telephone number, email address and so on to verify the
authenticity of a particular information item of the applicant, e.g. job position of representative
or whether the person from the application form is the real applicant.

3) GDCA validates the materials submitted by the representative, as well as the identity of the
representative and the signed document from the organization to verify the authorization from
the organization. If necessary, GDCA shall do a face to face validation for the representative.

4) If necessary, GDCA can also verify the subscribers’ identities using the information obtained
from the third-party. If GDCA cannot get all the required information from a third-party, it may
delegate the third-party to conduct an investigation or require certificate subscribers to provide
additional information and evidence materials.

3. BEEEEE HAAER MW S 4 % 5l
MATATALHUNE CBURHLA . F s s et S %) 1 B A

HI, GDCA B4 5e0f H & 43 BEAT ks 400, B4R (RN R T
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2) @A ROT BN LU FRE BORMY ELSE I, IR B S O A5 B H W 78 53 1)
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3. The organization mutual recognition certificate of Guangdong and Hong Kong

For the organization mutual recognition certificate of Guangdong and Hong Kong, the following
authentication is performed:

When organizations (government agencies, enterprises and institutions, etc.) apply for organization
mutual recognition certificate of Guangdong and Hong Kong, GDCA conducts a strict authentication
process on its identity, including, but not limited to:
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1) To confirm the existence of the organization through information (e.g. proof of legality issued
by a government agency) provided by an independent, authoritative third party or supporting
information provided by other recognized authoritative organizations.

2) Validate the authenticity of the organization's application materials in an efficient manner to
ensure that the application has been fully authorized by the organization which can provide
additional information that must be verified.

3) If the organization certificate includes the identity of the individual, GDCA shall request the
organization to verify the authenticity of the individual identity and to submit relevant materials
for review.

4) When an authorized representative applying for an organization certificate, GDCA shall
request the representative to submit a written document (such as a letter of attorney) that is
fully authorized by the organization, and to verify that the representative has been specifically
authorized by the organization.

5) Conducting a face to face authentication on an identity of authorized representative, GDCA
confirms the identity of the representative by a legal document of attestation (including, but not
limited to, identity cards, passports or other identification documents).

On the basis of the above processes, GDCA may also adop additional authentication mathods and
require extra data that it deems necessary.

Ak, AEERT, GDCA & A] LA E I8 AT 7 B 45 i) 77 ORI Bk

HIE A S5 ORIE R MR ST, IR AH 5 AR G R 54T

X} GDCA TrustAUTH R5 ROOT k-5 . #r 2 i X R5 #i2 CA iE-+5 .GDCA TrustAUTH
E5 ROOT %K M2 CA I K AT FHiE+:, GDCA AL iFflibnith H TR A AE I 12
e USSR VE 1 190 RO IE 51 3K o 0 T-3R030 e IRUR: 7 BROAIE F517 5K, GDCA B4 T LAFE 4.
If necessary, GDCA can also establish other required identification methods and information.

The applicant is obliged to ensure the authenticity of the application materials and bear
corresponding legal responsibility.

For the subscriber certificate issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #{ZHH{ R5 R CA IEF and GDCA TrustAUTHES ROOT, GDCA establishes evaluation
process to identify the applicant with potential high risk. GDCA directly rejects the certification
requests from such high risk applicants.

3.24. BEBHHIERH Authentication of Equipment Identity

B B IS A AR H e A E A AT AN, GDCA A0 1T 7 3EAT B 47 %
s BN A

BEA AT B A UE S EER, SO B O IE I SO AR BN Ak 55
IR I NS ARSI AR B o
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Authentication on equipment identity varies by different owners. GDCA must authenticate the
identity of subscriber, including the following:

Subscriber submits application form of equipment certificate with original and copy of owner’s ID,
authorization of operation, original and copy of delegated person’s ID.

BN & 1 B4 55 AR A [F) SR 2 JEAN 3] 1) B 4 3 501 07 AT, AT o A,
S SRR A CPS 27 3.2.2 F95 4 AN NAESERRAEIAT: T AR, 2 A
CPS 2 3.2.3 1% 4 SEHUMIEAS AR hAT

R EUEFS E RS B 5 A RO B =07 Bl I B RBR A AT, B (s BIHS
iR, (HEMIE SR UL RIEE AN,

BRI TP NA RS O E A 1 2 A BN

TE VA A4 PRI AE e+ 1 A 25 IR, 38 75 EEA0IE 2% F I 2 2 AT 1 BUR),
BN 5 2 AT DL SRR VR R BGIE W SR UM X 2% v 46 i A BB At AL 5 T A Ve 25
Hnag .

Authentication of Individual equipment Identity will be different according to the different owner of
the equipment. If subscribers are individuals, GDCA performs the verification of identity according
to the CPS section 3.2.2 class 4 personal certificate identification process. If subscribers are
institutions, GDCA performs the verification of identity in accordance with the CPS section 3.2.3
class 4 institutions certificate identification process.

GDCA checks whether the key information submitted by the applicant complies with those from
valid documents or information from third-party database in order to avoid the writing mistakes.
However, application information should be subject to applicant’s confirmation.

GDCA checks the original and copy of authorized delegated person’s ID.

When the device name is applying for a certificate as the certificate subject content, GDCA also
need to verify whether the applicants have the right to do so. Confirmation can be done as follows:

Applicants shall provide the certificate of ownership or the written commitment of the ownership or
use-right from the institution with company chop.

WARINA %, GDCA ik LR =T SRR BRI % B B AR 2
i, WA GDCA EiENH=Tr (B I 15 2, AIZRFLe =5t T E, BEsR
I & SR BN A (5 B ATE TR R

BEAk, AEER, GDCA & w] RAeE e flr i A 250 U5 s Bk

If necessary, GDCA can also verify the applicants’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate a
third-party to conduct an investigation or require certificate applicants to provide additional
information and evidence material.

GDCA can also set other required identification methods and information.
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3.2.5. SSL R 54y %5 Authentication of SSL Server Identity

AR I 25 (R E A AN AT AN [ S 5 7 2, A& AR A 28

XF OV SSL iEFS, FRUSIEM S AT A BN I B By, HLS 77 Uz A CPS
55 3.2.3 TEE 4 FHUMNIE T S IR AR AT .

X IV SSLEH, FRgE M mb 228 FH A N SL By, FLE ) 7 %A CPS 56 3.2.2
FIE 4 B NUEBZERNFFEAT o

X+ DV SSLAE1S, W IAEA NSNS X5k 3 4 (K BT B AL, T 75 X AL
HE BN N L5 S i AT IE o

XtF EV SSLAF4, H% 5175 RitE (GDCAEV iEH B FIMEML S HN), A CPS
AT HIEAT BAR R

FEIR WA E AE 1 3 BN 25 B IE B, 38 75 B0 IE %A SR B H0G AR, X
L% BT IR A CPS 56 3.2.7 AT .

GDCA must perform different authentication methods depending upon the types of SSL certificate
applied by the subscribers.

For OV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with

For IV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with
the Type IV individual authentication procedures in section 3.2.2 of CPS.

For DV SSL certificate, GDCA shall validate the ownership or control of the domain name and will
not verify the identity.

The validation procedures of EV SSL certificates is described in the GDCA EV CPS and not
covered in this document.

In case of domain name is used as subject of certificate, GDCA shall validate whether the
organization has the right and the validation of domain name is supposed to be in accordance with
the CPS section 3.2.7.

IR 75 2, GDCA 38 mT LUt A 55 = J7 SRE A5 BRI IE 1% I & A 5
i, WK GDCA EiENH=Tr 3R I 5 2, AIZRAEe =5t T E, BEsR
S & SR LA M (5 EANIE AT R

BEAh, AZERF, GDCA 3T BLisE H e B B8 Bk .

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from
the third-party. If GDCA cannot get all the required information from a third-party, it may delegate
the third-party to conduct an investigation or require certificate subscribers to provide additional
information and evidence materials.

If necessary, GDCA may also establish other required identification methods and information.

46



[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%‘U\‘L[E—\J_k%%m)rlu (VS. 1 ﬁ}i)

3.2.6. XL 54 H1%5A] Authentication of CodeSigning Identity

B AR RE A% B 7 1A 2 T AR AR AT 2 1 AN [RISAAT AN TR B 43 4590 05 2K, AT 7
PRI, 2884 CPS 27 3.2.3 4157 4 RHUMIE SERARIAT; 1T/ DA, 1%
A% CPS % 3.2.2 i5H 4 FA NIEHERHRE AT . EV AURBREA B4 1) 42551847 (GDCA
EV LIRSS RN, A% CPS ASfxt kAT HAK I iR

FE A4 AT, AR BN, 2500 A 25 44 0E 15 45 I ¥ Bl S 75 B
FFERBIE IS, AR A HACRD A ZAE T XA AR, R
R BAITERNREA

Different authentication of subscribers’ identity for a code signing certificate is performed based on
different subscribers. For organization subscriber, GDCA performs certificate validation process in
accordance with the Type IV organization authentication in CPS section 3.2.3; for individual
subscriber, GDCA performs certificate validation process in accordance with the Type |V individual
authentication in CPS section 3.2.2. The validation procedures of EV CodeSigning certificates is
described in the GDCA EV CPS and not covered in this document.

Subscriber must make a statement and prove for the use of the CodeSigning certificate. Subscriber
must promise not to sign malicious software, virus codes, infringement software and hacker
software using the CodeSigning certificate.

3.2.7. BAZKHHAFLR] Domain name recognition and identification

Xof T A4 PR BRIE , A 50 UE ¥ SEAAIE ] DL B I BEA R, 1 ] S @ HLi4, GDCA

AR BT %850 75 A i — Fif

1. R4 IR 55 UL BRASUEE 55 =T B3 e b i B 2804 55 B
THBAE,  DUAGE s WA A A F USRI B R %0075
B AE Baseline Requirments v1.7.0 %5 3.2.2.4.4 5. [V3: &4~ Baseline
Requirments v1.7.0 &7 3.2.2.4.3 DIEHEIRAZ W IrA R, 771k 2T 2019 45 H 31
EF v IIRT D B

2. P4 FQDN GE&REA) M URl (85— R IFARIRFT) MIFEL M T _EXT 21 5E /)
5 BBt T s, ity LA FiEE X FQDN HISEBRizHIA . 250007 R s
Baseline Requirments v1.7.0 55 3.2.2.4.6 %5, [iZJ/7iAEF 2020 45 6 H 3 Hiepizk ik
i, Rtk GDCA AHAE % i)

3. B HINHIE A E DNS CNAME., TXT 5 CAA it 3% 1 (AT R A 3 i SR 4 R A7
FER AN H T AN FQDN (E4 MR g4 ) iz, %575 :0iEE Baseline
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Requirments v1.7.0 5 3.2.2.4.7 75,

4. EERVAERAEEFENUE BT A SO A A (B, AN SRAE BBEHLE AN
T T UCBGZ SR R b, RO SR PSR B DI HT TP 2xx RS [a]
52, LAINFRIEE X FQDN RS brfashilil . %4077 2\i#E1E Baseline Requirments
v1.7.0 % 3.2.2.4.18 75,

For the purpose of domain name validation, entities to be validated may also be the applicant's
parent company, subsidiary company, or affiliate. GDCA may use one of the following ways for
the validation of domain names:

1. Obtain the e-mail address of the domain name owner listed by the domain name registrar or
other authoritative third party database, and contact the owner by emails to confirm its
ownership of the domain name. This way of validation conforms to section 3.2.2.4.4 of the
Baseline Requirements v1.7.0 [Note: section 3.2.2.4.3 of the Baseline Requirements v1.7.0 is
no longer used as it was deprecated as of 31 May 2019].

2. By making a change to the agreed-upon information found on an online Web page identified
by a uniform resource identifier containing the FQDN, to confirm the applicant’s practical
control over the FQDN. This way of validation conforms to section 3.2.2.4.6 of the Baseline
Requirements v1.7.0. [This method is no longer used because it is deprecated as of 3 June
2020].

3. By confirming the presence of a Random Value or Request Token in a DNS CNAME, TXT, or
CAA record to confirm the applicant’s practical control over the FQDN. This way of validation
conforms to section 3.2.2.4.7 of the Baseline Requirements v1.7.0.

4. Confirming the applicant's control over the FQDN by verifying that the Request Token or
Random Value is contained in the contents of a file (such as a Request Token, Random
Number that does not appear in the request used to retrieve the file and receipt of a successful
HTTP 2xx status code response from the request). This way of validation conforms to section
3.2.2.4.18 of the Baseline Requirements v1.7.0.

X IERLAT A%, GDCA HAZIBACAT A M4, PRIBERCAT ) A4 2
AR D i e S WTEN I K NN o AT I AR IR A PP B #S WA B IEFR ST DS

GDCA R4 () A A4 EEGETRIIE AL . AR Sk 4 VA e 2
BURFZ ] R34 IEF S, BRI AR TS 2 BE 8 UE B HL 58 S i34 1) i i 44 23 1)

WER, GDCA i 7 EER U BT (Ko B i, DA I AL (8B, R 2L
RAEVEFFRBAHN AT BB, 1% FEE AMGIELIXFER .

As for the validation of a wildcard domain name, GDCA verifies the domain name in the right
position of the wildcard to ensure the domain name in the right position of (*) is obtained through
registration, and explicitly owned or controlled by a business entity, a social organization, or a
government authority etc.

GDCA rejects any certificate request with a domain name in the right position of the wildcard (*)
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being a gTLD, public suffix, or a registry — controlled domain name, unless the applicant proves its
rightful control of the entire domain namespace.

If necessary, GDCA may also perform the independent investigation to confirm the ownership of the
domain name. The subscriber shall not refuse the requirements when corresponding assistance is
needed from GDCA.

3.2.8. HLHEMLZFREAE Verification of DBA/Tradename

FAIEF A DBA sk &4k, GDCA wl it UL T 7 s i & b —Fh A% 52
IV A LS % DBA B ML 44 FK -
1. B FIEFE X (FBUR B A B AL 0 R IE B B & AT AP ESOA TR SRy, 85
SAZBUR N V38
CEAECE/ Y
547 S P2 DBA A FREI b A4 BRI BUR BLAL) Va3 «
Bttty SCHRE ST AR UE B R A 5
POV, ARATXTIK AL, (EHRXIKE, BURRER MBI, BUAL GDCA Nyl
(56 7 K

o > w D

If the subject identity information is to include a DBA or tradename, GDCA verifies that the
applicants have right to use the DBA/tradename using at least one of the following:

1. Documentation provided by, or communication with, a government agency in the jurisdiction of
the applicant’s legal creation, existence, or recognition;

2. Areliable data source;

3.  Communication with a government agency responsible for the management of such DBAs or
tradenames;

4. An attestation letter accompanied by documentary support; or

5. Autility bill, bank statement, credit card statement, government-issued tax document, or other
form of identification that GDCA determines to be reliable.

3.29. FrEER#INS%5] Verification of Country

FAEP FE IR E T, GDCA B RUEEE = )7 Bids A v A v DNS id 3%
SR 1P Hihk s FRE A 1 1P HuhE SRR\ BT AE [, B OR FE AN IP Huhk e [ 5 g A
SEFR R AE B — 2

In case the “countryName” field is present in the subject, GDCA verifies the country associated with
the subject though checking the IP address of the applicant or the IP address on the DNS record
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from an authoritative third party database, to ensure the IP address of the applicant is consistent
with a country where the applicant is actually located.

3.2.10. 1P HubkrIFAI AR XA Authentication of an IP Address

GDCA RHILLT 73, Wik B & 1A B Brdz il i 1P Mkt

1 EES IP HBER) URD (GE— SR IR A ARSI T b X 249 € 15 B4 T eieal,
i 77 A CAH N B AE X 1P ik R S PR AL . 40 T7 B Baseline
Requirments v1.6.6 %% 3.2.2.5.1 5.
GDCA A 2A IP H#ihib 25 & EV SSL iIEFi.

GDCA adopts the following way for the authentication, to confirm the applicant owns or practically
controls the IP address:
1. By making a change to the agreed-upon information found on an online Web page identified

by a uniform resource identifier containing the IP address, to confirm the applicant’s practical
control over the IP address. This way of validation conforms to section 3.2.2.5.1 of the
Baseline Requirements v1.6.6.

GDCA does not issue EV SSL certificate for an IP address.

3.2.11. ¥ RIEHIUERATE Data Source Accuracy

TERHAE AT B4 VSR A AR RSB VR 8 P 2 1T, GDCA X iU 1y T et ,
i, o e il T BT VR4S, HEH R L N
FITER A5 B AR ;
5 R SR AT
HARpERIRT, MR B 1
B X A AR AT A B AT U 1 12k
Dl e B OB PR A
%+ ROOTCA(RSA)E+5 . GDCA ROOT CA ifF 5. ROOTCA (SM2). GDCA ROOT
CALIEHZER ML CA FITZE R MY FUE:, 5 VPG o mT AR S 5040 SRl o 345 1) e
B ST B IR AR IR P K 20001, Il GDCA Al il il % 8icdis Je S ks %1 H1 GDCA
TrustAUTH R5 ROOT ilE+i. #rZZ 4R R5 R CA iE+5. GDCA TrustAUTH E5 ROOT 4%
RIH L CA TSR T FIEAS, 2 APPAS ] I 5040 SR Y8 A5 14 50 S A g e
(I AN R I E T3 28 K T 825 K, ) GDCA w4 FH i 8040 S St

o ~ w bdpoE

Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its
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evaluation:

1. The age of the information provided,

2. The frequency of updates to the information source,
3. The data provider and purpose of the data collection,
4. The public accessibility of the data availability, and
5. The relative difficulty in falsifying or altering the data.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1l, GDCA may use the documents and data to verify
certificate information, provided that it obtained such data or document for a period no more than
the maximum validity of the certificates. For the subscriber certificates issued by the subordinate
CAs of GDCA TrustAUTH R5 ROOT, ¥/t R5 # CA {45, and GDCA TrustAUTH E5 ROOT,
GDCA may use the documents and data to verify certificate information, provided that it obtained
the data or document no more than 825 days prior to issuing the certificate.

3.2.12. BAHEIIERT 15 B Non-Verified Subscriber Information

WEBHRME B LELAE, REKUEFEBANEFE NEH.

The information contained in the certificate must be validated, the information that is not validated
shall not be written into the certificate.

3.2.13. HAUAIA Validation of Authority

PV P I TP NIPEEIEFS ML 555, GDCA #EAT U0 F 9k -
1. ISR =7 S eI AR 55 BB . BUR B AT 18R A SO A T s AZ A LR A
;s
2. B IS, A7 EIPA BB R e IR B A A ) S D5 HORBRIEZ N R T B IR
PR HARRAT ABZ AL
GDCA F¥F HIEH 4R E ML D AR RIS IES 27 iE#H AR 46 2 1 T BLdEAT
UEF RSN, W GDCA A EAEZARE N A LAMAEfTIES HFTER. 721k
B G O SER B IE RS, GDCA K[ FHE# R H OB AN S IHE

The following verification will be conducted while the representative of organization subscriber
applying for certificate:

1. Confirming the organization from third-party identity verification service or database,
documents issued by government.

2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that the person belongs to above organization and his/her behavior is
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authorized by these organization.

GDCA allows an applicant to specify individuals to request certificates. If an applicant specifies, in
writing, the individuals who may request a certificate, then GDCA does not accept any certificate
requests that are outside this specification. GDCA provides an applicant with a list of its authorized
certificate requesters upon the applicant’s verified written request.

3.2.14. H#EAE#EN Criteria for Interoperation

FF AR B FUGEARS AL, ATLLS GDCA #H47 H#AE, H2ZE FIUIERS
HUKIH) CPS 2B & GDCA CP #K, Jf H. 5 GDCA 252 AH LK #ML o

GDCA ¥4I N, #:52E GDCA WIRIENASERE GRS, HAZER
AH R RTIEF o

#AEHAT, GDCA RZEKALATZE SAEFS o

R E SR EERN A L E, GDCA R ™4 T LT .

Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS
are in compliance with the requirements from GDCA CP and sign related agreement with GDCA.

GDCA accepts the information authenticated by other CAs and issue corresponding certificates
based on the agreement.

To date, GDCA has not issued any cross certificates.

If there are provisions of national laws and regulations regarding interoperations of issuing
certificate, GDCA will perform strictly according to relevant legislations.

3.3. FHEBEHIERBIRFRES XS] Identification and Authentication
for Rekey Requests
BT PR RIART, 177 75 B3RS H R DURERHE B Y22 . GDCA — /%

ZORAT P A A s S A T IR B, FRAE s B SR

Prior to the expiration of an existing subscriber's certificate, it is necessary for the subscriber to
obtain a new certificate to maintain continuity of certificate usage. In general, GDCA requires
subscriber to generate the new key pair to replace the old one, which is called re-key.

3.3.1. EINFAREFHRFIRE X5 Identification and Authentication for

Routine Rekey

X P BOEH GO0 BSE s R, 1T R A RENS TR FAE T 2 5 S, A
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WP R4 IERFA55E, X HE SR F U LA 5T -
®  HIIEXS R IEIE P A AR H A EN LR s

® JHJEUES LT AP G 244 AT IS E s

® LT REME BT B 5.

For general application of rekey, subscriber must submit sufficient information for identifying original

certificate, such as DN of subscriber, serial number of certificate, etc. Authentications are including

the following:

® Original certificate issued by GDCA exists.

® GDCA verifies the signature of re-key request using subscriber's public key in original
certificate.

® GDCA authenticates the identity based on original registration information.

TR T 2 3 A ) iR A 0 B S B B R e R, TRk, 1T P E HE
FECHTAT , 05 AR A P JER 2 5o 028 1 S A B 3 il i, bl i i 4 2k , GDCA
BAAITAE

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or
data. Therefore, the subscriber shall make sure the encrypted documents or data have been
decrypted before they apply for the secret key's updating. GDCA shall not assume any
responsibility incurred by failure of decryption by the renewal of the secret key.

3.3.2. B BHEH AR IR S X5 Identification and Authentication for

Rekey After Revocation

GDCA AR ALUEF Sl J= (1% B 5 o

GDCA does not provide Re-key/renewal after revocation.
34, BEERBIRREXS Identification and Authentication for
Revocation Request
* GDCA BE ML A CPS4.9.1.1 Frik B i 75 LU 1T 7 kB, A BUKE
FEHUE T, XFMEOLTICAAT S0 o QAT P S ERAESIE TS, %A CPS 5 3.2

T B 5.

GDCA or RA can revoke a certificate based on reasons stated in section 4.9.1.1 of this CPS without
authentication. Subscribers who request to revoke certificate follows CPS section 3.2.
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3.5. BAURSHLABEIIRIRAES] Identification and Authentication

for Authorized Service Organization

iEH T GDCAROOTCA IF H:(RSA).GDCA ROOT CA ifF 5 .ROOTCA iFH5(SM2).
GDCA ROOT CAL iE P& K H g CA FiZE K EIT FHES, RABRT GDCA A& L4k,
GDCA i 7] PLFZHL RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA ROOTCA iiE
F (RSA ). GDCAROOT CAiEf. ROOTCA IEH ( SM2 . GDCAROOT CAL, GDCA will serve as
RA by itself, and may also assign another authorized RA.

XTFEAUN RA, AT TR ZIEE L, Gea b R RIS E S
ERBGEN . BETTRIN R A VGERSS . RGUSIT 43 Fl 2 28 B TR BE
The authorized RA must have a designated and secure operation location that can effectively
prevent and detect unauthorized access; in addition, it must have designated personnel to

undertake the functions in relation to certification services, system operation and maintenance, and
security management.

B RA N E 5 GDCA — B 224 S ME J i B BTG, Bdd IR 5 IR AZ ARG |
RGBT R S5 HE, N REHEIESE, JF4t GDCA #iil 5 77 vl K .
The authorized RA should formulate the security policies and operation management guidelines
that are consistent with those adopted by GDCA, including service procedures and guidelines,

system operation maintenance procedures, personnel management guidelines etc., which shall be
implemented after confirmed and approved by GDCA.

GDCA 51 RA Z51T M. IS 1ETM S, AL RA Zi A& 4% A CPS $3.2 [ R PiAT
By, A& RA BRI R0 2 A CPS $5.3.1 [EL R , [F I #7480 RA RiARIE A CPS
$5.5.2 FEE SR A SCRY A S AT RS (R

An agreement between GDCA and the authorized RA should be reached, under which the
authorized RA shall perform identity authentication strictly according to section 3.2 of this CPS.
Relevant personnel undertaking the RA duties must meet the requirements of section 5.3.1 of this
CPS. In the meantime, the authorized RA must archive relevant documentation and records as
required by section 5.5.2 of this CPS.

GDCA SF#Z8 RA HIAEN SRS HEAT W%, Wy Ho2 5™k 1% 1 GDCA )2t 4
M S s S IO T R 5515 8 . R B 35 SRS . AEYE s I, A I R4 AL
RA [RHAMIE; #Z@mHiA M, W GDCA SrREIE{=ak 4 E N RA L% .

GDCA will monitor the certification services provided by the authorized RA to inspect whether or not
its business activities comply with the security policies and operation management guideline
adopted by GDCA. In case any violation of policies or guideline identified, GDCA will notify the
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authorized RA to take remediation actions within a given period, should no such actions taken
within the given period, GDCA will suspend or terminate the business of the authorized RA
immediately.

@EHIT GDCA TrustAUTH R5 ROOT iE45. # %M R5 R CA iE+i. GDCA
TrustAUTH E5 ROOT & HIHHZ¢ CA Fras K BT E+S, GDCA FATIHARIESS RA, A
FFAATHOL RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH

R5 ROOT certificate, #ZR1{X R5 R CA certificate and GDCA TrustAUTH E5 ROOT certificate,
GDCA will serve as RA by itself, rather than assign another RA.

4. IEPAEAEBRIEER Certificate Life Cycle Operational

Requirements

H CAMERGZ K2 HHEAL, GDCA ZER AN NBRLES . MU AIER E 2L
AR 3 LA, KA 5 4 B SS SHIE T A RO 5 AFEA ;B
RPN BN 10 4N SSLITLS A 45 #iE45 (15 RY 825 Kk Ll
W, RIS BRIAE RSN 3 EIUAN .. —ANSEBAUE B AE & E I aFEFiE . 10IE.
B RAT EHT EER. R ARSI,

2020 4F 9 H 1 H 4K ) 2 Ja25 R 1) SSLITLS AR 55 28IE 4 143 Ry 398 K ak LA

From the issuance date by GDCA system, individual and organization certificates are generally
valid for a period no more than 3 years, with a maximum validity not exceeding 5 years; time stamp
server certificates are valid for a period no more than 5 years; equipment certificates are valid for a
period no more than 10 years; SSL/TLS server certificates are valid for no more than 825 days, and
CodeSigning certificates are valid for a period no more than 3 years. A whole certificate life cycle
includes the application, verification, issuance, distribution, renewal, logout, revocation and
archiving, etc.

SSL/TLS server certificates issued on or after September 1, 2020 shall have a maximum validity
period of 398 days.

4.1. IEPFHHE Certificate Application
4.1.1. VEF B iE 24k Who Can Submit a Certificate Application

UEFS HOE LR NAUEAT LR N B A SR (AR R K BLOG . Fk A7
A2 BIARA N R AR SE) o
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Entities of certificate applicants may be individuals and organizations with independent legal
entities (such as government agencies, public institutions, social organizations, people's
organizations and other organizations).

4.1.2. FEMIEFE 5 F4E Enrollment Process and Responsibilities

1 UEBAEM SR

1) SRR R IR .

2) ATFUBARRL B MRS 4 GDCA B (RA 5L LRA) JEATIE T HIIE, 7E
MU s 5, NI BORE. FL % SR 43 A S AR 1 R G 4
fEN G

3) MK GDCA $EASTEF 1K, il B 22 4 Kk i% %5 GDCA.

4)  GDCA HREE LA 15 KB AAIEAD

5)  HEMHLRE I 2 A 7 ORIE T AT AT

2. L

1) HEHERNHEL T CP A CPS 2502 I, H5H 2 2 FiE
PIEHTEHE . BRI SRR A OGN 2

2) iTPVH SIE GDCA $RHEF S, S REFIHER IIIF-15 il (5 B A Bk

3) ML ARIAXT T PR AL AUE R E (S B B UriE B BOR — B A AR, RIS
FRARAE L A% 54T

1. Certificates registration process

1) Subscribers shall fill in the certificate application forms.

2) Subscribers shall submit the corresponding application materials to the registration authorities,
i.e. RA or LRA of GDCA, for the application. After reviewed by RA, the request data are
recorded. The reviewer and entry clerk are two different system operators respectively.

3) The certificate requests submitted by RA shall send to GDCA through the secure channel.
4) GDCA issues certificates according to the registered agencies’ requests.

5) RAs deliver certificates to the subscribers in a secure way.

2. Responsibilities

1) The applicants should learn about the agreed-upon matters stipulated in the subscriber
agreement, the CP and the CPS etc. in advance, particularly those in relation to certificate
usage, rights, obligations and warranties.

2) The subscriber has the responsibility to provide real, complete and accurate certificate
application information to GDCA.
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3) RAs shall ensure the consistency between certificate application information and identification
which subscribers provided and bear corresponding responsibilities of review.

4.2. IEPHIBELRE Certificate Application Processing

4.2.1. RH 5 % B hee Performing Identification and Authentication

Functions

2 GDCA N HENHUESZ 2T P IEF B 5, N4Z 4 CPS 3.2 HYEKR, XTI/
HEAT SR 5 %

GDCA 7EARHEE TS Hif Ik A o, @ 1 5 20T B CRIE 1345 S5 5 TEH 1 45 B A
£, IFRHIERZE K4 IEMT HIEE .

%t T ROOTCA (RSA)EH: . GDCA ROOT CA iEF5. ROOTCA (SM2). GDCA ROOT
CALUEPBRZER ML CA BT K T kS, # GDCA Hi#fE CPS 3.2 45 & RIFIRIT 1AL
38 B B ST B B R AN R e A5 B KA 00 FL A Bk R A48k, T GDCA mI{f H %
ol BE AT, SAEBHER: T H GDCATrustAUTH R5 ROOT iiE45. %1%
4% R5 #2 CA{EFS. GDCA TrustAUTH E5 ROOT Z K 2 CA BT K KT Pk,
#i GDCA 4l CPS 3.2 45 & RS S A3 H el ik B SO I Ta) AN i 825 K Hizds BoAR
KAAZA, ) GDCA RIS FZEE B E B SO, B SEBh i .

After GDCA and its registration agencies receive the subscriber’s certificate application, they will
perform identity recognition and verification of identification over the subscriber according to the
requirements of CPS 3.2.

In the process of certificates application, GDCA will take effective measures to ensure that the
certificate information is in line with correct application information, and the certificate is issued to
the right applicant.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1l, GDCA may use the documents and data to verify
certificate information, provided that it obtained the data or document (according to section 3.2 of
this CPS) for a period no more than the maximum validity of the certificates, and provided that no
changes occurred to the documents and data within such time period. For the subscriber
certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(Z i X R5 48 CALE1Y,
GDCA may use the documents and data to verify certificate information, provided that it obtained
the data or document (according to section 3.2 of this CPS) no more than 825 days prior to issuing
the certificate, and provided that no changes occurred to the documents and data within such time
period.
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4.2.2. iE 5 B 5 AL #E A 3E 4 Approval or Rejection of Certificate

Applications

4.2.2.1. IEFH BE ROHLH#E Approval of Certificate Applications

GDCA VE M HLAL BT 578 i 1 UE -+ B 37 B A7 0 7 BB DA 20 BROOFHR SR B oK e
GDCA i3 AT IE AU F R AL UE 5 H1 i
After GDCA's registration authority successfully completes verification steps for the certificate

application and submits a certificate request, when GDCA formally issues certificates, it means
GDCA has approved the certificate application.

WRFFE TR, M (RA) A DUHEHEIES #1i :

1. iZHIEEATH A CPS 3.2 K T1T ' S bR IR AN 45 A L 5
2. HIEFEZECE A ROGT UM A REDR

3. HIEH CAIRIBHUE AT TAHRI B H .

RA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CPS section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the
subscriber's agreement.

3. Applicant has paid already in accordance with the provisions.

4.2.2.2. IEF B IFE4E Rejection of Certificate Applications

IMRKAETINER, MR (RA) FE4EIEF HE:

1) ZHIEAFFEA CPS 3.2 KT S HIAR IR AN S I HLE ;

2)  HIEEABIRMEIT T S UE AR

3) I SO B AN RERE AT P A RN AR EDR

4)  FREHE A B N RE AL B E SRR LA 2 H

5)  HIIHMIEF S ICANNCThe Internet Corporation for Assigned Names and Numbers)
HREAIIH gTLD (IR ):

6) GDCA EGETEMAUAIA I HENEIZ HE R 2% GDCA i R4+ R H U 4y B 12K

If the following circumstances happened, GDCA refuses the certificate application in case of the
following situations:
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1) The application does not meet the specifications of subscriber’'s identification and
authentication in CPS 3.2.

2) The applicant cannot provide the required identity documents.

3) The applicant opposes or does not accept the relevant content or requirements of the
subscriber's agreement.

4) The applicant has not paid or cannot pay the appropriate fees.

5) The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6) GDCA or RA considers that the approval of the application will bring about controversies, legal
disputes or losses to GDCA.

XFF GDCA TrustAUTH R5 ROOT ilE+5 . # z2 i AX R5 HR CA i+ .GDCA TrustAUTH
E5 ROOT ZEKMIH S CA FrZs KT FOETS, ik A pl B afi2s (b e A il Bk
GDCA i\ b iiiZ Hiif B A m XU, GDCA MAE45i% i, GDCA MR & 84 Ik
B RE) PR IR AR DT 4% 2 4 S IBURHILI S5 58 =7 R AT 44 B, BRAIL I
RATFHOE P FE (S S, 50 GDCA 2 Rl H PR 5E W 2% 4 sl o Ath VE B F 34 B85 1
6 245 FROUE T35 SR RS IEE 15, SRR IR TS i KUK FR s A B3R, TERSZAIE 5 i i)
K BWIZFERE R SHFFIERPHIFIEAN, GDCA ¥ HBALILHIE.

X FIELAHOAE TS H i, GDCA I A1 HI % 45 H % R

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #{ZBHL R5 R CA IFH and GDCA TrustAUTHES ROOT, if the application is prohibited
clearly by laws and regulations, or GDCA considers that there are highly risks to approve the
application, GDCA shall reject it. GDCA establishes and maintains a list of high risk certificate
applicants according to the list provided by anti-phishing alliance, antivirus vendor or related
alliance, government agencies which are responsible for network security affairs and other third
parties, or the disclosure of information through public media reports, or previously rejected
certificate requests by GDCA due to suspected phishing or other fraudulent usage or concerns.
GDCA will query information from the list during accepting certificate application. If the applicants
appear in this list, GDCA will reject their application directly.

For the rejected certificate application request, GDCA will notify the applicant about the failure of
application.

4.2.3. kbR B iE BB A] Time to Process Certificate Applications

GDCA AL HIEM AU R & HE S5 TR AR AL S 2, — B
B 7P ARG S, R 2 A TAEH ARBHES HS .
VE AU BE 15 E R I [ S PR P A BEAIE S FR I BGR THE S i AR B H S, 528
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HERHBAR AT 1 AHORAE BN 5 S s 32 | GDCA HIE PREDR .

RA authorized by GDCA will make a reasonable effort to check the certificate application
information as soon as possible. Once RA received all the necessary information, it will process the
certificate application within 2 working days.

The capability of the RA to process the applications within the period mentioned above will depend
on whether the applicant has submitted the true, complete and accurate information as well as
responded the management requirement of GDCA in time.

424, INENLHZAL (CAA) Certification Authority Authorization (CAA)

% GDCA MUK I35 /£ CAIXN % 8% 181% EV Guidelines. Baseline Requirements Z5k
[ A S af SR SSLITLS E-15, GDCA X 48 KAl 15 3 M3 4 47 J|& T b 1) 4 — A
dNSName fiff CAA iC A6, JFEAE &l 2 TR .

GDCA 1R4#li RFC6844 (&:#liR3k 5065 151T) HIRELLHE “issue”. “issuewild” A%
“jodef” HIJBIEFREE: # “issue”. “issuewild” Fp%Ed A5 “gdca.com.en”, Nl GDCA
RERFIENIIES; %5 CAA LR HIL “iodef” Fr2%, N GDCA 5 HiiE #1438 5 k&
&1 AN HAURAES o

GDCA LAFFI CAA LR ARG DU E A AT B RAEF A F: 1) #£9F GDCA )
FAl et s &) CAA KRG 2) B2l —IRE AR CAA Lk 3) A fE
XIS A7 AESE [ ICNNA R [X 42k ) DNSSEC 35:iiE 8% -

For the publicly trusted SSL/TLS certificates issued by GDCA and conform to the EV Guidelines
and Baseline Requirements of the CA/Browser Forum, GDCA will check the CAA records and
follow the processing instructions found for each dNSName in the subjectAltName extension of the
certificate to be issued.

GDCA processes "issue", "issuewild", and “iodef” property tags according to RFC6844 as amended
by Errata 5065: GDCA will not issue corresponding certificates if the "issue", "issuewild"property
tags do not contain“gdca.com.cn”. In case the property tag “iodef” is present in the CAA records,

GDCA will determine whether or not to issue certificates after communicating with the applicant.

GDCA treats a record lookup failure as permission to issue certificates if: 1) the failure is outside the
GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) the domain's zone does
not have a DNSSEC validation chain to the ICANN root.

60



[] BSHENNIERAERAE
Soen T GDCA HEL 7~ AEMV SR (V5. 1 J5D

4.3. IEPFZ K Certificate Issuance

4.3.1. ERFERAEPEMRIE (RA) METFNERFIME (CA) KIfTA

CA Actions During Certificate Issuance

i CA HIIE T2 K H GDCA AL v 5 N LR A EL e 4, TR CA BUTIIE
P RAE.

TR R FEF RA IR S50 IE B S # AL, JHEEEIE RA REKZ%
KAEFHIER AL CA BIERZ K £ 5. RA K1k CA KIERZ K 1ER1EBAH RA 1)
B S 5 A5 BARB I, R ORGSR R B IERITY) CAIE 2K R4

CA MIE-B2ER RATERMS RA IMIEBARUER)E, XWKH RA 5 AT EM S
R, T A BIIERARE R, IERER RGBT FUET.

GDCA TEHLHEIET iE 2 5, KA RAE . TET % R =k YA ARG LA
25 A IR HHEE TR R .

i# % GDCA 25 R IIE-57E 24 /NN AR 3K

A trusted person authorized by GDCA deliberately issues a direct command with respect to
certificate issuance by the root CA, in order for the root CA to perform a certificate signing
operation.

In the process of issuing certificate, the RA's administrator is responsible for the approval of
certificate application, and sending certificate issuance request to the certificate issuance system of
CA via the RA system. Issuance request which RA sends to CA must include identification with the
measures of information security. RA must ensure that the request is sent to the correct CA
certificate issuance system.

After obtaining the RA certificate issuance request, CA certificate issuance system authenticates
and decrypts the requests. For the valid certificate issuing request, certificate issuance system
issues the subscriber certificate.

GDCA will issue the certificate after approval over certificate application. The issuance of the
certificate means GDCA approves the certificate request formally.

In general, certificates issued by GDCA will take effect within 24 hours.

4.3.2. B\ UE AR 55 HL A8 Ay A AL M X 9T P @ 45 Notifications to

Subscriber by the CA of Issuance of Certificate
GDCA 2 KELLAR J UM 15 75 3 ki 7
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GDCA will take the following notification ways to inform subscribers:

1. Electronic or paper receipt
2.  E-mail
3. Face to face (such as the applicant gets certificate from LRA, etc.)

4. Other secure and practical manners considered by GDCA

4.4. VEFEES Certificate Acceptance

4.4.1. T BB ZAE 4T~ Conduct Constituting Certificate Acceptance

1 T EATUI LT GDCA E-5 AR 2% Wl il 5 F 8 B 8k Bk, UEH
SEERRIMAERAT #2532 THES

2. GDCA JEMAUAREAT P FEAES, TEENER B RAES A, 21T
P T 2B TR AR P2 T IEFS

3. PR THRMIERRIT, I HIRA R SOHEH IR N 2

4. AT SOHIEF B UE T B B BRI

1. Subscribers access to specialized GDCA certificate service website, then download certificate
to the certificate carrier, that means subscriber totally accepted the certificate after it has been
downloaded.

2. When RA of GDCA downloads the certificate on behalf of subscriber, the downloaded
certificate will be kept in digital certificate carrier. Once the subscribers accept the certificate
carrier, the subscribers accept the certificate.

3. Subscribers have received the way of obtaining the certificates, and no objection of the
certificates or their contents.

4. Subscribers failed to oppose or conduct the operation of objection over the certificates or the

content of certificates.

*f T GDCA TrustAUTH R4 OV SSL CA & GDCA TrustAUTH R4 CodeSigning CA ik

BEERIAT S, MRS AT -

1.

WP EAT U 1T H) GDCA E PR 55 PRI 5 T 3, R4 3 e e BT 7 4%
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For subscriber certificates issued by GDCA TrustAUTH R4 OV SSL CA and GDCA TrustAUTH R4
CodeSigning CA Certificate, the following behaviors constitute acceptance of certificate:

1. Subscribers access to specialized GDCA certificate service website and download the
certificate. When the certificate is completely downloaded, it represents that the subscriber
have received a certificate.

2. GDCA's RA downloads certificate on behalf of the subscribers, when a subscriber receives a
certificate from RA through e-mail represents that the subscriber has received the certificate.

3. Subscribers have received the way of obtaining the certificates, and no objection of the
certificates or their contents.

4. Subscribers fail to oppose or conduct the operation of objection over the certificates or the
content of certificates.

4.4.2. B FAE RS AR SHEF I & i Publication of the Certificate by the

CA

W HESZAE S J5 » GDCA 1E 24 /N AREZAT FHIE &A1 3] GDCA 1 H 3R 55 R 5
[F]iT, GDCA #R#E Google ) CT ZEmg (https://github.com/chromium/ct-policy), ¥#i]
A 5 B AE 20 =A CT k4.

GDCA KM E MH RS A AR ATPTRERAUESS o 25 58 I EHE B2 R AT 2]
T H MRS, R EE N, T H s RS E BB 5 SR B H RS &
BT RS AT 2

After a subscriber receives a certificate, GDCA issues the subscriber certificate to the GDCA
directory service system within 24 hours. As per the Google CT policy
(https://github.com/chromium/ct-policy), GDCA embeds in the SSL/TLS certificates the signature
data from at least three CT servers recognized by Google.

GDCA uses the main and subordinate directory server architecture to distribute issued certificates.
Issued data are directly released to the main directory server, and then through the master-slave
mapping, the main directory server data automatically synchronized to the subordinate directory
server for subscriber and relying party to query and download.
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4.4.3. B A E AR 45 BL A o Fo A SE4R 38 45 Notification of Certificate

Issuance by the CA to Other Entities

GDCA K MHUA A X HoAth SR AT I8 2 o HoAth sk ] DLE I A H SR 55 4% &
#3] GDCA C A% KR INE TIEP .

GDCA and RA will not notice to other entities. Other entities can obtain GDCA'’s issued certificates
by querying the directory server.

45, FHAMNANERKIEH Key Pair and Certificate Usage

45.1. TP IR RERRMER Subscriber Private Key and Certificate

Usage

WPERT TIE R HEIF##%2 T GDCA Fr KHIEH G, ¥ e R EEs5
GDCA. KI5 RIS 5K 1T P B2 BB IE TS, BRI HEA il 2% 5
DRAF FLAE A0 N R AL IBE G R 22 A6

W W BRI IR A CPS RAKAT ™ B SUHLAE 1) Vi TRl A 456 P AL B ATIE S

MFBAAUES, HAHATHTHNEERZES, 7 BB IRINEAIIAR. X
IR, HAVP AT RT3 R A X B PN 015 S AT s o AEUE 5 B B b i 2
Ja s T2 LA R R SR B AL B

XtF SSLITLS UEAS, 1T STALAN S S5 ORUE R AEUEFS 81 F) 338053 44 8 2 1 e
G o AR EAL S
After the subscribers have submitted certificate application and received certificates issued by
GDCA, they are deemed to have agreed to comply with the terms of GDCA, relying party related

rights and obligations. The subscriber who receives the certificate shall take appropriate measures
to properly keep the corresponding private key to the certificate from unauthorized use.

Subscribers can only use the private key and certificate in the CPS specified range, and under
applicable laws and the subscriber agreement.

For the signature certificate, the private key can be used for the signature of a message. The
subscriber should know about and confirm the signature content. For the encryption certificate, the
private key can be used to decrypt the information which uses the corresponding public key to
encrypt. After the certificate expires or is revoked, the subscriber must stop using the certificate’s
corresponding private key.

For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.
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45.2. WHGTT AHMEHFfEH Relying Party Public Key and Certificate

Usage

KT RSB INBE T E A ME RS, B ST L AR
1. SRAGFHETE 5 BLRIE S R A5 AT

2. WINZZE A4S L IR A5 2 AT (5 AR ROAE 135

3. 1) CRL B OCSP AfiA %2544 %k L HJHIE i 2 75 AR ;

4. EFS I FHIESE 5 R A 44

5. EHIUE BRI AHRIEZE 4

6. AL .

When the relying party has received the message with digital signature, the party has the obligation
to carry out the following operations to confirm:

1. Obtain digital signature’s corresponding certificate and trust chain.
2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.

3. Confirm whether the signature corresponding certificate has been revoked by querying the
CRL or OCSP.

4. Certificate usage is suitable for the corresponding signature.
5. Use certificate’s public key to verify the signature.

6. Check the validity of the certificates.

CL B2 AEANT 2 0T, BT st R A B E

KA TT T B RIRINEAT AR 3ZIT I, Ji i 1 24 AR SR AR 32 07 I N2 ik
A5, SRJE A FIIEAS I A PXHE B« HO80 T RORE N IE - RN a 15 2 — i kg S
BA2T7

H

If the above conditions are not met, relying party has the responsibility to refuse to sign information.

When the relying party needs to send an encrypted message to the receiving party, the party must
first obtain the encryption certificate of receiving party through proper channels, and then encrypt
the information using public key of the certificate. The relying party should send the encryption
certificate and encrypted information to receiving party.

4.6. IEFHFEH Certificate Renewal

UEFS SR E A SR UE BT 7 AP BCHAMEATE BB OL S, 9T 7 84— 5K
EFS.
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XFTH GDCA TrustAUTH R5 ROOT iE+i. ##hifX R5 R CA iE+:. GDCA
TrustAUTH E5 ROOT 22 & 2 CA PR K BT FHE+:,  SEHT HHE ZE R AR 5 4R
HiE I —FF . GDCA R4 Baseline Requirements 15 R A A & 75 B L AT CLASAE 15 2 -
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Certificate renewal is the issuance of a new certificate to the subscriber without changing the public
key or any other information in the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROQOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, when renewing a certificate, the subscriber no longer
needs to submit certificate registration information, instead, he/she only needs submit sufficient
information which can identify the original certificate, such as subscriber DN, certificate serial
number, etc. using the private key of the original certificate to sign for the renewal application
information containing of the public key.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #%
B R5 8 CA iE$, and GDCA TrustAUTH E5 ROOT, the requirements and procedures for
renewing the certificates are the same with those for the initial certificates request. GDCA confirms
whether or not to use the previously validated information according to the Baseline Requirements:
GDCA may use the documents and data provided in section 3.2 to verify certificate information,
provided that it obtained the data or document from a source specified under section 3.2 no more
than 825 days prior to renewing the certificate, and provided that no changes occurred to the
documents and data within such time period.

4.6.1. IEHE BT Circumstances for Certificate Renewal

XF T GDCA B8R4 P IESS, 1T 7 TR TEUE 5 BT RT AT UE F 53

%tFH ROOTCA (RSA) iF45. GDCAROOT CA iE-i. ROOTCA (SM2). GDCA
ROOT CAL iE-FZ KT CA Fras KT FAEF, 11 /0] GDCA UE-F5 il 55 W i
5% %] GDCA HJEMHUMBATIER RN ERIE. FIEIERERLRESEMEE, &
Giox AR 15 B

%I TH GDCA TrustAUTH R5 ROOT iF+i. i RS #2 CA iE+i. GDCA
TrustAUTH E5 ROOT 22K 2 CA FrBE K HIAT FHIES:, 1T 7 f 4287 Wil i) 2R 258
TEMHME Bo EPIEIASE, 1T AU B HE BT
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For the subscriber certificates issued by GDCA, the subscribers need to submit the certificate
update request before the expiry of the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL1, the subscriber can access the GDCA Certificate Services
Website or GDCA Registration Authority for certificate renewal application before expiration.
Applicant for certificate renewal has no need to fill in the registration information, while the system
will automatically obtain the information.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #%
B R5 #R CA iE1S, and GDCA TrustAUTH E5 ROOT, when renewing the certificates, the
subscibers shall submit the registration information as they do for the new certificates requests. If
the certificate had expired, the subscriber must apply for a new certificate.

For SSL/TLS certificate, GDCA accepts the subscriber to apply for certificate renewal without
updating the key. When a subscriber requests to renew a certificate, GDCA will check whether a
key submitted is a weak key, and will require the subscriber to renew the key pair if the submitted
key is proved to be weak.

4.6.2. HRIEHE B 24k Who May Request Renewal

T SRAIE - S S R 93T 7

The entity who requests certificate update is the subscriber.

4.6.3. TEPEHIERIILEI Processing Certificate Renewal Requests

XFFUEFEEH, HACE I RIS HAEIRE . 200, BERUETS . X H IR R SR E AL 25 531
LA JLAN 5 T -
1L WM EEFAEAE I H il GDCA &k s
2. BOUEEFS BRI SRAEVE AT IIBR N
3. FFRIEMME BT S 2.

For certificate renewal, its process includes application and verification, identification, and issuance
of the certificate. The verification and authentication of application shall be based on the following:

1. The original certificate of subscribers exist and issued by GDCA
2. Validate the certificate update request is in validity period.

3. Identity verification based on the original registration information.
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GDCA can issue certificate only if all the verification and identification above are passed.

When the certificate is updated, subscribers can use the original private key to sign the update
request, and GDCA will verify and identify the validity, legality and uniqueness of subscriber’s
signature and public key, user information of the update request.

® I HIE(E BT, CA HHEEG A 24 AT IIE
® I /EMERBARAET, CA BT HIFEAEME BX LT R FIET

® Subscriber signs off the application information, and CA verifies signature by the original
certification’s public key.

® There is no change on subscriber's registration information, and CA issues a new certificate
based on their original registration information accordingly.

VT AT PLIk 3 — R AT ARIE 15 FE R AR BEAT UE P BT, 4R A CPS 28 3.2 1 2
KA AT AH LR E S HE AN S e B kL. GDCA FEAE R[5 150 T # Al 441X Bl I 4a i 5 R
T A2 5 A E 5 SE T I (1) 52 0 A B T B

Subscribers can also choose the initial certificate application process to apply for the certificate
update, and submit the application and identification information required based on CPS 3.2. In any
cases, the identification of initial certificate application process will be used for the method of
certificate update.

4.6.4. MR BEBE T P BE % Notification of New Certificate Issuance

to Subscriber

[Fl A< CPS %5 4.3.2 5.

See CPS Section 4.3.2.

4.6.5. MRS ESFIERRITA Conduct Constituting Acceptance of a

Renewal Certificate

A A CPS %8 4.4.1 75,

See CPS Section 4.4.1.
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4.6.6. HFIMNERFZ VLN EFEH R KA Publication of the Renewal

Certificate by the CA

A4 CPS 55 4.4.2 75,

See CPS Section 4.4.2.

4.6.7. P I\ AIE AR 55 HL R 5 o SE 4R B 38 %5 Notification of Certificate

Issuance by the CA to Other Entities

[A] 4 CPS % 4.4.3 71,

See CPS Section4.4.3.

4.7. EPHEEAEH Certificate Rekey

UE S B R 4R 1T 7 AR S 5 38 AR X s B RS U AR R — A e
15

UE 2 P B o AR SCIE PV IME S, T IR RES R R IE B 2 A5 R
WAT PB4 AEPFR SIS RS M AARHIE S P R R 44 5, JF Bk
(12 B B R RORIE

Certificate Rekey refers to generating a new key and requesting to issue a new certificate for the
new public key by the subscriber or other participants.

When the certificate key is updated, the subscriber has no need to submit the registration certificate,
while can only submit sufficient information that can identify the original certificate, such as
subscriber's DN, certificate serial number, the certificate key renewal signature of the original
certificate's corresponding private key, and send a new public key for applying a new certificate.

47.1. EBHHEE RIS Circumstances for Certificate Rekey

GDCA [FHEP % H T H A HA R T LU 1E %

1. EFS L BH ML 8 i S E

2. EBH,

3. BETHAR. B 2K, GDCA ZRIEFHEHTEH .

GDCA certificate re-key including but not limited to the following circumstances:
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1. Revocation certificate due to private key leakage.
2. The certificate expires.

3. GDCA-requires certificate key update based on the security reasons of technology and policy.

4.7.2. W RIE R FEHAFEF LMK Who May Request Certification of a New

Public Key

TSRAE 1 TS (S AONE T

The entity who requests re-key is the certificate subscriber.

4.7.3. TERZHEHERKILIE Processing Certificate Rekeying Requests

GDCA XiFE5 %5 5H 55 i SR 1) A FRAE 131 5 58 5 SR AL PRI FE 52 1 o
GDCA IF 5 %5 57 55 391175 SR (R AL FH A [F) A CPS 26 4.6.3 iR,

The process of certificate key update request is completed by the process of certificate update
request in GDCA.

The process of GDCA certificate key update request is described as CPS section 4.6.3.

4.7.4. R BEBE T P B84 Notification of New Certificate Issuance

to Subscriber

[Fl A< CPS %5 4.3.2 5.

See CPS Section 4.3.2.

4.7.5. M A 2 B HEHE R 4T Conduct Constituting Acceptance of a

Rekeyed Certificate

[FlA< CPS %5 4.4.1 75,

See CPS Section 4.4.1.

4.7.6. B I E AR S5 D10 X 25 45 BB e 5 19 &K A Publication of the Rekeyed

Certificate by the CA

WPRSET A, GDCA £ HAE IR 18] RT3 A UE+ & A 2] GDCA
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After subscribers receive a certificate, GDCA will issue the subscriber updated certificate to the
GDCA directory service system in the specified time.

4.7.7. BTN E AR & BL A X Fo A SE4R )38 45 Notification of Certificate

Issuance by the CA to Other Entities

[A] 4 CPS % 4.4.3 71,

See CPS Section 4.4.3.

4.8. IEFHAFE Certificate Modification

ERE BRI, 1T P AUET I MEIETS . GDCA A TH52 0 2k HIFTIE A 1)
PR A BRI R

When there are some changes over the certificate information, subscriber shall apply for the
certificate again. GDCA will not accept the request of modification on the certificates which are
already issued.

4.8.1. IEHAS T TR Circumstances for Certificate Modification

SRAT P R HEAE SR A AL, b ZiH GDCA 2 HE 542 5

A0 AAES YA S5 B AR T AT BN LT BN SC55 I EAE s AT P A BE B IE 542
H, HAERE iZAE TS, A R AR TS .

UEF5 A2 B AR R R AR S B R P 7 AR S A2 — 30

If the registered information which subscriber provide has some changes, the subscriber has to
submit the certificate modification to GDCA.

If information contained in the certificate changes that may affect the rights and obligations of
subscribers. The subscriber cannot apply for the certificate change, and he/she can only revoke the
certificate then apply for a new certificate again.

Both the procedures and conditions of the certificate application and modification are the same.

4.8.2. %5 RIFPZEE L4k Who May Request Certificate Modification

T SRUEFS 22 B R SEAR Y IEAS 1T 7

The entity who requests the certificate modification is the subscriber of the certificate.
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4.8.3. IEPEFHERAILEFE Processing Certificate Modification Requests

RT3 SEAZ AT T UE TS B M AR AT AL BE

The certificate modification is processed following the registration procedures where the first
application for a certificate.

4.8.4. MR PHEBE ST P B@ 4% Notification of New Certificate Issuance

to Subscriber

[ 4~ CPS 2 4.3.2 15

See CPS Section 4.3.2.

4.8.5. MR EZ A EIEHKITA Conduct Constituting Acceptance of

Modified Certificate

[A] 4 CPS 2 4.4.1 5.,

See CPS Section 4.4.1

4.8.6. B INMERS IR EIER KA A Publication of the Modified

Certificate by the CA

WPEESZAETS R, GDCA FEHE R 18] AR iZAT P IEF & A 2] GDCA 1) H 3¢k
F RS

After subscribers accept a certificate, GDCA will issue the subscriber certificate to the GDCA
directory service system in the specified time.

48.7. HFIANIE RSP X KA S2A BB 4 Notification of Certificate

Issuance by the CA to Other Entities

[A A CPS % 4.4.3 7.

See CPS Section 4.4.3.
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4.9,

IEHBASFIEERS Certificate Revocation and Suspension

4.9.1. UF B4 s Circumstances for Revocation

4.9.1.1. T EREEERER Reasons for Revoking a Subscriber Certificate

A w0 D E

A I LA BB ) — R 2 fl, GDCA WAJIAE 24 /N 2 N HAHIIE T -

VTP A T 8 30 SR AE 1+

W] GDCA SAIIEE SRR B HABEE 3 B3R AT 9

GDCA k13 T itdE, EMSIEH AP RAT P AABIE S 1 it

GDCA 3K T iE#E, UEBIXHIESH FQDN i IP ik 138 44 152 B sz il AL I B8 E AN
JSEA K A o

A BN G OUH A — R e A, CA NAE 24 /NFZ WHEHIE S, HAMAUHE b R

PR IE S -

A w0 b

© © N o O

10.

11.
12.

IEH AN AT 4 Baseline Requirements 2 6.1.5 15 A2 6.1.6 5 [{AH IS E R

GDCA Fif5% 1 L4518 2% M A IESE

GDCA 3BT i/ 7T . CPICPS Hiff)— ik £ T & K $i4E

GDCA 3K 7& T AL H] FQDN 5L IP bk Rl AN B BE A P ] (i, kB sk
R A AU T S A VR N A R A Oy 5 S A2 VE I N5 RS N BOAH SR VE AT K
AR 55 WM 25 1, BRI VE A N R B BE R4 ) s

GDCA 3R F il FLAFUEF s F T 4500 BAT I 1% 1 I 14804

GDCA FBUE T {5 2 B KA AL s

GDCA K RIIE % & R RESF & Baseline Requirements %5k 8{ GDCA ] CP &Y CPS;
GDCA AT AT B 5 A H BRAEE T rh A5 B o9 R R

GDCA {4} Baseline Requirements 2% & iE T3 AL 1R 3%, BB A Bl 21k, Rk
H a4k 8: 489 CRLIOCSP 15 B/

CPS IR 5T Y EATHIE B B2 AT HT I HIHAS s HARRE: THENLEGEE KRG 2%
L M BB EVEE I SR s BURAT Y, B e A AR R R Bl A5
JEE BB

GDCA Ce JEATHEA L S )m, 1T RGN 55 3% 5

CA B AL T vl {E 1T A ER (AR IGUE I 7705, LSR5 TARYE A 5142 ) th
THEAFME (Fltn Debian §5% %], W.: http://wiki.debian.org/SSLkeys), BifE{EM]
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BRRUESE ,  UERA AR RABH I 7 VR A R
GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:
1. The subscriber requests in writing that GDCA revoke the certificate;

2. The subscriber notifies GDCA that the original certificate request was not authorized and does
not retroactively grant authorization;

3. GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise; or

4. GDCA obtains evidence that the validation of domain authorization or control for any
Fully-Qualified Domain Name or IP address in the certificate should not be relied upon.

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one
or more of the following occurs:

1. The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
2. GDCA obtains evidence that the certificate was misused;

3. GDCA is made aware that a subscriber has violated one or more of its material obligations
under the subscriber agreement and CP/CPS;

4. GDCA s made aware of any circumstance indicating that use of a fully-qualified domain name
or IP address in the certificate is no longer legally permitted (e.g. a court or arbitrator has
revoked a domain name registrant’s right to use the domain name, a relevant licensing or
services agreement between the domain name registrant and the applicant has terminated, or
the domain name registrant has failed to renew the domain name);

5. GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

6. GDCA is made aware of a material change in the information contained in the certificate;

7. GDCA is made aware that the certificate was not issued in accordance with Baseline
Requirements or GDCA’'s CP or CPS;

8. GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

9. GDCA'’s right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP
repository;

10. The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as
natural disasters, computer or communications failures, changes of laws and regulations,
government actions or other causes beyond the reasonable control, causing threats to the
information of others;

11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay; or

12. GDCA is made aware of a demonstrated or proven method that exposes the subscriber's
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private key to compromise, methods have been developed that can easily calculate it based
on the public key (such as a Debian weak key, see http://wiki.debian.org/SSLkeys), or if there
is clear evidence that the specific method used to generate the private key was flawed.

RAETHINEE, T GDCA UEHMRS RGP A IIET, #1401 CA. RA, B S
s H RS T COFEIRS RGHh r A& EH IIEF) AE I AIESS, AT DU FAiE -
1. GDCA 5 RA. 323 52507 B P & b aaE KA U
2. UERAAER AR G A VB B IR R A e A AR
3. HTEHENFEE,

If the following circumstances occur, for the certificates using in GDCA certificate service system,
such as certificate using in CA, RA, LRA or other services entities (including equipment using
certificate in service system), GDCA can revoke the certificate:

1. Agreement between GDCA and RA, LRA has changed or terminated.

2. The private key of the certificate has been compromised or is suspicious of being
compromised.

3. The management consideration.

TEFT P i ORI IR EEIE A 22 4 R A i, BISZ EIE 1 GDCA HEATHi «
XFF SSLITLS MR #KUESS, #HHBLLL FAEE —DE LI, /AT IE R
1E:

1. FEAF{T GDCA 550 b (K 44 B 1P Hiuik 1) 1 A PSR B Fe Y (s R, sl
A4 VE WA R A A (R BUR) R B B RS . S L I & 22k
Sl A W SR 44 R

2. GDCA 1351—/MEBCAFHIE B RS E— M RVEVE R 31 T4

3. GDCA I THMIFERLZ LT, JFHARZHHADR CA TR IR S R4k

4. GDCA ZJUEFroBCR) O i sl iy s 26 1k, BRIE GDCA Cufiftth ek, 4kahgt
¥ CRL/OCSP;

5. UEFIIHEOAR P AR 23 T X L P R A B B B AT AN P S2 1 KU

If certificate subscribers discover or suspect the security of private key of the certificate has been
compromised, they shall immediately notify GDCA to revoke the certificate. For the SSL/TLS server
certificate, if the following one or several cases have occurred, GDCA also needs to revoke the
certificates:

1. The situation which of GDCA knew domain name or IP address in the certificate no longer
allowed been used by law, e.g. the right of registrar’s domain name has been canceled from
court or arbitration organization; or fail to renew the domain name etc.

2. GDCA knew a wildcard certificate was used for a fraudulent misrepresentation sub domain
name.
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3. GDCA terminates the operation for some reasons and doesn'’t arrange other CA to provide for
supporting operation of revocation certificates.

4. Unless GDCA make special arrangements, GDCA will continue to maintain CRL/OCSP, under
the circumstance of that GDCA's right to issue certificate has been expired, revoked or
terminated.

5. Technical content or format of certificate causes unacceptable risks for application software
vendor or relying party.

49.1.2. 1% CA EHHIBESER Reasons for Revoking a Subordinate CA

Certificate

A HILLL N RO — R £ Fh, GDCA i 7 RZ WIS 2% CA IET:

1. GDCA 313 T ibds, UEH SUEB AN Mg CA FVHE R T HFH, SAHMFE
Baseline Requirements 2% 6.1.5 %1 J2 5 6.1.6 1 AR ISR 5

2. GDCA kA3 1 HE-F# 35 e

3. GDCA #EBIFP IR A BERF & Baseline Requirements 3K, b2l CA REEFT&
CP/CPS;

4. GDCA I\JYAEATHBIAE 2 CAUEF P S BAHER . AR SLaHA RSN,

5. GDCA HITHEMEREFILEE, HARS S5 CA BRI AR BHIE R 5 ;

6. GDCA f&k# Baseline Requirements 25 & iiE T3 IR S R 3%, sl el 21k, BriE
H 4k 84 CRL/IOCSP 15 B .

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1. GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key
in the certificate suffered a key compromise or no longer complies with Baseline Requirements
of Sections 6.1.5 and 6.1.6;

2. GDCA obtains evidence that the certificate was misused;

3. GDCA is made aware that the certificate was not issued in accordance with Baseline
Requirements or that subordinate CA has not complied with the GDCA CP or CPS;

4. GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate, unreal or misleading;

5. GDCA ceases operations for any reason and has not made arrangements for another CA to
provide revocation support for the certificate;

6. GDCA's right to issue certificates under Baseline Requirements expires or is revoked or
terminated, unless GDCA has made arrangements to continue maintaining the CRL/OCSP
Repository.
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4.9.2. & SRAEPHHEE B4k Who Can Request Revocation

HSRAE PR SEAR N TT L TP . GDCAL & RlENUFAL I FlVE N 51 o B4k,
WRHTT + BLRTER A SR BERT B B ALY BEA (0 35 =07 ] AR SCE A5 W /AR 7%, 5 0
GDCA A & FLH B4 1E 13

The subscribers, RA, GDCA, or judicial officials authorized by judicial institutions can initiate
revocation. Additionally, relying parties, application software suppliers, anti-virus organizations and
other third parties may submit certificate problem reports informing GDCA of reasonable grounds to
revoke the certificates.

4.9.3. HEHTE K I3 FE Procedure for Revocation Request

4.93.1. 3T P 048 A4S 5145 The subscriber actively proposed to revocation

application.

Lo T R MIAUR S R SR F O R TR A S R R SR ) B A RO AR S A
OE=E/i
2. VEMHURPRAE P g IR 5% GDCA, i GDCA Se it -
3. GDCA $&f 724 /N IR P Wi ik 2%, 3T 7 mlad i AR 77 =X R i «
® E-mail: webtrustreport@gdca.com.cn
® LSS ([EAMX): 95105813
o fif Tl ([HEFHIX): +86-18929559132
GDCA W HIHITE J5 24 /NPy AL B FR I

1. Subscribers may submit the revocation request to the RA and the RA will verify the identity of
subscriber and the delegated party.

2.  RA submits a revocation application form to GDCA and GDCA completes the revocation
operation.b

3. GDCA offers 24x7 certificate revocation requests service, and subscribers may request the
revocation of a certificate through the following ways:

® E-mail to: webtrustreport@gdca.com.cn
® Call: 95105813 (China Olny) or
+86 -18929559132 (For International Areas)

4. GDCA will process the revocation requests within 24 hours after receiving.
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49.3.2. T P ¥R B RES IEFR The subscriber is forced to revoke the certificate
1. 4 GDCA siiEMHLMIE A CPS4.9.1.1 ATiAH iy 75 ELHUES VT P AL 5, GDCA 8%

FEA LRI RIAT RN 53 AT BLIE L A B A 2 VR R SR IR R IR -

2. {EUEPH S, GDCA SEMALMREE & 17730, EARIAE. BInss, AR
LT LS COORH S AR IR o AR BERZR T I, AEA EL S OL T, GDCA
XS A IE SR JE I R BEAT 2 7

3. GDCA $fit 724 /INif (RIS i @i 15 0 AL PR RS o

4. HEMTT FREN . BTSRRI LA A 55 =00 R BIE S T REAF AE 7]
A, WAV I B BE I . TR IR T AT REARE AR 4 5, AT A
it LT 5 AT 1) o
® E-mail: webtrustreport@gdca.com.cn
® ISy ([EAMHIX): 95105813
® HiFS5iY (EERHLIX): +86-18929559132
GDCA Wk Ja, 7E 24 /NI AR AZAE S )@l o N AT R 2, IR T BT A3

HESR R T 75 A I 5 -

(1 Pl

(2> AH DL ) R H B BN A

(3) ARy B R AR S

(4> H X GDCA CP/CPS FHiT F i S5 AH SR ATE FRI B0 175 0«
(5)  BUTVEAHE R AR .

1. When the GDCA or RA has a reason stated in section 4.9.1.1 of this CPS to revoke a
subscriber certificate, related person of GDCA or RA can revoke the certificate through internal
formalized process.

2. After the certificate revocation, GDCA or RA will use appropriate ways, including mail, phone,
fax to notify the final subscriber that the certificate has been revoked and the reason why to be
revoked. If we cannot contact subscriber, if necessary, GDCA will publish the information of the
revoked certificate on its official website.

3. GDCA maintains a 24x7 certificate problems reporting and processing procedures.

4. The relying parties, judicial institutions, application software providers, anti-virus organizations

and other third parties may contact GDCA timely through the following ways in case they found
any suspicious problems in relation to the certificates, such as private key disclosure or
suspicious disclosure, certificates abuse, the use of certificates to sign suspicious codes etc.

® E-mail to: webtrustreport@gdca.com.cn
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® Call: 95105813 (China Only) or
+86 -18929559132 (For International Areas)

GDCA will investigate the reported problems of certain certificates within 24 hours of receipt, and
will decide whether or not to revoke the certificates based on the following criteria:

(1) The nature of the alleged problem;
(2) The number and frequency of certain certificate problem reports received,;
(3) The entity making the reports or complaints;

(4) Subscribers’ compliance with the GDCA CP/CPS, the Subscriber Agreement, and other
relevant specifications;

(5) Compliance with existing laws and regulations.

4.9.3.3. B TAERR S WA A B iE 345 Revocation of electronic certification

service organization certificate

/

T GDCA HIARIE BFIHZIET, GDCA HRIEA CPS H#l 8 v g & A s i 15 .
T B LS R4S R 45 GDCA I 2% CAE+, 204 i [H o8 Z65 5 F = il o It
PATHE .

For GDCA's Root CA certificates and Subordinate CA certificates, revocation will be determined
according to this CPS. For the subordinate CA certificate issued by a Root CA of OSCCA,
revocation must be determined and performed by OSCCA.

494, 15 K 75 FR #H Revocation Request Grace Period

QPR B T e A R B S, B SR AL U S T AT i 5 8
NI AP SR Y o AU T DAL (4080 2SR 2L AS BEHIT (1 48 /NI AR

If key exposure occurs or suspected occurs, revocation request must be submitted in finding
leakage or leakage suspicion within 8 hours after key exposure or suspected exposure is found.
Revocation requirements caused by other reasons must be made in within 48 hours.

4.9.5. BT AE AR S LM b BB 78 SR RS BR. Time Within Which CA Must

Process the Revocation Request

GDCA AbFECES 1 =K 11 & /Al 24 /NE o

The cycle of GDCA processes revocation request is 24 hours.
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4.9.6. KT R EIE B ZESR Revocation Checking Requirements for

Relying Parties

GDCA R HEAE & IR, K77 nI7E GDCA 1Mk #4721,

GDCA provides online query on revocation status. The relying party can query on the GDCA
website.

4.9.7. CRL RAi#iZ% CRL Issuance Frequency

%+ H ROOTCA (RSA) iF45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA
ROOT CAL iE-P2EK I ZL CA Frs RKINIT FHESs, CRL KATJEHAY 8 /M, CRLA
BRI AL 24 /N

XITH GDCA TrustAUTH R5 ROOT iE+i. #zhff{ RS # CA i+, GDCA
TrustAUTH E5 ROOT 25K i 2% CA P25 K (AT k-5, CRL KA W14 24 /N, CRL
BRI AL 48 /N, H nextUpdate =7 Bt [ A~ H thisUpdate fE 11 10 K PA L

xtF gk CAIET, GDCA ) CRL KAiANIN 12 N H . e 2% CA IET,
GDCA 7EHIAY 5 24 /N2 I BE#T CRL, H. nextUpdate “7 Bt ffI{E /AN Y thisUpdate 18 )
124HEL k.

TERFIR X 2 B R 0] LUE CRL SZRIAE R (R AE W 45 AR 4 26 1FBE S AR UE D, CRL [HI57
B A= %t GDCA il 5 1 R AT SRS HE o

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours and are valid for no
more than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #Z
B R5 R CA IFH, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are
valid for no more than 48 hours, and the value of the nextUpdate field is not more than ten days
beyond the value of the thisUpdate field.

For the subordinate CA certificates, GDCA updates and publishes certificate revocation list (CRL)
every 12 months. In case the subordinate CA certificates are revoked, GDCA updates and
publishes the certificate revocation list (CRL) within 24 hours after the revocation, and and the
value of the nextUpdate field is not more than twelve months beyond the value of the thisUpdate
field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can
guarantee).
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4.9.8. CRL &AR KB H J5 i 18] Maximum Latency for CRLs

GDCA 1] CRL & A7 e Kt i i (B A R AT 2 S5 Y 24 /NP .

Maximum latency for GDCA's CRLs is 24 hours after release cycle.

4.9.09. ELXRASEWKT A Online Revocation/Status  Checking

Availability

GDCA [ 5 3T /= AR A7 42 4k 7F 2R UE PR 25 A 0 iR 55 . OCSP 1] |87 401 75 4
RFC6960 fI K, FFH A OCSP 55482541 . OCSP ik 55 4% 45 5 IEAE B PIR S FiLE
A —4 CA %K, OCSP Jik4s s iIIE 5 &% — 4 RFC6960 & X K ALK
id-pkix-ocsp-nocheck fH™ & 1 .

GDCA supports OCSP responses for subscribers and the relying parties. The OCSP responses
conform to RFC6960, and signed by an OCSP Responder whose Certificate is signed by the CA
that issued the Certificate whose revocation status is being checked. The OCSP signing certificates
contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

49.10. FELREEMER Online Revocation Checking Requirements

M LLE TR ), GDCA A W B ATAT H UL RR .

GDCA #fit Get Al Post #7477 3\ OCSP Z Ik 55 -

ST FET, GDCA ZE/D 8 PU K H OCSP {5 5. OCSP i b ) 5 KA %04 10
Ko FT LR REFS, LRI H OCSP.

g CAEF:, GDCA #0412 A H B8 OCSP {55, Hif 2 CAEf
F, TE 24 /N A BEE OCSP {5 2.

X TR R FIEB PR EMIERK, GDCA AR “good™IRZ .
Users may feel free to inquire status online. GDCA does not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA updates the OCSP information at least every four days.OCSP
responses from this service have a maximum expiration time of ten days. For the revoked
certificates, OCSP status will be updated immediately.

For subordinate CA certificates, GDCA updates the OCSP information at least every twelve months,
and within 24 hours after revoking a subordinate CA certificate.

GDCA does not respond with a "good" status for the request for status of a certificate that has not
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been issued.

49.11.  HEEERNHEHAMEATER Other Forms of Revocation Advertisements

Available

GDCA AR5 B HAh KA 2.

Currently GDCA does not provide other forms of announcement about the revoked certificates.

49.12. E4HH B E KR B E R Special Requirements related to Key

Compromise

B CPS 58 4.9.1 ML HIETEAN, 41T P 8 E LI AR 15 35 40 4 Ak s sl 3 m]
eV RS, A2 MBS ] GDCA H& HIE B i R

Except for the case described in CPS Section 4.9.1, when certificate key of subscriber or RA has
been or may have been lost, certificate revocation request must be made to GDCA immediately.

49.13. EPEHEAEE Circumstances for Suspension

AEH

Not applicable.

4.9.14. ERIEBEFLHILAE Who Can Request Suspension

AEH

Not applicable.

49.15.  HEFERFIHFE Procedure for Suspension Request

AEH

Not applicable.

49.16. H=HEARIFBFRES] Limits on Suspension Period

ANTEH
Not applicable.
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4.10. EFIRA RS Certificate Status Services
410.1.  EAEHFME Operational Characteristics

WA Bld CRL. LDAP. OCSP BHIIEARAS, ik J7 ME IR IR 55 B 1%
X B WU SR AT TR e 2 N ) R - b P g

X T HHAH AUETS, GDCA FEIET BRI AR HAE CRL FHIHAIEH K. GDCA
AMIER CRL A ARAD A 44 UEA3 IR RS 10 3%

GDCA ik OCSP i 45 %8 1 IS 10 3%

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate state
services described above should have reasonable response time and concurrency process
capability for query request.

For the revoked certificates, GDCA does not remove their revocation records from CRL prior to
expiration of such certificates. GDCA does not remove the revocation records of code signing
certificates from the CRL.

GDCA does not remove the revocation records in the OCSP responder.

4.10.2.  ARZAT A Service Availability

GDCA &4t 7*24 /N PFIUE RS B AR SS,  How R ] ARt 10 #0 . RIAE 2% 51
VFHIME LT, 3T 7 Be 8 SEi SR TR A B RS

GDCA provides 7X24 certificate status query services, and the response time is of ten seconds or
less. If the network is permitted, the subscriber can timely obtain certificate status query services.

4.10.3.  HIBKHE Operational Features

UEFSIRZS A H A T8 e 5575 KOWIT A GDCA fi5 7€ 1) CRL Huhit, i H s s%
SR E I RS, AUWIF T E CRL BIAHL, HEATIEFIRES

Other optional service of certificate status for subscriber is using CRL address which is specified by
GDCA. The subscriber can query and download CRL to query certificate status locally through
guery system provided by the directory server.

4.11. ITMZ5 End of Subscription

WIS RS U DL
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1. T IEfE A GDCA SR EBEHIE U AIEFS, WAZil[a] GDCA $ i IE S 5 Y Fi i
HIETLFE A CPS 28 4.9.3 TiHIE . GDCA MEHIET /5, R I8 T A IE
G A

2. HIEBARNINLAE, T RGN SSRGS B, R BT AT N IR SR R

3. UL ROV, SO RATUE S R B PR, R il AT AT IR AS

The following conditions shall be deemed that the user terminated the use of the certificate services
provided by GDCA:

1. When the subscriber stops using certificate provided by GDCA, an application of certificate
cancellation must be made to GDCA. The application process is described as CPS Section
4.9.3.After GDCA revokes the certificate, it indicates that the subscriber’s ordering behavior
has been formally terminated.

2. After the expiration of the certificate, if the subscriber doesn't pay the renewal service fee, this
indicates that the subscriber’s ordering behavior has been formally terminated.

3. After the expiration of the certificate, if the subscriber has not carried out certificate or key
update, it indicates that the subscriber’s ordering behavior has been formally terminated.

— BRI PEE PR O 2 1B ] GDCA FEFAERSS, GDCA FEAb#E LA 137 3K
Jei s R SERHEIZAT 7 BEPRUE , IR CRL KA SRS BEAT AAT : GDCA TFEAHC AU IE
5 WA R RE I 5 IR T W 45 AR BIE 5 AR BLTT 7 B AT U4

Once the user terminates the use of GDCA certificate authentication services within the certificate
validity period, GDCA will revoke the certificate in real time after approves on his or her request for
termination, and release in accordance with the CRL distribution strategy. GDCA will record the
process of revoking certificates in details and archive the certificates whose subscription is over and
the corresponding subscriber's data regularly.

4.12. FHAER. BHERE

Key Escrow and Recovery

4121,  EHER. 05 ERIKIE54TR Key Escrow and Recovery Policy

and Practices

%tFH1 ROOTCA (RSA) iF45. GDCAROOT CA iE-fi. ROOTCA (SM2). GDCA
ROOT CAL IE BRI h 2 CA P& KT Fk+:

GDCA ZERIT P A FIASTT P (5 7k PR E RS 42 2% . 1T P T AT
GDCA AT AT AR RS 44 B A 1A SCHRAE o B T35 24 FABHIE 2R FITae U 0% R AT 7

84



[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%‘U\‘L[E—\J_k%%m)rlu (VS. 1 ﬁ}i)

H C&$H, GDCA X A& 54T .

UERAT P s s g%t i GDCA AT P ) R P B O g AR, IR
REFEHVEHPOEATER ., BRI P F EK NS B YIN, FTELR GDCA 42t H
EWEINZ %, GDCA 42 AR B HE M AP LMRNGE ., WfE, 2T s, K
VT PR SAH L R 3 2 5

WERAT 2 BT AT P AT R, GDCA ANEAZT A4 S AL Rk S .

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

GDCA requires subscribers to generate signature key pairs by their own certificate carriers.
Subscribers can authorize GDCA to generate signature key pairs and other related operations.
Subscribers shall undertake the responsibilities by themselves for the losses incurred by the loss of
signature private key, and GDCA refuses to take the corresponding responsibilities.

The certificate subscriber's encryption key pair which is applied for by GDCA on behalf of the
subscriber is generated and also managed by Guangdong key management center. When the
certificate subscriber needs to recover the encryption key, the subscriber may apply to GDCA for
recovery. GDCA will accept the subscriber's application and help the subscriber recover his or her
encryption key according to the corresponding rules and procedure of Guangdong Electronic Key
Management Center.

Subscribers shall keep signing key pairs by themselves. GDCA does not provide the key escrow
and recovery services for subscribers' signing key pairs.

Xf T GDCA TrustAUTH R5 ROOT k5. %X R5 2 CA iE+f5. GDCA
TrustAUTH E5 ROOT 28K I 2 CA s K HIAT k45

VTP AN B IT P EAT A R AN BN B R (R A7, GDCA ZERIT P b2
A AL BRI FIPS 140-2 55 00 SR N B 0 2 3 O RLEH , AR 2 R KX RL B Y
ME—F. 1T R LLZEFE GDCA AT F AT A A FHXS Al CSR. RIRMEHIEE 2K L it R 5%
BT A 2k BT P R $H, GDCA X A& 54T

GDCA RRAEIT F RV IIFE A AR R 55

For subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
Kzt RS MR CA IET: and GDCA TrustAUTH E5 ROOT:

The key pairs of subscribers shall be generated by the subscribers themselves. In case the key
pairs are to be stored in a cryptographic hardware, GDCA requires that the subscribers must use
cryptographic hardwares that meet or exceed the requirements of FIPS 140-2 level 2 to properly
keep the private keys, and must always keep unique control of the private keys. Subscribers can
authorize GDCA to generate key pairs and CSR. Subscribers shall undertake the responsibilities by
themselves for the losses incurred by the loss of signature private key, and GDCA refuses to take
the corresponding responsibilities.
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GDCA does not provide key escrow and recovery services for the subscribers' private keys.

412.2. SEEANBESKE R KIERIITA Session Key Encapsulation and

Recovery Policy and Practices

FER IR AEH LR E B BT FOREE ST E Y, B EREREREZE N AN
XN, 2EMNE CHRHREIFRE SR,

The session key is packaged in digital envelope using asymmetric algorithm. The digital envelope is
to encrypt the session key using information recipient's public key, then the recipient can use their
own private key to decrypt and recovery the session key.

5. INIENIM . B EMERIEES] Facility, Management, and

Operational Controls

5.1. #yBEFEH] Physical Controls
5.1.1. yHhhr B 57847 Site Location and Construction

GDCA (¥ SUANHL DS S A% IR B b e St -

The GDCA's building and data center shall be constructed in accordance with the following
standards:

GB/T 25056-2010 ({52 % &HARUEFIE RGE M S A R 2 2 H R TE)
[E% Ri[2010]7 A CHETB05% FE 5 IR A B0 2 e 25K )
GB50174-2008 {HL-115 & RGEHL 55 Bt #EE)
GB6650-1986: (it ML HIE SR H AR SFAT)
GB2887-2011 (it 5Lz i FH AT )

GB30003-93 {HL 7SS it T S B soRt v )
GB50222-95 (LA FREAZ BT KATED

GB50116-98 (ki HAIHRE KRG vt e )

GB50057-94 (545 B it FiE )

GB5054-95 (fI% s T FL B AV )

GB/J19-87 (KM X5 7 <15 B it #LvE)

V vV V ¥V WV ¥V V VYV VYV VY V
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SJ/IT10796-1996 (iHSEALHLG A s B HubR A 2544
> YD/T754-95 CGEINHL)E HL 7 38 )

»  GBJ/T 25056-2010 “Information security techniques- Specifications of cryptograph
and the related security technology for certificate authentication system”.

»  State Cryptography Administration [2010] July “Construction Requirements for electronic Auth
entication Infrastructure of E-government”.

» (GB50174-2008 “Code for design of electronic information System Room”.

» (GB6650-1986 “Specification for raised floor of computer room”.

»  (GB2887-2011 “Specification for computer field”

»  GB30003-93 “Construction and acceptance test code for electronic computer room”.
» GB50222-95 “CCode for Fire Prevention in Design of Interior Decoration of Buildings”.
» GB50116-98 “Code for design of automatic fire alarm system”

» (GB50057-94 “Design code for protection of Structures against lightning”

» GB5054-95 “Code for design of low voltage electrical installations”

» GB/J19-87 “Code for design Of heating ventilation and air conditioning”

»  SJIT10796-1996 “Specification for raised floor of computer rooms”
»  YDI/T754-95 “General rules for electrostatic protection of communication rooms”

GDCA L3 AT Ll 17 P il XL 45, 2 — W SSL A 308, BB Bk, Bis
K B EEThRE, AN @R AN D AER, GDCA FbHLb il Thfe
LNZLIX ., IRGX . BRI, #BIEX, ALK TA X AL RN 74§
BEANFZBL X35

The data center of GDCA is an independent building located in Shishan Town, Nanhai District,
Foshan City, Guangdong Province. The basic protection of GDCA's data center include:
shock-proof, fire-proof, water-proof, lighting-proof, etc., and with only one entrance and a single
road. According to the functions, GDCA data center divided into core area, service area,
management area, operation area, and public area. Only the personnel officially authorized by
GDCA could access the restricted areas.

5.1.1.1. AJEX B Public Area

NIXEFEAD . KRE R, MBESEEBN RS .

Public area includes the entrance, lobby, security room and etc., deployed with various supporting
facilities and monitoring devices.
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5.1.1.2. #MEIX Operation Area

BAFIXGE RABRIE N G VE BN U AR X, 75 2 AR 3 S A A AT BLEN
N Gk R E B H G0 WZRITAS, A AOS AR SR e o BE Bl 37 5 o

Operation area is a working place for RA operators and administrators. Anyone who wants to enter
the operation area needs to use two-factor authentication.. Every access behavior to the operation
area has been well recorded. From this level of areas, all the walls are strengthened by high
strength protective wall.

5.1.1.3. BFX Management Area

EHIX 23 RA BHEHIG, CAEH, Bk, HitEhla, MEEMR, sl
&, & RAMCAEH ., HiFmMmMaze RN TEX, RARrEs X e fEsEA
SABEN, 5 P 2 O3[R IR A R 2R S A TIEA AT BAEN

Management area is a working area for RA and CA administrators, auditors and network security
officers, installed with the RA management console, CA consoles of management, issue, and audit,
and consoles of network management and monitor. Only authorized and specified administrators
have the rights to access this area. Enter this area requires two administrators to usetwo-factor
authentication.

5.1.1.4. R4 [X Service Area

RS IX FE 223 M LDAP RS 25, OCSP IR5528. RA FMHIRSS 45k 4%, R Al
AR5 X B BN G E N, TS AN O3 R A SOLERT 2R B A IE A BT BAIEN o

Service area is installed with LDAP servers, OCSP servers, RA register servers and other related
devices. Only authorized and specified administrators have the rights to access this area. Entering
this area requires two administrators to use two-factor authentication.

5.1.1.5. it [X Core Area

RO X BRI, Inkemnm AN GIBT 7], E¥%ke CA 4IRS 4. CA ¥l
JEMRS % KM BEHEBIIRS #8 BB S 350106, R AL XHUE i B
NGUBEN, 11 HL 75 ZEP N 08 [R5 O 2% B A IE A T BAEN o S R At 22 I AE
DX, AR R

Core area, a shielding zone with high strength steel security doors, is mainly installed with CA
signature servers, CA database servers, KM key management servers, timestamp servers and
other core devices. Only authorized and specified administrators have the rights to access this area.
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Entering this area requires two administrators to use two-factor authentication. The password ark
for storing confidential information is also placed in the core area.

5.1.2. YIE 5 i Physical Access

GDCA Bl WA 9 Bl T2 H T TIZE RGN 1 MR AR E DS, TR G
AT IR, SRR TANC R B, I TR R SR EAR . 1R G RESEI U T
TORb JFA TN RS TR ST SR R e S 18U Ret iy, JF Hit
HYRE T8 [ TARAT I TRl C SR ATAR SGAR B AR, 55 X A% 0 X 7 28 9 A B 0% () P
AR R AR SUCE R AT ABEN, AL AR SN B ARG, A X 1450
SKHATRAR, R 1SR

In the data center of GDCA, it has 9 doors installed with electronic access systems and one
physical intrusion alarm. The electronic access systems are monitored, with real-time access
records to set permissions of access, and can set an alarm when the doors are opened over time.
The staff is required to use the identity card and fingerprint to open every door, and each access
behavior has been recorded with time-stamp and related notice. Enter the service area and core
area, two administrators need to use ID cards and fingerprint identification at the same time before
entering the room. According to daily working specification, the specific personnel will archive the
access records on a monthly basis, and retained for one year at least.

Wy BRI A LA 7 T
a) MRS BHIEZEITE . TENAFRMEH SRR E N ABERLUE E
AREHEHY, R —TE TR I R S ANE BAR.
b) HERG: MR AEEEAN FFEFFBRAIFT] KB A5 5 5 5
SLfid R AR R R RG TR R E .
c) MIERG: HIVAMYIENRE RERAEHIEE MG EE RS, St 4 X i
FERAE X IBHEAT 7%24 /NSRRI RAR . BT B TR 2D IRE 6 N H, LL& A,
Physical access controls includes the following aspects:

a) Access control system: It is used to control access to the doors on each floor. Staff needs to
use identity card with a password or fingerprint to enter and exit. Entering or exiting every door
should have the time records and related notice.

b) Alarm system: Alarm system will be triggered by any illegal intrusion, unauthorized opening,
long time opening and other abnormal situations. Alarm system can clearly identify the alarm
location.

c) Monitoring system: video monitoring system is working with access control systems and
physical intrusion alarm system. The monitoring system is responsible for continuous
recording the restricted area and operation area within 7*24 hours. All video records will be
retained for at least 6 months in order to future inquiry.
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5.1.3. 22l 5 3% Security Monitoring

WRIEHLG B TR 2 0% R AWK, AW R SR T R84 i
RSN T 248, UPS kel 7 248, MBI T R4 B WUl 7 #2488, RIRER
My #2498 WAKRENTRE. BT 2%, TR KERET RS NEARE
B WUAIRBRRGL. 2205 REUIRGLEEAT 7*24 /NN SEIF I, D9l 2 i, 5
AR R, RO R OR BN Dy 6 M LR,

According to the requirement of data center power and environment security monitoring system, it
includes electronic detection subsystem, UPS detection subsystem, air conditioning equipment
detection subsystem, fresh air machine detection subsystem, temperature and humidity detection
subsystems, water leakage monitoring subsystem, fire control subsystem, access control
subsystem and image monitoring subsystem. The system carries out real-time monitoring of
infrastructure equipment status, data center environment condition and the security system status
within 7*24 hours. In order to meet the need of fault diagnosis and post audit, monitor records will
be retained for more than 6 months.

5.1.4. B, 77 525 Power and Air Conditioning

AN R PR TT s R Bt . — B S Bl BCEA LTRSS, L
DC B A ML B . IR R ST, ML R T ANt R S 48 UPS, Al g it
KT 8 /NI TT . HLGS X R A T B s, SCOUMLAE. S5 as. ML i Sl
RE A

The data center uses dual power sources and a diesel generator for supplying electricity, and has a
specialized electronic distribution room. The GDCA data center is equipped with independent
power distribution equipment and the lightning-proof system. The data center area is supported by
uninterruptible power supply which can provide more than 8 hours extra power. The data center
area also takes anti-static to protect cabinets, servers and network devices.

B 25 R X8 A e LA, S AP R s B LA B AE TS . HLs Hc
300kcal/h m2 #fifar it 5. BEFEEIRIHERE: 35°C: AF=IMHEE: 0C: Wi
HNBATHIRE: 2241°C, MXHEE: 5535%/h o AR, MBS ZE THXASG, Wil
ATHR, DRAERLGS AR 23 S0t SR R XU L D R L e 2 08 ¥l P ) SR 5 ) L

The data center’s air conditioning adopts air cooled condenser unit. The air cooled condenser unit
is placed in the attic outside of the data center. According to 300kcal/h * M2 heat load, outdoor
designed temperature is 35 Celsius degrees in summer and 0 Celsius degrees in winter. Indoor
designed temperature is 22 +_ 1 Celsius degrees and relative humidity is 55 + 5%/h. Meanwhile,
the data center is installed with a fresh air system for ventilation to ensure air quality inside and
solve the problems of fresh air supply to meet the demands of specified air cleanliness, etc.
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5.1.5. 7K B8 Bj5 16 Water Protection

NBTIRKEXHLGS BB, GDCA FENLGS 1A = N B B IR K IE RS IKIRE
S 4 AE 2 B, — BURAE KBS RIS, Sl R RN DRI, S . [ 7R
W AN DY HE KR Stk R, — BUR AR K, JKBESZEIHRIE S 25, JFX A AN E B
(HESEIPOSE

In order to protect the data center from water disasters, GDCA set water leakage alarm system
inside the air conditioner room of data center. Once the flood is detected by detection ropes
surrounding the air conditioners, the system will alarm immediately and notify related personnel to
take emergency measures. At the same time, the data center is installed with a drainage ditch and
a drainage floor along the periphery of the wall. Once the flood has occurred, water can be drained
immediately, and all exterior windows are sealed.

5.1.6. ‘kRBEH Fire Prevention and Protection

GDCA B3 A 2% X IR A T RIS ARLIE K SRR AR I 222 1Kk B 3l R4t
LA KARGE, BRGRA A Tl LU 2381 =5 377 5

FEEIRE T, HPP O A KERS, JORIRE i as 52 BB XIS K R ]
BAG SR LA MIBENE S . 20d 30 MPIFIAISERT, KRR EE I LE S, Rk
ARG, AR, BSOS DRSS SR BHE S, B X AT TT R, B A R .

The data center of GDCA uses smoke and temperature fire detectors in each area, and installs the
fire automatic alarm and gas extinguishing system. The system has three operation modes
including automatic, manual and mechanical emergency.

In the automatic mode, when protection district is on fire and detected by two independent alarms,
fire alarm controller will immediately trigger a linkage signal. After 30 seconds’ delay, the fire
extinguishing system will be turned on. At the same time, alarm controller receives feedback signal
from the pressure signal device, and the door light will be on in protection area in order to avoid
personnel strayed.

AP X L HFEANLTAER, ol OB B XTI T30/ B s8Ik, [ER4%H
PRSI TR, LP O A KBRS, IEEHES RRMIEE S, Ak
67 BMEPEN GIBRIAKE, %N 32 0 AR sl B 37 X A58 SUa shigl, BRI SZE S
ARG, WORKAAK LG

HEAD . FAIRIURSIHER RN, AT A SEEILHUN. SR R 5l

When the staffs work in the protection area, the automatic/manual switch outside the door in the
protection area can be used to turn the system from automatic into manual. When the protection
area is on fire, the alarm controller only sends the alarm signal and waits for operator to confirm,
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operator can press the control panel or shatter emergency start button in protection area to activate
the system by using gas fire extinguishing agent.

When automatic and manual modes both fail, operator can activate mechanical emergency
operation in the ampoule storage room.

5.1.7. A R4 Media Storage

GDCA X ES ™ b (AT E AT 2 B ks oK Bl Bl Wik, B B
Bl BT AR A SR I 2 A TR SR T A BRAE AR . A0 B R ] S A5 B
SR ISEIL T XA A TR

GDCA meets the following physical media storage and use security requirements: fire-proof,
water-proof, shock-proof, moisture-proof, corrosion-proof, pest-proof, static-proof, electromagnetic
radiation-proof, etc. and implement media usage registration, media copy protection, information
Confidentiality and other measures to achieve the security protection of the media.

5.1.8. R4 E Waste Disposal

2 GDCA A5 MIARSK SR ARARE CAS P 75 2 A7 R BT BR LI, aa ZBR A it 6
8, MG R IIEIRE . BB A IEURAS B A A A AR IR AL B RTAR G 3 R 3
BTV SR H AT I AT P AR B

The written documents and materials of GDCA shall be destroyed when they are no longer needed
or exceeded the expiration date, and must not be recovered. Cryptographic devices and media with
sensitive information will be initialized and physically destroyed by using manufacturer’s method
before disposal.

5.1.9. S &4 Off-Site Backup

GDCA #1371 st Bl 540 bl AL T TR Gt R Gt . o i H S 50
H AU B AT SR R A1

GDCA has established a remote data backup center. It backups the core system data, audit log
data and other sensitive information by the specialized software at off-site location on a daily basis.

5.2. FEFF#EH] Procedural Controls

5.2.1. A {E A/ Trusted Roles

f£ GDCA AR FIEMR SR, REMAT ERmE Btk M. B
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RS 500 SO R IR AL ER B GDCA MU AIE M th . IX LS (B A R EANER T
PAME R RE AR REEHAR, ZaWit NG S EHE AR LS EIEA
5, AR ALAAFRANESR L GDCA ) b A 5t B i o

In the process of electronic authentication service provided by GDCA, a person who can essentially
affect the processes of certificate issuance, usage, management and revocation, and other related
positions which are involved in key operation is considered as trusted roles. The trusted roles
include but are not limited to: key and cryptographic equipment administrators, system
administrators, security audit administrators, business administrators and business operators, etc.
The specific job names and requirements shall be subject to the GDCA job descriptions.

5.2.2. LS T ER AT Roles Required per Task

GDCA 7E B AV 55 HTE rhof SCBRAT 55 EAT P P, SR ERAE 7R 2 AN W] {5 M ok
A5k, .
1. RIS A IR E AR I 5 ANAIE N G 3 N3k [ 5E A
2. IEBERRGNEGHEE: FTEIANRGEHA LR 2 NATE A G L F 58K
3. HRZMZKIUES:: THE 2 AAE N ALFE T

GDCA strictly defines the controls of core missions in specific standards. Multiple trusted roles shall
be required to jointly complete the sensitive operation. For example:

1. For operation and storage of the key cryptographic equipment, it requires at least three of five
trusted persons to operate.

2.  For background operation of the certificate issuance system, it requires at least two of three
trusted persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.

5.2.3. FMEARRAEXR Identification and Authentication for Each

Role

GDCA fiTfg A& A5 A AR IR AN 2858 — 2 2 7 B 45E . SEFE - 7E GDCA
(PN DR A B2 9 R E

All current staff who undertakes the trusted roles in GDCA should pass certain accreditation
process. This process is set out in the GDCA personnel management regulations.
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5.2.4. FERFT 2B AE Roles Requiring Separation of Duties

£

NIRER G 24, MIEAEA G B EN, Bl GDCA HIR{E Mt i AN F B A 4H
GDCA HHATHR ST - B A €, BLFE(EAN R T 514 £

a) iEhk 52

b) E5E CRL %Kk

¢ ARG LS4y

d) CAZEHEM

e) At

In order to ensure security of the systems, it should follow the trusted role segregation principle that
the trusted role must be assumed by different personnel in GDCA. Roles requiring segregation of

duties include but are not limited to :

a) The acceptance of the certificate businesses
b) The issuance of certificates or CRLs

c) System Engineering and Maintenance

d) CAkey management

e) Security auditing

5.3. AR Personnel Controls

5.3.1. Bk STt RESR Qualifications, Experience, and Clearance

Requirements

GDCA X A FH ATE M () TAE N G B B ZER AT

HA& RIFHAE S TR 5.

WESF [ ZGEH L IR GDCA gt — = B B

#SF GDCA A R LB IHNE . e M

A RIFHAN AR BF7 LRGN T AR A R 4F Mk o

HA& RUF R BB S ERE 1 o

TEEILIRIE

KA Lo b 7 ) AR N GL I AR ARSI AR5, BB GDCA G HH:
IR A% )5 T RE £ b

N o g M w D oE
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The qualification requirements of person who undertakes trusted role in GDCA are as follows:
1. Good social and working background.

2.  Complying with state’s laws and regulations. Obeying GDCA’s unified arrangement and
management.

3. Complying with the GDCA related security management norms, regulations and specifications.
4. Having good personalities and working attitudes, with good working experience.

5. Agood team player.

6. Noillegal and criminal records.

7. Staff in key and core positions must have related working experience, or pass GDCA's related
training and examination before they start their work.

GDCA ZR7E M m {5 M i N 1t B R4 B B RO AR ToRe
M) CA Iz AT I E M TAE . RAT ML B KRR R IC K5

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and
dedication to work, without other part-time work that affects CA daily operation, no major bad
records of this industry and etc.

5.3.2. B R EFAERERF Background Review

GDCA s 547 KRIBUR ER I I AT BN G, S8 Al 5 i I R &

FITAT (1 Rl 45 53 AN RN Bl 45 3 AR 245 1 (R o AT i i & Wt
BT EERE N EDR, AN WA XA FREN N RASAE RS
MIAT N WRIEENEHEETER, KRRt AR HA . T AR T RER
I SE o

GDCA may collaborate with governments and investigation organizations to complete background
review for the trusted roles.

All employees who are trusted or apply for shall have a written consent that they must go through a
background investigation. The background investigation complies with laws and regulations. The
content and method of the investigation, officer engaging in the investigation shall not violate the
laws and regulations. The background investigation will be conducted legally, in which background
information of employees will be checked through the organization concerned.

HWRIREIN: BEAHER S A

FAREOFEN TAEZD, WAL, #E, HLXRTTmrHE.

A ERR A S AR A HANE R RIRIRIC R, e R R 2 247 T 1
Bo X ATHRARUE AL 55 B K b AL SUEAT S T 2
Background review including: basic review and full review.
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Basic review includes reviewing work experience, job recommendation, education and social
relation.

Full review includes reviewing criminal records, social relations and social security apart from
basic review. Full reviews must be carried out for key roles that involve with publicly trusted
certificates business.

BRI

a) NFEIISO RSN G NBURET DA A . SRt R B0k DI, S
PV SEAAEA . BUARAIE S B i S A A RGIE T

b) ANSHHSI LG, R, W&, BT 200 LR A RAD R B S AT %

OETFMAET, AL THRMAR, AT LERAEEIL SO ATE N 5%
® (ARG SE BRI AT
fit B AN T N G2 IR s
P ARIR R S O e I s 22 . AEHA B ARAIE 5
TARA ™ AL AT A
d) HAEITEE IS, HENE. HRERETT AR HLE R RIEEENL
R AR 1 2 HE o
e) &%1%, GDCA 5 i1 TRAT SR i, PLAH 3 TAVFMER CA IEH RS T
REANBURAE 2o RIS, GDCA MR #2 HEAH LR AN D38 B 5 26 1 X A AR 4H AT A Ay
CRFERIN RIHATIRLE S, DUERENS AL IR R IR 28 N\ 3 A AT (S AR LA AR g

The review procedure includes:

a) The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate,
degree certificate, qualification certificate and identity card and other related valid certificates.

b) The HR department identifies the authenticity of the information provided by candidates
through telephone, correspondence, network, visits and other forms.

c) Inthe background investigation, if GDCA finds the following circumstances, GDCA can directly
refuse qualifications of trusted personnel :

® There is fabricating facts or information

® \With evidence of the unreliable staff

® Use illegal identification or education, qualifications
® The behavior of serious dishonesty in the work

d) The HR department checks candidates through on-site assessment, daily observation,
situational test and other methods. Appropriate arrangement is made according to the
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investigation result.

e) After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At
the same time, GDCA will also be in accordance with the relevant organization regulations of
personnel management and make job examination on in-service staff who assumed trusted
role, so as to continuously review these employees’ trustworthiness and working ability.

5.3.3. BIIZER Training Requirements

GDCA s il & M O ERAL T K, 25 AR R ATE I, SR E RN AT
GDCA 2Bk &

GDCA AR A

GDCA 22 4=/ B SR g AL

IALER BT 40— K

PKI LRt A8

S B b A o AL S AR T

G MEDR AN 55 i A M B

CP. CPS B MAHRARHEFIRE

GDCA & BB il KI5,

B Z T MR S5 BV . VR bR . F27 s
FoAth 75 SEHAT IS 4

Based on the requirements of trusted role, GDCA gives the corresponding pre-job training. The
comprehensive training contents are as follows:

® GDCA operation system

® GDCA technology system

® GDCA security management strategy and mechanism
® Job responsibilities requirements

® PKI basic knowledge

® Authentication and the policies and procedures of audit
® Disaster recovery and business continuity management
® CP. CPS and related standards and procedures

® GDCA management policies, systems, measures, etc.

® The laws, regulations, standards and procedures of electronic certification service in
China.
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®  Other needs of training

GDCA K 53 TZ I DU AL SR IFAE R, X T28 % SSLTLS AessasiE 4541
RAGZE LU A R, LKA AUER 55 Il 3153 Baseline Requirement 1
SER A NI LAE Iy b 20 B 2 e 7K P o

GDCA keeps a record about the participation in the training. The operator and assessor who issues
SSL/TLS server certificates and Code Signing certificates must pass the training and reach the skill
level required by Baseline Requirement which engaged in this work before starting the work.

5.3.4. BRI ARMER Retraining Frequency and Requirements

XF A AE A OB E B A O T, BRSO GDCA HAMEI
— o M TFERGHZEMKMIN R, B2 DHAT — IO REREM FIR . 1A,
GDCA RRIEN RGT I AR EOR, AN I ER N b AT 4R8I

For persons acting as trusted roles or other important roles, they shall be trained at least once a
year by GDCA. Related personnel for operating authentication system should have the training of
relevant skills and knowledge at least once a year. In addition, GDCA will provide ongoing training
for employees irregularly according to system upgrade, strategy adjustment and other
requirements.

5.3.5. TAERAr % A BRI Job Rotation Frequency and Sequence

GDCA FEHRN 5% ) A b A e 0 ] BRI NGy K A0 AS LR FR) 2 e 7 B8 SR s 1 1) 5

GDCA will define and change the Job rotation cycle and the sequence based on the organization
security management strategy.

5.3.6. KEBRUT R4S Sanctions for Unauthorized Actions

AIMIAERN ARG EGE AR GDCA R4t BRAFVEIL S DU,
GDCA —ZHiN, KL RIS IZ N R E S . RN 2R G BUR, JRLIZA
SURSBUT ARG BN, SCixT %44 N 5L R IE R IE . Sk, SR BAR SR A AL
FE Kb P S5 i o

When the circumstances that in-service staff use GDCA systems, perform authorization businesses
without or beyond the permission, once the above circumstances are confirmed by GDCA, we will
immediately revoke the login certificates and simultaneously terminate the system access
authorization. GDCA makes the implementation of the official notice criticism, fine, dismissal and
submit judicial institutions and other measures depend on the seriousness of unauthorized
behavior.
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5.3.7. BT A2 NHIESKR Independent Contractor Requirements

XFFAET GDCA WU E LAE A, {H M GDCA N5 K LAER Wk 4573 32
U EDESE N 51 BN R M 2%, GDCA M4i— 2R
o A\ IR R,
® GDCA MG — 1 B AT 55 I 4 T 1 A5 I 2K, 359Il N B AFEREAR T GDCA
IE F5 52 S R EE DA E MY 55 )

For persons who do not belong to the GDCA but participate in the relevant works for GDCA
businesses, such as business personnel of business branch organization, management personnel
and other independent contractors, GDCA has requirements are as follows:

® Record management of personnel profiles

® GDCA provides unified training and retraining, includes but not limited to the GDCA
certificate acceptance rules and electronic certification business rules.

5.3.8. AL R THISCRY Supplements for Personnel

FERF I BT IE], GDCA Sty i TR ISR AR EA R T LR LK.

GDCA 5 LF it
GDCA IFH5Emg . I GENE S F A 56 i iSRS ;
GDCA Fi AR 22 308

GDCA 547 HR 57 Ui B 4
N BRI E SO, B b 55 3 S 5 RN e e A R A
GDCA %45 PRI 4%

During the training or retraining, GDCA provides training materials including but not limited to the
following categories:

® GDCA employee handbook

® GDCACP, CPS and related agreements and standards
® GDCA technology system documents

® GDCA job descriptions

® Internal operating files, including business continuous management, disaster recovery
programs, etc.

® GDCA security management regulations
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5.4. ®Hi+HERER Audit Logging Procedures

541  BREHHIZEE Types of Event records

P R AE GDCA K % A ST Al o B St AT _E I 18] BV & IF {0 SR A T ER A
Frp, R, ARETFINENREER ARG A AR, BN IZEEUTEE:
FAF RN H AT TE] 5
IR RER:
TR MISRA;
TR MR
R HEIFH LR,

o c w poRE

All major security incidents occurred in GDCA will be logged with the time-stamp and recorded in
the audit trail records automatically. Regardless of manual or automatic generation, these records
should contain the following information:

1. The date and time of the event

2. Sequence number for the record

3. Type of record

4. Record source

5. Event recording entity

X L AR AR T

1 SHAEGRAMA NSRS, OREEHER. &0 /6. WE. A, fd.
SV S S TS e

2. A4 GAMANEEEMS,, QRS 2. BE. BE. A,
Yz 5E

3. UEFHUESM, G ESZAIT S B HE AL B TR I TE
FE S IR IE BRI R A 55

4. AFPAGEIAN KBRS, AREIEBOEIE. S ER. S RA%
SR, AR RIHERARIIVI i CA REMITESI, X1 CA REMLHIER
BT e] K7 ) A, X RSSO AR U 1) K Vs ) A B, 224 BURT)
SCPFECSR ML TR, RGBSR Al R

5. Bk RIS B 30 S e A

6. RGEHBMEFM, QRFEAKKBNMKCH, KREOPRMOIE. MER, ®EBESE
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These events include but not limited to:

1. Management events in key’s life cycle, including generation, backup, storage, recovery, usage,
revocation, archiving, destruction, private key leakage, etc.

2. Management events in cryptography device’s life cycle, including receiving, installation,
uninstallation, activation, usage, repair, etc. for equipment.

3. The certificate application events, including the subscriber accept subscriber’s agreement, the
applied company, application data verification, application and validation data preservation,
etc.

4. Management events of certificate life cycle, including application, approval, update, revocation,
etc. System security events including: successful or unsuccessful access attempts for CA
system, unauthorized access attempts for CA system network and files, operation (read, write
or delete, etc.) for restricted and sensitive documents or records, system crash, hardware
failures and other abnormal events.

5.  Security events recorded via firewalls and routers.

6. System operating events, including startup and shutdown, creation or deletion of permission,
configuration or modification of password.

7. Access to CA facilities, including the access of authorized or unauthorized personnel and
attendants, and the access to security storage facilities.

8. Management record of trusted roles and personnel, including network account application,
system permission application, modification, and creation, and the changes of personnel
status.

5.4.2. b3 H FE KA Frequency of Processing Log

GDCA & H AT — Ik H B ERERAC B, 0 B SBOR K e ERF, & H 347 KIE
ARG HE . P o 0 S M e NBEAT R A B, DS A B 2 2 AR
TR, RIS SRIBURH S R i i AT AL EE

GDCA carries out log tracking process on monthly a basis, reviews the violations of policies and
other major events, and analyses the certificate issuance system logs monthly. All the audit logs are
checked and reviewed by specific personnel regularly in order to discover the significant security
and operation events and take corresponding measures timely.
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5.4.3. Hit H EAFEFHFR Retention Period for Audit Log

GDCA ZE AL T INIEAR S s T H &, s R s i H B2 A, (R
IRy T2 A VAR R RUE +4E.

GDCA saves electronic certification service audit logs properly. The retaining period of audit logs in
database is at least two months. The preservation limitation period is ten years after the date of
expiration of the electronic signature certification.

5.4.4. #H i+ H Z K- Protection of Audit Log

GDCA i iF H G AR e B, JF HSel s t, Horh s e i & {5
BEAHEAE S . GDCA HAT ™K M B AIZ 85 i Pl 16, AR OR A BN B4 RE
BOLIX S H AU, JAERSEAUNTI R B B IHBR SR A

GDCA audit logs are stored in the database with backup, including audit information and event
records in related documents. GDCA carries out strictly the measures of physical and logical
access control to ensure that only personnel authorized by GDCA can be access to the records
being reviewed. These records are strictly protected from unauthorized access, reading,
modification and deletion.

5.4.5. #Hit H E LM Backup Procedures of Audit Log

GDCA {8 T R ER SO Hi b 558 B GART o 1 N G343 H HEAT o 18 H 5 A8 T SRS Y
VARS8 3 o PP AT SRS B 5 I o U BRI SRS LAk A7 75 R R A TBUPE 2 A R SRS PR A

GDCA's audit tracking documents are carried out by the business administrators and auditor for the
archiving of audit log and audit documents monthly. All documents including the latest audit tracking
documents should be stored in secure disks and stored in a secure document library.

5.4.6. HTFKEE R4 Audit Collection System

GDCA Ky it HEUWE RS K -
1 EREHERS

2. WERERRG:

3. IEHHZARS:

4. EFEIEE RS

5. iEPRHEARL;

6. ViiEH RS
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The GDCA Audit log collection system involves in:
1. Certificate management system
2. Certificate issuing system
3. Certificate directory system
4. Remote communication system
5. Certificate accepted and approval system
6. Access and control systems
7. Security system of website, database
8. Other systems considered by GDCA for necessary audit.
GDCA A ] i v T B35 2 5t Bk R 48w T A T K

GDCA uses the audit tools to meet the requirements of the system audit described above.

5.4.7. X S HALARRE S Notification to Event-Causing Subject

GDCA KRIHGIR, FACFKBArH ATy, ERAVER] (0 E N B W
O B R IBURH X6 SR T (XU o AR e 3 AROAT R B 458 D7) it el 2 L2 I ) Al
55 AT FENAERT AL B A S I

GDCA H B E K& 75t T B AR S AR REAT I 75

When GDCA detects the attack attempts, it will record the behaviors of the attackers and try to track
the attackers within the laws. And GDCA reserves the right to take appropriate countermeasures.
According to the attacker's behavior, GDCA takes actions including cutting off the open services for
attackers, submitting the evidences to jurisdiction and etc.

Whether to notify the attackers or the perpetrators is decided by GDCA.

5.4.8. W F5 34 Vulnerability Assessments

CA ZEREFIRIEEA. BORNE B, HRA T K AT #5905 i, e
TATLASRAM SRR, K oRAh, J& T ARTIRAMHE 934 T, GDCA BN RGTHEAT
MegathvvAl,  DARRAR R GTis4T i X«

CA security program carries out timely weakness analysis according to the changes in policies, in
technology and management, and other major changes. The weaknesses should be remedied
immediately. If some weaknesses can’t be remedied, GDCA will launch system vulnerability
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assessment each year in order to reduce the risks of system operation.

5.5. g% Records Archival

5.5.1.

JARSIE IR AL Types of Records Archived

GDCA Xt UL I LS F#AT I E S, B EA R T

1
2
3
4,
5
6
7

UET RGBTSR

EBAEF S

UEAS B SRR, IE R MRS ARG, SIE-BIT T
Rl

[N S RN e =F

RLERL WREARTERIFEE. X FHISEER
HRHMR S A ERPP A SR

GDCA archives the following events, including but not limited to:

1.

2.

3.

5.5.2.

Certificate system constructed and upgraded documents.
Certificate and certificate revocation list.

Certificate application for information, information about approval and rejection of
certificate service, the certificate subscriber agreement.

Audit record
Certificate Policies and Certification Practice Statements.

Employee information, including but not limited to background investigation, hiring,
training, etc.

Various external, internal documents of the review and assessment.

AR R A HAFR Retention Period for Archived Records

AR, HOREBIREAFEK . X R REFAN R G % 2FH T
53¢, FLUTRE R PR B B 58 s I S VE VA B SR O

1.
2.

ST P UE A i A S A O B AR AR, ORI 10 SE DL B

Xt CAEAS A F A ai Jo I N PR BREEAR A AR, HLARB IR AN D+ CAIES
A A A 3

WPE S R AR OR B IR AN D B 2R 20U 10 4
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4. CAEFMEPIR TR CAMEBAE A ar A W2 4k, AOMRR 10 4.

For different archived records, the retention periods are different. For system operation event
records and system security event records, the archives will be retained to complete the security
vulnerability assessment or audit consistency.

1. Archiving for management events in subscriber certificate life cycle will be kept for more
than 10 years.

2. Archiving for management events in CA Certificate and key life cycle will be kept for not
less than life cycle of CA certificate and key.

3. Archiving retention period of subscriber certificates will not be less than 10 years after the
expiration of certificates.

4. CAkey and certificate archiving will be kept for 10 more years after the end of life cycle.

5.5.3. AR SCABI5-3 Protection of Archive

B HER B SCRA R ORI E LR S5 AR PR BT o e rP RS S0 BRI B 22 4y 5tk
TR, I HAREE — A BRI, RH GDCA [l 55 & B ST A ) .

Protection of audit tracking documents will be illustrated in detail in the following sections. The
archived media is protected by physical security way and set an entrance with restrict
authorizations, and only business administrators of GDCA have the right of access.

5.5.4. TR &4 #2F Backup Procedures of Archived Records

T RGUE BT IAICSR, BT, SR SRR T A A

X A VAR TR, AN BT, (R BRI R A HE it R IE L 2 Ak

T VA RS B8 R SO AN B 1 ORAFAE GDCA A7 Gl I, IEAE e s R AT & 3
AR R B P — AR IV BOZ AR B 05 3, BAMAA R A BACH . RATHAR A
TAEN A B MG OL T, A REXT R R AT IR ME . GDCA f£ % 2 pLH_E AR IESE
XA S R R A AT IR . B R AR

Electronically archived records generated by the systems will be backed up weekly. The backup file
willalso be stored off-site.

For the written archiving data, they do not need to be backed up, but some strict measures need to
be taken to ensure the security.

All the documents and data archived usually are stored in the main storage site of GDCA. If
necessary, the backups will also be saved in the offsite. Archived database is generally isolated
physically or logically, with no interaction with the outside. Only authorized personnel or others
under the supervision can conduct the operation for reading the files. GDCA provide mechanisms to
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protect archives and backups from being deleted or modified.

5.5.5. O EIBRE R Requirements for Time-Stamping of Records

GDCA [y H E#A IS [AlIE 3%, 9 3 E N T LIl sk B R S8 H 3hid .

All the GDCA records are labelled with time, and the time will either be added manually by the
operators or automatically by system.

5.5.6. JFRSWEE & 4t Archives Collection System

GDCA HH THIREF I SRR RGAEA CPS % 5.4 A TELN U .
53 B AR KR A ANZ AR 2 AR IR AN B T GDCA R4
GDCA audit trail collection system is detailed in section 5.4 of this CPS.

Storage of separated media data storage and archiving of its security storage are not included
in GDCA system.

5.5.7. SR TR S B IR Procedures to Obtain and Verify Archive

Information

GDCA 1%z 4= ¥ 1T Ak 45 71 53 70 S R B8 GDCA JARS(E B 2 M UL, 7E3R1S
SEREVARY(E B, FUXTIX 2 A48 D3k T E i .

Security auditors and business administrators of GDCA retain 2 copies of the GDCA'’s archived
information respectively. While obtaining the complete archived information, comparison of the 2
copies shall take place to confirm the integrity.

5.6. HBFNERSHMAFEARIFEE Key Changeover

FEUEFS BT LUHT, GDCA R 2 HEAIE 5 SRS AR X AR s A BEAT S 45t 2B BB RIE S
FERAT SR E R, P42 [ GDCA KT E B AN . CA P B8 15 i 1R LA

VLR

1. fE CAEP A A WSS R AT 5 IR 2 A0 HI N AE+, #ORTE CA HIIEF 2N P fy
NHAUE AR

2. FEAFIEZARCEN T ZOET 5 2B RN, k2 0EH CA FAPI%K CRL, HE&H/G
— 5K N AIE i

3. ARAVE L CA BN, TEAG ST S .
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Prior to the expiration of certificate, GDCA will replace the root key in accordance with the provisio

ns of CP, and generate a new certificate. When generating the new key, specifications of GDCA

key management will be followed strictly. CA key changeover must comply with the following

principles:

1.

The new subordinate certificates can’t be issued before the end of the life cycle of subordinate
certificate, which ensures that all subordinate certificates are all expired as the CA certificates
expired.

From the end of the issue of a new subordinate certificate to the expiration of the certificate,
CA continues to sign CRLs with the original private key until the last subordinate certificate
expires.

CA key generation and management must strictly follow the key regulations.
Release the new CA certificate timely.

Ensure the entire transition process safely, smoothly and no vacuum of trust.

GDCA MIEH GIFPZHEHE KM W SEH GIRH HiE. S, GDCA

i B R =AW

The

BRI AL & BT A GDCA IE TS
ALV A A5 TH A1) GDCA E+
IHFLAEHZS 44 8L 58 A~ 81 GDCA iE+) .

changeover of certificate key of GDCA administrator is applied by the KM services

administrator. During the key replacement, CA should issue three new certificates:

S.7.

GDCA certificate with new public key signed by new private key;
GDCA certificate with old public key signed by new private key;

GDCA certificate with new public key signed by old private key.

HEHRAEWE Compromise and Disaster Recovery

5.7.1. FHAHmELAERERF Incident and Compromise Handling Procedures

N T RIS o S AT AR BRSSO R A RO, GDCA AL 1 — RN S B TSR AN

FHESLE T, Hln.

1.
2.

GDCA R4 ab #H e
GDCA H KN SR
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In order to timely respond to and handle accidents and damages, GDCA establishes a series of
emergency response schemes and accident treatment schemes, for example:

1. GDCA system fault treatment specification.
2. GDCA major accident emergency scheme.
3. GDCA system backup and recovery scheme.

Related personnel will actively carry out the recovery plans in accordance with the regulations of
the above schemes and related systems. And perform the data disaster recovery drill each quarter,
and an emergency response drill on major accidents annually.

5.7.2. THERIE. B/ ZIE MR Computing Resources, Software,

and/or Data Are Corrupted

GDCA Xk 55 248 b A B E R G BIR . P S Bt AT 1 800, IRl 7 AN
IR SR BRI . R A AR AS BRSO . T SN BER AN RESR B IR 3 I 55 . AR ik
I B PR B 5 I B R AN AT 8 038 F K HE , GDCA A% IR MR S 1R SE PR 2

GDCA backs up resources of the business system and other important system, software and data
and formulates corresponding emergency treatment process. When identified the destruction of
network communication resources, failures of devices for daily services, malfunction of software, or
tampered database etc., GDCA will launch the disaster recovery plan.

5.7.3. SEAFAVHIE AL EFEF Entity Private Key Compromise Procedures

TERUGE I NAMER FR KRB LT , GDCA FERELUT F1I P IR LA 22 4 3085 «
1. GDCAMIERZMN DA NS ER G WS HRER . REEH QTR
2. ARIEIAERINERT, FB 73 B4 AR UE S 7 E A B Jm EORE .
3. MR HRLIEMEHECE A A ALimee, H3EdE, IEiE5M CRL /& 2Et T
4. e A2 A B AT RE A B Bk
5. MR EWE ST EH A AECE T, NMHRGE B A PUTIKE
6. WIRTEWE GDCA NS5 #RAF RMBCE AT, W 53 4h—44 GDCA %4l 55 44F
SAEOY 55 BE 50 AT IR
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In case of any intentional, man-made or natural disasters, GDCA will take the following steps to
restore security environment:

1. GDCA verification system’s password is changed by the business administrator, business
operators and system administrator.

2. According to the type of disaster, some or all certificates will be revoked or re-verified later.

3. Directory data, encryption certificate and CRL are needed for recovery if the directory is
unavailable or directory with impure suspicion.

4. Timely access to security site as far as possible to restore operation reasonably

5. While restore the business administrator's configuration file, it will be done by the system
administrator.

6. While restore the GDCA business operator’s configuration file, it will be done by another
GDCA security business operator or administrator.

M CA MFAEHME B . 82k BBk aiitEs, GDCA JHZhE KRR SR T,

H 22 4 SRS A A ORI & AT VAL, W4Tt R R 2 CAES, %

SRIUA T e

1. SEEPA P DGIE AR S5 B A A A A IBURF 23530 T TV, i o it A A 4 L4
PRISAT POREAT I R, SR e 38 G FF) P ) 2 0 52 B KA K

2. LBV A AR T O P S UE R E IR 5 AH KK R S

3. SLEMEUHITA DMK MIET, H¥r CRL A1 OCSP 58, HEA51T P A 77
i, [FII GDCA SLEIA: S i 25 40

4. FHWMIERR KRG, % GDCACPS X THERERMME, HHER FHIEBM T
ZIAER Y CA ETS.

5. GDCABHHERZ KRG, ¥ Bl GDCA 5 RE. HFEMES . HTTP &5 A
i o

When CA root private key has been damaged, missed, tampered or leaked, GDCA will launch a
major emergency treatment process, which is assessed by GDCA Security Policy Committee and
the relevant experts to make a plan. If the CA certificate must be revoked, the following measures
will be taken:

1. GDCA reports immediately to the electronic authentication service management office and
other government departments through the website and other public media to notify
subscribers, and takes measures to protect user’s interests against any further losses.

2. GDCA notifies the relevant parties to disconnect the systems associated with the certificate
authentication services immediately.

3. GDCA revokes immediately all the certificates issued, and updates CRL and OCSP
information for subscribers and relying parties. Meanwhile GDCA immediately generates a
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new key pair.

4. After the new root certificate has been issued, GDCA Re-issues the certificates and the
subordinate CA certificate in accordance with the GDCA CPS about provisions of certificates
issuing.

5. After the new root certificate has been issued by GDCA, it will be immediately published by
GDCA repository, LDAP, HTTP, etc.

g CA AMPIHBIEIR . HeBiel. M. MhER B2l =& sl BRSNS , ik

CA J:

1. SZRIIA GDCA HEATICARIF AL B i) B X ARIE oK, FE AR RS

2. GDCA SLR[ [ HL-IAIE AR 55 8 B0 A S A CA R S 0 11V, TS W A A
PIRGARIT P REATIE S, RIS 38t S 1) R 2038 52 53 Kk

3. SLRLE A RMAMTT 5% S UEFAEAR SR R S

4. LB QAR RET, BT CRL A1 OCSP {5 /8, MLl ) Ak s
.

5. HiHhZ CAIERZKIG, #H GDCACPS X TIERA K MME, HEHZKITFE
15

6. GDCA BiIIEHR)E, ¥ LA GDCA (F R HFME a5, HTTP 455 it
1T KA o

If private key of GDCA Subordinate CA is missing, tampered, cracked, leakedor used by

unauthorized third parties suspiciously, Subordinate CA should:

1. Subordinate CA reports immediately to the GDCA and generates a new key pair and certificate
request to apply for a new certificate.

2. GDCA reports immediately to the electronic authentication service management office and
other government departments through the website and other public media to notify
subscribers, and takes measures to protect user’s interests against any further losses.

3. GDCA notifies the relevant relying party to close the system associated with the certificate
authentication services immediately.

4. All the certificates issued by the Subordinate CA are revoked immediately to update
information on CRL and OCSP for querying of certificate subscriber and relying party.

5. Subscriber certificate is re-issued in accordance with the CPS about provision of a certificate
issued after the new Subordinate CA certificate has been issued.

6. After the new root certificate has been issued, it will be immediately published by the GDCA
repository, LDAP, HTTP, etc. for distribution.

WEFIT P ORAATT BE BRSSO WOk, B MR =F G, 1T/
N{%H% GDCA CPS HIRIE, B SCHIEUE RS, e e 8 s i 15,
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When private key for subscriber certificate is damaged, missing, cracked, tampered or used by
unauthorized third parties suspiciously, the subscriber should apply for certificate revocation
immediately and re-apply the new certificate following the provisions with the CPS of GDCA.

5.7.4. R BN 5 &8 B8 /7 Business Continuity Capabilities

GDCA fEiHi#E Ay 5.8.1. 5.8.2 f1 5.8.3 Hffid ) jG, wid H&mHLH|, BIE
24 /NS 2 PR AR - TV 5% Y TE B AT

After encountering the disaster described in section 5.8.1, 5.8.2 and 5.8.3, GDCA can use the
backup mechanisms to recover systems for operation and service delivery within 24 hours.

5.8. HTNEREVABIEMYIHIKIZ L CA or RA Termination

GDCA #¢ 1R 1 JR R T LA Sy B 4 2 450 DR RN A 25 BH 2 A0 T, B 4 240 S IR ]
e flF% GDCA IREHE K, IEHHZHURF a5 w L F F= A K.
£ GDCA #1EHT, A4
LA S5 7R R AL
AL T GDCA 2 1L ;
N5 GDCA {5 LEAH 5 1 S A
L NEEN &
S REICER
Kb BRAE RS SCAF I35 5
f L DAE O IR 5%
AR H SR RS 25
R HR M54
Ab 3 GDCA V5545 HE 53 A GDCA V55 4 51+
S Dk R o2
- R BN U ST R s
13. i#5Fr GDCA FHLAELF .

© © N o o M w M-

e =
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The reason of GDCA termination event can be key damage or non-key damage. Key damage may
be resulted from the loss of GDCA root key, and non-key damage reason may be related to
commercial factors.

Before termination, GDCA must:

1. Arrange the business to undertake
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2. Draft GDCA termination statement
3. Notify the entities that are related to GDCA termination.
4.  Shut down subordinate LDAP
5. Certificate revocation
6. Treatment of archive file record
7. Termination of certificate authority service
8.  Archive main LDAP
9. Shutdown main LDAP
10. Process GDCA business administrator and GDCA business operator
11. Process encryption key
12. Process and store sensitive documents
13. Remove GDCA mainframe hardware
i T35 2 A AR B 2 0 R 26 1k GDCA, LT 2258 ot R R4, A — 1)
ANTFIFE GDCA # 1k ikt (i 1] PR ), il T35 $ 2 R K ¢ 1E GDCA, 5k GDCA
WFT AR R R e BT AR PR A 205 GDCA, 7£ GDCA @RI 1T/
J&, RBUE P BRI GDCA Z1EX 1T 2 o

With the termination of GDCA due to key damage and non-key damage, the operations are mostly
the same. The only difference is time limitation of GDCA stopping sending notification. As for GDCA
termination due to key damage, the process in which GDCA natifies the subscriber needs to be
completed as soon as possible. As for GDCA termination due to non-key damage, it can take
appropriate measures to mitigate the effects of GDCA termination on the subscriber after GDCA
notifies all the subscribers.

6. IIE RS AR 2244 Technical Security Controls

6.1. ZFEHXTHIAE RS %3 Key Pair Generation and Installation
6.1.1. AN A B Key Pair Generation
6.1.1.1. CA BHXAER CA Key Pair Generation

CA S PIR LA 22 A I EEIA ST, Hh 2/l {5 N S FE [ S8 65 28 3 T T HE AN
VPRI BB I8 AR e BRI ARG BB A7 & AR ST FIPS140-2 Frifk
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FIAHDGHUE o FH T FIPS140-2 Frift IR AF 2 [E 58 10 R A0 T A P RIS RE RO bR, [ 5000
TP A TR I B EESR,  [R FIPS140-2 Bk S BHAT, RAE E R 300 B
SEVFRIHIHE NS MEE R, RS IRE&) iRyt skl F T R34 A4 i &5
R E RS RIS E . E.

CA BB ¥4 I 2 5 SRR B — 44 G A% 1 A U WLAIE AR R FLI3E 41 CPS DA K A
o B EER o BN A i B AR R 38 R e SR IF R A

The key pairs of CAs are generated within the cryptographic devices approved and licensed by
OSCCA, in a physically secure environment and under the control of multiple trusted persons. The
generation, management, storage, backup and recovery of the key pair shall comply with the
relevant regulations of FIPS140-2. Since FIPS140-2 is not a standard approved and accepted by
OSCCA and OSCCA implements a strict management of state’s cryptographic products, GDCA
only applies part of the provisions of FIPS140-2 under the permission of OSCCA. Specifically, the
product manual of the device is for your reference. Hardware Security Module used for key
generation must be evaluated and certified by OSCCA.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to
ensure the generation process complies with the requirements of this CPS and follow the
separation of roles principle. The procedures and operations related to key pair generation shall be
recorded and archived.

6.1.1.2. 3T P #4954 B Generation for SubscriberKey Pair

H1 ROOTCA (RSA) ilFfi. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CALIEBRER 2 CA Fr R B e+ XUE R, 25 SR A0 4525 42 85 AR A0
BN, GDCA TrustAUTH R5 ROOT HlEH5. #0& iR R5 #f CA iE15. GDCA
TrustAUTH E5 ROOT 22K 2l CA %k I FH P UEF N BB AHUE T, 2544 Fin & A
F TRl — X 2 5%

VPSP, USSR R ECRMLE « GDCA SRR 2 i i) 2
BRSPS R AR (1. USB Key), 0 R] DU [ R 3 i
PR SR R B AR, ] DUAE R AR AE AR A S i s (. Web AR %5 38 5142
BE R A B RESE ), UE - U 3 W AR L R BT I, B 20y RSA 2048
frE ECC 256 fiz. %t T28 4 B NIUEH. 28 4 BHUMIES: . AR B UES, 204 H
A A B A . ANE IR, B PR A 0 2 e MR RO TS B RIIE . GDCA
FERARL WSREMETL L, O 1 %% .

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1 are double-key certificates, with key pairs including
signing key pairs and encryption key pairs. And subscriber certificates issued by subordinate CAs
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of GDCA TrustAUTH R5 ROOT certificate, Z{ZAH{t R5 R CA certificate and GDCA TrustAUTH E5
ROOT certificate are single-key certificates, with signing and encryption using the one and same
key pair.

The generation of the subscriber’s signing key pairs must comply with the national laws and
regulations. GDCA supports multiple patterns to generate signing key pair. Subscriber can use a
hardware cryptographic module (such as USB Key), or software cryptographic module approved by
OSCCA, or a standard software cryptographic module (such as the key generation function offered
by web server software, etc.), so subscribers can choose according to their needs, and the key
sizes are at least RSA 2048 or ECC 256. It must use the hardware cryptographic module to
generate keys for type IV individual certificate type IV organization certificate and code signing
certificates. In any case, the security of key pair’'s generation should be guaranteed. GDCA shall
implement adequate security measures in technology, business processes and management.

(1) %FT H ROOTCA (RSA) iF45. GDCA ROOT CA iFf5. ROOTCA (SM2).
GDCA ROOT CAL iE-B2E K 2 CA B K BT FHIE+:

VTP FE A R A AR, 6 2 PR R 5 s A 5 B R L VP T (19 8 4% A Fl 25 44 5
XL, @l el FiLE. USB Key. IC K24 . 1T ER PR &R, NI
S5l GDCA B K ARG IMAEMEZHE . GDCA [T/ AT & B 5 5% 8 BAR ¢
HLIE K] USB Key 1E T 72544 B AH X 1A AL ORIt 10 6 o

GDCA — M AHRAARIT F7 A s 22 % 8, A = P H i 34 GDCA #itifk,
GDCA 7] LI HIE FH RO BN, IF HARVEA R B AVH I RIAS, SRR SS )5 Tt Ok
TR ) 22 e PIEEPENIME— 1, {H2 T I B SR et 2k . it 8 45 JiR DR ad s P 43
%%, GDCA AAABTAT FHT5 X 55

TEFT P A 50 B GDCA AT ) AR S B O g A R, IRl
ARG OHATE . HIEIT P R ERE NS RN, R R s
OIS TRE, BT 7 B FRE LT P A R N 258

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

When using hardware cryptographic modules, subscribers must generate signing key pair with
devices approved by OSCCA, such as cryptographic server, cryptographic card, USB Key and IC
card etc. Before choosing of these devices, subscribers should consult with GDCA on system
compatibility and acceptance. In addition GDCA provides USB keys to subscribers as generation
and storage devices of signing key pairs which are in accordance with the relevant provisions of
state cryptography management.

Generally, GDCA does not provide signing key pairs for subscribers, unless when submit written
applications to do so and approved by GDCA, and GDCA guarantees not to hold copy of private
keys, and take effective actions to ensure the key pairs are safe, trustworthy and unique. However,
GDCA does not assume any responsibilities and obligations for the losses caused by the loss,
disclosure of such key pairs or for any other reason related to such key pairs.
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GDCA applied for generation of encryption key pair to Guangdong key management authority on
behalf of subscriber. The encryption key pair is managed by Guangdong key management authority.
When the certificate subscriber needs to recover the encryption key pair, GDCA accepts
subscriber’s application to recover the corresponding encryption key for the subscriber according to
the specification and process of Guangdong key management authority.

(2) %tFH GDCA TrustAUTH R5 ROOT ilF 5. %% {8 R5 # CA iE 5. GDCA

TrustAUTH E5 ROOT 25K 2 CA P& K HIAT JFHIE+

$F T SSLITLS EF5 Rt A BAE o, 1T/ 28 4% BT /0 [ AR O

ST HEAHIESS, GDCA Fuviil AR 2R AR U S0 TR RLBH I R 47 e i o 22 4 1
FRL51T 7, BT PR3 CSR B KIES .

ST RF A AATL HORBRIIE T ARG ZE 210, BT 7 SR P RF A b o R 0 i
B A R, RV G, R U A BOE AL, GDCA @it e 4
BB A IIE AR AT .

TEFAT A R FAEH 2 A I FTAEAN LS5, FE7RE H SR 928 BT o
For subscriber certificate issued by subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %{
ZIHR R5 # CA certificate and GDCA TrustAUTH E5 ROOT certificate:

For SSL/TLS certificates and timestamp certificates, subscribers’ key pairs are generated and kept
by the subscribers themselves.

For e-mail certificates, GDCA allows the subscribers to generate key pairs online and will deliver the
encrypted private keys to the subscribers through secure channels. Subscribers may submit the
CSR for the issuance of such certificates.

For the certificates that are compliant to the AATL Technical Requirements and the code signing
certificates, subscribers shall use the hardware equipment that meets relevant requirements to
generate key pairs, and private keys shall not be duplicated or exported, and the activation of which
must require a password. GDCA will deliver the activation passwords to the subscribers thorugh
secure channels.

Certificate subscribers have the responsibilities and obligations to protect the security of private
keys, and assume the legal responsibilities for this.

6.1.2. REAFEIRLIT 7 Private Key Delivery to Subscriber

H1 ROOTCA (RSA) iE1i. GDCAROOT CA if-fi. ROOTCA (SM2). GDCAROOT
CAL IEBRE A I CA FrE A HAT AL, 1 GDCA AQET ™ i) 1 B O 4
I E P HIETE R, SR A OO PR A IR SR, AT R A SR
AR TR RN, UHER AT (fik4 GDCA, JEid GDCA FHEENT ik
BARRY, TP R AR S 2B AR, PRI O A IR A
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For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA submits application of an encryption key pair to
Guangdong Key Management Authority for subscribers and Guangdong Key Management
Authority generates an encryption key pair for subscriber, and encrypts the key pair using the public
key of the subscriber's signing key pair based on the digital envelope technology, and sends it to
GDCA as data stream. The subscriber downloads the digital envelope from GDCA, decrypts it using
the private signing key and saves the decrypted encryption key pair in the certificate carrier.

Hi GDCA TrustAUTH R5 ROOT iE15. £z if {8 R5 #2 CA k15, GDCA TrustAUTH
E5 ROOT K2 CA FTZ K AT FES (ERPFIEPERSN), GDCA AT B LA %
BT . X EAA AV FIIRERE S, AN R )58 AIRIEARIELST

For subscriber certificates (e-mail certificates excepted) issued by Subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, #=Zh1{{ R5 #R CA certificate and GDCA TrustAUTH E5 ROOT
certificate, GDCA does not need to send private keys to subscribers. For the e-mail certificates that
require the delivery of private keys, the private keys are delivered encrypted and protected via
secure channels to the subscribers.

6.1.3. NABREAIEHZ K HLH Public Key Delivery to Certificate Issuer

AT R RA GBI PKCS#10 #% ZUHAIE 25421 kA5 Bk e 5w 4 1 e
A, PLHE TR R AR GDCA %57k, GDCA FE25 K AEH RS E 238 15 3R
AT 2542

End subscriber and RA sends certification issuance request to GDCA electronically. The request
contains public key for GDCA to issue the certificate. The request information is encoded as
PKCS#10 or other packing format with digital signature.The subscriber’s signature on the request is
authenticated prior to issuing the certificate.

6.1.4. B INERS LA A AL ES KIS CA Public Key Delivery to

Relying Parties

GDCA A4 578 GDCA H2 K AR CAEPRANYS: CAUEHH, it GDCA &
77 WG 34T A . GDCA SR GDCA [P sl T 4k 1175 AL A 4H, PAHIE T P Al
RS T A AL R

Public keys of GDCA are included in the self-signed root CA certificate and business CA certificate
of GDCA and published through GDCA's official website. Subscribers and relying parties can
download public keys from this website.
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6.1.5. FEREEF AR Key Sizes

GDCA CHFff RSA HHHKE N 1024 frek DL b, H i AFFa{E(FUEF5 1) RSA %4
Ky 2048 frskbh b, SCRR SM2 B RSy 256 Az, SCHFI) ECC #AHKE N 256
BELA b An SR E ZOFEE . BUR FE NI S S P A W B TG A ZEK, GDCA
¥ 2256 AnE M

The size of RSA key which GDCA supports is 1024 bits or more, and the size of RSA key for the
publicly trusted certificates is 2048 bits or more. The recommended key size of SM2 is 256 bits and
ECC is 256 bits or above. GDCA will conform to the specifications and requirements of key size
from state’s laws and regulations, government, etc.

6.1.6. NASEH)E B R ERE Public Key Parameters Generation and

Quality Checking

St F B AR 2T GDCA T 1, AHSHO U [ 5 % 10 8 2 R fk v Vr
o] (RN B R AR A AR B, BN & HL. n#K . USB Key. IC R&AEBURIIEIR,
FEIM MK S B 4% 1A TS AIARE . GDCA Y NIRELBE % R N B R HVE D
ZR%T RN R AEERER,

St SRR B RO A, [FIRE b i [ 25 2 R B R b Y v 1) 8% 1 4% RRE 2 A iR
HEAT, BIAEE L. % <. USB Key. IC K% . GDCA I\ I £Lis & A g 4 & (1 P
W, BRSO A& T BB 2 aSRER,

Public key parameters of subscriber who use hardware cryptographic modules must be generated
in encryption equipment and hardware medium approved and permitted by OSCCA, such as
cryptographic server, cryptographic card, USB Key, IC card, and follow generation standards of
these devices. GDCA considers that built-in protocols, algorithms for these devices and medium
have already met sufficient level of security requirements.

Quality of public key parameters is also checked through the encryption equipment and hardware
medium approved and permitted by OSCCA, such as cryptographic server, cryptographic card,
USB Key, IC cards. Of course, GDCA considers that built-in protocols, algorithms for these devices
and medium have already met sufficient level of security requirements.

6.1.7. %4048 A B 9 Key Usage Purposes

GDCA J# CA AN T25E DLk
1. REIR CAHELUEH;
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2. g CA UEFS K32 A5,
3. HITEABOAUES (41 OCSP M N AGIEIES )
Root CA keys of GDCA are used to sign the following certificates only:
1. Self-signed certificates to represent the root CA itself;
2. Certificates for subordinate CAs and cross certificates;
3. Certificates for infrastructure purposes (e.g. OCSP Response verification Certificates).
P A AR T3 2 AR5, Bl n B g3 GIE . AN AT HIRAS A B se 445
T m IR Ay LU 5 SO0 A
RIS, TSI B OAIE  SRBUCE B ST E S5 2 WL .

Subscriber's key can be used for providing security services, such as identity authentication,
non-repudiation and the integrity of information, etc. Encryption key pair can be used to encrypt and
decrypt information.

Authentication of identity, authorization of management, confirmation of responsibility and other
security mechanisms can be done via using signing key and encryption key.

6.2. FAMRP AR THEEH Private Key Protection and

Cryptographic Module Engineering Controls

6.2.1. 2% G A B i A ME AT #E #]  Cryptographic Module Standards and

Controls

GDCA FIt H i) i 2 42 [ 5 5 b0 A PR R AR P2, 7 A (GM/T 0028-2014
SRD B2 R FER ), ZARHES FIPS 140-2 FrfiZE[F] . CA RS E T4 FIPS
140-2 B =2 B E AR ESR, 1T P E F SR ET & FIPS 140-2 235 U0 AR R

Cryptographic modules used by GDCA are approved and licensed by OSCCA and comply with <
GM/T 0028-2014 Security Requirements for Cryptographic Modules>, a standard equivalent to
FIPS 140-2. The cryptographic module of the CA system meets the FIPS 140-2 Level 3 technical
requirements, and the cryptographic modules of the subscribers conform to the FIPS 140-2 level 2
technical requirements.

6.2.2. 492 A##] (m & n) Private Key (n out of m) Multi-Person Control

GDCA FAPAMIAE A SR AR & i AWK SRR A 2 NI LA, BRI L
e =77, KAV R BRI 73 B2 5 Ar s g1 B b, /AR = NFES IR VR TR
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THEOLT, FAEE R RIFRA PIN 19, A BEXRAIREAT 1k

Generation, update, revocation, backup and recovery operations, etc. of GDCA private key adopt
multi-person control mechanisms. Namely, the mechanism is three out of five, means the key
management authority is distributed to five key administrators, the operation of private key is
performed in the presence and permission of no less than three employees via inserting cards of
administrators and inputting their PIN code.

6.2.3. FEHIK S Private Key Recovery

MY B o, FPE B O RS PR AR B AU, S B O A )
T I e B B B O B, B DR [ SOG4 FH 2 00 85 1 a1 REAR R AR
FEREAT RNEIRE, i B R B o

In order to safeguard state’s rights and interests, the encryption key pair generated and managed
by key management authority should be used under a key recovery mechanism. It ensures that
encrypted data can be recovered by law.

6.2.4. FAEAFLE Private Key Escrow

%t H1 ROOTCA (RSA) iiFf5. GDCAROOT CA iE#5. ROOTCA (SM2). GDCA
ROOT CALIEF R M2k CA BT R AT ks, 11 7 I iE 155t B AV e 2R A
BRI OFEE, VT A RAE TR R RAET R, B R O A R R

JUIRAR B O AR CRIEF P B A 1 2 A, B SO AR, B R
B2, ks RARET .

Xf T i GDCATrustAUTH RS ROOT iiF 15 . #r % i X RS R CA i 15,
GDCA TrustAUTH E5 ROOT 2 K2k CA ATZ R HIH FET:, GDCA AXHiT F LA
BATHER
For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the private key of encryption certificate is escrowed by

Guangdong key management authority. The private key of signing certificate is kept by subscriber
and not escrowed by Guangdong key management authority.

Guangdong key management authority ensures the security of subscriber’s key pair strictly. Key is
preserved via encryption. Key library has the highest security level, which is refused to illegal
access.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(%
FJ4X R5 #R CA iE+5, and GDCA TrustAUTH E5 ROOT, GDCA does not escrow the private keys of
the subscribers.
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6.2.5. A4 &4 Private Key Backup

CA R 7 AR %0y AIatb &ty CHEE— IR R ARG R Ml AT %
i) sEagbhy GERIX RGP AP ERI1ERE U,

PR A7 72 2R SRR A A I BEAT AL B 2 1

SEAG IR E NI 0 R LTI A AT s ey, R — IR

Private keys backup for CAs includes two types: initial backup (backup in the first installation),
complete backup (regular copies of private key library in the system).

Initial backup is private key backup in the system installation.

Complete backup is complete backup of private key library once a week.

6.2.6. FEHERS Private Key Archival

WAVE B ORI AR R S B REAT VIR R AT, DRAF I T OB S I 2 i =73
3 99 PR RN 6 SRR AT I I ORA A 5 9 8 B A (R 500 e P MR )
FHIEINJE, GDCA fE 10 RN 5 sHRRAE . RABIIARS fRA7 2270 7 4

Key management authority archives key information. It splits the key pair into three parts, encrypts
them using symmetric encryption algorithm respectively, stores them in its database and disk.

Once private key expires, GDCA will complete archiving operation in 10 days. The validity of
archiving private key is at least 7 years.

6.2.7. ARAFH. FAFMEBIER Private Key Transfer Into or From a

Cryptographic Module

FITAT (5 P AR AL JRAE S i B b= A, AR He b A AA AN BE AW SC A 3 e

Xf CA R4t (EFELMEGTH CA BHIR, M G i L A0,
AT CAEHRIFH 2 NS &0 193 P R 23 R e bt iy 22 A%

GDCA AFRALIT RV MBE A 5 A B b 3 K505, A Fe VR ane sy . X117
AL A SRR S  ALE, anRAT P R ROF B B AT AR SEARSCRS, T7 iT B BT
NI, BRI 5 R A PR SR AL 147 1 it

All keys must be generated in cryptographic modules, and private keys in the cryptographic
modules cannot be exported in plaintext.

For the CA system, when it is necessary to transport or backup the CA keys, the keys exported from
the cryptographic module must be encrypted, and the private keys used to encrypt the CA key must
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be under multiple person control. Importation of the keys into the cryptographic modules must also
under multiple person control.

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module
and allow this operation. As for the private key stored in software cryptographic module, and if
subscriber is willing to bear the relevant risks, subscriber can choose the way of import and export
with access control such as password, etc.

6.2.8. AT ZE LB K M Private Key Storage on Cryptographic

Module

CA F G110 B 1 £ R FH 1 5K B e B SR AP ] () AR 25 28 25 AL, S 2 i A
Pz /b1 FIPS 140-2 = bRtk ERIR 55 90 22 47K 1, FAEH IR BOE A7 7E il 55 25 25 T A LA
e, FEREANE iy AR AN 22 B SCH R B T L2 A1

W A REAE AT & [ SR T BEAUE ) USB Key /B SCAHIE BT f 7
USB Key H /£ IIAVEH, AR SCITE U IRAE o« X T3 PR AR 5 A R A I FA R, A
TFAERE AT AR S AR A AN, 37 7 AT LA B e B R A 22 4 DR 8 it PO A o A
BRI,

M T 2RI AR BT PRSI B0 e 2 /D FF 5 FIPS 140-2 —Zbx
HE B F) 45 4 22 K

The hardware cryptographic equipment used by CA systems had been approved and permitted by
OSCCA, and hardware cryptographic module at least meets the FIPS 140-2 level 3 standards or
equivalent security levels. Private keys will not be in the form of text outside the hardware
cryptographic modules in the entire life cycle.

Subscriber's private key is stored in the USB key medium or file certificate meeting the regulations
of OSCCA. All the private keys stored in the USB key are stored in the form of cipher text. For the
private key generated by software cryptographic modules is preferably stored and used in hardware
cryptographic modules. Subscriber can also use specific software cryptographic modules with
security measures.

The hardware cryptographic module used to store the private keys of the code signing certificates
at least meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.9. BUEFAE 57 Methods of Activating Private Key

HHVE BV B QR B R R SRS A AL, TR AR, =
B A RN
XFFAFIAE T A USB Key f% R N HLaE KA AR i e a0 7
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Key administrators use their own administrative cards to login cryptographic server. Three
administrators need to be at presence for private key activating operation.

For the private key saved in such as USB Key, cryptographic card, cryptographic server, or other
forms of hardware modules, the subscriber can protect through password, IC card, etc. After the
appropriate driver is installed in subscriber’s computer, the private key is activated by the way that
the USB Key, smart cards are plugged into the appropriate device to enter the protection password.
For the private key stored in the subscriber's computer software cryptographic module, the
subscriber should take reasonable measures to protect the computers physically in order to prevent
unauthorized personnel from using computers and private keys of subscriber. If the private key is
stored in software cryptographic module without the password protection, then the loading of
software cryptographic module means the activation of private key. The private key protected by
password can be activated via inputting password.

6.2.10. fABRFAHBEGEIREK ¥ Method of Deactivating Private Key

WEHVE B ST B CNE B RS SRR S AL, TR IR,
=X B AR .

— BEAVARRGE, BRARXFIRS R ER, RS TIEEIRE . SR
M, APHERRBERGE, R BEHET — aRAE, WURTEHAT S — Ik #RlE, & 2 it
1T o

GDCA fAEER A BHSE IS 1077 AR AEIR B RIRAS . DI iR Bl 1 p s g
Ths ARG RERBUIEM A 5, 40T DUEAT AR

WP BRI IR L B AT vog, SR URIE RS TH RN, BT
BN R A, DI s, AR

Key administrators use their own administrator card to login cryptographic server and deactivate the
private key. Three administrators at presence can execute above operation.

Once the private key is activated, unless the state is deactivated, the private key is always active. In
some cases, the private key is activated for one operation and reactivated for another operation.

The ways of deactivating private key include exit, shutdown, removing hardware cryptographic
module and logout of user or system. Unauthorized person cannot execute above operation.
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Subscriber can deactivate the private key by themselves. And private key will be deactivated when
logout, or remove hard cryptographic module from card reader, or turn off the power supply.

6.2.11.  SHEBFAHAI ¥ Method of Destroying Private Key

WARAHA AR, B S5 AR B A S RIS B B e, AR AL T
PR, A A I AR PR U 7 7 I B s R AL T RE AR A
TR INEE BB 1C REEBABIE T ANFE . [, FraHTH0E R PIN 5. 1IC R
S A A B s Wil

WP A BGAE A, B 5APIA R 1~ P 2 B8 el Ja, thiT die
HAESBOT, TP L ARIEA REEBIEAA, JRIEA RKISHE. & AR5 R
AR, AT e AUHZ A CPS [ RLE AT -

If the private key is no longer in use, or after the corresponding public key is expired or revoked, for
the circumstance that the key is in software encryption module, it must be cleared by methods of
mulching. For the circumstance that the key is in hardware encryption module, it should be cleared
in the encryption device or IC card. Meanwhile, all the PIN codes, IC cards for activating private key
also must be destroyed or recovered.

Private key no longer being used, or the public key corresponding to private key expired or revoked,
the method of destruction is determined by the subscriber. The subscriber must destroy the private
key effectively and assume the relevant responsibilities. Storage and archive of the key after
expiration must conform to the provisions of this CPS.

6.2.12.  FRIELBLFIIEE Cryptographic Module Capabilities

GDCA 1 F [ % % A5 3L oy Jh v AR W] PR S35 =

GDCA uses the cryptographic products approved and permitted by OSCCA.

6.3. FHXNEHEK HM F T Other Aspects of Key Pair
Management
6.3.1. A4H1HES Public Key Archival
XF RGP A B N R HEAT B N AR OR AT, X R B A PSS AT AR I,
TRAEIRILZ 2 e B AR B

NHIFIW)E, GDCA FE 10 KA T8 BRI #ERAE .
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GDCA should carry out archiving and preservation timely for public key data generated by the
system and use symmetric encryption for public key information. Ensure to obtain the safe and
complete public key information.

If public key has expired, GDCA should complete archiving operation in 10 days.

6.3.2. TP B MR Certificate Operational Periods and

Key Pair Usage Periods

NAMALH A YRR SAE S A AWM, EIFA S R — B

TR A @ AES, HAAH R RS AE RSN A4 T U T 807244, APARIE
FIBRANERLE B A ROWRR o (H52, Dy 7 ORAEFEIEFA SO N4 1015 B AT BLSGAE,
OB P IR AT DAZEAIE S 78 ROYIRR EASE

X g e, H A R RPN A W U InEE 2, APIE
FUEWBRANE L UE P A RAWRR o (E52, O 1 ORIEAEUE AT AW N 1045 2 n LUEJT
AL A TS BR AT LALESIE A A RO R DA b

The usage period of public key and private key is related to the validity period of certificate, but they
are not completely consistent.

For the signing certificate, its private key can only be used for signing within the certificate validity
period and not be used beyond the validity period of certificate. However, in order to ensure
signature information can be verified within the certificate validity period, the public key can be used
beyond the validity period of certificate.

For the encryption certificate, its public key can only be used for encryption within the validity period
of certificate and not be used beyond the validity period of certificate. However, in order to ensure
information encrypted can be used to unlock the information within the validity period of certificate,
the private key can be used beyond the validity period of certificate.

ST G S IS RET, HRVARI A R RELEUE A SO A T DUE A .

B MEHHZ &N, ARSI R Z L LB AE

AT R AR TR FUEFIE R CAUET:, IEBENE , fERIEZ 2T,
FCVFAS U AR X UE AT . (B S P AN RETC PRI

For the certificate used for authentication, the private key and public key can only be used within
the validity period of certificate.

If a certificate has multiple usages, the usage periods of public key and private key follow the rules
described above.

In addition, after the expiration of certificate, under the circumstances of ensuring security, original
key pair can be used to update the certificate. But the key pair can’t be used indefinitely.
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10.

11.
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20 4, A>T 20 4
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w]/bF 30 4

Xf T RSA2048 7 SSLITLS k45 #eilEHs, FLas xS i de K fo v A IR & 825

R, AT 825 K;

Xt T RSA2048 ALACRLAE A4 IE 1o, L2 BN i e K Fo Mk FH BT PR 2 39 AN, T

F 394

X T RSA2048 7k SSLITLS s A5 1 ARG 2 A E B AMWAT FE 15, %

PR K RV AR 8 45, A>T 8 4

S SM2 AT FHIESS, AR K R VHE AR 4 45, af T 4 4

$tF ECC256 i SSLITLS JRZ5#RUETS, a4 i i i fuvrfii FH AR & 825

R, AT 825 K;

X T ECC256 MrARREZE A4+, H P K avr i IR 2 39 M H, 77

bF 394N H

Xf T ECC256 £zl SSLITLS g% #s ik +i ARG R UE B AT FuE+S, H#g

St K VR AR BR S 8 4R, nf /b 8 4R

M 2020 4E 9 H 1 Hitd, SSLITLS AR 55 28 IE 5535 % 1 fe K o r 4 FH A PR /& 398 K,
Al/ 1 398 K.

For different certificates, the maximum usage period of the key pair can be obtained via certificate

renewal:

1.

For ROOTCA (RSA) RSA 2048 bits CA certificate, the maximum usage period of the key pair
is 10 years or less than 10 years.

For ROOTCA (SM2) SM2 CA certificate, the maximum usage period of the key pair is 20 years

or less than 20 years.

For the GDCA RSA 4096 bits root CA certificate, the maximum usage period of the key pair is

30 years or less than 30 years.
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4. For the GDCA ECC 384 bits root CA certificate, the maximum usage period of the key pair is
30 years or less than 30 years.

5. Forthe RSA 2048 bits SSL/TLS server certificate, the maximum usage period of the key pair is
825 days or less than 825 days.

6. For the RSA 2048 bits code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

7. For the RSA 2048 bits Subscriber Certificates beyond the SSL/TLS server certificates and
code signing certificates, the maximum usage period of the key pair is 8 years or less than 8
years.

8. For SM2 subscriber certificate, the maximum usage period of the key pair is 4 years or less
than 4 years.

9. For the ECC 256 bits SSL/TLS server certificate, the maximum usage period of the key pair is
825 days or less than 825 days.

10. For the ECC 256 bits code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

11. For the ECC 256 bits Subscriber certificates beyond the SSL/TLS server certificates and the
code signing certificates, the maximum usage period of the key pair is 8 years or less than 8
years.

For the SSL/TLS Certificates issued on or after September 1, 2020, the maximum usage period of
the key pair is 398 days or less.

6.4. BIEEIE Activation Data

6.4.1. BOEEHE K P A fn 223 Activation Data Generation and Installation

N TR FVH 24, UEFIT AR 22 B S B s L iR IE 22 A m] 5, AT 28k 4
R . Wefiror . WelE A . BB, B R

CA FAFHMIBIEEE, U I8 S B IS U o BRI B A B NE R, ™
AT AR 0 RAVER . 1T P AVARI OGS EE, BT TEOEBRH4 (LLEE{E
HERALFRM) . USB Key. IC RIFERE O A5, ERUAE 24 ] SRS N REHL™ k.

GDCA AR, BT FHIETH 04 ((EEEHE SR IR HD.
USB Key. IC RIFERE 4%, #REIELa ] FEMIMEE N4, X EEuEEds, 8
SEIEI AT , BIRES LS TR AT . BRSO ST e KT AE— U
A FH8GE s, GDCA U P B AT REAT 1804

Subscriber must use secure and reliable generation and installation of activation data to protect the
private key from exposure, theft, unauthorized usage, modification, or unauthorized disclosure.
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Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.
Activation data of subscriber private key, including password (provided in the form of password
envelope) used to download the certificate, USB Key, login password of IC card, must be generated
randomly in secure and reliable environments.

Activation data generated by GDCA, including password (provided in the form of password
envelope) used to download the certificate, USB Key, login password of IC card, must be generated
randomly in secure and reliable environments. The activation data are delivered to subscribers
safely and reliably, such as through offline face-to-face submission, post courier delivery, etc. For
activation data of non-single usage, GDCA suggests users to modify by themselves.

PR DR BN AZRE AR G RIIN,  BOZIEAE UL T LA B
B R A ki

EOUE NG TR

RE B0 & AR 2 A ) 1) 54+
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All the protection passwords should not be something easily guessed, and should follow the
following principles:

1. Contain at least eight characters

2. Contain one lowercase letter at least

3. Not contain many of the same characters
4. Not be the same as operator’s name

5.  Not use birthdays, telephone numbers

6. Longer substring in user name information

6.4.2. BIEEEE KRR Activation Data Protection

Xt CA RV RIS Hdle , 250K 8t s 12 ) §ie 105 2000 s el AN R Rl 45 A
A, T H BN RS IR 5T BRI 2K

VP IBOE B A 22 AT SRR T 728, AT 28R, B i E R
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O R BE AT R
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Activation data of CA private key must be separated in a reliable way and kept by different trusted
personnel. Administrator must meet the requirements of responsibility division.

Subscriber’s activation data must be generated in the safe and reliable environment and be
properly safeguarded or destroyed, and cannot be leaked to others. If the certificate subscriber
uses a password or PIN to protect private key, the subscriber should take good care of password or
PIN to prevent the leakage or theft. If the certificate subscriber uses biological characteristics to
protect the private key, the subscriber should also pay attention to prevent his/her biological
characteristics from illegal obtaining. Meanwhile, in order to meet the security requirements of
business systems, activation data should be modified regularly.

6.4.3. BUEEHAE AR 5 H Other Aspects of Activation Data

AR BOE BT eI, MR AR IR R R T R el Bk
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Activation of private key shall be protected from loss, theft, modification, unauthorized disclosure, or
unauthorized usage during the transmission.

The activation data of private key which is no longer used should be destroyed and protected from
theft, disclosure or unauthorized use during the destruction. The result of destruction is that some
or all of activation data can’t be recovered directly or indirectly from the residual information and
medium, papers recorded with passwords must be shredded.

For the security reasons, the rules of certificate applicant activate data of lifecycle as below:
1. The password used to apply for certificate becomes invalid after successful application.

2. The password used to protect the private key, or IC card, USB Key, could be modified by
subscriber at any time based on business application, and should be modified three
months after the validity.
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6.5. HENLZ4#H] Computer Security Controls

6.5.1. B FTENZEBARER Specific Computer Security Technical

Requirements

GDCA REilfa B2 A5, e RIE RS GIF-FAE R G800 K HAH S 22 SR AR ) |
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Information security management of GDCA certification system meets "Specifications Related
Security Technology Certificate Authentication System" published by OSCCA, "Measures for the
Administration of Electronic Certification Services" published by Ministry of Industry and Information
Technology, standards of information security in ISO 27001 and security standards of other relevant
information. GDCA draws up comprehensive and perfect security management strategies and
standards, which have been implemented, reviewed and recorded within operation. The main
security technologies and control measures include: Identification and authentication, logic access
control, physical access control, management of personnel's responsibilities decentralization,
network access control, etc.

SAT RS IO Z AR TENL ], ORI R4 (45 CA RGE. RA RG0) Uil
BRI B3 73 BCME— (I U (R 17 TR PR BR A A AT AR ER S 2R I i MR o 15 7]
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Dual-factor authentication mechanism shall be utilized in the login process to validate the digital
certificate and username/password of user. GDCA assign each user of CA/RA system a unique
account with minimum permissions according to the requirements of user.

Strict security controls ensures that the system of CA software and data files is secure and reliable
and will not be accessed without authorization.

ol RGBS HAL RGNS B, B RGeS HAL R GE R E . XFh5r AL
BEL L B 6 5 110 L FH 2 e Aok D0 4 1) 7 1) o S FEY 917 338 BEL Lk DA A I A1 N AR A2 7 2R 458 Y
%, BREIVIHAERE RGNS, WA CA RGHEESEIAFN., FLETERE, W
] R Gl {5 N G AT LUs i 114 Vi ) CA i P .
Core system must be separated physically from other systems and the production system must be

separated from other system logically. This separation can prohibit network access except for
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specific applications. The usage of firewall is to prevent the intrusion from the internal and external
network production system and restrict activities of access production system. Only trusted persons
in operation and management group of CA system, when necessary to access the system can
access the CA database using password.

6.5.2. THENZ4 P Computer Security Rating

GDCA HJINIF &%, @i T H R E WM 2 ks A,

GDCA HINIERGE . THRENL I 4% 22 4x, RRAF I SO %8 BER T 8 3 T THAE R
iy UPENL M AR TR R A, WM, IRIEHCE R AMSEN, SHA
IE RS R G AR AT T e
GDCA certification systems pass the security review of OSCCA.

Authentication system, computer and network security of GDCA should be evaluated by OSCCA
each year. According to the opinion of the relevant experts and leaders, GDCA may upgrade the
authentication system and system security when necessary.

6.6. A=A MIFARIEH Life Cycle Technical Controls

6.6.1. RGTF K #%EH| System Development Controls

GDCA HIERAF Bt AT A R4 AT B -
1 HEAF AT A E IR, FFEOR TR N ™ % R R AT
il 5 23 W) PN RS R R I AR B B A
TR REF AT RIABEREAT P R e, P H R B A M B
A% B HR B R EAT A RUIAE LR 2 0
=7 YR E R B A
274 RS 3 BT AT SE PR S
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Software design and development of GDCA process follows principles:

1. Establish internal system of corporation about update, alteration and application. The
employees should follow this system strictly.

2. Establish internal purchasing process and management system of corporation.

3. After the programs have passed strict test in development environment, they can be
deployed to production environment.
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4. Effective online backup must be done before deployment changes.
5. Verification and review of third-party.
6. The security risk analysis and reliability design.

The operation specifications of software development, which refer to 1SO15408 standard,
implement relevant plan and development control.

6.6.2. 4B HEEH| Security Management Controls

GDCA MIER SIS a8 B, ™ MBI [ 25 5 B =) AT s AT i B it
T ERAE
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Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA authentication system has a strict control measures, and all the systems can be used only
after being rigorously tested and verified. Any modifications and upgrades will be recorded for
reference and made for version control, functional test and record. GDCA also carries out regular
and irregular inspection and test on certification system.

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

AL 2% BRI BRSNS dE AT e tE iR, RIS R BN, 25
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Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

After all the hardware and software equipment of GDCA authentication system are upgraded,
GDCA must confirm the existence of information which affects the security in waste equipment.

6.6.3. A 1 A B 22 &35 %) Life Cycle Security Controls

GDCA NIER G I A e # B vl REEMERI TGt R, Hrp g 7R, BEFE

131



Il semrannaemes

TooR GDCA HE-FAEME S5 H) (V5. 1 FRO

i i 3 2k

Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.

6.7. ML Z4$4H] Network Security Controls

GDCA \IIE & Gt K FH 2 Z1 1577 J B A0 W) 246 B2 Y5 22 A4l R e DR, I HL S 52 35 114
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GDCA authentication system has multi-level firewalls and the protection of network resource
security control systems. It also has complete access control technology.

Authentication system only provides the operations such as application and query of certificate to
subscribers over the network. Only employees authorized by GDCA can access the GDCA
certificate server, GDCA certificate directory server, GDCA operation center and other equipment or
systems.

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and
updated to the version of above systems, as much as possible to reduce the risks from the network.

6.8. K [E]EX Time-Stamping

GDCA #2454 RFC 3161, 5816 UL & Authenticode IR AR S, FEH TS
%4 . PDF 4% Hi%. GDCA L5 RS0 R Gi [a]55@ i NTP Wil 5% ) 8k AR
&L, .

GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode,
mainly used for code signing and PDF signing purpose, and the system time of GDCA's operation
system synchronizes with this time stamp service through Network Time Protocol (NTP).
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7. iEH. IEBHESETRAELIEFIRSPMY Certificate, CRL,

and OCSP Profiles

7.1. VEH Certificate Profile

GDCA {5 FI I TEAE Fo ks 25 & I AR SOARAEZESR , 2 ITU-T 371 — A R st
ITU-T X.509v3 (1997): {5 EHAR-TFIN RS Hi%E-H3: AUEHESR (1997 4 6 H) #nik
FI RFC 5280: Internet X.509 A%HZE:At St 5l CRL 4544 (2008 45 H ).

GDCA il CSPRNG KT 0 HAK Ry 64 AL AR SIERIEB 515

The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997):
Information Technology - Open Systems Interconnection - the Directory - Authentication Framework
(June 1997) recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure
Certificate and Certificate Revocation List (CRL) Profile (May 2008).

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of
output from a CSPRNG.

7.1.1. R A5 Version Number(s)

GDCA IEH 5 X.509 V3 FGEFiE 3,  hAME BAF AL F AR A A

GDCA certificates are compliant with X.509 V3 certificate format. The version information is listed in
the version field of the certificate.

7.1.2. WEHH B I Certificate Extensions

GDCA [ 7 {1 H] X.509 V3 it FibrAE AR HEY FEITLASL, I H] T H & LT e
P

® iEFhRiET

1. UEFRRA S (Version)

W] X.509 iE PR kA, (4 V3.

2. EFF%S (SerialNumber)

HI'EH GDCA Z3 B 45 UE -5 1 M — P30 7 AR IR A

3. ZABIEFRSF (Signature)

1552 tH GDCA % K A5 BT FH 25 44 72
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4. R4 (lssuer)
FASKAR R AETR 1) CA ff) X.500 DN % 5. B GDCA #AN @M, ffEER. &,
i Bk, AT, MEEA 4. Flan.
CN = GDCA Guangdong Certificate Authority
OU = Guangdong Certificate Authority
O = GDCA Certificate Authority
L = Guangzhou
S = Guangdong
C=CN
5. WEHAXINR (Validity)
FH KA 2 E 15 004 2800, B0 G E T 4 A= R0 B SR [) DA K 2k 3k i H B A ]
TR FIERE, FREREIED R EER RN,
6. UEHH) 4 (Subject)
858 UE PP 11 X500 ME— &2 5. SR, &, i WU, SR TRE A 4,
R ALE email Mk A N 2.
7. UEBFEAEEAFEHEE (subjectPublicKeyinfo)
EBFEE AT EHEERO WA EEEE: IEBFAENATTEHNE: A
MR IR PR IRRFE S AT 5 hash 5024

In addition to the X.509 V3certificate standard items and standard extension items, GDCA also
uses customized extensions.

® certificate standard items

1. Version

This field describes the version of X.509 certificate.

2. Serial Number

The serial number is a unique integer assigned by GDCA to each certificate.

3. Signature Algorithm Identifier

The algorithm identifier is used to identify a signing algorithm with which GDCA used to Issuer.
4. Issuer

The issuer field identifies X.500 DN of CA that has signed and issued the certificate, namely each
attribute of GDCA, including country, province, city, organization, department and common name,

e.g.

CN = GDCA Guangdong Certificate Authority
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OU = Guangdong Certificate Authority
O = GDCA Certificate Authority
L = Guangzhou
S = Guangdong
C=CN
5. Validity

The certificate validity period is the time interval during which the CA warrants that it will maintain
information about the status of the certificate, including two dates: the date on which the certificate
validity period begins and the date on which the certificate validity period ends. The validity must
be checked each time using certificates.

6. Subject

The subject field identifies X.500 DN of subscriber, including country, province, city, organization,
department and common name. It may also contain email addresses and other personal
information.

7. Subject Public Key Info

This field is used to carry the public key and identify the algorithm with which the key is used. This
identifier identifies public key algorithm and hash algorithm.

L JRTIES LE

L. WURHLAEEHPR AT (authorityKeyldentifier)

MU B R IRR IRFE Y e it 7 — M7=, PLRGI S UEBAE ARV EXT S A A 24
WURF BT 2 A E R B T RN RA 2 /M8 % AN Y R .

2. EREHFRINS (subjectKeyldentifier)

AT — R AL S — AR E AHIEB 757 3 AR R T HOAER A FF
WAH. BRIy [ — AR RS (i, AT R AR

3. WML (key usage)

8 SR AE: s, AR, BT, HEnE, S B
UEIEF%544, SiE CRL %4, R, Rfgw, R4,

4. CRL KA

H1 GDCA #RE i CRL A o
® Certificate extensions
1. Authority Key Identifier

The authority key identifier extension provides a means of identifying the public key corresponding
to the private key used to sign a certificate. This extension is used where an issuer has multiple
signing keys (either due to multiple concurrent key pairs or due to changeover).
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2. Subject Key Identifier

The subject key identifier extension provides a means of identifying certificates that contain a
particular public key. The extension identifies the authorized public key. It provides a means to
identify different keys used by the same subject (e.g. when rekeying).

3. Keyusage

The key usage extension defines the purpose (e.g., electronic signature, non-repudiation, key
encryption, data encryption, key protocol, certificate signature verification, CRL signature validation,
only encryption, only decryption and only signature g) of the key contained in the certificate.

4. CRL Distribution Points
It refers to CRL Distribution Points specified by GDCA.
® [HEXNY M
FERASFIAGIE S BT A 55 755K, GDCA W] R E g R I, SR EARTIT
I
1 #akiES: HFRRT Ptk 56,
2. HALHAI: HFRom AL .
3. LREMS: TRk TRt si
4. EBEICUES: HTRadlk FR-S 65
5. fEAEMRSS T EBMURHUA R A AR IR Mg 5
6. MIBLEICIES: M FRonalbdi 5.
7. DASRIES: TR E RS IR ME— 5
® Customized extensions

To satisfy different requirements for certificate application service, GDCA can define some
extensions flexibly, including but not limited to the following extensions:

2. Insurance number: It is used to indicate the subscriber's insurance number.
3. Organization Code: It is used to indicate the Organization code.
4. IC registration number: It is used to indicate enterprise IC registration number.

5. Taxation registration certificate number: It is used to indicate enterprise national taxation
number.

6. Trusted service number: It is used to indicate subscriber’s unique number generated by
GDCA.

7. Land taxation registration certificate number: It is used to indicate enterprise land taxation
number.

8. Resident identity card number: It is used to indicate unique number of resident’s identity card.
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7.1.3. HEX R AR RAF Algorithm Object Identifiers

GDCA 2 K HIIEF, B BLEHIAR R A shalRSA . sha256RSA Al sha256ECDSA,
oA AN TF RS ARAE 5 ) 2500 S A8 ] shalRSA.

The cryptographic algorithm identifiers of certificates issued by GDCA include shalRSA,
sha256RSA and sha256ECDSA, and GDCA does not use shalRSA for the cryptographic algorithm
of the publicly trusted certificates.

7.1.4. £ # I Name Forms

GDCA %5k BRI 2 s R Y 25456 X501 Distinguished Name(DN) i) %
ULy v

SSL/TLS UE-H ERBURRAX A i «.”, -7, R« 7 (BT, R/ HARE
RN ZIONA . AeRE, SAE N
Name of certificate issued by GDCA is formatted in accordance with X.501 DN.

SSL/TLS server certificates cannot only contain metadata such as ‘', -’ and *’ (empty) characters
and/or any other indication that the value/field is absent, incomplete, or not applicable.

7.1.5. £ FRPR# Name Constraints

AEH] .

Not applicable.

7.1.6. IEFEME N RAFIRAE Certificate Policy Object Identifier

UEP RWEXT S AR IRFFFIA CPS 28 1.4.1.6 715,

See CPS section1.4.1.6.

7.2. EHHEHEFIER CRL Profile

GDCA &% % CRL, LR~ Ewifdif.

GDCA issues CRL regularly for the subscribers to query.
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7.2.1. R4 Version Number(s)

GDCA HUE-Th 8 51126 K F X.509 v2 % .

CRL issued by GDCA is formatted in accordance with X.509 v2.

7.2.2. CRL Ml CRL £ B3 I CRL and CRL Entry Extensions

GDCA [PHIE P #13 (CRL) & —/ Ny A i (B 80t H &0t 328 44 1) AR e
%)% . CRL 1%k # & CA, GDCA il kA CRL #M4LE &k FIBUFALE BRPIRES

.
ECE

1. CRLIMA: HIRHERE CRL IAE I, GDCA KA IR X 500 V3 iif 5% i
) CRL V2 Rl A
2. 4% GDCA K fH shal RSA. sha256RSA. sha256ECDSA. SM2 2 ECC %44

.
3. MREH: FREBKHMA DN 4, HmEZR. & . PO, AT TAE 44 SR A
Jfo

4. ERGwFE ARE A HBUREME, HBARBIA CRL KA TR .

5. ERTFE: FEE—ASH G A, AR R IR CRL K EER ARG E] AR
S| A5 P40

6. HBTIETSIR: TEE AR IIERAIR . KPR E AP 5 FHE B
B B0 1 AT )

7. WRNIRIEAARRIRAS (Issuer Unique Identifier): ZRIH#RRHREHIF/E CRL 2544
HWATHEH. EReFIE— CA AR H.

CRL is a revoked certificate list with time stamp and digital signature. The issuer of CRL is CA.
GDCA provides certificate status information through releasing CRL.

1. CRL version: It refers to version information of CRL, GDCA adopts CRL V2 corresponding to
X.509 V3 certificate.

2. Signature algorithm: GDCA adopts shal RSA, sha256RSA, sha256ECDSA, SM2 and ECC
signature algorithms.

3. Issuer: It refers to DN of issuing authority, including country, province, city, organization,
department and common name, etc.

4. Effective time: It refers to date/time which indicates CRL issuing time.

5. Update time: It refers to date/time which indicates next issuing time of CRL. (It's an enforced
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field in this CPS).

6. Certificate Revocation List: It refers to a list of revokedcertificates. The list contains certificate
serial number and certificate revocation date and time.

7. Issuer Unique ldentifier: It is used to authenticate the public key which is used to verify
signature of CRL. It can distinguish different keys used by the same CA.

7.3. ELIEFRATMI OCSP Profile

GDCA RH IETF PKIX TARHIF K HI—MELIEDIRA L (Online Certificate
Status Protocol, OCSP, RFC6960), %P e L 1 —Fihnt i KA B A5 B k% =X LA
WL R B YR 7. £ GDCA B 7 M T4 OCSP &l % /" i J % GDCA & J5
i RAT ) OCSP #AE U IHEATRCE, BIAIfE 1] GDCA KIFELIE IR & IkRST . GDCA
2R 1) OCSP M b 22 /0 15 LAN ik f) OCSP AU = AR S A P 25«
Version: 25 /' S FH () OCSP WM H A 5 ; GDCA HIFEAAE R Ty vI .
signatureAlgorithm: 25& OCSP 5172
responderID: %% OCSP sk, 28R #H AR SHAL HUH s A FNIE 1585 4
producedAt: OCSP i 5. A= B (1) H HFH R (7] 5
Signature: OCSP MMl B 57254 .
Nonce(— IR PERHLEL): R IE R B H 18— requestExtensions 2% & 1 i 1
S ) responseExtension A% & H AL & — R MERE LA, B ik B S

7. UEFRIRES: UEBRRIUIRES, SREA R HEERR A,

GDCA adopts an Online Certificate Status Protocol (OCSP, RFC6960) developed by IETF PKIX
working group. This protocol defines a standard request and response information formats to query
whether a certificate is revoked. Subscribers can download the OCSP query client from GDCA
official website and follow the OCSP guide book published at GDCA official website for
configuration. Then subscribers can use GDCA's online certificate status query service. OCSP
response message issued by GDCA contains at least OCSP organization basic domains and

o a &~ w bdh P

contents described below:
1. Version: OCSP protocol version number used by client. The version of GDCAOCSP is v1.
2. SignatureAlgorithm: Algorithm used for signing and issuing OCSP.

3. ResponderlD: ID of entity who issues OCSP. It consists of SHA1 of issuer’s public key and DN
of certificate.

4. ProducedAt: Date and time when OCSP response message is generated.

5. Signature: Digital signature of OCSP response message
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6. Nonce: The nonce, which is used to prevent replay attacks, is included in requestExtensions
variable of state request message and responseExtension of response message.

7. Certificate status: The latest status of a certificate, the status can be valid, revoked, and
unknown.

7.3.1. OCSP >R A R AL OCSP Request and Response Resolution

—/> OCSP 53R A& LU T H s : PhillhiAR . RSS2k HAREBIR RN IER Y R

DA, TEHZ—AMERZ G, OCSP M55 vify M 5L AR 47 4 A6 U

o {5 E Ik

® N 55 A A I B PR AR SRR 55

® EREE TWNIRS S FENGELE, WREM—ANERFRA L, 4 OCSP
R 55 b = A AN RS s TR, R BN E Y [l

Protocol version, service request, target certificate identifier and optional extensions, etc.

After receiving a request, OCSP server does the following tests during response:

® Information is formatted correctly

® The response server is configured to provide the request services

® The request contains all the information needed by response server. If any pre-condition is not
met, the OCSP server will return an error message. Otherwise, it returns a determinate
response.

P E I 2 AR T GDCA IEFR Kk F S TRy 284, EEPIRIREEAE:
IEBAR CRE. R, BIEERH U4
® [ BiEENIIRA
M 2 IR 55 4 44 R
XV R e 45 A ] B2
AEY
BT B RTT S
xRl B A5 B B A 25 4

All determinate responses are signed by GDCA certificate issuer. The main response statuses are
valid, revoked, and unknown. The response message consists of the following components:

® Reply syntax version
® Response server name

® Response to the request client certificate
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® Optional extensions
®  Signature Algorithm object identifier

® The signature after the response information is hashed

IR HES, OCSP MRS #s iR nl— M EHE R, XEHR(EEHRA GDCA EHL%
REFEFEHANZ S HHE R LA,
KIEF#% L IE R (malformedRequest)
P ERESR (internalError)
WM AR (trylater)
TEL Y (sigRequired)
KAZAL Cunauthorized)

If an error occurs, OCSP server will return an error message, which doesn't contain key signature
signed of GDCA certificate issuer. The error message includes:

® malformedRequest
® internalError

® trylater

® sigRequired

® unauthorized
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8. INMENL# &+ M HAh P45 Compliance Audit and Other

Assessments

8.1. VFAh B M &R 5 1F £ Frequency and Circumstances of

Assessments

GDCA 25 AT — IR — B d i Rz B 0rfh, R IR > 3% 5 1IiE
FoREAT AL, DUBRIEIE BRSSO Al Stk . e Ve fmT# ik AT F3E iy GDCA
TrustAUTH R5 ROOT iE-f5. #rZiff{ RS R CA iE+:. GDCA TrustAUTH E5 ROOT 1iE
FRER I G CA Fras K1) SSLITLS IR55 4+

GDCA conducts an internal compliance audit and an operation assessment each quarter to ensure
the reliability, security and controllability of certification services. We extract at least 3% of
certificates for assessment. The extracted certificates are SSL/TLS server certificates issued by
subordinate CAs of TrustAUTH R5 ROOT certificate and #{2H4{ R5 fR CA certificate and GDCA
E5 ROOT certificate.

BT PR TR R PPAG 4, GDCA IEHEE M SL (¥ i v iS55 BT, 4218 WebTrust X
CA IR AT 150 o H ANV A«

1. AR (P NRIEME BRI CRPERS S EIMNE) SR ER,
TP — RHESZ E T IV A IR

2. GDCA R IE K L HRI I ER . [H A SCHRUERIA CPS 111 Sz & A il
5, FRHRN VAR R A TR, R A AT — I I PR A, BLEEX GDCA
WHT LA (RA. ZH %) MV H .

3. GDCA HEEMALI R iS55, 4%/ WebTrust X CA B LHRUN, R4
AT — RO R ANV A o

4, GDCA FFHEAT — AR AL AR, IR0 B S54RI B, 1Pl B A &
A AT REME BB AR E, IRV H AT RI SR . B R G LR I T R
JSERE AU, AR U PR AL, GIEE . SEREHFAERRIR G AR R W AR

In addition to internal audits and assessments, GDCA also engages external audit firms to perform
assessments and evaluations according to the CA requirements of WebTrust on CA.

1. GDCA is assessed and inspected once a year in accordance with the "Electronic Signature
Law of the People's Republic of China", "Measures for the Administration of Electronic
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Certification Services" and other requirements by administrative authorities.

2. GDCA conducts operations and services according to the requirements of state’s authorities,
the specifications of state’s relevant standards and this CPS. GDCA shall conduct internal
assessment and audit to other entities (including RA or LRA, etc.) in GDCA at least once a
year.

3. GDCA engages external audit firms to conduct assessments and evaluations once a year to
be compliant with WebTrust for CA.

4. GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks.
Based on the risk assessment, GDCA develops, implements, and maintains a security plan
consisting of security procedures, measures, and products.

8.2. THEEHIHE A Identity/Qualification of Assessors

GDCA N #fHI T, H GDCA 4RIk i Mot AL # I TR B THorAt N, i
TPk AN PAT LT A

GDCA IS AN AL, ROZ A % BT I 5

1 DARAVERTH. APV R VAL, 7R A= R AT,

2. TTENGERZERR, BEMBLETR, PKI BAR, drukRE(E;

3. HEKARFEITHRNETWEAMTA;

4. BT IR

Cross department audit assessment group organized by GDCA Security Policy Committee
performs internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:
1. Must be an authority which has been licensed and has a good reputation;

2. Understand computer information security system, communication network security
requirements, PKI technology, and related standards and operations;

3. Have the expertise and tools to check the system operation and functionality;

4. Beindependent.

8.3. VFMiHE EBIEMFE ZEI KX KR Relationships between the

Assessor and the Assessed Entity

1. GDCA #Hil REANMM R EE A SR S HRAE 5 TAE R A A Re &
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2. ANERVEALE (fF B AR RSL TR 55 B LU HARLR) A GDCA 2 1A
MSLHIR AR, BAAEMADLSS . WASAER, B H e AR TR 50 2 2 LA PR
FRNE, VRS E RN, AR, FAHIASEEXS GDCA HEATIEAY .

1. Segregation of duties is required between the GDCA auditors, and the GDCA system
administrators, business administrators, and business operators.

2. The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There are no business interactions,
financial transactions, or any other interests that could affect the objectivity of the assessment
between the above two. Assessors should evaluate GDCA in an independent, fair and
unbiased attitude.

8.4. L% Topics Covered by Assessments

GDCA Lo v LAF AR LA R A
1) LRGSR 70 NSt
2) E TARGAEAH R 15 2™ R 5
3) B HAL CPS. Ml 35 MY 4 BRI AR 555
4) HMHE. CREGTE, O R
5) & T AAAE A AT REAEAE A 2 4 KU
S5 =7 TS S5 BT R WebTrust For CA BINEIEER, X GDCA #HATMSLH# 1T,
GDCA'’s audit contents include:
1) Whether the security strategy is fully implemented
2) Whether operation procedures and processes strictly followed

3) Whether strictly following the CPS, business specifications and security requirements when
conducting authentication services

4) Whether all kinds of logs and records are preserved and if there is any question
5) If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
requirements of WebTrust.
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85 XHBEEAERIK I Resolution for Problems and

Deficiencies

T AU B 45 b 1 1), p o A /N2 7 B O ) R ) DA IR R )
AT Y5 i R0 52325 (A 0 o 58 BOKT B T2 TR eodh J A BB 1] 7% 1 o o E PP /N
PR 55 etk T AR B RS

X} T GDCA BBUEMHAG I vh 45 50, iz IEAE #4736 ) A CPS J¢ GDCA il
SE AL S BTG 14T, GDCA K T LARIIE, A B 514 H AL B (X 247y, R
W% GDCA MIZRIEATI 5 e rh . b S5 MAT A1 P AL, GDCA 4%k
SHZH U I HLF AR 5545 FAZ AL

5= AT S TP e S, GDCA % MR TR 3T B0, JR 2 K
o AT AL o

ok

Audit assessment group monitors responsible departments for improvements and complete status
of issues that were mentioned in audit reports. After improvement of audit results have completed,
various functional departments should submit summary of improvement to audit assessment group.

For authorized RA mentioned in GDCA’s audit report, if they are violating the CPS and other
business standards defined by GDCA, GDCA will stop the above behaviors immediately and ask
them to make changes in accordance with the requirements of GDCA.GDCA will terminate relevant
authorization of electronic certification services of RA if the above behaviors are seriously violated.

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the
audit reports. GDCA will be evaluated again after the rectification.

8.6. PSR KIfEEE KA Communications of Results

GDCA (18 7125 B a) AHLR B HARE 1T LK o V18 B AOAIE Py LA AT 1E 0@
e, XA REIERIT P Asba s, GDCA K R T iR .

B = WSS T e i, TR T4 R, K@ www.gdca.com.cn G
BEAT A AT o ATAR 55 =77 1A PPy SR 88 60 VT ik 45 SR B 215 5., 800 200 2 B i 1
GDCA FHE A H B )5 38, HAES GDCA KRR, 3 574 MUE % 4h; GDCA £
B AEIX J7 VR

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA will
notify the subscribers of any potential security risks timely.

If the assessment from a third-party auditor firm is completed, the audit results will be published at
GDCA website (www.gdca.com.cn). Third-party should communicate its purposes and methods to
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GDCA in advance before notifying the evaluation entity on the assessment results or similar
information, except otherwise defined by law; GDCA reserves the legal rights in this part.

8.7. HB¥ME Self-Audits

0. 8.1 &y,

See section 8.1.
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9. R FAEMH AR 4% 2K Other Business and Legal Matters

9.1. %%H Fees

9.1.1. IER& K FEH Certificate Issuance and Renewal Fees

GDCA AR S (1 L D AEAR SR 55 AU IR P37 P S s i, BLAR 5% ADRE
W T T S R A A8 BB T T E - GDCA A BURSE T IR L, XA RILT P Ak
FHE HE AN TR e Bl S DL R Tt

AR GDCA 253 I CH 4R BN A8 Al GDCA A A& A —80, BAFMCH R
% i
GDCA can charge subscriber certification fees for the digital authentication service provided. The
specific charge will be determined by market rules and regulations of relevant administration

department. GDCA has the rights to launch different charging and discount policies targeted to
different subscriber groups.

If the price specified in GDCA agreements with subscribers is different from the one published, the
agreement price prevails.

9.1.2. EHE W Certificate Inquiry Fees

TEUEBARIAN, SZIEBE ST, HAT GDCA AW E M. FRIEH
PRI R R TR K, T2 GDCA SCATHSMKI B, GDCA K5 H 7 ik s W21 iR
HI2

W SRAE A W I R B E 281k, GDCA ¥4 Kk 76 W%k www.gdca.com.cn
BT AT,

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its
website (www.gdca.com.cn).
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9.1.3. IE B BURSE BRE# %F Revocation or Status Inquiry Fees

GDCA X TR AR A, H AT ASCDUEAT 5% FH o BRAEFT 42 H R R oK
i 22 GDCA CATEAMA T, GDCA 5 F ¥ i SRSz e 1 9

I SRR AR S A5 B B R R BUR A AR (T A2 4L, GDCA R 23 B I £ 9 i
www.gdca.com.cn _EF LA .

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless
the subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with
the subscriber for appropriate charges.

If revocation and status information inquiry charging policy has any changes, GDCA will promptly
post the changes at its website (www.gdca.com.cn).

9.1.4. H AR % B Other Service Fees

1. i ) GDCA ZEUARR ) CPS B AAH VRNV SRR, GDCA & Zk
IR 7= A s 33 Ak B T AR 9

2. GDCA ¥[a] H PR BEIE R AAE A BT A AR KRS, GDCA £ 51T 7 8 Hof S
B S AR BRI

3. HAth GDCA ¥ el ngEIR AR HIZR A, GDCA ¥so I aAfi,
i,

1. If subscriber requests paper version of CPS or other related documents from GDCA, GDCA
will charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares
the prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.

9.1.5. 1B KK Mg Refund Policy

GDCA ST YK HL (B, % 7 345 HR 7 R 5 3 9l DR D e o 2 bl ] DLIRSE 4F,
GDCA AN IRIEH FATAT 5 A
FESEHAIE i E A2 RAE PRI e h, GDCA 357 ™M I BRERE AN 550G . 1 o
GDCA & T 4% CPS ATl iE I ST B & B K 5%, i1 i LAZESk GDCA #UEHE 15 9F
Bk, 7 GDCA 45 7T P IEH )5, GDCA #4537 RIFEAT /2 o HiFZAE 45 S0 A3 0 2%
PR AT 7 o

148


http://www.gdca.com.cn/

[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%‘U\‘L[E—\J_k%%m)rlu (VS. 1 ﬁ}i)

BEAR R RIS AN PR 17T 715 2 2 AR 42
SERGE G, 1T R Ak e E FHiZAEH, GDCA B 7t Hak Bt i/t

GDCA does not refund any fees to subscribers except fees charged for certificate application and
renewal because of specific reasons.

In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CPS or
other material obligations, subscribers can request GDCA to revoke certificates and refund. After
GDCA revokes subscriber’s certificates, GDCA will immediately refund the full amount that
subscribers have paid for the certificate application.

This refund policy does not limit users from obtaining other compensation.

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate
his/her legal liabilities.

9.2. M FAE Financial Responsibility
9.2.1. PREEFEEE Insurance Coverage

HILFFIE 4 GDCA #iil G, UEBIT . WRH 7 55 5244 1] DL GDCA 741
EEE DT (V8 BRI E R TR A 6

® GDCA HIEPH IR AT LAMAEE =T7, SBOT 8l K 8 2 ik
iip

o iRt T R RAEMME B BT, GDCA KILEVIARZ K Tik+, F3UK
7 TS

® GDCA ARAEUE TR FEF s (5 BT M A K 7 HFIET, S80T
FHE AT T 2 R

® i1 GDCA IR K G HUE B AR B ST, SUETT - 808 Wy 18 52 1k
[1); GDCA Kt A I e 5 1) ;

®  GDCA X FARAHIEFT o MMy 55 S A JAE R 21 & F ST BRI ZEA

HH T R A0 ) i B A
UEFHRAY WA b R
A NIUEP 800 5T ( RMB )
HURIE TS 4000 5T ( RMB )
WAUET 8000 5T ( RMB )
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ARALZEZAETS 200000 7T ( RMB )
DV SSL k& #8iE 15 50000 7t ( RMB )
OV SSL AR &5 #%iE1 500000 5T ( RMB )

XtF EV SSLUEFAT EV ABSREAZUESS, HW 2 e AU 15 fop A AT i) (GDCAEV ik
SELR RN S IR

If the following circumstances occur and is confirmed by GDCA, certificate subscribers, relying
parties and other entities can request GDCA assume compensation liabilities (except for statutory
or contractual exemptions).

® GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to
losses of the subscriber or relying party.

® After GDCA knows the fact that subscriber provides fake registration information or data,
GDCA still issues certificate, which leads to relying party suffering losses.

® GDCA issues certificates without authenticating subscribers’ application and it leads to the
losses of subscribers or relying party.

® |f the private key of the certificate is deciphered or stolen due to the fault of GDCA, which leads
to the subscriber or relying party suffering losses. GDCA fails to revoke the certificate in time.

® The compensation maximum amount for the certificate is as follow:

Type Compensation Maximum Amount
Individual Certificate 800 RMB

Organization Certificate 4000 RMB

Equipment Certificate 8000 RMB

CodeSigning Certificate 200000 RMB

DV SSL Server Certificate 50000 RMB

OV SSL Server Certificate 500000RMB

Compensation liabilities concerning EV SSL certificates and EV code signing certificates are
stipulated in the latest version of the “GDCA EV CPS”.

9.2.2. HABKE = Other Assets

AEHT .

Not Applicable.
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9.2.3. X B & 2R B R BRH R Insurance or Warranty Coverage for

End-Entities

GDCA UiiE )z 74 CPS e MIER ST, WEFIT /' 4Ky & sk nl LL i GDCA
ARG AT QR E BT bRIN) . TE4 GDCA #iihg, 7 LAXHZ AR HEAT 1% o
T A2 PR A 0 T
1) GDCA FTA HIlEtE USSR AT 9.2.0 hIUE R R, B SHA S =

WAL G FIR, W24l IR AT LAl GDCA RIEE M E i, GDCA &4 EH

i S (R AL 2@ A S M
2) GDCA R 1EUE A ROHIFR o AR HH451 2 I8 13 53 AT

If GDCA violates the provisions of this CPS, certificate subscribers, relying party and other entities
can request that GDCA shall assume the liability for compensation (except for statutory or
contractual exemption). After confirmation, GDCA can compensate for the entity. Limitations of
compensation are as follows:

1. Allthe compensation obligation of GDCA shall not exceed the insurance coverage stipulated in
section 9.2.1.The amount of compensation shall not be higher than the compensation
maximum amount. GDCA can reset the compensation maximum amount. GDCA will notify
relevant parties immediately after the reset.

2. GDCA only assumes compensation liabilities when the certificate is valid.

9.2.4. TSR Liability Exemption

A ISR —H, R4k GDCA Z 5ifE:
1L W PEHIERME ] GDCA #FAiE il , A~ 552 —11:
1) WFE AR, e, HEFIAMELRIE S, AR EE M. TRrs e
AE R
2) PN RERE GDCA Fras & B FUE AR AR PIN i3, 445 PIN
R BICHS BT AR B A AT
3) TFENH A SRS S S E B, A AR A R G
4) AT PAE BT AL GIERE C A R EEE RO G R, N SR
GDCA KHMIZ% 7, FH& LAl 1% i 1254 i 1 5
5) VAR I T UE TR 0 08 A [ SR A R T IO T B . AN EL
FAUETAE Sy GDCA FILE {5 FH Y BBl A0 oy FEAd AT AT FH g A 1 «
6) 1T/ AITEIE A M A AN ZAE T AN SR s Rk . i
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If one of the circumstances below has occurred, the responsibilities of GDCA shall be exempted:

1.

If one of the following obligations are violated when subscribers are applying and using GDCA
digital certificates:

1) The subscriber has the obligation to provide real, complete, accurate material and
information, and forbid to provide fake, invalid materials and information;

2) The subscriber shall properly keep the certificate carrier issued by GDCA and protect PIN
code, and forbid to leak the PIN code or deliver the certificate carrier to others at
discretion;

3) When the subscribers are using their own keys or certificates, they shall use reliable and
secure systems;

4) If the subscriber has known data used for making electronic signature (private key) has
been compromised or may have been compromised, he/she should inform GDCA and
related parties promptly, and terminate the use of data used for making electronic
signature;

5) Subscribers shall abide by national laws, regulations and administrative rules and
regulations during the use of certificate. Subscribers are prohibited to use the certificates
out of the scope which specified by GDCA,;

6) Subscribers must use the certificate within the period of validity. Subscribers are
prohibited to use certificates that have compromised or may have been compromised,
expired, frozen or revoked;

7) Subscribers have obligations to pay the service fees to GDCA and local service
acceptance points promptly.

M AT R T S B IE A R A R SEIR. hlr. TR, BEE. &

1B e RS 1 AT RLEZ “ARTPi 7, RGBT AR %

FEARESEIR B LG DL, BB EANR T

1) BRWUREFBRKE, QR KgAK Wi Jeaim. 5. 3ok,
o, B NEE RIS,

2) HMRUHR. R EEMEEBUFT N, SREBUGSUOH EGK. REATE
P, Bl BT AL R S

If the certificate has problems of issuance in error, delay, interruption, failure issuance,

suspension, or termination in all or parts of the certificate services due to force majeure.

"Force Majeure” refers to unforeseeable, unavoidable and insurmountable circumstances,

including but not limited to:

1) Natural phenomenon or natural disaster: earthquake, volcano eruption, landslide, debris
flow, avalanche, flood, tsunami, typhoon and other natural phenomenon.
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2) Social phenomenon, social abnormal events or government actions: the government
issues new policy, laws and administrative regulations, or other social abnormal events
like war, strikes, chaos, and etc.

3. Xl GDCA [ 4 Bl I 26 i s S BOR Wi b T 3 BB IE B R A IR BB L T, 6
BRER, BUEME. Kb IEEEBIRS : ARBUTE 2 “HORMRE” 5l )5
PR L HE(E AR T
1) AArHiii;
2) KERHAIANE ). EAE. GBI TEG
3) MR
4)  GDCA 5% Bl oA 2% g

3. If the certificate has problems of issuance in error, delay, interruption, failure issuance,
suspension, or termination in all or parts of the certificate services due to equipment, network
or other technical failures of GDCA. "Technical Failure" refers to the following circumstances,
including but not limited to:

1) Force majeure

2) Failure due to relevant departments such as electricity, telecommunication and
communication departments

3) Hacker attacks
4)  Equipment or network failure of GDCA

4. GDCA CLEMHEMEE 1 A VERE B HE B UGIEL S5 FUU, T 45k
PR

4. If GDCA has been compliant with certificate authentication rules defined by national laws and
regulations, but the losses still occur.

FEREHNITH , A7 LR R 2 5o B8 P L EOR AT i T GIEAR 55 8 BRI 53
fE:

TEBESF R ORVE R A R (B i 25 2 UEH HAAE NS ) iydeat b, N AR
B AN R AR S5 B R T TAIE TS AR AR IRAT Y, AR+ GDCA B KIES
(A 2 BB 2T 5 RS ) STAT AT R A%, GDCA. 1T 7 AR 6 7 ot 2 5 R HBSURT 455

For the certificate of Hong Kong-Guangdong mutual recognition, the responsibilities of Guangdong,
Hong Kong governments and electronic authentication services departments will exempt their
responsibilities if the following circumstances have occurred:

On the basis of compliance with the relevant laws and regulatory requirements and the " Hong
Kong-Guangdong mutual recognition of electronic signature certificates certificate policy”, applying
in the certificate of Guangdong Hong Kong mutual recognition and electronic certification service
departments and related behavior, any responsibilities and compensations caused by shortage and
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negligence of the GDCA or related certificate, GDCA, subscribers and relying party can’t claim the
responsibilities from Guangdong and Hong Kong government.

9.3. W%z BRE Confidentiality of Business Information
9.3.1. fR2%5 15 BIEE Scope of Confidential Information

7E GDCA FAE M LM S5 b, BLURAE RN IR 25 B

1) GDCA I B2 40 M il % 41

2) HTHdSRAFE A HE, RSEHE, BMHERNEE, XEE S GDCA LN
REGEE, RAZEHITAMNSE AT UEE . BRiEEBER, ArEL AT
KA o

3) At GDCA F1 RA TRAEIIAN NFIA MG RN IRE, BRZRER, AN A,

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1) GDCA subscriber’s digital signature and decryption key

2) Audit records including local logs, server logs, archive logs information, which is treated by
GDCA as confidential information. These records can only be accessed by security auditors
and business administrators. Unless for law requirements, this information cannot be released
outside of the company

3) Other individual and company information preserved by GDCA and RA and should be treated
as confidential. Unless for law requirements, this information cannot be released to the public

9.3.2. B TAREF5 B Information Not Within the Scope of Confidential

Information

GDCA # LA 5 BAUNARE (S &

i1 GDCA KATHIIEH A CRL HHIfE B

H1 GDCA 3 #5. CPS iH 5 HE B Hems s {5 ..

GDCA ¥¥rl, R GDCA T JjfiH], 1£ GDCA Wub AT K ATHIME & o
Hofth: GDCA {5 IR % M B 45k (0 S8 T50RT R i

GDCA treats the following information as non-confidential information:
® Information in the certificate and CRL issued by GDCA

® Information in certificate policy supported by GDCA and recognized by CPS
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® Information that is permitted by GDCA, only used by GDCA subscribers and published at
the GDCA website

® Others: The confidentiality of GDCA information depends on particular data items and
applications

9.3.3. TR FFE B K T E Responsibility to Protect Confidential

Information

GDCA A Z R SR AT 9.3.1 UM REE R ITHES L%

GDCA has the responsibility and obligation to protect the confidential information described in
section 9.3.1.

9.4. MANBEFIRBE Privacy of Personal Information

9.4.1. B&FALREE 52 Privacy Plan

GDCA B THEAST P/ A FE R B AL B, I 52 AR (150 A A BERHERA R
HAJRLSE i T, GDCA AT (R4 I ™ Mt M 2 S IR RRIEN D N BAL
T

GDCA respects the privacy of the certificate subscriber’s personal data and guarantees to fully
comply with the relevant national laws and regulations. In the meantime, GDCA requires all
employees strictly comply with security and confidential standards for personal privacy.

9.4.2. Ve RRaFA A K115 B Information Treated as Private

B TR D RIE B L SAEARIREE 240, 1T R AR H A A ER L
AFEFLAEEL, GDCA & XLUA MG BT R AL fE B -
® i HIARGES SIS SRS AR .
® iR,
® I/ B E b ANE L.
o iIJHIRITIKS .

Except for the information already included in the subscriber certificates and the certificate status i
nformation, other basic information provided by the subscribers is deemed private. GDCA defines
the following information as certificate subscriber’s privacy information:

®  Subscriber’s valid documents number such as ID number, organization code
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®  Subscriber's telephone number
®  Subscriber’s mailing address and living address

® Subscriber's bank account number

9.4.3. AR A BaFL 15 B Information Not Deemed Private

GDCA & X AFEHAR T L5 BABHNIEBIT 7 RS B -

The information of certificates subscribers not deemed as private by GDCA include but not
limited to the following:

o i/, BAIAAIREE,

® TR BALMERAE

o i FuEfE L I MR A

® i HIHLTHEAE .

®  Subscriber’'s name, organization name

® Subscriber’s gender, organization nature

® Subscriber’s postal code of mailing address

® Subscriber’s email address

9.4.4. fR4P B FA I 5 4E Responsibility to Protect Private Information

GDCA 17 % RE S5 IRITANT 9.4.2 FHHUE FIIEF HiFE DA M TTES X5 .

GDCA has the responsibility and obligation for proper custody and protection of the certificate
applicant personal privacy described in section 9.4.2.

9.45. EHBEREERNS 5 5RE Notice and Consent to Use Private

Information

GDCA Hg R BUE 4 (120 BR ORI IEF T AN NBSAL, JRRERECRT 52 1 % 2 T BUR Y
CAFHH N NS B o BRAFMRIEZ R BEUR 1 sm I vERUE , ERASENE-BIT T VFnT
Z A, GDCA fRAEAZITUEAS T 7 IR S ABCTUER A NBERAM A N5 B3R ity
RKFE=T7 (BIFEAFHANN.

GDCA takes appropriate steps to protect the certificate subscriber's personal privacy, and takes
reliable security measures to protect stored personal privacy information. GDCA guarantees not to
provide the certificate subscriber’s personal information, except personal information written in the
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certificate, to unrelated third parties (including companies and individuals), without the permission
of certificate subscriber, unless base on provisions of the law or government.

9.4.6. REREBATEREFKE E#HE Disclosure Pursuant to Judicial or

Administrative Process

HATHHLR T 2 GDCA SEREAR R (e I ARG A BN, GDCA g it T

o IIFHEAREE.

® i NN B I 15 R

® ] /% GDCA W3k (1) 8 s it o

®  GDCA g4 VA B R b2 A 53 S AH OG5 B

When administrative organization requires GDCA to provide subscriber’'s information of
corresponding certificates, GDCA needs to provide the following information:

®  Subscriber’s basic information
® Information encrypted by subscriber’s personal encryption key
® GDCA website login information of subscribers

® GDCA will provide related information to law-enforcement officials in accordance with the law
requirements.

9.4.7. HAhfE B3 BB Other Information Disclosure Circumstances

URAEASIT 7 25R GDCA R ISR e % 7 SCiR AR 55 I B RHAR =i, GDCA U 75
SR P Lk 44 A2y ki 5545 BSR4 8 = F il ey A ) .

If certificate subscriber requires GDCA to provide some particular customer support services such
as mailing materials, GDCA needs to send the subscriber’'s name, mailing address and other
related information to a third-party such as mailing company.

9.5. &MiRFEHL Intellectual Property Rights

GDCA A HARFAXHIE 5 LA & GDCA R4 (1 BT B 1 A3 AR = AL

GDCA X FUE B RG A BA AR LR Rz 54

GDCA A L 5& K F AT 4 R Gt o

GDCA Wb A —Y)ME B34 GDCA W77, K4 GDCA P fu i, fh AAREE
FE R T AT N
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® GDCA RATHIEF I CRL #°4%% GDCA LA~

® XA EE HRIE FIAE N GDCA W™

® kR RHE GDCA PSR BRI 4 (LAFfEAK DND LU GZIg ik A 48
Ui SEARHIEFS, 1709 GDCA KT ™

® GDCA reserves and remains full intellectual property rights for all the certificates and software
offered by GDCA.

® GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software.

® GDCA has the right to decide to use which software system.

® Allthe information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

® Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
® External operation management strategy and specification are GDCA properties.

® The distinguished name (hereinafter referred to as DN) used to express the GDCA domain
entity in the directory and the certificate issued to the terminal in the domain entity are the
properties of GDCA.

9.6. B&RiRE5HE{R Representations and Warranties

9.6.1. B FAE RS AL BIBRIR 548 4% CA Representations and Warranties

GDCA fEFR At HL T IAIEAR 553 sl id A2 P AR U 4 T

® ZRUATFHIETSF S GDCA I CPS HIFTA SEitEE R .

® CHIANIEFT FUE AR SR, BAEARTT LT RUE B A A ] SR A

® HARHE CPS [ ZE R AR IE 1.

® HUZERIETE, W LRI AE T g TR A A AR A

® IIFHIEE X FEIER B TR A EEH AT R (8, NEXEAmE, #1574
A4 A A RN LR B0 R84 J 1P k4 A P Al A

® IIERIEEFAL T IE B R LA K B B ARFE TR, DR BE & G IR

® IIFIEH A T4 EE BrvEdtE (organizationalUnitName 15 BB 4M);

® CRIUIG RS It LA MIEF /8 “organizationalUnitName” (L 3% HO{5 EAFE 1R &
(AT RS

® iR¥E CPS 3.2 HYERIGUE A TE NI 1775
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® 7 GDCA Hil FJEKEL, M GDCA Hil /& & R H aT AT 1T W38
ZAT T A CAIN SE 2818 15 K A F) Baseline Requirements 255K ; 2 GDCA 5
VP IR — SEAREAT ORI, ) HR i A AR EA T {8 265K

® EFXATA ARILIAMIE R 1 YIRS (E B CA B 257 K AR 4 KA (24XT)
NIFEIE B

During the process of providing electronic certification service activities, GDCA makes following
commitments:

® Certificates issued to subscribers by GDCA must be in line with all substantive requirements of
this CPS.

® Informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

® Revokes the certificate acoording to this CPS.

®  After refusing to issue a certificate, GDCA would immediately refund the fee that the applicant
has paid for the certificate.

® Verifies that the applicant either had the right to use, or had control of, the Domain Name(s)
and IP address(es) listed in the certificate’s subject field and subjectAltName extension (or,
only in the case of Domain Names, was delegated such right or control by someone who had
such right to use or control).

® Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant.

® \Verifies the accuracy of all of the information contained in the certificate (with the exception of
the organizationalUnitName information).

® Implements a procedure for reducing the likelihood that the information contained in the
certificate’s subject: organizationalUnitName attribute would be misleading.

® Verifies the identity of the applicant according to section 3.2 of this CPS.

® That, if GDCA and subscribers are not affiliated, the subscriber and GDCA are parties to a
legally valid and enforceable subscriber agreement that satisfies the Baseline Requirements
and other requirements published by the CA/Browser Forum, or, if GDCA and subscribers are
the same entity or are affiliated, the applicant representative acknowledged the terms of use.

® Maintains a 24 x 7 publicly-accessible repository with current information regarding the status
(valid or revoked) of all unexpired certificates.

UEF AT KA E, GDCA fREBRARZIGUERITT FE B AN, UEF AR {5 B AT
FEHETHI o

GDCA AN 53 WAt UE 52 15 7518 24 (3Gl A, 301 AT AR BT P BRI
T O R DR T Fe AR R H Y
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After the certificate has issued to the public, GDCA guarantees that the subscriber information in
the certificate are accurate except the unauthenticated subscriber information.

GDCA is not responsible for the assessment of whether a certificate is used within an appropriate
scope. Subscriber and relying party ensure the certificate is used for appropriate purposes based
on the subscriber agreements and relying party agreements.

9.6.2. PR BRI 538 4% RA Representations and Warranties

GDCA HHEMALES 5 B T IEARST R ARV IR -

L PRAEAIERIT P A AR 52 & 75 & GDCA [¥] CPS [ FTAT SER M B3R

2. 1E GDCA ARG FET , A2 R A ML 1 e i 5 BOE T S RS UE T F i
= BA—E.

3. TEMHLEHR L CPS IFLE, S 1A GDCA $RACHE . SRS g5 Hid

During participation in the process of electronic certification services, registration authority of GDCA
makes following commitments:

1. The registration process provided for subscribers is compliant with all the substantive
requirements of GDCA CPS.

2.  When generating certificates, GDCA does not allow the inconsistencies between certificate
information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to
GDCA in time according to the provisions of CPS.

9.6.3. TP RIBRIR 53843 Subscriber Representations and Warranties

W —H$52 GDCA Z R IET, BB Jyin] GDCA. EMLIY R A5 Ml A

PE YN (D37

® A MIEEZ GDCA I “HUFE T HIE LT R CPS HrfI T 4K A& F.

o TEIFPMAH MIN T E S 4.

® i FTEHHEUE TS AU AR BE I ME B AR L. SERRIMET, R AR
PRALE R VIESE S INERTHE. MRAAEERINA, AT R AW

B TAT . WP ST ARE A FTE AT AR SEpRR 538, % GDCA S AL

(RIUE 3 AR 55 LA o

o  SITFIEBHTE AN R RV FT AT IR — %4, #RT P H M4, JF
HIEBATEA N, IEBRARGES GERRAEH. M8, IEBMAH T A
B I A o
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XtF SSLITLS EAS, 1T P ST A S 55 AR HAE RS Hh 41 Hh 10 32 R 5 44 % 2 1 A 55
R EE

X FARCRYRE ZUEB T 7, B RKILA R EAL, SSZET ) GDCA HEHRUEHIES: 1
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Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the
following commitments to GDCA, registration authority and related parties who trust the certificate:

® Acknowledged and accepted all the terms and conditions of GDCA "certificate application
responsibility” and CPS.

® The subscriber uses digital signatures if the certificate is valid.

® All information that subscriber provides to registration authority during certificate
application process must be true, complete and accurate. The subscriber is willing to take
legal responsibility for any false or forged information.

® |f there is an agent, then both the subscriber and agent take jointly responsibility. The
subscriber is responsible for notifying GDCA and its authorized certification services
agencies any false statements and omissions made by the agent.

® Each signature is generated using the private key corresponding to the public key
included in certificate by subscribers themselves. The certificates shall be valid at the
moment of signing, i.e. certificate is not revoked or expired. The private key for the
certificate is accessed and used by the subscriber itself.

® Subscribers ensure that they don't engage in business performed by the issuing agency
(or similar institutions) unless they sign written agreements with the issuing agency on
such matters.
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9.6.4.

Once the certificate is accepted, subscribers are considered as knowing and accepting all
the terms and conditions in the CPS as well as corresponding subscriber agreements.

Once the certificate is accepted, the subscriber should assume the following
responsibilities: always maintain control of their private keys; use trustworthy systems;
and take reasonable precautions to prevent the loss, disclosure, alteration, or
unauthorized usage of the private keys.

Prohibited for rejecting any statements, changes, updates and upgrades published by
GDCA, including but not limited to modification of strategies and standards as well as
additions and deletions of certificate services.

The subscriber only uses certificate for the authorized or other lawful purpose within the
range specified by this CPS.

The subscriber use secure and reasonable measures to prevent the private key from loss,
disclosure, alteration and other events.

For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to
install the certificates only on servers that are accessible at the subjectAltName(s) listed in
the certificates.

Subscribers of code signing certificates shall promptly request the revocation of their
certificates by GDCA in case of the following situations: 1) any information in the certificate
is or becomes incorrect or inaccurate; 2) there is any misuse or compromise of the
subscriber’s private key associated with the public key included in the certificate; 3) there
is evidence that such code signing certificates are used to sign suspicious codes.

R H T IRR R 53 & Representations and Warranties of Relying

Party

TESFR CPS BT FLE -

VIR P 7E R 1 3 LR BR A R E 5
FEAEBUET T, XHIET SRR AT IR .

EASHOE T AT, @i E i) CRL 3 OCSP il 2 5 i -

— H i 2us Hah R FE Y T A ER A A BT B R4 GDCA

HRMIBURHEATHME I EHLARH PR IS B B 5 Bt Nk .

* F
LS 0 ESCRIAIE 5 IR 45 80 R 25

n

FHELATATR H GDCA A7sid B B 238 B8 THRSE, B4 E AR T 580 |

® Abide by all provisions of this CPS.

® Ensure that the certificate is used in prescribed scope and duration.

® \Verify certificate’s trust chain before trust the certificate.
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Before trust a certificate, verify whether the certificate is revoked or not through querying CRL
or OCSP.

The relying party is willing to compensate GDCA for the losses and accept liabilities for any
loss of self or others, due to negligence or other reasons violating the terms of a reasonable
inspection.

Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9.6.5. Hih25& kiR S5HE Representations and Warranties of Other

Participants

GDCA MEE L FMIEIE S A 2 5 FH AR H 40 A& -
ST A CPS 1A HE -

Other participants engaged in GDCA electronic certification activities make the following

commitments:

Abide by all provisions of this CPS.

9.7.

4.3 Disclaimers of Warranties

BRA CPS9.6.1 H I AR 41, GDCA A& HH HABAE AT 2 O ARIE AN 355
AEEERIT P (S#05 HAh 258 PR 2.

ANt B AR By A AT AT S0 Bl R ORAE

ASKHIE P78 R H 6 LLAM 1 R AR AT A B4

ST HU, W4 AR 9 35 8538 R 55 P o e b R i) 2 7 450 e
.

WA CPS9.6.3 /KN, EUMKAS i ;A CPS9.6.4 Z Kk ik, 13 LA%Fk
GDCA 2 51T

Except for the commitments declared in CPS Section 9.6.1, GDCA does not assume any other

forms of guarantee and obligation:

Do not guarantee the statements of certificate subscribers, relying party and other.
Do not guarantee any software used in electronic certification activities.
Do not assume any liability when certificate is used beyond the prescribed purposes.

Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.
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® When subscriber violates the commitments defined in CPS Section 9.6.3, or relying party
violates the commitments defined in CPS Section 9.6.4, GDCA can exempt from liability.

9.8. APFRIFAE Limitations of Liability

WEPT . K#T N GDCA AR FUGER S N R FEIEZ L, GDCA
B AFHASEE L A CPS9.9 #17E KA MR I 2 54T

If the certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification services provided by GDCA, GDCA will assume limited compensation liability
no more than the amount stipulated in the CPS Section 9.9.

0.9. JE££ Indemnities
9.9.1. GDCA K5 /F Indemnification by GDCA

U1 GDCA i) T 4 CPS9.6.1 HH IR, HEF31T /7 KI5 524 1T LI i GDCA
ARG TT (8 R E st BRAIM) . W B iR B, GDCA &IHAT PRI £ 57T
1. GDCA MiEHEE RIS KA P LAAMAEE =07, SEOT 7 BURE 7 18 281K 1
2. MRV PSS RECBURNER . BB IL T, GDCA 2R IEH H L T 45RME B,

FEAT BRI T T R
3. 7E GDCA BHRIT 7§58 5 BB B BHAAE REAR Ve R B B0, AEATSR T A 28 RIS

SERA T EZ BRI
4. 1T GDCA [ R FEGIEBRVAB AR G, WHEE, SBOT P sk #5240k

¥
5. GDCA KA K HAHUET, 3 EURI T 82 1R o

If GDCA violates statements in CPS Section 9.6.1, certificate subscribers, relying parties and other
entities can request GDCA assume compensation liabilities (except for statutory and contractual
exemptions). If the following circumstances occur, GDCA will assume limited compensation liability:

1. GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to
losses of the subscriber or relying party.

2. If subscriber submits accurate and true information to GDCA, but GDCA issues certificates
with error information and the error leads to losses of the subscriber or relying party.

3. After GDCA knows the fact that subscriber provides fake registration information or data,
GDCA still issues certificate, which leads to relying party suffering losses.

4. If the private key of the certificate is deciphered, stolen or disclosed due to GDCA, which leads

164



I senrmsnnmnas

GDCA

GDCA HE-FAEME S5 H) (V5. 1 FRO

3.

to the subscriber or relying party suffering losses.
GDCA fails to revoke certificates in time, which leads to relying party suffering losses.

T4k, GDCA AR d T

GDCA Fi A A2 LA A m T4 CPS 9.2.1, XA EFR Al LAl GDCA HR 5 1%
LTI E, GDCA 24 H i & 5 W15 L S Z AR < 45N

X H VT B 7 1 i DR B ) 4 2k, GDCA AR 5TAE, BT - Bk 7 B AT
7

GDCA A {EUET5 A RO PR Py 7k A5 R 4% 4T

In addition, GDCA’'s compensation limitations are as follow:

1.

All the compensation obligation of GDCA shall not exceed the insurance coverage stipulated in
section 9.2.1.The maximum amount of compensation can be reset by GDCA based on
different situations. GDCA will notify related parties immediately after the reset.

For the losses caused by subscribers or relying party, GDCA does not assume responsibilities.
Subscribers or relying themselves should assume their own responsibilities.

GDCA assumes the liability for damages only when the certificate is valid.

9.9.2. TP IEAZST4E Indemnification by Subscribers

WA TS 20 GDCA BRI I8 32400k, 1T 77 N 2 A I A2 DT AT

WP HRIEEMHE R, PR ke BRI RLTR, $5 GDCA J it
FRUIIUE S A 55 WAL B 58 =7 18 52 451 3

VP R B T R R R . 8k, BIRIAA ] Ot . S8R M A 1 A
GDCA JHIZAHIIEAS RS A, LARASZ A AN AL & & GDCA R A
UEF RS A R =T 5245

WPERREB AT N, BiERA CPS KM RERIEMTE, B RIEFH M FA-A CPS
FUE [ 550

UEASIT 7 B H B A B A UE 5 (0 SE A5 R AR 15 SR 5 5 31 GDCA REZAIE A5 4
AE R T URATIIIE], i ROZIE B DL AT IREAL 5y, BUE BT A S I 7 AR 2
gy, WA GDCA %A CPS FUMIVEREAT 1A %8, 2 %UEHiT 7 2kt
P R 5 W £ 5T A5

RO TOREUE BA L ASE B e A

UEFS A5 JE R AR AR SRR A LA HTAIE A5 9 S S JE N GDCA A 5

BN APIRIPA N IR T, SERAZ R E . I MRS

165



i

GDCA

ﬁﬁﬂﬂftﬂ_!iﬂ‘if’\ﬁlﬁﬁi‘ﬂﬁ!

Bobal ERgital Tt

GDCA HE-FAEME S5 H) (V5. 1 FRO

8.
9.
10.
11.

FEAFENFAEH 2 R AR AE GRS, A% LA UEF5 9 SN e %1 GDCA ARG T ;
UEAS BB AL LS

WP HIEFAE BARIE 128 =J7 AR AL

FERUE BV AME FIIESS . SRR RIS 2

If the following situations cause losses to GDCA or relying party, subscribers shall assume the

compensation liability:

1.

10.

11.

GDCA and its authorized service agencies or third-party suffer losses due to unreal
information, such as deliberate, negligent or malicious provision of unreal information, by
applicants when applying for certificates.

GDCA and its authorized service agencies or third-party suffer losses due to disclosure and
loss of private keys deliberately and by mistake; due to not informing GDCA and its authorized
service agencies or third-party of the leakage and loss of private keys with knowing the facts;
and due to handing keys to others inappropriately.

Subscribers violate the CPS and related operation practices when using certificates as well as
using the certificates activities outside of the CPS.

If the certificate is used for illegal transactions or causes disputes during the period from
revocation requests submitted by the subscribers or other entities authorized by GDCA to this
information of certificate revocation published by GDCA, if GDCA operates in accordance with
the requirements of the CPS, subscribers must assume any responsibility of losses according
to this CPS.

Unreal, incomplete or inaccurate information provided by subscribers.

Subscribers continue to use the certificates and do not notify GDCA and relying parties
promptly when information in the certificates is changed.

The private key is compromised, damaged, stolen, disclosed, and etc. due to not taking
effective protection measures.

Subscribers continue to use the certificate and do not notify GDCA and relying parties
promptly when they are made aware that private keys are lost or at the risk of being
compromised.

The certificate has expired but is still in use.

The subscriber’s certificate information infringes upon the intellectual property rights of a
third-party.

Using certificates beyond specified scope, such as the use of certificates for illegal and
criminal activities.

9.9.3. AT FIEL£ T 4E Indemnification by Relying Parties

GNP IR E 1T 2 GDCA BT I SRR, T B AR P A S A
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1. WAHJEIT GDCA Sk Pl FIA CPS HHlE ¥ X 55+

2. REEKIEA CPS MVEHHMT G HEH #%, T8 GDCA KIHAZAUMIEF IS B =
77 1

3. EAGHEEIE NMEBAET, BT B AIET A7 AR L R RO T
IEH S4B 7T Rel N ST TG, (AT SREHIE TS

4. ARATT A KHIE S S AT AT 30 5

5. KT BCA B A ) CRL B OCSP A AIE 1542 75 1 «

If the following circumstances lead to the losses of GDCA or subscribers, relying party shall be
assumed compensation responsibility:

1. Obligations defined in the CPS and agreements between GDCA and relying parties are not
fulfilled.

2. GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate
reviews against this CPS.

3. Trust certificates in unreasonable circumstances. For example, relying party still trusts the
certificate with knowing that the certificate usage is beyond its scope or period or the certificate
has or may have been stolen.

4. Relying party does not verify trust chains of the certificates.

5. Relying party does not check whether a certificate is revoked through querying CRL or OCSP.

9.10. BB 5% IE Term and Termination

9.10.1. BRI Term

A CPS 18 kA HAZER IEX AR, L —hRARM) CPS [R5 A CPS 7 F—fAx
CPS A%z HElifE GDCA £ 11 Hi-FIAIE AR 55 B 2 28

This CPS will enter into force at 12 o’clock midnight of the release date, and the last version CPS
will become invalid. This CPS will become invalid when the next version CPS enters into force or
the electronic certification services of GDCA are terminated.

9.10.2.  #1IE Termination

7 GDCA & 1L H TIAEARSS I, A CPS &1L,

When GDCA terminates electronic certification services, this CPS is terminated.
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0.10.3. A& IE SR8 Effect of Termination and Survival

A CPS & ub)m, HAJKGFRIR 21k, CPS N AR AL, EXZE I
H AT A AERE RS, CPS 0 25 7 TR ML E K ST SR T3 AR 1E ]

After the termination of this CPS, its effect will terminate at the same time. The contents in CPS will
be considered as invalid. However, for the legal facts occurred before the date of termination, the
regulation and the exemption of responsibilities defined in CPS for all parties are still applicable.

02.11. 2 E5F KN #E % 5 W E Individual Notices and

Communications with Participants

A% CPS #1bJ5, GDCA Hf st SCRS R R A S F IUE 1 25 AN U BT DA 31 (1
BHREHEN,

After the termination of this CPS, GDCA will notify all related parties who have participated in GDCA
electronic certification activities about related matters on document expiration.

9.12. 1] Amendments
9.12.1. fEITFERF Procedures for Amendment

% GDCA Z4SRIEZE xR, CPS 4’5 /NHAF /D EH A — AR CPS, HifRH:
T & B R BERUR T 0 BER B G E b, #54 CP MZER, FFa Mg
T 1) S i

A CPS HMEUM T H, HH CPS 4’5 /NHIRIEIT Y, 4 GDCA %4 RIRZ: 2
fILESS, M CPS w5 /N M TTHLUEIT, BITJEH) CPS £1d GDCA % 2 HiIg 23 A 2= it
HE S5 1E A R AR

As authorized by GDCA Security Policy Committee, CPS composition team reviews this CPS at
least once a year to ensure that the CPS meets the requirements of national laws and regulations
and administration department as well as relevant international standards; to ensure it meets the
requirements of CP and actual needs of certification business operations.

Revisions and updates of this CPS should be initiated by the CPS composition team and approved
by GDCA Security Policy Committee. The revised CPS shall be officially released after being
approved by GDCA Security Policy Committee.
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9.12.2. EXMLH|IFIHIPR Notification Mechanism and Periods

BTG CPS it Jo ks 32 BN 7E GDCA F %k www.gdca.com.cn R A, Xt 7
FLE BT UEE EAE SR SE  SOBAIIE L, GDCA K71 A B A ] il A K%
Jis A BRI R RLARIEAS 5% 75 52 BRI 5/

After approval of the revised CPS, it will be posted on GDCA official website www.gdca.com.cn
immediately. For the modification notified by email, mail, media and other ways, GDCA shall notify
the relevant parties in reasonable time, which ensures that the relevant parties have minimum
implications.

9.12.3. LB BN FIETE Circumstances under which CPS Must be

Changed

GDCA 1A 4500 A% CPS BEATIE LA T L4 : CPS HhAH ok A &8 5 B ER IR AN — 2L,
] ¢ W 1 IR A LB E MY 5547 WY £ B e s B R 4

The situations that GDCA must modify this CPS include: discrepancies between CPS and
governing laws, clear requirements of changes or adjustments for GDCA certification services
initiated by national regulatory departments.

9.13. 4+ AbF Dispute Resolution Provisions

GDCA. HEFTT P RIS 45 SR HL-F IR VS B = AR Al T 42 LR A0 SR AR e
1. HEA CPS s HlE, BT TIIE T
H1 GDCA AHICHERI ] 1515 HiE AN Wil
E R, A SR TR T E ks
475 GDCA BN A CPS i K ATAT 4+ AR AL YR VAT, 52 GDCA L
TEM T L RN BT B A

= W™

If GDCA, certificate subscribers, relying parties and other entities have disputes in the electronic
certification activities, following steps can be taken for resolution:

1. Confirm the party to be held responsible according to this CPS;
2. GDCA's related departments are responsible for coordinating with the applicants;
3. If coordination fails, these parties should reach out to the legal authorities;

4. Prosecutions against GDCA or its authorized agencies over any disputes arising from this CPS
should be governed by the people's court in the place where GDCA is registered.
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0.14. E¥EHSE Governing Law

GDCA ] CPS ZEZCmiAmfr) (e NRILME B 72275 A CHFINERS
B VA,

The CPS of GDCA is governed by the law of “Electronic Signatures Laws of People’s Republic of
China” and the regulation of “Measures for the Administration of Electronic Certification Services”
promulgated by the country.

90.15. 5ERERKFE1: Compliance with Applicable Law

To 18 GDCA HIEAT 7 Ay S S AR AR b e (3 DL K AR AT Ak i ] GDCA HIEH
A% CPS (AT« AFREAIRE A3 2253 F rh A N RIS (17 . (R 5 GDCA Bif%
BGEMHUI A CPS Firitd Sz (AT 4+, P93 B rp 0 N BT A

Regardless of the place of residence for the subscribers, relying parties and other entities or place
of use of the GDCA certificates, the execution, explanation and procedure should be compliant with
laws of the People’s Republic of China. Any disputes involved by GDCA and its RA in relation to this
CPS should also be compliant with laws of the People’s Republic of China.

0.16. —f%% X Miscellaneous Provisions
9.16.1.  SEEEWMY Entire Agreement

GDCA [ CPS e B R &E M G bl Hx. TAANE 3 #65r. KTXHZ
MERABTBEE BTN, BB T 5Tl IO ERE GDCA [z
T LA A B A B

Complete document structure of GDCA CPS includes 3 parts: titles, table of contents and main
contents. Modified alternative content of the table of contents and the main contents will completely
replace all previous parts. The previous parts would be placed at the GDCA web site for browsing.

9.16.2.  Eil Assignment

GDCA i, MRYEA CPS iR AL SRS I RIBURIAN 55, %07 83 Nl i%
FRVEAEE (R AF DRI AT AURIAN LS5 IS o IR LEAT Ry R AR I AN i B B Lk %o oy —
AT 5155 K BRI BT o

GDCA represents that, according to the rights and obligations of certification entity parties detailed
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in this CPS, all parties can transfer the possession of rights and obligations in accordance with the
relevant provisions of the law. The occurrence of the above transfer behavior does not affect the
change of any debt and liability among the transferors.

9.16.3.  4r#lfE Severability

UIRAR CPS HIAT AT Zik sl LB B T55 GDCA BT 7EE & X [R1v248 7= A o T g A4
TE NTCRLEAS BAIAT J1iF, GDCA A ATE S il b EE R BR B M BT 2 5%k, L4k 8 2L,
HARE A ZHM, GDCA KA E T HEE BTN E

TERRARAEAT J5 RS R UETS 2 A, GDCA ¥ K& MR 22 question@cabforum.org, il
%1 CAB &1z CPS MBI HIME ., FFiiAIL R B AFLIAEFIRAAAAE T AR
%1132% (https://cabforum.org/pipermail/public/).

AAREAEIEN, B CA/B WA ZR BB, {# GDCA RN #F& CA/B RIAH]
Baseline Requirements VA 2K, MIIACE 5 AT 6T GDCA V.55 R4 1R B4 AN F 4%
GG . RS EAEET AR DG %S, X GDCA ¥ CPS [M&1T, Jn] CA/B itix
RIE KTEE7E 90 KN 5E R

In case any clause or provision of this CPS is held to be unenforceable or invalid due to any
conflicts with the laws of any jurisdiction in which GDCA operates, GDCA may modify any
conflicting clause or provision to the minimum extent necessary to make them continue to be valid,
and other clauses and provisions will remain valid without being affected. GDCA will disclose the
modified contents in this section.

GDCA will (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
Forum of any modified content in the CPS by sending emails to guestion@cabforum.org, and
confirm that it has been posted to the Public Mailing List and is indexed in the Public Mail Archives
available at https://cabforum.org/pipermail/public/.

Any modification to GDCA's practice enabled under this section will be discontinued if and when the
law no longer applies, or the requirements published by the CA/B Forum are modified to make it
possible to comply with both them and the law simultaneously. An appropriate change in practice,
modification to the GDCA's CPS and a notice to the CA/Browser Forum, as outlined above, will be
made within 90 days.

9.16.4. B 14T Enforcement

GDCA 7 H, FHUEFIT /7 KA S8 SLAR R AT GDCA K CPS HRETE, Ak
WNIZARARERAPAT Z I AR E -
GDCA declares that, if the subscribers or relying parties did not execute any items within this CPS,

it shall not be considered that they will not be executed in the future.
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9.16.5.  AAIHLS Force Majeure

GDCA ARy B KO U ANHAL I R ZEAS AT A i A CPS
FUE R DTS RERBUE B AT 71 5t

GDCA do not assume responsibilities for losses incurred by the violation, delay or inability to
perform the CPS regulations due to the force majeure events like wars, epidemics, fires,
earthquakes and other natural disasters.

9.17. HAhZ K Other Provisions

GDCA X} A CPS B A A fRAL.

GDCA has final interpretation rights to this CPS.
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Appendix1: Certificate information of the publicly trusted CAs

Root/CA Certificate

Information

GDCA TrustAUTH R5 ROOT

Country=CN

Organization= GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH R5 ROOT

Serial Number=7d 09 97 fe fO 47 ea 7a

Validity= November, 26 2014 to December, 31, 2040

SHAldigest= 0f 36 38 5b 81 1a 25 c3 9b 31 4e 83 ca €9 34 66 70 cc 74 b4

GDCA TrustAUTH R4 EV SSL CA

See “"GDCAEV CPS”

GDCA TrustAUTH R4 EV CodeSigning
CA

See “GDCA EV CPS”

GDCA TrustAUTH R4 OV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 OV SSL CA

Serial Number= 39 c0 77 fc 1e d6 15 e3

Validity : April, 5 2016 to December, 31, 2030

SHAL digest= c3 4a d6 45 d5 79 1c 5f 22 e7 33 d7 53 47 08 15 85 75 6¢ 2d

GDCA TrustAUTH R4 IV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 IV SSL CA

Serial Number= 28 34 52 f4 73 3f 26 a6

Validity : March, 31 2016 to December, 31, 2030

SHA1 digest= 78 ae a8 51 a3 1b 0f 04 9a fO 2c dO f2 ad 91 40 60 4f a7 a3

GDCA TrustAUTH R4 DV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 DV SSL CA

Serial Number=76 39 e3 80 9c 62 1e 26

Validity : March, 31 2016 to December, 31, 2030

SHAL digest= 30 18 4a 5b 92 4e 67 9e 7a 91 32 93 17 d0 56 Of 58 7e 69 7b
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GDCA TrustAUTH R4 CodeSigning CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 CodeSigning CA
Serial Number= 17 b3 ad d2 40 a3 b9 20

Validity : April, 7 2016 to December, 31, 2030

SHAL digest= fc 6d cb 06 a5 5b ff 76 83 64 27 5b 29 d6 4f 7c 3a a9 cf b4

GDCA TrustAUTH R4 Generic CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 Generic CA

Serial Number= 28 35 6a 9c 70 b4 55 78

Validity : April, 7 2016 to December, 31, 2030

SHAL digest=6f ed 83 eb e1 83 cc 71 dO ed el 2a e8 77 e0 df 98 96 1f 24

GDCA TrustAUTH R4 Primer CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 Primer CA

Serial Number= 7a a7 21 5f 89 b7 19 02

Validity : March, 31 2016 to December, 31, 2030

SHAL digest=14 c2 b3 3b bf 6e bd 84 fc a7 01 54 13 eb d0 43 3e 17 1a 98

Root/CA Certificate

Information

#ZHHMC REAR CAIES

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=%{Z I R5 iR CA

Serial Number= 2e d9 58 82 91 39 ad 07

Validity : March, 31 2016 to December, 31, 2040

SHAZ1 digest=23 eb 1b a4 64 71 al e7 e9 f2 db 57 01 fe f8 f2 f8 Oc aa e9

HZHHMC R4 EV JRS=FUEH CA

See “GDCA EV CPS”

LA R4 OV IRSESESIER CA

Country =CN
Organization = Global Digital Cybersecurity Authority Co., Ltd.

Common Name=8{ZfH{{ R4 OV IRFZ|/IEH CA
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Serial Number= 78 b6 25 84 85 f2 84 9e
Validity : March, 31 2016 to December, 31, 2030

SHAL1 digest= 93 92 5b 05 17 30 05 86 fd 2c 45 eb 18 6e 00 9e b9 75 a5 d0

LR R4 IV IRSBEEIEE CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=8{ZH{{ R4 IV JREZEHEH CA

Serial Number= 13 28 8c d8 93 9c d0 49

Validity : March, 31 2016 to December, 31, 2030

SHAL1 digest= 10 b8 fb 9a d2 50 32 6a ee fb 05 ad da 9d 3a 2b bb bd 5d bf

#ZBHL R4 DV BRSSERIES CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#{Zfff{, R4 DV RS5=5IEFH CA

Serial Number=6¢ 81 58 42 a9 55 70 3d

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest=01 ad 04 cd el 05 56 23 4a 6 6f a0 €6 64 f3 a6 18 80 4d 5

L R4 AIBERIES CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#Zff{, R4 KIBEZUEFH CA

Serial Number=6¢ 6¢ e2 6b 3e a8 4c 87

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest=4f be 54 bc 70 8e b1 2a 11 86 dd 79 aa ff e7 95 f8 ad c6 €9

LR R4 EBITHIES CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#Zff{, R4 E@IJFIEFH CA

Serial Number=7b 98 39 30 58 a0 9d 13

Validity : March, 31 2016 to December, 31, 2030

SHA1 digest=07 33 29 cb 53 b1 86 36 25 38 1b fb 48 a0 43 a7 bl fe 28 6f

M R4 ERITTFIES CA

Country =CN
Organization = Global Digital Cybersecurity Authority Co., Ltd.

Common Name= #ZAH{ R4 EtiTIUEH CA
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Serial Number=68 f5 ae 07 7b cb da 8b
Validity : March, 31 2016 to December, 31, 2030

SHAL digest=e5 da 52 2d 5f 38 7a 6e 72 49 5e 66 a4 be ba 0f 24 f2 59 dc

Root/CA Certificate

Information

GDCA TrustAUTH E5 ROOT

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E5 ROOT

Serial Number= 1a f5 1f 4d 2c da bb 53

Validity : March, 23 2016 to December, 31, 2040

SHAL1 digest=eb 46 6¢ d3 75 65 f9 3c de 10 62 cd 8d 98 26 ed 23 73 0f 12

GDCA TrustAUTH E4 EV SSL CA

See “GDCAEV CPS”

GDCA TrustAUTH E4 OV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 OV SSL CA

Serial Number= Of a7 49 2f 24 9b 14 de

Validity : March, 31 2016 to December, 31, 2030

SHA1=50 15 62 d8 1b a2 40 27 1b ee 06 d2 b3 7f 5b 35 cb 9d 8c b8

GDCA TrustAUTH E4 IV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 IV SSL CA

Serial Number= 51 ba 77 d9 8c b3 2a 3f

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest= a8 45 2b fc 20 f9 de b6 9b 8b 3f 29 73 e0 a3 b3 6f 82 eb 5b

GDCA TrustAUTH E4 DV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 DV SSL CA

Serial Number=34 f2 54 c9 b2 fc 6a 6¢

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest= 8e 9b 9a db f5 ec ¢4 6b 05 76 82 2e de 5e 80 d1 57 6b 5d 7c
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GDCA TrustAUTH E4 CodeSigning
CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 CodeSigning CA
Serial Number=71 18 49 83 c1 22 58 ca

Validity : March, 31 2016 to December, 31, 2030

SHAL1 digest= 10 6a 4e 5d ca 05 92 28 e4 ff 89 52 66 53 a4 64 7d 57 ee 63

GDCA TrustAUTH E4 Generic CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 Generic CA

Serial Number=05 ac ef 56 ff 70 b0 cb

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest=fd 63 ba 6e e7 89 f6 Oa 16 72 b5 b3 3a 29 7d 71 71 65 54 ee

GDCA TrustAUTH E4 Primer CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 Primer CA

Serial Number=1d ad 3b b9 e6 71 7f e7

Validity : March, 31 2016 to December, 31, 2030

SHAZ1 digest=5f 42 a4 4d c8 ca 12 df ae 1c 29 92 1f 47 3e 3b be 8b d4 2c
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Appendix2: Certificate information of the non-publicly trusted CAs

Root/CA Certificate

Information

ROOTCA ( SM2)

Country =CN

Organization = NRCAC

Common Name= ROOTCA

Serial Number= 69 e2 fe c0 17 Oa c6 7b
Validity : July, 14 2012 to July, 7, 2042

SHAL1 digest= 06 05 b6 26 16 8a 7a 78 5d 37 b9 78 b2 d7 21 05 85 d8 8f d9

GDCA TrustAUTH E1 CA

Country =CN

Organization = GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH E1 CA

Serial Number= 3e 7e 54 df dc 3f 77 bd 31 3b c8 31 99 21 8f d2

Validity : June,26 2014 to June,21 2034

Root/CA Certificate

Information

ROOTCA ( RSA )

Country =CN

Organization = OSCCA

Common Name= ROOTCA

Serial Number=6f Oc €9 52 69 c8 62 99 02 ff 63 a5 cc eb ed 3c
Validity : Aug, 28 2005 to Aug, 23, 2025

SHAZ1 digest= db b8 44 23 c9 28 ab 8 89 d0 e3 68 fc 31 91 d1 51 dd b1 ab

GDCA TrustAUTH R2 CA

Country =CN

Organization =GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH R2 CA

Serial Number=52 c4 67 59 4c d7 76 90 0d b8 8b 4c 58 01 eb 85
Validity : Dec, 16 2013 to Dec,15 2018

SHA1=c6 b2 19 eb 62 3d 68 cf ae 28 94 00 ad 2a b4 Oa 28 d3 e3 1d
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Root/CA Certificate

Information

GDCA ROOT CA1 (RSA)

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA ROOT CA1l

Serial Number=2d ab 67 ea c5 5a c0 e4

Validity : Jun, 11 2017 to Dec, 31, 2040

SHAL1 digest= 0a 8f 00 29 ea 3¢ d0 51 a3 01 33 bd 7a a6 ec cf f8 ff ed c6

GDCA Public CA1

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA Public CAl

Serial Number= 16 af 5b 0d a4 89 29 {7

Validity : Jul, 6 2017 to Dec,31 2030

SHA1=6c 77 49 a4 16 7e 2c ce 64 72 99 47 d5 18 01 ea 29 ad b7 b5

GDCA Public CA2

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA Public CA2

Serial Number= 65 2e 2c 77 09 48 78 17

Validity : Jun, 11 2017 to Dec,31 2030

SHA1=ec 38 58 08 db fb 85 ea 75 3d 09 d1 ec 67 1f dd 24 59 03 fa

GDCA HKMR OV CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA HKMR OV CA

Serial Number= 2d 39 33 c0 39 8c de 65

Validity : Sep, 12 2018 to Dec,31 2030

SHA1=01 96 64 be d9 eb cb e0 8f 19 39 79 bc f8 2d 10 52 50 ca c6

GDCAHKMR IV CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA HKMR IV CA

Serial Number= 79 f1 1a 37 5f a5 58 12

Validity : Sep, 12 2018 to Dec,31 2030
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SHA1=¢e9 2d ce 1f 67 00 78 06 8c ba d2 b0 b8 c9 4d a3 c6 cd f8 d6
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Appendix 3: GDCA CPS Revision Records

%

BAT &Y V5.0 V5.1
FP'5
3.2.7.45 44 1 # A 14 ) I 4 25 FH 38 Bk 77 20 3.2.2.4.6,
1 Domain name recognition ¥4 Baseline Requirments 3.2.2.4.18 [¥]
and identification WA B0AIE T
1. K SSLITLS JR45as i+ i e KA 2]
JH#E R 398 K.
AAIE A5 A i A R A R 2. ¥ ROOTCA (RSA) ilF 5. GDCA
2 Certificate Life  Cycle ROOT CA 15, ROOTCA (SM2). GDCA
Operational Requirements ROOT CALiE %5 K I 4% CA Fas K 1)
PANBHUESS, KB BONREES 5
o
6.3.2. UL A5 1R A A B X
3 fiE A 1 R Certificate ¥ SSLITLS 5 3k 1525 ST (et 7o
Operational Periods and V5 B HAPR 15 %%y 398 K.
Key Pair Usage Periods
4 S ﬂ%iﬁ~%i§?§§&i?ti§5‘; 1 S
H7 o
ontent . .
Sections Revised V5.0 V5.1
SEQ
3.2.7. W 4t B A % Removed the deprecated domain validatio'n
1 Domain name recognition and me.thO('JI 3.2.2.4.6, added a new domfaln
identification valldétlon method 3.2.2.4.18 of the Baseline
Requirements.
1. Reduced the maximum validity of the
SSL/TLS certificates to 398 days.
40F 5 AE A OB B AE B KR 2. Adjusted the maximum validity of the
2 Certificate Life Cycle individual and organization certificates issued
Operational Requirements by the subordinate CAs of ROOTCA (RSA),
GDCA ROOT CA, ROOTCA (SM2), and
GDCA ROOT CAlto 5 years.
6.3. 2.5 #R A J A0 0 fa
3 #1 R Certificate Operational Adjusted the maximum usage period of the

Periods

Periods and Key Pair Usage

key pair for SSL/TLS certificates to 398 days.
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. Adjusted some wording issues, and other
4 Other revisions

parts that may cause confusion.

182




