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1. #EEHERHIR Introduction

1.1. iR Overview
1.1.1 A=]f#H4y Company Profile

B AR IR G IR A 5] (Global Digital Cybersecurity Authority Co., Ltd., fij#x
GDCA 5 “#zi X", JFEA “I REFAEHIGEF OERA ", BALT 2003 4 3 H
6 [1.2005 49/, GDCA fkikim it 1 [ 2 % i A B = A i Bl 5 A3 S = ML B (1 W v o
BN A E B O\F RS (R IERRS VFRTIEY (VFRTIES . ECP44010215007) [1HLT
WIEMRS PG 2 —; 2008 4F 12 H, $FA5E SR8 B RAUR I (R F &R0 s B VF
AIEY; 2011 4F 4 H, 8 T KSR HL R B S B AR SS BE VRS, 3R1 (L
TR HFIERS P (S5 A021) #Efg. 2013 4, X HFIAMEARS RGHAT
SM2 BEFH G, i T E K EGE E R AL 7 R A, 2015 4F, GDCA @il T
WebTrust [E Br 22 48 iHAE, H& 7 B s & 8 AR S KF, ol LRt 4 5k
R FYAER S . AIERNL S ERFHE, 2016 4E5 H, “) RKEFAEBUGEF0A R
NF” ELZR KRB AR A 7, 2017 4 8 A 11 H, GDCA FFUA1EHT =
WREERRAE 5y, BOCRTRIRR: Bz A, 2. 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as “GDCA”, or “4{Z#4X") with the
former name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003.
In September 2005, GDCA passed the security review by the State Cryptography
Administration Office of Security Commercial Code Administration (abbreviated as OSCCA) and
the former Ministry of Information Industry by law, as one of the first eight electronic authentication
authorities granted the “Electronic Authentication Service License"” (license number:
ECP44010215007) in China. In December 2008, GDCA obtained the "Commercial Cryptography
Products Sales License" issued by OSCCA. GDCA passed through the assessment of
E-government and Electronic Authentication Service Ability by OSCCA with the qualification
certificate of "E-government and Electronic Authentication Service Authority® (number: A021) in
April 2011. In 2013, GDCA upgraded electronic authentication service system for SM2 algorithm
and passed through the security review by OSCCA. In 2015, GDCA passed the assurance review
for Certification Authority by WebTrust with the international level of operation management and
service to provide digital certification service globally. For business development, GDCA changed
its name from "Guangdong Digital Certificate Authority CO., LTD." to "Global Digital Cybersecurity
Authority CO., LTD." in May, 2016. On 11 August 2017, GDCA was admitted to the National Equities
Exchange and Quotations (NEEQ) of China, with a stock abbreviation of “#%#f{%” and stock
code “871932” .
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GDCA B4 Jm, J& “T" AREFAIEHIMEFT OHRAR " 5. fiis. MaMmaE
A el “BR ABSRm AR AR A%k, fEHEXHTS GDCA LA “T  AREUTHIE
FEF DA RA R 4 AT AR PRI H T REBFHEFAEF LA R
"7 A BRI LS5 h “ B AR BB AT IR A =] 7 7RGk

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO.,
LTD." were inherited by GDCA and all the rights and obligations of the contracts and agreement
signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

Heg AR “BUEL ~fE. Ll 87 ko EN, BAT “EEBRER T
kA dr, BOT O “— ISR S5 7.

GDCA upholds the corporate values of “Authority, Credibility, Professionalism, and Innovation”,
fulfils the corporate mission of “Trust Connects Parties from all over the World”, and is committed to
becoming a “first-class online trust service provider”.

1.1.2 BTFINIENE SN (CPS) Certification Practice Statement (CPS)

ARSI (FFR CPS) ¥ (e NRILAE B 728460, (FTIAIE
MRS EFIMED . (R IANIER S H 0D BLINE) SHERE MBI EOR, E4EE | GDCA
SR T IAIEAR ST AN RS L T A IR S5 i AR B K B T IE RS ARG 2
HHTABERI DT, A CPS 1 GDCA il A JF A AT i JI i 7254417 7 . KA Al
HAbMRZ 5%, Uitk GDCA iRt i FIIEARSS 2 &k, Ll BUBIIEE =5
T UERSS . X T GDCA Frig it T IMER SR SUETEE, 4 CPS 47 7 H
THHIRLE -

Pursuant to the requirements of the “Electronic Signature Law of the People's Republic of
China”, "Measures for the Administration of Electronic Certification Services", "Measures for the
Administration of Cipher Codes for Electronic Certification Services" and other related laws and
regulations, this Certification Practice Statement (abbreviated as CPS) outlines the overall
processes that GDCA employs to provide electronic authentication services, illustrates the set of
rules that GDCA conforms to in offering the electronic authentication service, and elaborates on the
responsibilities undertaken by the participants of such services. GDCA makes this CPS available to
the subscribers, relying parties and other relevant participants through open publication to ensure
the validity, professionalism, and authority of GDCA's electronic authentication services. This CPS

also clearly defines the limitation of liabilities for the electronic authentication services provided by
GDCA.

A CPS AR I 251508 (GDCA UETi5n%) (http://www.gdca.com.cn/cp/cp), [F]
oW (BT AR ENIE R R 1L A D)
( http://gdii.gd.gov.cn/xxh3236/content/post_945261.html ) . 7E 4T A& CPS it fE
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(GDCA IEH5%) 5 (EHEHR TR IES LIE 5 AN —BHNAERIZLLT
PR AL FE o - B S 5 ARSI (B i AR YR 5ms ), N H
TERE P A SMUE IS (GDCA IEF SN ) . EF52 15 B T+ B 5 58 FA T
AT R IE 5 SR (R0 SR IR R AT o

This CPS conforms to both "GDCA Certificate Policy" (http://www.gdca.com.cn/cp/cp) and
"Certificate Policy for Mutual Recognition of Electronic Signature Certificates issued by Hong Kong
and Guangdong (version 1.1)" (http://gdii.gd.gov.cn/xxh3236/content/post_945261.html). The
following principle shall prevail in case of any conflicts exist between the above two policies: the
certificates applied to mutual recognition of electronic signature certificates issued by Hong Kong
and Guangdong conform to " Certificate Policy for Mutual Recognition of Electronic Signature
Certificates issued by Hong Kong and Guangdong”, while other certificates conform to "GDCA
Certificate Policy". Whether a certificate is applied to the project of “Mutual Recognition of
Electronic Signature Certificates issued by Hong Kong and Guangdong” can be determined by the
object identifier of certificate policy.

GDCA %415 CA/X Y #8181 (CA/Browser Forum, [EFR4HZH, N HREFR CA W%
BEEH, ZHE CA EFRbRMERINLI, www.cabforum.org) KA 1 &H A ¥ Baseline

Requirements for the Issuance and Management of Publicly-Trusted Certificates ({&j#x

“Baseline Requirements” ). Guidelines for the Issuance and Management of Extended
Validation Certificates ( f&#%“ EV Guidelines”). Guidelines for the Issuance and Management
of Extended Validation Code Signing Certificates ({5 “EV Code Signing Guidelines™) .
Baseline Requirements for the Issuance and Management of Publicly-Trusted Code Signing
Certificates 2 Adobe FRZiA & K Afif¢) the Adobe Approved Trust List (AATL) Technical
Requirements (f&jFR AATL BORER) AT RFNE B A SEATE AR/ SSL/TLS UEH AR
W25 2E, ©MAE HLEHEN, FER R SR A AN R RRA AT IEIT CPS, WiiiA
CPS 5 CA/NI %231 Tx (CA/Browser Forum) & A (A bR AR TS A 1 26 A AR — 2
7, WILL CARYE 2818 3 IE xR AT B RILTE T

GDCA conforms to the latest versions of the Baseline Requirements for the Issuance and
Management of Publicly-Trusted Certificates (hereinafter referred to as “Baseline Requirements”),
Guidelines for the Issuance and Management of Extended Validation Certificates(hereinafter
referred to as “EV Guidelines”), the Guidelines for the Issuance and Management of Extended
Validation Code Signing Certificates (hereinafter referred to as “EV Code Signing Guidelines”),
Baseline Requirements for the Issuance and Management of Publicly-Trusted Code Signing
Certificates published by CA/Browser Forum (an international organization, also known as
international CA browser alliance, to establish international standards of CA, www.cabforum.orq),
and the Adobe Approved Trust List Technical Requirements of the Adobe Systems Inc (hereinafter
referred to as “AATL Technical Requirements”) to issue and manage the publicly-trusted SSL/TLS
digital certificates and publicly-trusted code signing certificates. GDCA regularly checks the updates
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on CA/Browser Forum’s website and continually revise its CPS according to these updates. The
specifications of the CA/Browser Forum shall prevail in case of any discrepancies between the
provisions of this CPS and the standard specifications published by the CA/Browser Forum.

#HE IETF PKIX RFC 3647 CP/CPS HEZE, A CPS 3Ly N AAETT, #h5 GDCA ilF
PR SS BT s B W) 22 A w5 e, MV 55 R SR o AR B RFC3647 HEEAR KA g2k,
FEIHRE “ANEH” MR ENZETAER .

Pursuant to the IETF PKIX RFC 3647 CP/CPS framework, this CPS is divided into nine parts that
cover the security controls and practices and procedures for GDCA’s certificate services. To
preserve the outline specified by RFC 3647, section headings that do not apply are accompanied
with the statement “Not applicable”.

1.1.3 GDCA iEHERZEF GDCA Certificate Hierarchical Architecture

GDCA HHlE 7 MBIEH, 7378 ROOTCA iE45 (RSA). GDCA ROOT CA iF5.
ROOTCA iF5 (SM2). GDCA ROOT CA1 iF45. GDCA TrustAUTH R5 ROOT i+,
Bz A% R5 H2 CA IEF5. GDCA TrustAUTH E5 ROOT iE-. &M CA R $14% CA,
DAZE R FAETS . GDCA REER MBI CAET.

Currently, GDCA has 7 root certificates, including ROOTCA certificate (RSA), GDCA ROOT CA
certificate, ROOTCA certificate (SM2), GDCA ROOT CA1, GDCA TrustAUTH R5 ROOT certificate,
Kz A8 R5 HE CA certificate and GDCA TrustAUTH E5 ROOT certificate. Each Root CA has
Subordinate CAs to issue subscriber certificates. GDCA does not issue external Subordinate CAs.

1) ROOTCA (RSA)

ROOTCA
(RSA2048-bit)
|
Cﬂ_f‘i”r(i’\c‘f’t‘f’]\‘ﬁ‘;ﬂi;iU GDCA TrustAUTH R2 CA
(RSA1024-bit) : (RSA2048-bit)
' .
Individual Organization Equipment Other Individual Organization Equipment Other
Certificate Certificate Certificate Certificates Certificate Certificate Certificate Certificates

ROOTCA(RSA)E /& B 5 % i 215 AR UE S, #5758 RSA, WHHAKE N
2048-bit, FE&MF L CAUEF, Hrh: (1) GDCA Guangdong Certificate Authority iiF
1o, WK 1024-bit, 2R PKE N RSA 1024-bit N AZKIE . HUGZEIE1S.
WA ISERMILANEIE; (2) GDCA TrustAUTH R2 CA iE, 4K Ely 2048-hit,
SR K E A RSA 2048-bit A1 RSA 1024-bit fAN NJSIET . HUAZAET . BE&ZKIET
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ROOTCA (RSA) certificate is a root certificate of OSCCA using RSA algorithm with 2048-bit root
key length. There are two subordinate CAs under this ROOT CA, including: (1) GDCA Guangdong
Certificate Authority certificate with 1024-bit key length is used for issuing RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates. (2) GDCA
TrustAUTH R2 CA certificate with 2048-bit key length is used for issuing RSA 2048-bit and RSA
1024-bit individual certificates, organization certificates, equipment certificates and other
certificates.

ROOTCA (RSA)IE0#T 2025 4F 8 H 23 HFH.
ROOTCA (RSA) will expire on August 23, 2025.

GDCA Guangdong Certificate Authority i 51 2015 4F 7 H 19 H#|#, 201541 A
1 Hitg, GDCA A% CAIEHRE KT/ k4. GDCATrustAUTH R2 CA E+545 T
2018 4F 12 7 15 HEM, 2017 4F 12 H 15 Hitd, GDCA ¥AFHE % CA IERERIT
JHIEFS
GDCA Guangdong Certificate Authority certificate expired on July 19, 2015. From January 1, 2015,
GDCA no longer used it to issue subscriber certificates. GDCA TrustAUTH R2 CA certificate will

expire on December 15, 2018. From December 15, 2017, GDCA will no longer use it to issue
subscriber certificates.

2) GDCAROOT CA (1024-bit)

GDCA ROOT CA

I

GDCA Guangdong
Certificate Authority
[
Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

GDCA ROOT CA iF B HIMR 24K B 1024-bit, ¥ GDCA Guangdong Certificate
Authority iE+, Ky 1024-bit, KR H Iy RSA 1024-bit M NKIEF . #Hl
FIZUES . W RUE BRI AR ZRIE S
The length of GDCA ROOT CA certificate root key is 1024-bit. There is a GDCA Guangdong

Certificate Authority certificate under this ROOT CA, used for issuing RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates.
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GDCA ROOT CA HE-Fik T~ 2024 4F 12 H 11 HEIH.
GDCA ROOT CA certificate will expire on December 11, 2024.

GDCA Guangdong Certificate Authority i 15T 2024 4 1 H 12 HEIH, 2016 4 1
H1H&E, AEEHZCAIEBERIT FET.

GDCA Guangdong Certificate Authority certificate will expire on January 12, 2024. From January 1,
2016, GDCA no longer used it to issue subscriber certificates.

3) ROOTCA (SM2)

ROOTCA
(SM2)

I

Guangdong Certificate Authority
(SM2)

| | | |

Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

ROOTCA iEF5 (SM2) & [ ZF % PR FORRIE TS, S G 5E Ty SM2, MREHIK
J£ 4 256-bit, % Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iE15,
AR N 256-bit, 2 RCRH E % H vk SM2 N ANSEIET . HUMSSIED. #&IKIED
AR SRS

ROOTCA (SM2) certificate is a root certificate of OSCCA using SM2 algorithm with root key length
of 256-bit. There is a Guangdong Certificate Authority (GDCA TrustAUTH E1 CA SM2) certificate
with key length of 256-bit under this root CA, used for issuing individual certificates, organization
certificates, equipment certificates and other certificates with SM2 algorithm.

GDCA 1] SM2 iE+H¥JH1 ROOTCA (SM2) R Guangdong Certificate Authority
(GDCATrustAUTH E1 CA) 25K .

All of the SM2 certificates from GDCA are issued by Guangdong Certificate Authority (GDCA
TrustAUTH E1 CA).

ROOTCA iE+: (SM2) 4T 2042 47 H 7 HEIH.

ROOTCA (SM2) will expire on July 7, 2042.
Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iE-15K4E 2034 4F 6 H

21 HEM, 2030 41 H 1 Hile, BAFEMEHIZ CAUERZKIT ikt
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Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) certificate will expire on June 21, 2034.
From January 1, 2030, GDCA will no longer use it to issue subscriber certificates.

4) GDCAROOT CA1l
I |
. GDCA HKMR GDCA HKMR
GDCA Public CA2 Ch i ‘ ‘ A HK ‘

| I | | ‘
N1 15‘ ‘ HUHHIE T ‘

i

WHRIES | | HABiES

A NIEF ‘

LTS ‘ ‘ HALIES ‘ BURESS

NI ‘ ‘ BURIE+

GDCA ROOT CAL iEPBHIMRE K E N 4096-bit, T1E 2 M CAUET, HrA:
(1) GDCAPublic CAL, 4K A 2048-bit, 25K % FHK A RSA 2048-bit (114 A2
UEAS AU SEIESS  BE& FAE S M AR ZRIUE S ; (2)GDCA Public CA2, % HK & 7 2048-bit,
R FEHKE )Y RSA 2048-bit (/N AFEUEF . HUASKIET: . B R A H AR SR IE .
(3) GDCA HKMR OV CA, Z4HK )y 2048-bit, 2K %P KN RSA 2048-bit (172

HETLYNUIETS; (4) GDCAHKMR IV CA, Z KN 2048-bit, 25k 2% 41K % RSA
2048-bit ¥ 8 ELAAA NIEF .

GDCA ROOT CAL iE+5# 1~ 2040 4 12 H 31 H ZI.

GDCA Public CAL il 54475 2030 4F 12 5 31 HEIW], 2027 41 H 1 Hilg, ¥AH
i % CAIEPRE AT FE.

GDCA Public CA2 il 54475 2030 4F 12 H 31 HZIH], 2027 41 H 1 Hilg, ¥AH
1% CAEBRE KT FIEFS.

GDCA HKMR OV CA iE 17 2030 4 12 A 31 HEM, 2027 1 A 1 Hig, #
AFAEHZ CAEBEERAT R,

GDCAHKMR IV CA iE 1l 7E 2030 4E 12 H 31 HEM, 2027 41 A 1 Hilg, ¥4
P Z CA B2 AAT R
The length of GDCA ROOT CAL certificate root key is 4096-bit. There are two subordinate CAs
under this root CA, including: (1) GDCA Public CA1 with key length of 2048-bit, used for issuing
RSA 2048-bit individual certificates, organization certificates, equipment certificates and other
certificates; (2) GDCA Public CA2 with key length of 2048-bit, used for issuing RSA 2048-bit
individual certificates, organization certificates, equipment certificates and other certificates. (3)
GDCA HKMR OV CA with key length of 2048-bit, used for issuing RSA 2048-bit organization
certificates for Guangdong — Hong Kong mutual recognition purpose; (4) GDCA HKMR IV CA with

key length of 2048-bit, used for issuing RSA 2048-bit individual certificates for Guangdong — Hong
Kong mutual recognition purpose.

GDCA ROOT CAL will expire on December 31, 2040.
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GDCA Public CA1 will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.

GDCA Public CA2 will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.

GDCA HKMR OV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no
longer use it to issue subscriber certificates.
GDCA HKMR IV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no

longer use it to issue subscriber certificates.

5) GDCATrustAUTH R5 ROOT

GDCA TrustAUTH RS
ROOT

v v v 2 L7 v v
GDCA TrustAUTH GDCA TrustAUTH R4 | | GDCA TrustAUTH GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH GDCA TrustAUTH
R4 EV SSL CA EV CodeSigning CA R4 OV SSL CA R4 IV SSL CA R4 DV SSL CA R4 CodeSigning CA R4 Generic CA Rd Primer CA
T
v
EV SSL Server EV CodeSigning OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

GDCA TrustAUTH R5 ROOT k45 (AR % FHC B2 O 4096-bit, k& 8 M4 CAES,
Hr: (1) GDCA TrustAUTH R4 EV SSL CA, 4K 2048-bit, 2K FHKE RN
RSA 2048-bit ] EV SSL Ik 45 #%254E45; (2) GDCA TrustAUTH R4 EV CodeSigning CA,
K 2048-bit, 25Kk %K N RSA 2048-bit ] EV U242 J5EH; (3) GDCA
TrustAUTH R4 OV SSL CAIEY:, #HICE Dy 2048-bit, 2K E Ky RSA 2048-bit
] OV SSL Al 4528 2K1E 455 (4) GDCA TrustAUTH R4 IV SSL CA, 81K J& 2y 2048-bit,
2R EHKE Y RSA 2048-bit 1] IV SSL k%5 #52K1E+:; (5) GDCA TrustAUTH R4 DV
SSL CA, HHHK BN 2048-bit, 25K B K B RSA 2048-bit ) DV SSL IR %5 a4 2K E

(6) GDCA TrustAUTH R4 CodeSigning CA iiF4i, 540K N 2048-bit, 25Kk K E
N RSA 2048-bit RS2 44 2EF; (7) GDCA TrustAUTH R4 Generic CA iE+, %4
KFEN 2048-bit, 2k %K E N RSA 2048-bit LI .. N AZKIEF; (8) GDCA
TrustAUTH R4 Primer CA, 8K 2048-bit, 25K %41 KE  RSA 2048-bit I~ A
1 KiuEt.

The length of GDCA TrustAUTH R5 ROOT certificate root key is 4096-bit. There are eight
subordinate CAs under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA with key
length of RSA 2048-bit is used for issuing RSA 2048-bit EV SSL Server Certificates. (2) GDCA
TrustAUTH R4 EV CodeSigning CA with key length of 2048-bit is used for issuing RSA 2048-bit EV
CodeSigning Certificates. (3)GDCA TrustAUTH R4 OV SSL CA with key length of 2048-bit is used

for issuing RSA 2048-bit OV SSL Server Certificates. (4) GDCA TrustAUTH R4 IV SSL CA with key
length of 2048-bit is used for issuing RSA 2048-bit IV SSL Server Certificates. (5) GDCA

8
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TrustAUTH R4 DV SSL CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL
Server Certificates. (6)GDCA TrustAUTH R4 CodeSigning CA with key length of 2048-bit is used for
issuing RSA 2048-bit CodeSigning Certificates. (7) GDCA TrustAUTH R4 Generic CA with key
length of 2048-bit is used for issuing RSA 2048-bit Organization, Individual Certificates. (8) GDCA
TrustAUTH R4 Primer CA with key length of 2048-bit is used for issuing RSA 2048-bit Type |
Individual Certificate.

GDCA TrustAUTH R5 ROOT i+ F 2040 & 12 A 31 H3I#.

GDCATrustAUTH R4 EV SSL CA IE45Ki££ 2030 4 12 A 31 H 2, 2027 41 7 1
HES, AR Z CA IR FHE,

GDCA TrustAUTH R4 EV CodeSigning CA ilE 134 7E 2030 4 12 A 31 HEI#, 2027
T LHE, BAREMNZ CAIERERT P IES.

GDCA TrustAUTH R4 OV SSL CA il 13k 2030 4= 12 A 31 HEH, 2027 41 A
1 B, KAFEHZ CAIERE R Ik .

GDCATrustAUTH R4 IV SSL CA IIE-FiKi££ 2030 4 12 A 31 HEI#, 2027 £ 1 H 1
HiEg, AR Z CAIERZERIT FE.

GDCA TrustAUTH R4 DV SSL CA il iR 2030 4 12 A 31 HEH], 2027 4 1 A
1 H&E, BAFMHZ CAUERZERITFIET.

GDCA TrustAUTH R4 CodeSigning CA iiE $5:#47E 2030 4= 12 F 31 H 2, 2027 4 1
H1HE, AR Z CAERERIT L.

GDCA TrustAUTH R4 Generic CA 5457 2030 £F 12 A 31 H 2], 2027 421 H 1
HEg, AR Z CAERZERIT FUEH.

GDCA TrustAUTH R4 Primer CA ilE 45444 2030 4 12 H 31 HEIH], 2027 41 A 1
HiES, AR Z CAIERERIT FE,

GDCA TrustAUTH R5 ROOQOT certificate will expire on December 31, 2040.

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. From
January 1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 OV SSL CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 IV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 DV SSL CA certificate will expire on December 31, 2030. From January
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1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 CodeSigning CA certificate will expire on December 31, 2030. From
January 1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Generic CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Primer CA certificate will expire on December 31, 2030. From January 1,

2027, GDCA will no longer use it to issue subscriber certificates.

6) Fwhf A R5 4R CA

H RS
HRCAIEH;
¥R R4 EV et R4 OV HeRRHRA TV Hoeint4 R4 DV B {R4 Howcat R4 Hort{tR
IR % #AIEF CA JIR 4% BE$ CA R% BHEH CA AR %5 #HIEH CA RIGZEZIES CA HERHT FEF CA AT FHEF CA
A 4 v v A4 Y A
EV SSL Server OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

$rez iR R5 MR CA IE TR K E N 4096-bit, R 7 gk CA R, Hr:
(D HzhR R4 EV RS WIET CA, HHHKE N 2048-bit, ZRFHKEN RSA
2048-bit ] EV SSL IR %545 KIE15; (2) iR R4AOV RFGHHET CA, HHKAEN
2048-bit, %R F KN RSA 2048-bit [f] OV SSL AR %5 23 KiE ;s (3) @R R4 IV
MRS EIEFS CA, B E )y 2048-bit, 2K B K E N RSA 2048-bit [#) IV SSL il 5% &=
FKiEF: (4) it R4 DV IRSHIES CA, HHKEN 2048-bit, 2Kk HHKE
N RSA 2048-bit 1] DV SSL & #8JE 1 (5) Hiif R4 RIGZEAIUET CA, %4
K JE SN 2048-bit, 254 8K B A RSA 2048-bit US4 2K0EH; (6) Frzehft R4 ¥
HWIT RS CA, B 2048-bit, 2K FHHKE )y RSA 2048-bit (LK. A
WE; (7)) Beeht R4 JEEREIT FIET CA, %HHKE N 2048-bit, BRFHKEN
RSA2048-bit [N A 1 KiEFS

The length of #7Z#}/% R5 4R CA certificate root key is 4096-bit. There are seven subordinate CAs
under this root CA, including: (1) #z it R4 EV R4 23#IE15 CA with key length of 2048-bit is used
for issuing RSA 2048-bit EV SSL Server Certificates. (2) 7 i{% R4 OV 45 #3IiE+H CA with key
length of 2048-bit is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) %L R4 IV
AR5 234IET5 CA with key length of 2048-bit is used for RSA 2048-bit IV SSL Server Certificates. (4)
2 R4 DV 45 23E+ CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL
Server Certificates. (5) # i R4 ARG 42 1E+ CA with key length of 2048-bit is used for issuing
RSA 2048-bit CodeSigning Certificates. (6) #hff R4 @il JiE+f5 CA with key length of
2048-bit is used for issuing RSA 2048-bit Organization, Individual Certificates. (7) #1418 R4 JEt
1 FPAEHS CA with key length of 2048-bit is used for issuing RSA 2048-bit Type | Individual

10
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Certificate.

b AX R5 AR CAE4 T 2040 4 12 H 31 HEIH.

Moz RAEV RS #EH CA K 7E 2030 4 12 H 31 HEIH, 2027 41 A 1
Hi, 5 AREf % CATEBE& R iE.

H it R4 OV IRFFAHIETS CAEFRKAE 2030 4F 12 H 31 H##], 2027 41 7 1
Hi, 5 AREfE % CATEBE& R iE.

Bz RA IV RS FEF CA TETH47E 2030 45 12 31 HFIM, 2027 41 A 1
Hi2, BB % CAERE& LT FIES.

Hrz b U RA DV 55 4HiE+ CAEFS K7L 2030 £ 12 /] 31 H A, 2027 £ 1 1 1
Hi, A% CATEB& R FE.

ez R4 AARBZEAZIET CA TERIEAE 2030 4F 12 F 31 HEIM, 2027 41 1
Hi, A% CATEB& R iE.

ez R4 @7 FHE CA TEIEAE 2030 4F 12 7 31 HA, 2027 41 1
Hi2, BASE# % CAERE& LT FIES.

Fez AR R4 FEREAT FHEF CA MEI4AE 2030 4F 12 H 31 HAEH, 2027 41 H 1
H, A% CA TEBZ& LT PiE.

ezt X R5 R CA certificate will expire on December 31, 2040.

ez R4 EV RS ZSIETS CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

B zw X R4 OV iR 45 231E 15 CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

B i 8 R4 IV AR 83IE CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

Bz X R4 DV JIR%% #%1iE45 CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

B 8 R4 RS2 4 1E+H CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

Bz AR R4 5@ 1T S ETS CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

Bt A8 R4 FEAHT FE+H CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

7) GDCATrustAUTH E5 ROOT

11
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ROOT

l

l

l

l

!

!

GDCA TrustAUTH E4 EV SSL CA

GDCA TrustAUTH £4 OV SSLCA

GDCA TrustAUTH E4 IV SSLCA

GDCA TrustAUTH E4 DV SSL CA

GDCA TrustAUTH E4
CodeSigning CA

GDCA TrustAUTH E4 Generic

GDCA TrustAUTH E4 Primer CA

v

¥

4

v

4

v

EV SSL Server
Certificate

OV SSL Server
Certificate

IV SSL Server
Certificate

DV SSL Server
Certificate

CodeSigning
Certificate

Organization,
Individual Certificate

Type | Individual
Certificate

GDCA TrustAUTH E5 ROOT il H5 ()% i 55 ECC, MREFHK By 384-bit, Fik
7 /2% CA RS, Hr: (1) GDCATrustAUTH E4 EV SSL CA , 81K iy 256-bit,
28R FEHKE 9 ECC 256-bit [ EV SSL k4545 J51iE+5: (2)GDCA TrustAUTH E4 OV SSL
CA, ZHKJE N 256-bit, 25K % EHKE N ECC 256-bit [1) OV SSL Aj &5 #8J5iE1; (3D
GDCATrustAUTH E4 IV SSL CA, HHHKE N 256-bit, 25Kk % HHK &y ECC 256-bit (1)
IV SSL AR 45 #335IEF5: (4) GDCATrustAUTH E4 DV SSL CA, 4K A 256-bit, 25
REFFAKE N ECC 256-bit 1) DV SSL &5 #%2KiE15; (5) GDCA TrustAUTH E4
CodeSigning CA, %K FEH 256-bit, 25K #HHKE N ECC 256-bit (1)L 44 FKiE 45
(6) GDCA TrustAUTH E4 Generic CA 1iE-5, #8HK i 256-bit, %5k % EHHK N ECC
256-bit FIHLKI. > AJSEF; (7) GDCA TrustAUTH E4 Primer CA, 41K J& Jy 256-bit,
29 K N ECC 256-bit 1IN A 1 J5EH .

The length of GDCA TrustAUTH E5 ROOT certificate root key is 384-bit with ECC algorithm. There
are seven subordinate CAs under this ROOT CA, including: (1) GDCA TrustAUTH E4 EV SSL CA
with key length of 256-bit is used for issuing 256-bit ECC EV SSL Server Certificates. (2) GDCA
TrustAUTH E4 OV SSL CA with key length of 256-bit is used for issuing 256-bit ECC OV SSL
Server Certificates. (3) GDCA TrustAUTH E4 IV SSL CA with key length of 256-bit is used for
issuing 256-bit ECC IV SSL Server Certificates. (4) GDCA TrustAUTH E4 DV SSL CA with key
length of 256-bit is used for issuing 256-bit ECC DV SSL Server Certificates. (5) GDCA TrustAUTH
E4 CodeSigning CA with key length of 256-bit is used for issuing 256-bit ECC CodeSigning
Certificates. (6) GDCA TrustAUTH E4 Generic CA with key length of 256-bit is used for issuing
256-bit ECC Organization, Individual Certificates. (7) GDCA TrustAUTH E4 Primer CA with key
length of 256-bit is used for issuing 256-bit ECC Typel Individual Certificates.

GDCA TrustAUTH E5 ROOT iE-54#4 - 2040 4 12 H 31 HZIH.

GDCA TrustAUTH E4 EV SSL CA il 7E 2030 4F 12 H 31 H 1, 2027 41 H 1
H, EAFEAHZ CAE-RZRIT HES,

GDCA TrustAUTH E4 OV SSL CA ilE+5:K7E 2030 4F 12 H 31 H#(#], 2027 41 7 1
Hit, A% CATEBZ& R FE.

GDCA TrustAUTH E4 IV SSL CA iE- 154 1E 2030 4% 12 31 HF|H, 2027 41 H 1
Hitd, # A% CAIERB&RT k.
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GDCA TrustAUTH E4 DV SSL CA iE-5#17E 2030 4 12 7 31 H 33,2027 /£ 1 7 1
Hig, BRI Z CAERZRIT FHEH.

GDCA TrustAUTH E4 CodeSigning CA ilE-3# £ 2030 4 12 H 31 H |}, 2027 4F 1
H1HE, BARMHZ CAIEBZ&RIT FIUET.

GDCA TrustAUTH E4 Generic CA iE-3#47E 2030 4 12 H 31 HEIi, 2027 41 7 1
Hig, BRI Z CAERZRIT FHEH.

GDCA TrustAUTH E4 Primer CA UE 54 7E 2030 4F 12 J] 31 HFH, 2027 41 1 1
Hig, KA Z CAERZRIT il
GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 OV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 IV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 DV SSL CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 CodeSigning CA certificate will expire on December 31, 2030. From January
1, 2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Generic CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Primer CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

X ¥ GDCA TrustAUTH R5 ROOT 1iE45. ##mffl R5 # CA iEf5i. GDCA
TrustAUTH E5 ROOT 242 CA Fias kil JiEds: GDCA i CA/B iRlx
Chttps://www.cabforum.org.) & A () i ¥ i A 1) Baseline Requirements. EV Guidelines.
EV Code Signing Guidelines. Baseline Requirements for the Issuance and Management of
Publicly-Trusted Code Signing Certificates & AATL Fi AR R HEAT 25 & N FLA LA (S A
) SSL/TLS UE-BAMRILREAZUETS, EHIAEE HEFEN, HoRraR s A i
BEATAEIT CPS, WA CPS &5 CA/NI i i8Ts (CA/Browser Forum) & A7 fIAH SR E R

O 263K AN BT, UL CAV B 28 18 T 1E 30R AR BRI At

For subscriber certificates issued by the subordinate CAs that are issued by GDCA TrustAUTH R5
ROOT certificate, #Z {8 R5 R CAiF4) and GDCA TrustAUTH E5 ROOT, GDCA conforms to
the latest versions of the Baseline Requirements, the EV Guidelines, the EV Code Signing

13
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Guidelines, Baseline Requirements for the Issuance and Management of Publicly-Trusted Code
Signing Certificates of the CA/B Forum, and the AATL Technical Requirements for the issuance
and management of the publicly-trusted SSL/TLS digital certificates and code signing certificates.
GDCA regularly checks the updates on CA/Browser Forum’s website and continually revise its CPS
according to these updates. The specifications of the CA/Browser Forum shall prevail in case of
any discrepancies between the provisions of this CPS and the standard specifications published by
the CA/Browser Forum.

1.2. R4 FRE5RRIR Document Name and Identification

AR (B AR A PR 2 & B ARV S5 BN (fé#% GDCA CPS.
7% CPS), CPS Jy“Certification Practice Statement ({145 . {EA SR, CPS & [H T A
HE SO ARG A4 . A RARRA CPS HIMEIT (5 BIE S H T 3.

A CPS PArh e sCOGE AR A, A5 S SOCA 5 SCRRAS BT AN B 3L, BB ST
A HE -
This document is called "GDCA Certification Practice Statement " (abbreviated as “GDCA CPS”, or

“this CPS”). And CPS is equivalent to “GDCA CPS”. Please refer to Appendix 3 for detailed
revisions of this version.

This document is the Chinese-English bilingual edition of GDCA CPS. In case any inconsistency or
conflict between the Chinese and English versions, the Chinese version shall prevail for all
purposes.

1.3. PKI £&53% PKI Participants

1.3.1. B FINEIRS P Certification Authorities

GDCA JEMRHE (e N R E BT 4%) . CRTIERS EBINE) e, K
PSR AE 2 = 07 - AE RS AR . GDCA Tl It 45 Tt o758 5y TG BN I & J7 AR
REFUEAS . PRI PR IE AR 55 5 T B SO L T IETE B 2 5 4R

GDCA is a trusted third-party electronic authentication service authority established by law pursuant
to "Electronic Signature Law of the People's Republic of China" and "Measures for the
Administration of Electronic Certification Services". GDCA becomes a participant in electronic
authentication activities by issuing certificates and providing certificate verification services to the
parties who engage in electronic transactions.

14
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1.3.2. AL Registration Authorities

GDCA [FEZIF BiE ML 24 GDCA 1IERFZFHUG BS54 SEHLA, BFEIEBE
MR (RA) Wby, FRBAMZI S (LRA) 25, JEMHLIKIZE AN GDCA HiE-fHiE
BT VE M R SR

Registration Authorities are branches authorized formally by GDCA, including Register Authority
(RA), Local Registration Authority (LRA), etc. A Registration Authority is an entity that establishes
registration process for certificate applicants.

1.3.3. I 7 Subscribers

FERTEANAF, TP RLE TS ANBUESRAA N, & GDCA ML+ 15
AP, ATLGRA AN MU BB A AL AR i 2 B s RS 4B T %
S A R

In the application of electronic signature, subscribers also called electronic signers or certificate
holders are end users of the certificates issued by GDCA. The subscribers could be the individual,
organization or components of infrastructure such as router, firewall, server or other equipment
used for secure communication.

1.3.4. #H T Relying Parties

GDCA HIUEFARH 2454 T X GDCA $&{t Fi T IR 2 v i 725 44 A9 (5 4t i A
FH RGBSR . ZAETT LUE, AT BLAZE GDCA H—MEFT .

Relying Parties are the entities who are engaged in related electronic certification activities based
on its trust of the electronic signatures provided by GDCA. This entity may, or may not be a
certificate subscriber.

1.3.5. HAh2 52 Other Participants
HoAth 2 5% 2489y GDCA I HL - IAUEE B H- HEAH O IR 55 1) H AR 52k

Other participants are the entities that provide related services in electronic authentication activities
of GDCA.
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1.4. EPHRH Certificate Usage
1.4.1. EEHEBR A Appropriate Certificate Usage

GDCA HJiT JUEF 2 AHE TS, #EIERRMAAR, HAEMRINE. flamdA
EF SRR IR R A IR . BN OA RSG5, HUIEF FREEAT I b B SE,
WAL R R IR B S BEAT (5 BiBE a5 . Br 1 BRUOIEFARR K R 5 43 1A
[T EGIE-B RN 225 4h, GDCA 1T HIEF AT LU 2 B HIAE BT ST« HEL T 5% S ot
e teimzhh, DLSEIEMIGIE. 7244 RBEERINE SF H A, RIS o mi O ELIC )
EAE BALEEXUT S (AR A LSk AL AE B e B A O 1k

Subscriber certificates of GDCA are widely used. Different types of certificate are applicable for
different cases. For example, individual certificate is used for sending encrypted e-mails with digital
signatures, logging into OA system, etc.; organization certificate is used for online tax declaration,
etc., and equipment certificate is used for identifying equipment and encrypting communication
tunnels, etc. Apart from different applications caused by the identity of the certification subject,
GDCA subscriber certificates can be widely used in e-government, e-commerce and other social
activities to realize identity authentication, electronic signature, and encryption of data etc.
Meanwhile, it can be used to ensure the validity and authenticity of identity between peers of
communication via Internet as well as the integrity and confidentiality of information.

GDCA %R HE+s, MIhfe Loy LU 2 N 412 4 2

1 B ESetE, fRIERAH GDCA SRS HIE R # S 1) &kt

2. IRUEE BN, RIE R GDCA Uik BRAZ &40, o] USRS BAEL i
RSN, RIEFMBINE SR .

3. EEMINLENE, TRUFAEE T IO B B IINLE I, Ao it EE 45 How R AR AT .

4. FUHOEE, WHBATARAE 5 AN W] HRAGE A0 45 R 40 7 28 44 EAT R IE

Certificates issued by GDCA can meet the following security requirements by functionalities:

1. Authenticity of identity: the certification can ensure the validity of certificate holder using GDCA
trust services.

2. Verification of integrity: the assurance to an entity that data has not been tampered and further
verifies the consistency of information between sender and receiver using certificate of GDCA.

3. Confidentiality: the certification can ensure the confidentiality of information during
transmission, and avoid the leakage to other non-authorized parties.

4. Non-repudiation: the certification can ensure the non-repudiation of transaction entities by
verifying the digital signatures.

RAEEFFHRM, GDCA Frz K FREH AN NFIEF . PUSEIES . w&RIEH.
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SSL g5 asRIE+ . AURDAE A4 KIUEFS4E. L.

® X T AUERANUGEIES, RIS KRB 2%k, %5770, RARP
BEEAE, SOy 428, KlE, LS Rm, En)77 208

® X SSL RS#FSIET, X434 DV SSL (Domain Validation SSL) iiF-fi. IV SSL

(Individuals Validation SSL) 1iE+i. OV SSL (Organization Validation SSL) iiF 34

EV SSL (Extended Validation SSL) 1iF-17;

® TR ZIUET:, N AL A IE A EV ISR AZAES

® IR A X Hk AT 3K

According to the types of certificate, the certificates issued by GDCA include Individual Certificates,

Organization Certificates, Equipment Certificates, SSL Server Certificates, and CodeSigning
Certificates.

® For Individual Certificates and Organization Certificates, GDCA classifies them into four
categories according to the security level, authentication method, and private key protection
mode of the certificate. The higher the class, the higher the security level, and the more strict
the authentication method;

® For SSL Server Certificates, there are DV SSL (Domain Validation SSL) Certificates, IV SSL
(Individuals Validation SSL) Certificates, OV SSL (Organization Validation SSL) Certificates
and EV SSL (Extended Validation SSL) Certificates;

® For CodeSigning Certificates, there are normal CodeSigning Certificates and EV CodeSigning
Certificates;

® Equipment Certificates have no classification.

VPR DRSS SEBR AR 22, 1 ) WA ok SR AT B A & AE F 2R, ANFEIETS A
A AN R AR LV

Subscriber can choose suitable type of certificates based on actual requirement. Different
certificates are applicable for different cases.

1.4.1.1. A NFEF Individual Certificates

MU LR N NS, DN NEAS A RN SEFE SN B, WA 55 5y fnlk 5 T
ey

Individual certificate is a digital certificate that is issued to the individual, including natural person or
personnel with specific identity, such as civil servant and employee, etc.

AN NIGEF 2 RLLURIUE CGF 122N AIEH. 58 2 BN NEPAER T SSL iEH Al
RIBZEZAET):

There are four different types of individual certificate (Type | and Type Il individual certificates are
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not applicable to SSL certificates and code signing certificates):

51 EANNIER——EE W A5 B A 3 R AR R AR I DGIE DI RS, 38 TR A2
TS U . FRIE SR 1 A NIEBR BRI 4y Bk, GDCA R FHHHIEH 7 Frig 58
S, WmEFgHbE. TS, 55 1 A NUEF AT DUF %0 22 42 SR AN & 11 HL 1S
254 i 4] Jo R SR S e I NS 5 %

Type | individual certificate provides the basic authentication function in the process of online
information transmission, which is applicable for the cases of the low security requirement. There is
no need to offer identity information when applying for the Type | Individual Certificate. GDCA just
need to verify the information submitted by users, such as e-mail address, mobile phone number
and so on. Type | Individual Certificate can be used for e-mail signatures with low security
requirement, client-side authentication, and small transactions that do not require any identify
certificate etc.

55 2 R MNEH——3RBHE M _EA5 AL R TP B AE 5 BN Mg 7254
FIIRE, WX AT € ER B AR HE S 2 R IR F 3R AT BRI 5
fr5ERHME S, GDCA TEISIE M R A M5 2, WA, 20 i BUsER =I5 $de 2%
I A EAN NI B35 2o 58 2 R NAEA AT UM ELIR I B3 PRI A 5 5o

Type Il individual certificate provides the identity authentication, data encryption and digital
signatures etc. in the process of online information transmission. It is applicable for the cases of the
high security requirement. When applying for Type Il individual certificate, GDCA requires the
applicant to provide some personal information, to verify the information submitted by users and, if
necessary, to authenticate the identity of the individual through an authorized third-party database.
Type Il Individual Certificate can be used for login through internet and the transactions with
medium amount payment.

55 3 A NIEHS——SEHE M A5 B A% 3 2 o 22 2 J00 B mi i B A IE - 15 200
W TR A ST RE, G A EOR B R R . HE S 3 RS NIES I F
PR S5 B R, GDCA i Z506f S 473 Ok R R M RHE AT B0AIE, SR 7
AATPOE T E . AU 1A SR D5 SUEEAT B B0Ks FR I 38 3R 20 1015 2 5 BUBR = 5 Bl
JE R A5 AT BEXT IS . 58 3 S8 ANUEAS T DL T3 N A AR SE) B A IE « BRI
LRSS 5 55

Type Il individual certificate is used in the process of identities authentication, information
encryption and digital signatures etc. during online information transmission with higher security
level, applied for application areas with higher security requirement. GDCA requires the user to
provide complete identity information and application materials when applying for the Type IlI
individual certificates. The GDCA must authenticate the identity data and application materials
through voices, videos, photos, etc., or compare the information with authoritative third-party
database. Type lll Individual Certificate can be used for the authentication of specific application
system and e-commerce transactions with large amount payment.
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R NUEA—— LB W A5 B AR5 I RE b 22 A 40 foe e (1 SO UAIE S 5 200
R AF I RE, 8 TR R e ERAR AN AT FRE S 4 R NERI f e
LSRR S5 B R R R, GDCA WAZIUE e 157 AL, 41 1R A5 BRI It T 0 1 F 465
5507 AT WA, EANE LA UK RS R A2 (015 2 5 BUBER =5 K e vh ) A5 B gk
EEXTIRAIE. 5 4 8N NIEBSATBLA T s T A R EIT . KB T 5558 5 5%

Type IV individual certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It is
applied to the cases with highest security levelst. Users are required to provide complete identity
information and application materials when applying for Type IV individual certificates. GDCA must
verify the identity by voice, video, photograph, or face-face verification, etc. Type IV Individual
Certificate can be used for the signing of electronic contracts and large amount payment of
e-commerce transactions etc.

1.4.1.2. HLHIZKIEF Organization Certificates

MR LS U BB THIE S, HUM ARG L Ar . BURHLR. Hha iR sE.
GDCA NRER S 1 RANEE 2 RHUVIE S, HAEKEH 3 KM 4 RHUIES

Organization certificate is a digital certificate that is issued to organization, including enterprise,
institution, government and social organization, etc.

GDCA does not issue Type | and Type Il Organization Certificates, and only issues Type Il and
Type IV Organization Certificates.

55 3 FMUMIE A ——SEBUE W _E A5 B AR R T I B UGIE S (5 B Ins M2 4
HIIRE, G TX R a ERE RN SR, FIEEE 3 RAUMIE P /& IR 4t B S
FRNHIEAEL, GDCA WA ZUN UL BERE I R AT BT S0k, 98k i J7 2nT LA
RS I 98 R AR D5 AT B A B O B SR AL 015 RS BB =7 Bl T (5
ST LEXT SRR . 28 3 FHUMNIEF AT U 55 € M R GE I S AIE s B0728 44 . I

garay
u_lﬁ‘o

%

Type Il Organization Certificates are used for authentication, information encryption and digital
signature in the process of information transmission on the Internet. It is applicable for the cases
with high security requirements. Subscribers are required to provide complete identity information
and application materials when applying for Type Il Organization Certificates. GDCA must verify
the identity by voices, videos, photos, face to face verification or compare the information with
authorized third-party database, etc. The certificate can be used for the authentication of specific
application system, digital signature, and encryption etc.

55 4 BHUHIE B——S AL W _EAF B ARSI R P 22 2 00 i) 5 3 GIE S 15 BN
TR ETIRE, G0 2 A BRI N A8, FR ISR 4 SEHLRIEFS I 7 $ 43t
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SEREM S5 B ISR, GDCA Wbl 15 & AU 4171 1 S8 BRIt T 0 T 1 46531
S5 AT, ANE IR B RS HIAE B BB =7 Bl B 145 B AT LE
XL ZZOEFR U2 L USB Key S NEIANAES, AT FRTERNZET. K
WU TR 5528 5

Type IV Organization Certificate is used to achieve the highest security level of identity
authentication, information encryption and digital signature functions during online information
transmission. It can be used in the cases with highest security level. Subscribers are required to
provide complete identity information and application materials when applying for a Type IV
Organization Certificate. GDCA must verify the identity by voices, videos, photos, face to face
verification, and compare the information with authorized third-party database. The certificates must
be used with USB Key. They can be used for the signing of electronic contracts and e-commerce
transactions with large amount payment etc.

1.4.1.3. & KEF Equipment Certificates

IR 25 B OB TS, SO AR ARST A%« B kB, B R aess, IR FiE % H]
T BB I S, B 8 225 SR, Blan, 25 IS5 S AUA AOTE 1830 b
F ] DL Wt Al 55 2% 0 B 4, JFQIEE SSL N 8 18 LLAE XU BEAT I 251

Equipment certificate is a digital certificate that is issued to equipment, including server, firewall and
router, etc. It is usually used for identification and secure communication among online facilities. For
example, the browser can identify the server with certificate issued for the server to create SSL
communication channel for secure communication session.

1.4.1.4. SSL RZ-2&KFFH SSL Server Certificates

SSL MR 45 #HUE iR Web WuhEE Web R4S 2% (1 54y, W LIRS T-1UE BH i 1) £ 473
BCE B $RAE SSLOINEEIE, AMEHTHRZS . SITIZEAL BURILE.

SSL server certificate is a digital certificate that identifies the website or server, applicable for
verification of website certificates and provides SSL channel. It cannot be used for signature or
verification of transaction and payment.

GDCA 25 A& 1) SSL k55 a5 2K UE F a4 LA DU b

® EVSSLiE+ (Extended Validation SSL Certificates), B[4 i 56 iiF 4 iR 55 %% iiE 5

® OV SSL i (Organization Validation Certificates), B 75 ZL561iE ki ik Bl B LK B 5k
Sy HIFRHEY SSL I

® |V SSLiEP (Individuals Validation SSL Certificates), B[ 75 ZIGIE M BG4 5 #H N A
S bR SSL AIEFS
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® DV SSL iFf5 (Domain Validation SSL Certificates), B H 3&A1F /X vk 35 42 B A A5 f 1
574 SSLAEP
SSL server certificates of GDCA include the following:

® EV SSL certificate (Extended Validation SSL Certificates), the extended validation SSL
certificates.

® OV SSL certificate (Organization Validation Certificates), the SSL certificate requires to verify
the identity of the organization that owns the website.

® |V SSL certificate (Individuals Validation SSL Certificates), the SSL certificate requires to verify
the individual identity of website owner.

® DV SSL certificate (Domain Validation SSL Certificates), the SSL certificate that only verifies
the ownership of the website.

Horr, OV SSLAEFS. IV SSL ik Al SEB 0 sl L 45 S5 K000 85 LA S X sl £ 473 1 9 i
Tifg, DV SSL k45 R R LM s L2 (5 B & The. EV SSLE+Hi#E7E (GDCAEV i
FHETF YA Y, A CPS A FE Xt H kAT H A ik

SSL 45 #E A BRI A AR, ki 4s . BURH AL 4.

OV SSL certificate and IV SSL certificate provide the functions of information encryption and
verification of website identity. DV SSL certificate only provides information encryption. The
issuance and usage of EV SSL certificate conforms to “GDCA EV CPS”, which is no longer covered
in this CPS.

The types of domain names in SSL server certificates are not restricted, e.g. .com, .gov etc.

1.4.15. RALZA FUEF CodeSigning Certificates

BB ZEAAEFAR IR BATFA RS FIRIEECE AT, HAEH T8 USR8 4, A
BT RELZ G A ISR .

ARBSLE A UEFAT P &, AMPRASZE G UL T XERE AR . 1=
BURAE SRR

CodeSigning certificate is a digital certificate that identifies the source or owner of the software
code. It can only be used for digital signature and cannot be used for transaction, payment and
encryption, etc.

Subscriber must commit not to sign malicious software, virus code, infringement software and
hacker software using CodeSigning certificate.

RAGZE L ZAE BAFEE@ERBE LU EV RIS ZIET, EV AL 4LZE A
B @RS A I A ThRE, BTN R I D JUE G AR G0 — 1 A% & 4 S Ebs i ——
EV Code Signing Guidelines. EV fRIBZEZE 151845 (GDCA EV k15 H-F I E ML S5 BE ),
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A% CPS ANF X HBEAT BAR 38 o

CodeSigning certificate includes normal CodeSigning certificate and EV CodeSigning certificate.
EV CodeSigning certificate has all functions of normal CodeSigning certificate. The difference of EV
Code Signing is that the issuance and usage of EV CodeSigning certificate must follow EV Code
Signing Guidelines. EV CodeSigning certificate conforms to "GDCA EV CPS", which is not covered
in this CPS.

1.4.1.6. ZHAE R HEH IR R A5 RS CP Object Identifiers of Certificates

1B NIUET IR 1.2.156.112559.1.1.1.1

55 2 B NIEP5ER%: 1.2.156.112559.1.1.1.2

3 B NIET5 IR 1.2.156.112559.1.1.1.3

4 B NIET53R % 1.2.156.112559.1.1.1.4

55 3 ZRHUME PS5 1.2.156.112559.1.1.2.1

55 4 ZKPUAE P 1.2.156.112559.1.1.2.2

WA IE % : 1.2.156.112559.1.1.3.1

OV SSL iEPSEmext R bRiHFT: 1.2.156.112559.1.1.4.1 J 2.23.140.1.2.2 (Baseline
Requirements 3R )

IV SSL EF A RARIRFF: 1.2.156.112559.1.1.4.2 K 2.23.140.1.2.3 (Baseline
Requirements 3K )

DV SSL iE5EmExt GAriifF: 1.2.156.112559.1.1.4.3 K 2.23.140.1.2.1 (Baseline
Requirements 3R )

EV SSL ilFF5 55 m&t G brii 4 1.2.156.112559.1.1.6.1 }% 2.23.140.1.1 (EV Guidelines
RO

eI ARG RS 44 AR A5 SRS RARIRAT: 1.2.156.112559.1.1.5.1

EV A2 0E -1 5 IS0 SR IAAT: 1.2.156.112559.1.1.7.1

BT A NIEF SR RAFIASRT: 2.16.156.339.1.1.1.2.1

B T AN IE P SR X RAFIASRT: 2.16.156.339.1.1.2.2.1

Type | individual certificate policy: (1.2.156.112559.1.1.1.1)

Type Il individual certificate policy: (1.2.156.112559.1.1.1.2)

Type Il individual certificate policy: (1.2.156.112559.1.1.1.3)

Type IV individual certificate policy: (1.2.156.112559.1.1.1.4)

Type Il organization certificate policy: (1.2.156.112559.1.1.2.1)
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Type IV organization certificate policy: (1.2.156.112559.1.1.2.2)
Equipment certificate policy: (1.2.156.112559.1.1.3.1)

OV SSL server certificate policy: (1.2.156.112559.1.1.4.1) and 2.23.140.1.2.2 (required by the
Baseline Requirements)

IV SSL server certificate policy: (1.2.156.112559.1.1.4.2) and 2.23.140.1.2.3 (required by the
Baseline Requirements)

DV SSL server certificate policy: (1.2.156.112559.1.1.4.3) and 2.23.140.1.2.1 (required by the
Baseline Requirements)

EV SSL server certificate policy: (1.2.156.112559.1.1.6.1) and 2.23.140.1.1(required by the
EV Guidelines)

General CodeSigning certificate policy: (1.2.156.112559.1.1.5.1)
EV CodeSigning certificate policy: (1.2.156.112559.1.1.7.1)
Hong Kong-Guangdong mutual recognition individual certificates: 2.16.156.339.1.1.1.2.1

Hong Kong-Guangdong mutual recognition organization certificates: 2.16.156.339.1.1.2.2.1

1.4.2. FR %I i1iE35 B2 B Prohibited Certificate Uses

B RBMPESS, AR RN A R RERNEER S mE S Mg, fln, DAIIE
BHREEF TN AR RN, A GELE IR S5 25 S UIE A, FURIESASRENE 9
NATB AT R, BEF R ARENE NN AAWUIE TS RAE A - 50 S RA— 2
HIEF, AR#A CPS RN AT{E(T:.

Each certificate shall only be used to in dedicated usage corresponding to the subject’s identity. For
example, the Individual Certificate can only be used as individual case rather than the cases being
used as Equipment or Organization Certificate; the Organization Certificate cannot be used as
Individual and Equipment Certificate; the Equipment Certificate cannot be used as Individual or
Organizational Certificate. Certificates shall not be deemed as trusted by this CPS if they are not
corresponding to their respective usages.

UEF AR LA AR e B 50 L IR B K 2 e i 8 N A, AR IR AEAR ]
EVEIUIRIE B B ER AR I A AR SO 55 A, 75 U e AR SR T B AT AR
Rl B, ERARTERT . AR AR Tl b i %, s
TEORBIRM N &, A% R IR WAL SATBOE IR AR S 2@ i H R
oA R G, ROV E AR SRR T RE S BOLT. N G305 35 5™ A BERIR

The GDCA certificates are prohibited to be used in circumstances, such as any violation of state
laws, regulations and national security or legal consequences, in addition, the GDCA certificates
are prohibited to be used in business that involves criminal activities, or in business forbidden by
laws, otherwise all legal liability that triggered by this will be taken consciously by subscribers
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themselves. Special note here, the certificate is not designed for, not intended for, not authorized for
control equipment in danger, or for the occasion where the failure is required to avoid, such as
operation of nuclear equipment, navigation or communication systems of shuttles, control systems
of air traffic or weapons, since these faults or failures may lead to death, personal injury or serious
environmental damage.

1.5. SEERFH Policy Administration

GDCA %452 i 22 GDCA HL T INEARSS T A SRms 1 e ey B, Ao E
ALHE CPS, JH1EA CPS SIZjifi i 7 W ) dae ik e AL o

GDCA Security Policy Committee is the highest management authority responsible for review and
approval of policies of electronic certification services, as well as the highest decision organization
to perform inspection and supervision of the enforcement of CPS.

1.5.1. SRES SO E BN Organization Administering the Document

SR SCRA S BENLF ) GDCA % 4 SRS 2 DA 2, ARON SIS B LA T s T %A
BT A CPS. GDCA % &ML i~ R TAREEHZ . ATE O B0, R
oty 2 AR ST TR ST SRS A G AR ALK

AN HEME SCR RS A0 A A 55 55 H AT AT BUE B 1 19 5T

GDCA Security Policy Committee is assigned as the document management authority responsible
for establishing, publishing and updating this CPS. The committee consists of the relevant
representatives with the right of decision-making from GDCA’'s management, administrative center,
marketing center, technology center, and customer service center, etc.

Consultation of this policy document to the external parties and other routine jobs are undertaken

by the administrative center.

1.5.2. EE & A Contact Person
1.5.2.1. IEP GRS Certificate Problem Report

I 1) AR SR P v SR At LR 7 e — 3258, HAE P i SR e i A
i B 5L -

® KHRfEZ: webtrustreport@gdca.com.cn; I,

® HHi: 95105813

Any certificate problem reports or certificate revocation requests shall be submitted through one of
the following ways, and certificate revocation requests must be submitted in writing:
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® E-mail to: webtrustreport@gdca.com.cn

® Call: 95105813

1.5.2.2. CPS a8 CPS Related Issues

R 2% CPS I, . BEas, #n] DA% LLR J7 s TR &R .
BEARARIT: GDCA AT BUE AL ]
BHREAN: £t
WX gk https://www.gdca.com.cn/
H T IR ARt gdca@gdca.com.cn
BRARMAE: AR NIRRT 2R M TS X AP i 448 5 el KRS 23 #%
MBI fi4: 510030
LGS +86 20-83487228
HEH510: +86 20-83486610
For any problems, suggestions, questions, etc., about this CPS, you could contact us as follow:
Contact Department: GDCA Administrative Department
Contact: Ms. Wang

Website: https://www.gdca.com.cn/

E-mail: gdca@qgdca.com.cn

Address: 23F, 448 Dongfeng Zhong Road, Guangzhou, Guangdong, the People’s Republic of
China

Postal Code: 510030
Tel: +86 20-83487228

Fax: +86 20-83486610

1.5.3. WRE CPS fF & RIEHIAL# Person Determining CPS Suitability for

the Policy

GDCA %4 KIS ZR it i~ ) CPS Mg il 5E e i AUBHLAL , 2 5 € HitiE CPS.
RIE CPS 545 Sl ML o

As the highest organization for making CPS, GDCA Security Policy Committee is a decision-making
organization to ensure the CPS is in line with CP which is responsible for examination and approval
of the CPS.
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1.5.4. CPS #t#:F2 ¥ CPS Approval Procedures

AHLAE ) CPS Hi GDCA %24 SRS 23 i1 24 41 CPS 4 5 /INH AU 2 SCRY, CPS 4’5 /)N
e UG PE 2 GDCA LRI R R ik, AL iaftiti)s, £/ GDCA B J7 M
uh b RAN, JEREE CRPUGERSEEING e, Wbk fiz HEZMN=+HZN
] MV AME BB 5.

This CPS is drafted by the team designated by GDCA Security Policy Committee. After the
completion of drafting, the CPS is submitted to GDCA Security Policy Committee for review. After
approval by the committee, GDCA will publish the CPS on its official website. Under the provisions
of "Measures for the Administration of Electronic Certification Services", GDCA should put the
record to the Ministry of Industry and Information Technology within 30 days after the publication.

1.5.5. CPS 4&1] CPS Revision

GDCA #4555} CPS BEAT 4% IR A ], IF 2 2 SRS R i TR FHH .

GDCA R4l FE KA BRVER . BIREER FRfEm A8 Sl 55 R i 5 55 S BB 1T A
CPS, [FIStF B GDCA TrustAUTH R5 ROOT k5. % i/8 R5 1R CA iE+i. GDCA
TrustAUTH E5 ROOT &K M2 CA Fias K AFLATFEIEFL S5, GDCA i&fR4E CA/B
iz Chttps://www.cabforum.org. ) & Aii ] 5 ¥ i A< ff] Baseline Requirements. EV
Guidelines. EV Code Signing Guidelines {125k J fH&1T CPS.

CPS % 5 /INHAMHE LA EIF A E CPSAEIT N, #58 GDCA %4 Hilg 23 i1 22 Fi 1Y
ZZR NSRS, EXE GDCA B 77 Wil F KA.

A CPS Z/DFFMEI] — K. WRTAR U, MEBHERRA S . TR RANE . A4
RS Ta) S BT 103 o

BTG I CPS, M4 R AT 2 Bt =+ H 2z 1 Tl fis B & 5.

2&‘1

GDCA will implement strict version controls on this CPS, and such work will be arranged by the
GDCA Security Policy Committee.

This CPS will be updated timely in line with the changes of national policies and regulations,
technical requirements, standards and business development. Meanwhile, for the publicly trusted
certificates issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT
certificate, #%i4{ R5 # CA iilF+5 and GDCA TrustAUTH E5 ROOT, GDCA shall also update this
CPS according to the latest versions of the Baseline Requirements, and the EV Guidelines, and the
EV Code Signing Guidelines of the CA/B Forum (https://www.cabforum.org).

The proposed suggestion of revision will be submitted by the team which is responsible for writing
CPS based on relevant changes, then it would be reviewed by the GDCA Security Policy
Committee. After approved by the committee, GDCA will publish the updated CPS on its official
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website.

This CPS is updated at least once every year. Even if no other changes are made to the contents of
this CPS, GDCA will increment the version number and update the release date, effective date, and
the revision records of this CPS.

GDCA should submit the revised CPS to the Ministry of Industry and Information Technology for the
record within 30 days after the publication.

1.6. X HYEE Definitions and Acronyms

1.6.1. RiEE X —W R List of Term Definition
AiE X
GDCA Z AL s | GDCA WUEAR 5514 Z N 1 B sy SR i & B I B LA AT CPS — 3K

PEEN LI

BT EAR S LA

PITREL, KR, WUHAEEIERREAM .. ZAREEH
TR CAs J2h % CAs.

TEMHLIY

ML (Registration Authority, RA) 7t ALHE+H HiEE
FEFAT FRSSIE R, I IR VGEIRS I,
ZAE TS G B E NS R S A, B BN R T R A AT
SRR R, B S UE BRI R, AR TFE
IR S5 AT St BT E 5 B g A IR FR i

e

B 24 T 3, TR RS S IbE.

IIREECELIIES

M2 R UE S B F T UAEAR S5 (CA) B AT B v 2844,
HE VSR B R UE T B I RV ER 3R

R AIEME S5 R

I RAEP ST, Bk, B H AR A BHEZEA) — 3

84

ARG BLE R R IR

PN

IR NEB FEHFRCHER, B Ip B e H
i . TR

% A

Pt ZIE P HIEEE, IR RIES.

SEAPRE 4

BLAE TIRPR AL R G T @O R R R4

FELGEFIRE WX

FELGUEP A A WM, AT AT L AP A W R A 5 )

.
LN

A

HI 2 HI0 A TR R R I T BB, TR
Bedh, S/ o 3 IR B 2 BN I T i SR A

YNTE

P R AR AR AT RIE S, TS MK
), DS SR AN — IR Ry 2644, K/el
AT (S, DU SR R AL SR 5 R0 RS 2 AT

i

N FHEE RO

—HAFRREL . A AR R B SRR A,
TRBUE T AP E MRS SO BRI E R, Sk, B
LAEFBITIRE -

NICATEUES

P - AR L AR IE A DS A4 1 30LE 32 mT I R A
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s, A RIS IS

kg I T i A CPS T 717 8.3 IR 25K 1) H AR N B Sk

W7 WRGHA BRI 5 AR N i sefA

DA WS RAEF I HARNBGEESEAE,  H 21T el F 26K
AL EPAPNEIRFRE SR L

ADRNNG WIEAR S HLAG 5 UE+ G NAT P2 Z B, i BE 1
&7 IR 5 5T

WebTrust CPA B E KEFX VAR RS HLAY I WebTrust T H B9 BIAT Frite

Term Definition

GDCA Security Policy
Committee

It is the highest management and monitor function for CPS and the
decision-making agency pursuant to CPS within the GDCA

certification services system.

Certification Authority

An organization that is responsible for the creation, issuance,
revocation, and management of certificates. The term applies equally
to both Roots CAs and Subordinate CAs.

Registration Authority

A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.

Certificate

An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List

A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice

Statement

One of several documents forming the governance framework in
which certificates are created, issued, managed, and used.

Domain Name

The label assigned to a node in the Domain Name System.

Entry Clerk Entry clerk is responsible for inputting the information submitted by the
applicant and help the user handle certificates application, revocation
and renewal procedures etc.

Reviewer The reviewer is responsible for checking the information of certificate

application and approving certificate issuance.

Fully Qualified Domain
Name

A Domain Name that includes the labels of all superior nodes in the
Internet Domain Name System.

Online Certificate Status
Protocol

An online certificate-checking protocol that enables relying party
application software to determine the status of an identified certificate.
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Private Key The key of a key pair that is kept secret by the holder of the key pair,
and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key The key of a key pair that may be publicly disclosed by the holder of

the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure

A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.

Publicly Trusted

Certificate

A certificate that is trusted by virtue of the fact that its corresponding
root certificate is distributed as a trust anchor in widely-available
application software.

Qualified Auditor

A natural person or legal entity that meets the requirements of section
8.3 of this CPS.

Relying Party

Any natural person or legal entity that relies on a valid certificate.

Subscriber

A natural person or legal entity to whom a certificate is issued and who
is legally bound by a subscriber agreement.

Subscriber Agreement

An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

WebTrust The current version of CPA Canada’s WebTrust Program for
Certification Authorities

1.6.2. YERRAE R H & X — ¥ List of Abbreviations and their Meaning

CA Certification/Certificate Authority HLF YIRS LR

CAA Certification Authority Authorization DAENUREZ AL

CP Certificate Policy TE SRR

CPS Certification Practice Statement LTI - 30

CRL Certificate Revocation List TEBHON 53

CSR Certificate Signing Request TEE SR Sk

DBA Doing Business As R

DNS Domain Name System 4 A%
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EV Extended Validation 3 RIS SR I
(US Government) Federal Information Processing CEEBUR) BLFRE B kb
FIPS Standard
HARHE
FQDN Fully Qualified Domain Name 2 A I e gy &7
Global Digital Cybersecurity Authority CO., LTD. | s 2= i 48 Rl 35 it 40 4 TR
GDCA
AT
gTLD Generic Top-Level Domain T TR 2458 44
IANA Internet Assigned Numbers Authority B 4R 4 B LA
Internet Corporation for Assigned Names and T 4 5 5 52 4 e
ICANN | Numbers
HLAE
1SO International Organization for Standardization B AL, 4L 41
KM Key Management B T
LDAP Lightweight Directory Access Protocol R 2 H i Y
LRA Local Registration Authority A HE LA
OCSP Online Certificate Status Protocol TELAE PR A
State Cryptography Administration Office of i 57 25 0 4% 1
OSCCA | Security Commercial Code Administration of
China INAE
PIN Personal Identification Number A NG AR
PKCS Public KEY Cryptography Standards INFL B B A
PKI Public Key Infrastructure INEF LR
RA Registration Authority TR
Request For Comments 175 SR T A v (— bl B
RFC
P4 2 bR )
SSL Secure Sockets Layer Pl A
TLS Transport Layer Security ety Rz A
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2B B R i 515 B % ¥ Publication and Repository

Responsibilities

2.1. GDCA 15 B FE Repositories

GDCA 15 BEZ—MIAINATFIE B E, EREIRATE BUENE B R 5IE-FA X pE
5 .GDCA 15 B FE N A FEH AR T LU A% : CP A CPS 34T F1 i SE WA IiEF5 . CRL .
WL, AR GDCA R Z I R AT IS S . GDCA R S K AT B AHIESS . CPS
BATHILE GRS N, REARRIARIES CPS M XRIEHEM —5. GDCA 51
JE AT DL L :  https://www.gdca.com.cn i), B H GDCA B 45 & 3 & @ oy ik
%9“(?%[:0
GDCA repositories are open to the public. It can store, retrieve certificates and their related
information. GDCA repository includes but is not limited to the following: current and historical CPs
and CPSs, certificates, CRLs, subscriber agreements and other information published by GDCA
when necesary. GDCA will release certificates, CP and CPS revisions and so on timely that must

remain consistent with the CPS, relevant laws and regulations. You can search at
https://www.gdca.com.cn or via any other communication methods specified by GDCA at any time.

2.2. {E B KA Publication of Information

GDCA 7EE J5 M https://www.gdca.com.cn & Afifs B &, 1%/ k& GDCA KA fit
AERREE. BN RAUBINRE.

GDCA i#iid H R 55 88 ZATVT /- BIUE-T5 AT CRL, V1 7 Sl Ak i 5 7T LAI@ I 15 i) GDCA
(B X SREGIE 15 (015 BRI 15525 [FIR, GDCA $RtfELiE PR ESE MRS, T
F A7 AT SR R HIE T IR A S R

[FIIN), GDCA 4 2x i 75 R UH A v 5 AT k4745 B R AT

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website

is the primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain information
of certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party
can check the current status of certificate instantly via OCSP service provided by GDCA.

Meanwhile, GDCA may also release any related information in other possible forms.
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2.3.  RATHIEE]FIHZR Time or Frequency of Publication

GDCA TEV] UK sl s i, 3 B 77 W93l SlPKeIE F R CRL & AT -

% T i ROOTCA (RSA) iF45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA
ROOT CAL iE-H2KMH K CA K IIAT FiE+:, CRL KATEM N 8 /M, CRL A
RUA IR AA KL 24 /NS

Xf B GDCA TrustAUTH R5 ROOT iF15. #(%hI{X R5 @ CA iFf5. GDCA
TrustAUTH E5 ROOT %K 1 2% CA P25 K (AT k-5, CRL KA A W14 24 /N, CRL
AR KA 48 /N,

TEESHIIEN T, GDCA FILLHATYEIET M CRL A AGE A, GDCA f4E K AR
—WKEFUAE RS YL CAE-PHE 1% (ARL).

R A A 2R R AT T R, 1 GDCA SR e, 3XFh & A A% A2
W, R, IF B A B I R 1 .

GDCA releases automatically the latest certificates and CRLs via official website when the
certificates are issued or revoked.

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours and are valid for no
more than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #1%
B 4% R5 AR CA {E45, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are
valid for no more than 48 hours.

In particular, GDCA can choose time to release the certificates and CRL in case of an emergency.
GDCA releases CRL of CA (ARL) every year.

GDCA can independently choose the time and frequency of releasing other information of
repository. The release is efficient, timely and consistent with the requirements of the laws.

2.4. 15 B EEViH#H] Access Controls on Repositories

GDCA 15 2 i BIE BAEXF I A TE R AT ART NARRENS BB, X IX L1 S0
Vi AN S AR AT R o

GDCA @M% i Rgtdaiil. 2GR AL RN 57
A REATE RGN, MIER. B KA ERIE,

The information in GDCA repository is publicly available. Anybody can read the relevant information,
and there are no restrictions on the read-only access of such information.
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With network security, secure system design and security policy, GDCA ensures that only
authorized employees can add, delete, modify and publish the repositories.

3. iR 5 X5 Identification and Authentication

3.1. #§4% Naming

3.1.1. & # 2K Type of Names

GDCA WA A AESS, & MU MU ARE T P BRI R4, SHIE HEH 1 5
WA EE AT, HUAFERFR LR EE . IEBREEE AR R4, DL
% (Distinguished Name) JE AW EFEUEH EARN, RiEHRA# KE—R54% . GDCA
HIEFAF& X509 #nd, HCZAEPReA & SRR B4, R X500 k44 75 2.

Certificate issued by GDCA can authenticate the identity and other attributes for applicant with
different identifier including issuer and Distinguished Name (abbreviate as DN) of subscriber. The
identifier of certificate holder is named as the DN contained in the certificate, and the DN is unique
identifier of the subscriber. The certificate format meets X.509 standard and the identifier which is
assigned to the subscriber as the DN meets X.500 standard.

XF ¥ SSLITLS g5 w15, FrA i o 1P bk #8021 @) 4 v, i ) 44
N FIRALE P Mk, A2 — > M BLAE 32 AU 44 b 344 B 1P i dE

For SSL/TLS server certificate, all domain names or IP addresses are added as the Subject
Alternative Name and the common name is a primary domain name which must be one of the
domain names or IP addresses from the Subject Alternative Name.

GDCA IE a0 A& AR Y 32 AR TR 51 44 i 42 FE G s

Naming rules of issuer’s DN are as follows:

Je 1H

HZx (C) CN

(S B A, seE A

HuIX (L) UE AU e, B A

WK (0D Global Digital Cybersecurity Authority Co., Ltd.5%

GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
HLAERTT (OU) | GDCA AT REMCHE FH /7 I B AT X3 A RLR FAS T Y
WUA P URIE TS, T B GDCA TIEF3 ] DL & AN R ) A
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EE
HH% (CND g A CA £
Attribute Value
Country (C) CN

State (S)

State of issuer (if included)

Local (L)

Local of issuer (if included)

Organization (O)

Global Digital Cybersecurity Authority CO.,LTD. or GUANG DONG
CERTIFICATE AUTHORITY CO.,LTD.

Organization  Unit | Certificate contains various issuers depend on subscriber types,
(ow applications and regions to issue the certificate.

Common Name | Name of CA
(CND

GDCA UEA51T ™ i LA B 44 i A2 A 2

Naming rules of subscriber’s DN are as follows:

@ Tk =1

[E % (C) CN

E (S VP FTER iy, BE A

HilX (L) VP ETEIR T, B AN

Bt (0 T BRI, AT P AT EN LI 44 R

W] (OU)

A UEEAT A E N
VP e LR AT
FUAt 3R B £y BlIE 5 2 Y ) S

s (BE) | AT P B H sk, 50

WA (CN) | 34 (SSUTLSET), Sifli4 (HUSRENET), i~ Ak
S (N ANBBHEF), B Ad TR0 2 FR

Attribute Value

Country (C) CN

State (S)

State of subscriber (if included)
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Local (L) Local of subscriber(if included)

Organization (O) | Organization where subscriber subordinates for certain one;

Organization Unit | One or more following options can be included:

(ow . .
OU of subscriber subordinates;
Any descriptions which describe identity or certificate type;
Email (E) Subscriber’s email address (if included)

Common Name | Domain name (SSL/TLS certificate), organization name (organization
(CND certificate), individual name (individual certificate), or other identifiable

names

3.1.2. SRR E XA KIE R Need for Names to be Meaningful

GDCA {3 /] DN T RAR RUE 15 B AR SR F528 & & S, DN i i 2 A —E 1
RFHER L, 7T LG FIE S 5 &SR B S 0 B A B AR G . IE EAR A AR bR IR
AAIE T AT EE B B L SR R B AR, R T 5 B A R A IS0 E SRS B .

GDCA uses the DN field to identify the entity that is the subject of the certificate and the entity that is
the issuer of the certificate, and the names in the DN have representative meanings and can be
related to the identities and specific properties of the final entities that use the certificates. The
common name identifies the end entity’s particular name mentioned by this certificate. Identifier
describes information of the specified entity with bound public key.

3.1.3. TP B 4L B84 Anonymity or Pseudonymity of Subscribers

A% CPS JlsE, GDCA [T ! AEREAT Ky b 45 FR R I AN RE 1 B 44 B D 44

Under this CPS, subscriber cannot apply for certificate with anonymity or pseudonymity.

3.1.4. HBRARLZRBEZRBPA Rules for Interpreting Various Name

Forms

GDCA 2 K B IF B X.509 V3 b, B4 4% 0085y X.500 Frifi. B4
Har 2 F H GDCA & X.

A certificate issued by GDCA conforms to X.509 V3. The format of DN conforms to X.500, and
naming rules of DN are defined by GDCA.
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3.1.5. L PRI ME—$% Uniqueness of Names

f£ GDCA fEAEsN, AFAT 7 FEH A EARE A A GEM F], BAEME—. 2
XFFE 377, GDCA ] LA FLME— ) AR B 42 9 A e 22 SKAEFS o e+ FR i i
BRI P AFAEAR R A PRI, JEAE S FEE DL R, Jm FRIR & S 0 B ksl = 2 7 B
DA PR SR 0 o

DN of certificate must be unique for different subscribers in GDCA trust domain, and same DNs
cannot be allowed as subscriber’s subject name. GDCA can issue more than one certificates using
the unique DN for one subscriber. When DN is not unique to different subscribers, the first applicant
has the priority to use the DN, and the latter could add more additional information to distinguish
from others.

3.1.6. FIFRERA. %55/ Recognition, Authentication, and Role of

Trademarks

GDCA 25 )% WIAE B EAREL ) 44 R AL S R AR 4

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. FIEEEAHEIA Initial 1dentity Validation
3.2.1. EBAFE RN I Method to Prove Possession of Private Key

UE B L AUE A 5 B E M A SHA S N A FAEH , E B A 7 v ARG LEIE S H
HHEPEEHTES (PKCSHI0). He 5% HIR IR Tk, 835 GDCA R
B 5 20, B A VTAE LS B (R 20 BiE B S AH A A SRR R Y PIN A ) 25,

Applicants must prove that he/she holds the corresponding private key to the public key being
registered. You can use the ways of digital signature contained in certificate request messages
(PKCS#10) or other equivalent method to identify the secret keys, or some ways required by GDCA,
such as initial information (distributed key medium and its PIN code), etc. to prove that you holds
the relevant keys.

3.2.2. PMABHHI%RH] Authentication of Individual Identity

TN NS GIESS, GDCA WAAURIEA NPT B IIE-B I AR, AT ASF 1 5
i, — s, IERIOE, ZetEguE, 07 FOBRE S A A
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4T o

For individual certificates, GDCA must perform different authentication methods depending upon
the type of certificate applied by the individual. Generally, the higher class certificate type means
higher security level, and stricter authentication method with more comprehensive authentication
information.

Lo X FE 1A NIEH, TR 55
GDCA R BBt - I S 45 2, AT 7 1) By EAT Bk o Bl 1) 07 20m) LR
PR IER AL S Y OB FAh . THURE S S H Al rT 52 K 7 SOk SR F 3 T 22
15 B SR AGGIE . GDCA Ak AMEORT A AL BRIGUESS B LASM
b 5 035 SR H LR ATEER . BT HIEE A A/,

1. For Type | Individual Certificate, the following authentication is performed:

GDCA only verifies the information submitted by the subscriber and does not validate the
identity of the subscriber. The information submitted by the subscriber can be validated by
sending a verification code, making a phone call, sending an SMS message or any other
reasonable ways. GDCA will not ensure or guarantee the validation and reliance of other
information, and will not validate whether the information belongs to the subscriber, except the
information submitted by the subscriber.

2. XWFFE 2B NUET, BATLL R S50
GDCA 5Bl Fl 7 BT 28 5 8, IEB @ 4 il PS4 . #d 7 2
A DA 8 I SR FH R AR SR B A SOd ik L ML A5 S A T S 1) O SRS
HHFHRALRE RIS, W EE, T A BB = 7 e S T SR
0 B E AL B 5 BT AR SLIE, iR g S TR (s B 5 a4 R —
o

2. Forthe Type Il Individual Certificate, the following authentication is performed:

GDCA shall verify the information submitted by the subscriber, and to verify that the common
name is the real name of the subscriber. The information submitted by the subscriber can be
validated through sending a verification code, making a phone call, sending an SMS message
or any other reasonable ways. GDCA can also validate the identity of the subscriber through
the well-known third-party database if necessary, to ensure the consistency of the information
from different channels.

3. XFH 3RADANIES, PATLLT R

1) WHINEEE S B L SEVERTE Rk o BIAR T SRL AU IR AT H G & 20— Fh U
HURIAIA B« AR Al IR (0 S eSO (e R B i 97 IR ZE s
il FISEEIED , GDCA A6 B % IR W S 2 1547 A i B el Dy it (1IR3 , 44 22 , GDCA
AT DL I A8 A RS A UE I SO BB S =5 B R AT A A & S, th

37



N

GDCA

ﬁﬁﬂﬂftﬂ_!iﬂ‘if’\ﬁlﬁﬁi‘ﬂﬁ!

Bobal ERgital Tt

GDCA HE-FAEML S5 H) (V5. 3 AR

2)

3)
4)
5)

1)

2)

3)

4)

5)

1

2)

AT DL ST . 40 RS Ty 2O A R SR A RS B AT R SERAIE, AR
REMEESRESER .

A i fo bl e 3 S A k). GDCA AT L@ L 24K B, 44T
%l A B8 R K B 5 S PR I ) bl B BB R BURF 25 K 14 B I BA S A
bk o

AP IE R E M. GDCA M i ig . mEAF5ET7 =, 5 HigE i sl gk,
Xt F LLREAN AU N N B4 4 SCHIAE 1), 38 75 B4R A FLFTE B R (R B AT R
MR B ASHAEER, FEMNZHE R EALE, DUAHIE RSB T Z
PR 5y o U BESREE AT R B SO B30 = B e . RO R A B T IR 45
For the Type IIl Individual Certificate, the following authentication is performed:

Ensure the identity of the subscriber. This mustbe validated by obtaining at least one currently
valid government-issued photo ID (e.g. ID card, passport, military 1D, or equivalent document
type), GDCA inspects the copy for any indication of alteration or falsification. GDCA
cross-checks with an authoritative third-party database that issues the valid identification
document, when necessary, GDCA may also verify the information submitted by the subscriber
through a voice communication, video, photo taking, etc. as well as validate through
cross-checking with a well-known third-party database, to ensure the consistency of the
information from different channels.

In case the subject of the certificate contains an address, GDCA may verify the address of the
applicant using a utility bill, bank statement, credit card statement etc., or directly rely on the
address on the identification document issued by the government.

GDCA verifies the certificate request with the applicant by sending e-mails or making phone
calls etc.

For the application applied by someone in his/her name who works in an organization, the
applicant also needs to provide the proof materials from the organization.

When the application information contains some information of an organization, it is necessary
to confirm the existence of the organization and whether the applicant belongs to the
organization. GDCA could require the applicant to submit the certificate of incumbency, or
validating by a third-party database, or sending e-mails to the organization, and so on.

XHFEE 4 A NIEH:, $AT BN %50

BN FRTE & SR SR R o SRR A I 45 (D AU RAS H i
2D BURHUASUR I AR A7 IR 19 BHE R SO Can & R S EE
PR FEEIESCHARFISFHER ), GDCA aBiZIEH] U & A M B e s Dy i i
IR (2) IR KA AR IE W SCAF IBUEER =5 Bl P BEAT I BN, B ORI
REEMEESZAES R 8.

BB F Al CiE$5 £ b & btk ). GDCA w] DU L 2K B . HRAT
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3)
4)

5)

6)

1)

2)

3)

4)

5)

6)

1)

2)

R AT P R DK R A5 S HR T (1 ek B R A5 K (1 B Ak B SO
{p2iiRa S

AAE R SE . GDCA MR h . W77, 5 HEEZSIE R K,
WES, GDCA WLLEEZIE LG U, 0S5 200 FE 10 S 2t AT i,
B ny RA R 1 )7 AT A A

X AR H I B N B 34 LR, I8 75 RS e SR 3R BEIRIE B A R
HHIEE SO ENMAERR, fFEMZH RS, DUAHIFEAR SR T2
RIS o AN SERERSARRRUE A SCIF . B =7 8 P . OB A L T B 45
For the Type IV Individual Certificate, the following authentication is performed:

Ensure the identity of the subscriber. Ways of authentication are: (1) obtaining at least one
currently valid government-issued photo ID (e.g. ID card, passport, military ID, or equivalent
document type), GDCA inspects the copy for any indication of alteration or falsification; and (2)
Cross-checking with an authoritative third-party database that issues the valid identification
document, to ensure the consistency of the information from different channels.

In case the subject of the certificate contains an address, GDCA may verify the address of the
applicant using a utility bill, bank statement, credit card statement etc., or directly rely on the
address on the identification document issued by the government.

GDCA verifies the certificate request with the applicant by sending e-mails or making phone
calls etc.

GDCA may verify the information submitted by the subscriber through a voice communication,
video, photo taking, etc. GDCA may also validate the information face to face.

For the application applied by someone in his/her name who works in an organization, the
applicant also needs to provide the proof materials from the organization.

When the application information contains some information of an organization, it is necessary
to confirm the existence of the organization and whether the applicant belongs to the
organization. GDCA could require the applicant to submit the certificate of incumbency, or
validating by a third-party database, or sending an e-mail to the organization, etc.

5. X TEMEEEEIER KN NS 445 .

AN NS HEE S HVGETR, GDCA SR LAT 77 sl — AT %1
TR0 T 255 o VR A8 O S IE IS CRUAEEAR T Sk, 37 e e S
UEBIBERE, BN NS S, RO ORI S 55 B B R R AIE 5 AR AT R
RS T2 « GDCA $AT AT 53 3R (1D S AR AL B IE 4R R 7, GDCA
R B TR UE P R AR AL AT RS BORER =7 Bl B (Bt
Hb PR A [ A I B E S R AT ) 25 Hh 0 7D JEAT X, BN B 3 1 LSS B s (2D
255 A WIRFE A S O0IE 5 G N — B0 A SRS AR A LX) (3) sl 4m i
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5.  For the individual mutual recognition certificate of Guangdong and Hong Kong, GDCA adopts
one of the following ways to perform authentication:

1) Face to face authentication. GDCA confirms the authenticity of the individual identity by a legal
identity document (including, but not limited to, identity cards, passports or other identification
documents), and ensures the individual identity is consistent with subject information of the
certificate requested.

2) Non face to face authentication. GDCA performs the following procedures for the authentication:
(1) Confirm the authenticity of the individual identity by comparing the photo taken of the ID
document of the individual with an independent and authoritative third-party database (e.g. the
National Citizen Identity Information Enquiry Service Center) recognized by the “Guangdong
HongKong Electronic Signature Certificate Mutual Recognition Pilot Working Group”. (2)
Confirm the consistency between the individual identity and the identity of the applicant using
biometric characteristics (e.g. by comparing the facial features); (3) Confirm the willingness of
the certificate request via voice communication, video communication, photo taking, etc. (4)
Verify the authenticity of the applicant identity via a third party auxiliary data source on identity
certification (e.g. using the services provided by elD and banks on mainland China designed to
map relationship between the identities and personal accounts), and sign a legal responsibility
agreement on identity authentication with the applicant.

If necessary, GDCA may also establish other reasonable authentication methods or obtain
additional information.

WRANNAT 752, GDCA i ] LU S =T 3R A5 B ORBIE 1% B & A S
fir, WK GDCA TiENH=Tr 3R I iE S, AIZRFEs =5t T E, BEsR
S SR LA M (5 EANIE AL R

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from
the third-party. If GDCA cannot get all the required information from a third-party, it may delegate
the third-party to conduct an investigation or require certificate subscribers to provide additional
information and evidence materials.

BeAh, E, GDCA &R LA e H e Fr il 2 i 4550 7 A Bk
FEE A S IRIEFEM R L SEA R, R 5 I R AR 5.
If necessary, GDCA may also establish other required identification methods and information.

The applicant is obliged to ensure the authenticity of the application materials and shall bear the
corresponding legal responsibility.
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*FF GDCATrustAUTH R5 ROOT ilE 45 #0248 R5 #8 CA iIE15.GDCA TrustAUTH
E5 ROOT & &M H %%k CA I KT P b, GDCA @I iFAL PR TR AAEE B E &
RS IR VE R E P 1E R X RB0A “m X7 FE AR, GDCA BT LA 4.,

For the subscriber certificate issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #(% X R5 #2 CA iE+ and GDCA TrustAUTHES ROOT, GDCA establishes evaluation
process to identify the applicant with potential high risk. GDCA can refuse the certification request
from this high risk applicant.

3.2.3. P44 R] Authentication of Organization Identity

FEATHLININ GEURALAE . gl BA 55, 78 LA SR 4 SCHRIBHLGRIEF R,
AT R ) B 2550, e e ) e P B S X T S B A AR
L HAbRT ASRAS B 2 WA ) B 004 SR 1K 7 355 o HURISAT P HOIE S FR IR AT HE
A By B e o B HE S RIS T (A% RopZIERRIENA KR, If
ARAHAR R DT AE

Identities of organizations (government agencies, enterprises and institutions, etc.), which apply for
organization certificates, shall be authenticated strictly by cross-checking with the trusted
databases, making a face to face validation and other ways that can clearly prove the identity of the
subscriber, etc. Subscriber or subscriber’s representative fully delegated by the organization should
sign the application form with company’s chop, and accept and affords corresponding
responsibilities described in the subscriber agreement.

GDCA L ZRIEH U T BAE UL F A A, $hAT AR 00 B4 250005 30, — e
o RS, LA gUikE, 007 SRS, B A

GDCA must perform different authentication methods depending upon the type of certificate applied
by the organization. Generally, the higher class certificate type means higher security level, and
stricter authentication method with more comprehensive authentication information.

1. %8 3 RHUMUEF RN LA B 63 4 1

1) BN R SR SRR BRI AT U BURHLASE K 1A 20
f, BAEEART TRIEL R SFAb A RN AR, Bl kA 2
SO BB =5 5 R R A o

2) GDCA W] DUl 1E Hl i A, 7RSS B 5 SO g MR AT J0IE, B DR Pl
ROLPEESZELS R 8. WHFE, GDCA WIBEHE=J/5321 1G5,
B R A7 A0S RN BEAT IR, DARAIA R B B 55 B FL S, g AR
BENH AL BESIE FR A2 N 2 HHE A

3) AR LI N FE P BAE P BB PO L2 I NA RS e, #iR
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1. For the Type Il Organization Certificate, the following authentication is performed:

1)

2)

3)

1)

2)

3)

4)

Confirm the legal existence of organization. This can be proved by a valid document issued by
a government agency, such as an Industrial and commercial business license, enterprise
National Organization Code certificate, or validation through well-known authorized third-party
database.

GDCA may verify the information provided by the subscriber through voice communication,
video, photo taking, etc. If necessary, GDCA may contact the organization based on
information from third party, such as telephone number, email address and so onto verify the
authenticity of the applicant’s information, e.g. job position of representative or whether the
person from the application form is the real applicant.

GDCA validates the materials submitted by the authorized agent and the identity of the agent
to ensure the authorization.

55 4 FENURUEFS I B 40 45 551)

BRI SEAFAE R BRI setd . Blrg 77 s0mT B BUR PR R A 20
i, BFEEART TR ENLHE . AFb A HANRSIES, JFEE 2R3
SCAERIAUBER =7 Kdfa o BEAT A2 A

GDCA BB H AT AU, $AREET7 20O s A SR S S EATHIA (X
T 25 A BN, JFEWABUEER =75 $de e 0t H g S L S MR AT IR IE

ORISR AL IE R S EE R —3, LER, GDCA & RHAT T 47 1 75 2.
WA 7%, GDCA Wil 26 =5 3 2K ik S5 . BBUE 8 5507 35 BEH LG EAT
PRZ%, DR AR RIS 2 5 M5 S S, e E AR N R HR AL BREGHIE FR I R Y
HANEEREHIFN.

fo B AL GRS 25 2 70 N S 70 BAIE P 3 B AR R 2T N R A
FAIRZ TP NAG B BN RO o LIS, NI N B 4 STt X T 4 e A%
Ji e

WRANNA 72, GDCA & mT LA A5 =7 SRS 2 ORGSR 1% H S B 1 S 4
4Rk GDCA RN =J5 BB I f 115 2., PIZRFE50 =it T i &, siESRH
THE RSN S AERI AL

2. For the Type IV Organization Certificate, the following authentication is performed:

1

Confirm the legal existence of organization. This can be proved by a valid document issued by
a government agency, such as an Industrial and commercial business license, enterprise
National Organization Code certificate, or validation through well-known authorized third-party
database.
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2) GDCA must verify the information provided by the subscriber through voices communication,
videos, photos taking, etc. (on-site verification for face to face cases) and also cross-checking
with well-known third-party database, to ensure the consistency of the information from
different channels. If necessary, GDCA may contact the organization based on information
obtained from the third party, such as telephone number, email address and so on to verify the
authenticity of a particular information item of the applicant, e.g. job position of representative
or whether the person from the application form is the real applicant.

3) GDCA validates the materials submitted by the representative, as well as the identity of the
representative and the signed document from the organization to verify the authorization from
the organization. If necessary, GDCA shall do a face to face validation for the representative.

4) If necessary, GDCA can also verify the subscribers’ identities using the information obtained
from the third-party. If GDCA cannot get all the required information from a third-party, it may
delegate the third-party to conduct an investigation or require certificate subscribers to provide
additional information and evidence materials.

3. BEEEEE HAAER MW S 4 % 5l
MATATALHUNE CBURHLA . F s s et S %) 1 B A

HI, GDCA B4 5e0f H & 43 BEAT ks 400, B4R (RN R T
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2) @I ROT RN LU BTG BORMY ELSE 1, MR BB O3 B H WU 7843 1
FAUGEREFL AL B L AUIIE 5 B
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3. The organization mutual recognition certificate of Guangdong and Hong Kong

For the organization mutual recognition certificate of Guangdong and Hong Kong, the following
authentication is performed:

When organizations (government agencies, enterprises and institutions, etc.) apply for organization
mutual recognition certificate of Guangdong and Hong Kong, GDCA conducts a strict authentication
process on its identity, including, but not limited to:
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1) To confirm the existence of the organization through information (e.g. proof of legality issued
by a government agency) provided by an independent, authoritative third party or supporting
information provided by other recognized authoritative organizations.

2) Validate the authenticity of the organization's application materials in an efficient manner to
ensure that the application has been fully authorized by the organization which can provide
additional information that must be verified.

3) If the organization certificate includes the identity of the individual, GDCA shall request the
organization to verify the authenticity of the individual identity and to submit relevant materials
for review.

4) When an authorized representative applying for an organization certificate, GDCA shall
request the representative to submit a written document (such as a letter of attorney) that is
fully authorized by the organization, and to verify that the representative has been specifically
authorized by the organization.

5) Conducting a face to face authentication on an identity of authorized representative, GDCA
confirms the identity of the representative by a legal document of attestation (including, but not
limited to, identity cards, passports or other identification documents).

On the basis of the above processes, GDCA may also adop additional authentication mathods and
require extra data that it deems necessary.

sEAh, AER, GDCA W] LABE HE Bl Z R0 07 M Bk

FE A LS IRIE RIS BRI B SEA 2, TR 5 R VA 5T T .

X} 1 GDCA TrustAUTH R5 ROOT k-5 #2244 R5 #i2 CA i3 .GDCA TrustAUTH
E5 ROOT 25k (4 CA Fr K I FuE+s, GDCA AL yFAlibnife H TR BIAEIEIE 7E
vt RV SCVE A 0L IR IE 7 3R o T3 0 9 v XUR: ™ OAIE 53 5K, GDCA BT DI
If necessary, GDCA can also establish other required identification methods and information.

The applicant is obliged to ensure the authenticity of the application materials and bear
corresponding legal responsibility.

For the subscriber certificate issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #rZHH{ R5 R CA iFF and GDCA TrustAUTHES ROOT, GDCA establishes evaluation
process to identify the applicant with potential high risk. GDCA directly rejects the certification
requests from such high risk applicants.

3.24. BEBHHIER Authentication of Equipment Identity

B B IS A AR H e A H A AT AN, GDCA 06 1T 7 3EAT B 47 %
A, BRI N

BEEIAT 7 EARA KR R, BRI SO IE I SO AN BN Ak 55
IPEERIRAS . GBI N AR (0 BRA AN R DA
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Authentication on equipment identity varies by  different owners. GDCA must authenticate the
identity of subscriber, including the following:

Subscriber submits application form of equipment certificate with original and copy of owner’s ID,
authorization of operation, original and copy of delegated person’s ID.

BN & 1 B4 55 AR A [F) SR 2 JEAN 3] 1) B 4 3 501 07 AT, AT o A,
S R A CPS 27 3.2.2 F95 4 SR NAEHSERRAEIAT: W AN, 208
CPS % 3.2.3 158 4 SEHUIEAS AR HhAT o

B R S 2 5 RO B = Bl I BB S ARST, s BIRE
AR, EEMHE B R UHIEE A I,

T BRI NA AL P AT AR A

TE VA A4 PRI AE e+ 1 A 25 IR, 38 75 EEA0IE 2% F I 2 2 AT 1 BUR),
BN 5 2 AT DL SRR VR R BGIE W SR UM X 2% v 46 i A BB At AL 5 T A Ve 25
Hnag .

Authentication of Individual equipment Identity will be different according to the different owner of
the equipment. If subscribers are individuals, GDCA performs the verification of identity according
to the CPS section 3.2.2 class 4 personal certificate identification process. If subscribers are
institutions, GDCA performs the verification of identity in accordance with the CPS section 3.2.3
class 4 institutions certificate identification process.

GDCA checks whether the key information submitted by the applicant complies with those from
valid documents or information from third-party database in order to avoid the writing mistakes.
However, application information should be subject to applicant’s confirmation.

GDCA checks the original and copy of authorized delegated person’s ID.

When the device name is applying for a certificate as the certificate subject content, GDCA also
need to verify whether the applicants have the right to do so. Confirmation can be done as follows:

Applicants shall provide the certificate of ownership or the written commitment of the ownership or
use-right from the institution with company chop.

RN 5 2L, GDCA i m] LU A5 =T SR AR BRI 1% B &S A 2
i, WK GDCA TiENH=Tr 3R I IME S, AIZRAEe =5t T E, BEsR
I & SR BN (5 B ATE TR R

BAh, AEER, GDCA ] LA E H e Pt ifs 2L 25 0 U7 AN B

If necessary, GDCA can also verify the applicants’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate a
third-party to conduct an investigation or require certificate applicants to provide additional
information and evidence material.

GDCA can also set other required identification methods and information.
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3.2.5. SSL RE2E 43145 Authentication of SSL Server Identity
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GDCA must perform different authentication methods depending upon the types of SSL certificate
applied by the subscribers.

For OV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with

For IV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with
the Type IV individual authentication procedures in section 3.2.2 of CPS.

For DV SSL certificate, GDCA shall validate the ownership or control of the domain name and will
not verify the identity.

The validation procedures of EV SSL certificates is described in the GDCA EV CPS and not
covered in this document.

In case of domain name is used as subject of certificate, GDCA shall validate whether the
organization has the right and the validation of domain name is supposed to be in accordance with
the CPS section 3.2.7.

RN A 75 2, GDCA 7T LU A 55 =77 SREL 45 BRI IE 12 I & A 5
i, WK GDCA TiENH=Tr 3R I IE S, AIZAEe =5t T E, BEsR
S SR LA M (5 EANIE AL R

BEAh, AZIRF, GDCA 3T BLisE He B B8 Bk .

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from
the third-party. If GDCA cannot get all the required information from a third-party, it may delegate
the third-party to conduct an investigation or require certificate subscribers to provide additional
information and evidence materials.

If necessary, GDCA may also establish other required identification methods and information.
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3.2.6. AL 544 5H] Authentication of CodeSigning Identity
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Different authentication of subscribers’ identity for a code signing certificate is performed based on
different subscribers. For organization subscriber, GDCA performs certificate validation process in
accordance with the Type IV organization authentication in CPS section 3.2.3; for individual
subscriber, GDCA performs certificate validation process in accordance with the Type |V individual
authentication in CPS section 3.2.2. The validation procedures of EV CodeSigning certificates is
described in the GDCA EV CPS and not covered in this document.

Subscriber must make a statement and prove for the use of the CodeSigning certificate. Subscriber
must promise not to sign malicious software, virus codes, infringement software and hacker
software using the CodeSigning certificate.

3.2.7. BAZK#AFMER] Domain name recognition and identification

Xof T A4 PR BRIE , A 50 UE ¥ SEAAIE ] DL B I BEA R, 1 ] S @ HLi4, GDCA

AR BAR %5077 20 i) — il
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TS, R BTy AR RENUE, IR BN E R A R, AfA S
4 BT AU IR . 455 77 2045 Baseline Requirments v1.7.0 £ 3.2.2.4.2 ¥,

2. AR N RGE A R, E I — B A FEVE T KA 4 ‘admin”,
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3. fEf4 FQDN CGE&fREBA) ) URl (BB IFFRRE) MIAEL M T _EXT2 5 i
B 2T Eh, BT A IS X FQDN HIsePrizhitl. %5105 28 E
Baseline Requirments v1.7.0 55 3.2.2.4.6 5. [1Z /772 T 2020 4F 6 A 3 Hig#iztik
fEH, DRt GDCA AP %7121
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4. JBIHIINHIE A TE DNS CNAME. TXT 5t CAA 1t 3% H AT 204 Bl i ok 4 R (1 47
FER AN H I AR FOQDN (58 e RE 4 ) B2 . %5577 i Baseline
Requirments v1.7.0 5 3.2.2.4.7 75,

5. HEREARIATE R EFEUE I T A SR A B (B, AN g R B EE L E A
I G2 A Ko, FISONIE SR AP ISR T ) HTTP 2x¢ IR AAS (]
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v1.7.0 5 3.2.2.4.18 7.

For the purpose of domain name validation, entities to be validated may also be the applicant's
parent company, subsidiary company, or affiliate. GDCA may use one of the following ways for
the validation of domain names:

1. Obtain the e-mail address of the domain name owner listed by the domain name registrar or
other authoritative third party database, and contact the owner by sending a Random Value via
email, and then receiving a confirming response utilizing the Random Value, to confirm its
ownership and control of the domain name; This way of validation conforms to section
3.2.2.4.2 of the Baseline Requirements v1.7.0.

2. Sending an constructed email to domain contact to confirm the ownership and control of the
domain name, by sending an email including a Random Value to one or more addresses
created by using 'admin’, 'administrator’, ‘webmaster',’hostmaster’, or 'postmaster’ as the local
part, followed by the at-sign ("@"), followed by an authorized Domain Name, and receiving a
confirming response utilizing the Random Value. This way of validation conforms to section
3.2.2.4.4 of the Baseline Requirements v1.7.0.

3. By making a change to the agreed-upon information found on an online Web page identified
by a uniform resource identifier containing the FQDN, to confirm the applicant’'s practical
control over the FQDN. This way of validation conforms to section 3.2.2.4.6 of the Baseline
Requirements v1.7.0. [This method is no longer used because it is deprecated as of 3 June
2020].

4. By confirming the presence of a Random Value or Request Token in a DNS CNAME, TXT, or
CAA record to confirm the applicant’s practical control over the FQDN. This way of validation
conforms to section 3.2.2.4.7 of the Baseline Requirements v1.7.0.

5. Confirming the applicant's control over the FQDN by verifying that the Request Token or
Random Value is contained in the contents of a file (such as a Request Token, Random
Number that does not appear in the request used to retrieve the file and receipt of a successful
HTTP 2xx status code response from the request). This way of validation conforms to section
3.2.2.4.18 of the Baseline Requirements v1.7.0.

X IEEAT A, GDCA HRZBECAT A M4, PRIBERCAT ) A4 2
B B TR — A R sk . A H LA BRBUF LRSI, FELal e SRIG /Y.

GDCA R4 () A A4 EEGR TIUE AL . AR S 4 Ve e 2
HURI P kAL FIE S B, BRI S 2 RE W IR W] L 58 A 12k A (K BT A i 44 S 1)
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As for the validation of a wildcard domain name, GDCA verifies the domain name in the right
position of the wildcard to ensure the domain name in the right position of (*) is obtained through
registration, and explicitly owned or controlled by a business entity, a social organization, or a
government authority etc.

GDCA rejects any certificate request with a domain name in the right position of the wildcard (*)
being a gTLD, public suffix, or a registry — controlled domain name, unless the applicant proves its
rightful control of the entire domain namespace.

If necessary, GDCA may also perform the independent investigation to confirm the ownership of the
domain name. The subscriber shall not refuse the requirements when corresponding assistance is
needed from GDCA.

3.2.8. HUHREMLZFRIAE Verification of DBA/Tradename

FAEH A5 DBA skl Fk, GDCA allid Bl K J7 2 il &b —Fh DU s
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If the subject identity information is to include a DBA or tradename, GDCA verifies that the
applicants have right to use the DBA/tradename using at least one of the following:

1. Documentation provided by, or communication with, a government agency in the jurisdiction of
the applicant’s legal creation, existence, or recognition;

2. Areliable data source;

3.  Communication with a government agency responsible for the management of such DBAs or
tradenames;

4. An attestation letter accompanied by documentary support; or

5. A utility bill, bank statement, credit card statement, government-issued tax document, or other
form of identification that GDCA determines to be reliable.
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3.29. FrEER#IAS%%] Verification of Country

A UEFS I AL 5 R 2K T, GDCA Sl A SR = 77 #5 4t P2 & ) W il DNS d 5%
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In case the “countryName” field is present in the subject, GDCA verifies the country associated with
the subject though checking the IP address of the applicant or the IP address on the DNS record
from an authoritative third party database, to ensure the IP address of the applicant is consistent
with a country where the applicant is actually located.

3.2.10. IP HulkimaAFI & 5] Authentication of an IP Address

GDCA RHLL T3, BN i 5 a BseBriz il iz 1Ptk

1. 7EAE IP HibE) URL (G— B IEARIRAE) MITEL I UL X205 115 Bk T eksh
i I 7 AN BRI A 1P Mk ) S PR AL . 2 U7 IE /G Baseline
Requirments v1.6.6 % 3.2.2.5.1 75,
GDCA Ay IP Hihk48 % EV SSL E15.

GDCA adopts the following way for the authentication, to confirm the applicant owns or practically
controls the IP address:
1. By making a change to the agreed-upon information found on an online Web page identified

by a uniform resource identifier containing the IP address, to confirm the applicant’s practical
control over the IP address. This way of validation conforms to section 3.2.2.5.1 of the
Baseline Requirements v1.6.6.

GDCA does not issue EV SSL certificate for an IP address.

3.2.11. BIERIFEHIHERE Data Source Accuracy

FERGAT TS SRR Ay AT AR R R IR AT, GDCA X 2RI AT e,
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Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its
evaluation:

1. The age of the information provided,

2. The frequency of updates to the information source,
3. The data provider and purpose of the data collection,
4. The public accessibility of the data availability, and
5. The relative difficulty in falsifying or altering the data.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1l, GDCA may use the documents and data to verify
certificate information, provided that it obtained such data or document for a period no more than
the maximum validity of the certificates. For the subscriber certificates issued by the subordinate
CAs of GDCA TrustAUTH R5 ROOT, %%t R5 1R CA iiF 13, and GDCA TrustAUTH E5 ROOT,
GDCA may use the documents and data to verify certificate information, provided that it obtained
the data or document no more than 825 days prior to issuing the certificate.
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Effective as of 1 October 2020, GDCA shall ensure that, prior to the use of an Incorporating Agency
or Registration Agency to fulfill the verification requirements for EV SSL certificates, the
Incorporating Agency or Registration Agency data sources used for EV SSL Certificates will be
publicly disclosed in the repository described in section 2.1 of this CPS.

This Agency Information shall include at least the following:

® Sufficient information to unambiguously identify the Incorporating Agency or Registration
Agency (such as a name, jurisdiction, and website); and,

® The accepted value or values for each of the ‘subject:jurisdictionLocalityName’ (OID:
1.3.6.1.4.1.311.60.2.1.1), ‘subject:jurisdictionStateOrProvinceName’ (OID:
1.3.6.1.4.1.311.60.2.1.2), and ‘subject:jursidictionCountryName’ (OID: 1.3.6.1.4.1.311.60.2.1.3)
fields, when a certificate is issued using information from that Incorporating Agency or
Registration Agency, indicating the jurisdiction(s) that the Agency is appropriate for; and,

® The acceptable form or syntax of Registration Numbers used by the Incorporating Agency or
Registration Agency, if the CA restricts such Numbers to an acceptable form or syntax; and,

® A revision history that includes a unique version number and date of publication for any
additions, modifications, and/or removals from this list.

3.2.12. BAHEIIERT 15 B Non-Verified Subscriber Information

UEFS  HfE B e ik, RERUEREEAR[ENIES.

The information contained in the certificate must be validated, the information that is not validated
shall not be written into the certificate.

3.2.13. HAUAIA Validation of Authority

PV P I TP NIPEEIEFS ML 55, GDCA #EAT U0 F 9k -
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1
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LA HARRAT AZ MU AL
GDCA FVF HIEH 4R E ML AR RIS IES 27 i #H LA 46 2 1 T BLdEAT
UEF HIERIISLA N, W GDCA AERAEZARE N A LAMOIAE(TUEF I TER. 721k
B FRIEH CRSER BTG KIS, GDCA R[] FiiE & 42t H BN S i 5.

The following verification will be conducted while the representative of organization subscriber
applying for certificate:

1. Confirming the organization from third-party identity verification service or database,
documents issued by government.
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2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that the person belongs to above organization and his/her behavior is
authorized by these organization.

GDCA allows an applicant to specify individuals to request certificates. If an applicant specifies, in
writing, the individuals who may request a certificate, then GDCA does not accept any certificate
requests that are outside this specification. GDCA provides an applicant with a list of its authorized
certificate requesters upon the applicant’s verified written request.

3.2.14. H#EAE#EN Criteria for Interoperation

T A B NUE RS LA, AILLE GDCA #H4T B4R, (H& & IAMERS
BRI CPS 62T & GDCACP 23K, I H5 GDCA 2538 40 M i .
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Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS
are in compliance with the requirements from GDCA CP and sign related agreement with GDCA.

GDCA accepts the information authenticated by other CAs and issue corresponding certificates
based on the agreement.

To date, GDCA has not issued any cross certificates.

If there are provisions of national laws and regulations regarding interoperations of issuing
certificate, GDCA will perform strictly according to relevant legislations.

3.3. FHEHIERBRFRES XS] Identification and Authentication

for Rekey Requests

FELT PEEINIAD, 1T TSRO LRI 00 XS . GDCA —fi
SERAT PP MR BTN R B BT, FR(E <R

Prior to the expiration of an existing subscriber's certificate, it is necessary for the subscriber to
obtain a new certificate to maintain continuity of certificate usage. In general, GDCA requires
subscriber to generate the new key pair to replace the old one, which is called re-key.
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3.3.1. AN EIRARRES X5 Identification and Authentication for

Routine Rekey
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For general application of rekey, subscriber must submit sufficient information for identifying original

certificate, such as DN of subscriber, serial number of certificate, etc. Authentications are including

the following:

® Original certificate issued by GDCA exists.

® GDCA verifies the signature of re-key request using subscriber’s public key in original
certificate.

® GDCA authenticates the identity based on original registration information.

WS T 2 R S R N ) SO BRAE TE TR, AL, T B
SRR, 25U P LS BT I K SO B s e, thti& sk, GDCA
R A DHE

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or
data. Therefore, the subscriber shall make sure the encrypted documents or data have been
decrypted before they apply for the secret key's updating. GDCA shall not assume any
responsibility incurred by failure of decryption by the renewal of the secret key.

3.3.2. B FHATE AR RS XS] Identification and Authentication for

Rekey After Revocation

GDCA A AEIE T o i 2 1 58T

GDCA does not provide Re-key/renewal after revocation.

3.4, BESERFIFRIREXS Identification and Authentication for

Revocation Request

4 GDCA ByFMALIEAE A CPS4.9.1.1 Frid B 75 ZLHES 1T 7 IR B E, A BUKE
FUHUE D, XRMEOLTEAAT S0 o Qi SRIT P S EOREESIE TS, WH%HEA CPS 55 3.2
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GDCA or RA can revoke a certificate based on reasons stated in section 4.9.1.1 of this CPS without
authentication. Subscribers who request to revoke certificate follows CPS section 3.2.

3.5, FAUREHAHEIIRIRAES] Identification and Authentication

for Authorized Service Organization

1% T GDCA ROOTCA ilF 5(RSA).GDCA ROOT CA i 15 .ROOTCA ilF 5 (SM2).
GDCA ROOT CAL iFH& K HH g CA FiE K EIT FHES, RABRT GDCA A& L4,
GDCA i&7] AFZ AL RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA ROOTCA iE
+ (RSA). GDCAROOT CA iEf5. ROOTCA IEF: (SM2). GDCA ROOT CAL, GDCA will serve as
RA by itself, and may also assign another authorized RA.

XTI RA, U LTI 228 E I, seA Rl S KIS E i )
ERBUEN . BRI AAIVAEIRSS . RGISAT 4L Fl 22 4 B HR e .
The authorized RA must have a designated and secure operation location that can effectively
prevent and detect unauthorized access; in addition, it must have designated personnel to

undertake the functions in relation to certification services, system operation and maintenance, and
security management.

AL RA N E 5 GDCA — S 22 4 5KIg J iz 8 BYE, BdE RS IAZ ARG |
KRGS TR R S ITE, A EVESE, JR4H GDCA il )5 75 Fl 5L .
The authorized RA should formulate the security policies and operation management guidelines
that are consistent with those adopted by GDCA, including service procedures and guidelines,

system operation maintenance procedures, personnel management guidelines etc., which shall be
implemented after confirmed and approved by GDCA.

GDCA 51 RA Z2 1T MM IS AETM I, AL RA Zi A% 3% A CPS $3.2 [ E R PAT
By %] k0 RA BRI I N S50 JE A CPS $5.3.1 R . FIB 4% A7 RA AR #E A CPS
$5.5.2 A E SR SCRY A S HEAT RS (R A

An agreement between GDCA and the authorized RA should be reached, under which the
authorized RA shall perform identity authentication strictly according to section 3.2 of this CPS.
Relevant personnel undertaking the RA duties must meet the requirements of section 5.3.1 of this
CPS. In the meantime, the authorized RA must archive relevant documentation and records as
required by section 5.5.2 of this CPS.

GDCA XA RA HIAEN SSiE B HEAT W%, A& HOE 57 %42 I GDCA 12 4
SR S d2 B BRI R 55 0E Bl o MR SR . RIS IR DL, eI IR AL
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RA FRIAIE: #@IAAL, U GDCA SRIE{FERZ B RA IS

GDCA will monitor the certification services provided by the authorized RA to inspect whether or not
its business activities comply with the security policies and operation management guideline
adopted by GDCA. In case any violation of policies or guideline identified, GDCA will notify the
authorized RA to take remediation actions within a given period, should no such actions taken
within the given period, GDCA will suspend or terminate the business of the authorized RA
immediately.

& T GDCA TrustAUTH R5 ROOT iE45. #r#ifL R5 M CA iE45. GDCA
TrustAUTH E5 ROOT & I 4t CA B & HIT JE+S, GDCA HATIHARIES RA, A
PTG RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH

R5 ROOT certificate, #Zzi{L R5 iR CA certificate and GDCA TrustAUTH E5 ROOT certificate,
GDCA will serve as RA by itself, rather than assign another RA.

A EBEAEBHBIEESR Certificate Life Cycle Operational

Requirements

H CAINMERSG% K2 HEAL, GDCA Z RN NEANE . HLRELEF 7 2%
WA 3FET LA, IRKAHE 5 s W BRSS SE T A RO 5 LA B
S IRUH AR TS A N 10 4EBRLAPY; SSLITLS AR5 4l T i U0 A 825 K ek bl
W, AR AL RN 3 EBLAN . — AN ROE R A G B . IAIE
R RATS BT R R, PRSI

2020 4F 9 H 1 H 24K M2 Ja %5 R 19 SSLITLS AR 55 2%i1E 4 A4 R0y 398 K Ek LA .«

From the issuance date by GDCA system, individual and organization certificates are generally
valid for a period no more than 3 years, with a maximum validity not exceeding 5 years; time stamp
server certificates are valid for a period no more than 5 years; equipment certificates are valid for a
period no more than 10 years; SSL/TLS server certificates are valid for no more than 825 days, and
CodesSigning certificates are valid for a period no more than 3 years. A whole certificate life cycle
includes the application, verification, issuance, distribution, renewal, logout, revocation and
archiving, etc.

SSL/TLS server certificates issued on or after September 1, 2020 shall have a maximum validity
period of 398 days.
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4.1. EFHTE Certificate Application
4.1.1. IE HiE 9248 Who Can Submit a Certificate Application

RS FE SEAR S NN BA SR N B A SR (R [ X BLG SRk ippr
LIk INENE LSS

Entities of certificate applicants may be individuals and organizations with independent legal
entities (such as government agencies, public institutions, social organizations, people's
organizations and other organizations).

4.1.2. FEMHEFE 5 $T4E Enrollment Process and Responsibilities

1 UEBRENE R

1) TP EE MR AE T B R .

2) AT PRAHRL RIS MR AE 45 GDCA BIVEMLE (RA B LRA) HHATIE IS, 1E
LR S e, SRNFRIE BORE. FL T SRNG5Sl A PSSR 1 R G 4
(NG

3) VEMALF GDCA $EAZIEFE K, I ] 22 P A% 2 GDCA.

4)  GDCA HRHEE WAL B K2 A UE

5)  HMHLRE I 2 A iy ORHIE A A AT

2. TE

1) HEHERHELTHIT P CP AR CPS 2502 I, 55 i 56 FHiE
FIEHTEHE . BRI SRR AR N2

2) WA 5L GDCA $2AtE ST, se BAUERT LT il (5 BRSOk

3)  HEMLRAARIAST T PR AL AR 5 RS (E B S B Ul B BORG — BOMERS B TAE, RIS
AR R B A% T AT

1. Certificates registration process

1) Subscribers shall fill in the certificate application forms.

2) Subscribers shall submit the corresponding application materials to the registration authorities,
i.e. RA or LRA of GDCA, for the application. After reviewed by RA, the request data are
recorded. The reviewer and entry clerk are two different system operators respectively.

3) The certificate requests submitted by RA shall send to GDCA through the secure channel.

4) GDCA issues certificates according to the registered agencies’ requests.
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5) RAs deliver certificates to the subscribers in a secure way.
2.  Responsibilities

1) The applicants should learn about the agreed-upon matters stipulated in the subscriber
agreement, the CP and the CPS etc. in advance, particularly those in relation to certificate
usage, rights, obligations and warranties.

2) The subscriber has the responsibility to provide real, complete and accurate certificate
application information to GDCA.

3) RAs shall ensure the consistency between certificate application information and identification
which subscribers provided and bear corresponding responsibilities of review.

4.2. EFH B Certificate Application Processing

4.2.1. HB 5% B ThEE Performing Identification and Authentication

Functions

2 GDCA S ILVEMUE 32 BT P HIEH HiE 5, R4 CPS 3.2 LK, X1 /-
AT B iR 5 S

GDCA TEALBHESS FRE R o, Hd i A 2 T B ORAE P15 B 5 IR 1 BB 5 R
, HHIEBA RS BRI HIE .

%+ ROOTCA(RSA)E+5 . GDCA ROOT CA ifF 5. ROOTCA (SM2). GDCA ROOT
CALIEREER B CA s K BT FE, #7 GDCA H4E CPS 3.2 fif & RIFIR 15 %L
318 BT B ST B R ) AN R S 5 B K 00 B A AR R AR E, T GDCA mI{f %
HlE SUE SCrF, SHE R EEs 4T i GDCA TrustAUTH R5 ROOT HE15. %%
iK% R5 #2 CA iE45. GDCA TrustAUTH E5 ROOT 2% 17 2% CA Fr&8 K 1T FAE+S,
# GDCA R4 CPS 3.2 48 & He s A5 1 Hids SIF B SCAF I I R AN I 825 R HiZfE Bk
KA, W GDCA R A B BOE I SO, B SSER T E R .

After GDCA and its registration agencies receive the subscriber’s certificate application, they will
perform identity recognition and verification of identification over the subscriber according to the
requirements of CPS 3.2.

In the process of certificates application, GDCA will take effective measures to ensure that the
certificate information is in line with correct application information, and the certificate is issued to
the right applicant.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1l, GDCA may use the documents and data to verify
certificate information, provided that it obtained the data or document (according to section 3.2 of
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this CPS) for a period no more than the maximum validity of the certificates, and provided that no
changes occurred to the documents and data within such time period. For the subscriber
certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, (%t R5 8 CAEH,
GDCA may use the documents and data to verify certificate information, provided that it obtained
the data or document (according to section 3.2 of this CPS) no more than 825 days prior to issuing
the certificate, and provided that no changes occurred to the documents and data within such time
period.

4.2.2. i 35 B & it #E A1 3E 48 Approval or Rejection of Certificate

Applications

4.2.2.1. E E S A #E Approval of Certificate Applications

GDCA VM HLAL BT 76 i 1 3IE+ H % BT AT 4 7 B A 8 SRR B SSIE il K5
GDCA it & A7 I 2UE R AR 5 I
After GDCA’s registration authority successfully completes verification steps for the certificate

application and submits a certificate request, when GDCA formally issues certificates, it means
GDCA has approved the certificate application.

WARFFE NIREE, FEMALE (RA) AT UAHEAEIESS B

1. ZHEEAET A CPS 3.2 KT/ B bR IR AN S A L 5E »
2. FTEH R ECE A SO ISR A AR

3. HIEH Qi IME AT TR 3

RA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CPS section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the
subscriber's agreement.

3. Applicant has paid already in accordance with the provisions.

4.2.2.2. HEH HIiE E 4 Rejection of Certificate Applications

WERB AT A, MBI (RA) JEZAIEF HIA:
1) ZHIEATFEA CPS 3.2 K11 77 S (AR IR A € 5
2)  HIEE AR T BN B UE A KL
3) HIEH R ECE ANRERESAT P A RN A ATESR
4)  WHEHE B BCE AN RENS 12 IO RE SO R 28
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5) HIHEMIEP A7 ICANNCThe Internet Corporation for Assigned Names and Numbers)
X e gTLD (TRZik 4% );
6) GDCA s ML AHEAEZ FIER 20 GDCA Hi RS+ R 2y 5 $1 2K

If the following circumstances happened, GDCA refuses the certificate application in case of the
following situations:

1) The application does not meet the specifications of subscriber’'s identification and
authentication in CPS 3.2.

2) The applicant cannot provide the required identity documents.

3) The applicant opposes or does not accept the relevant content or requirements of the
subscriber's agreement.

4) The applicant has not paid or cannot pay the appropriate fees.

5) The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6) GDCA or RA considers that the approval of the application will bring about controversies, legal
disputes or losses to GDCA.

Xf -+ GDCA TrustAUTH R5 ROOT k-5 . #r 2 I A R5 #i2 CA iE-15.GDCA TrustAUTH
E5 ROOT ZEKMIH CA i KMl FOETS, anikaik i i ss (b e A il 8k
GDCA i\ Jy it iZ Bii B A7 i MU, GDCA MFE441% i, GDCA HEHE s 8 fr ki
B 55| R O ORI L BT M 2% 22 4 S 45 IO BURF HILA S5 38 =07 RAT K 44 B, A LI
RAFFHRE P EE IS, B GDCA B FH TR 58 I 2% £ 8 B3 HC At VE B P i B30 1
6 246 (R UE T3 SR RS FE 15, ST RIGEA TIETS i UK B A3, TEBSZUE 15 H i
K BWIZSRE S T HIRP B HRIEN, GDCA ¥ EEARLILHIE.

X T IR FE TS FI %, GDCA 38 1 H i 2 E 5 H i e I

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, #% i/t R5 2 CA ilF5 and GDCA TrustAUTHES ROOT, if the application is prohibited
clearly by laws and regulations, or GDCA considers that there are highly risks to approve the
application, GDCA shall reject it. GDCA establishes and maintains a list of high risk certificate
applicants according to the list provided by anti-phishing alliance, antivirus vendor or related
alliance, government agencies which are responsible for network security affairs and other third
parties, or the disclosure of information through public media reports, or previously rejected
certificate requests by GDCA due to suspected phishing or other fraudulent usage or concerns.
GDCA will query information from the list during accepting certificate application. If the applicants
appear in this list, GDCA will reject their application directly.

For the rejected certificate application request, GDCA will notify the applicant about the failure of
application.
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4.2.3. AbFEIEF B 5 AR A] Time to Process Certificate Applications

GDCA AL E MR R Al S B PSS F3 RS ARG B 15 2 — B LAY
BT B RAE S, KR 2 A TR H WAREE S HA

FEA AU BE 15 E LRI (RS PR Y AR BEAE S R BCR HES I AR R S, 528
AEFHBARAT 1 AHIRAS B 75 A s 82 | GDCA Y FLEDK .

RA authorized by GDCA will make a reasonable effort to check the certificate application
information as soon as possible. Once RA received all the necessary information, it will process the
certificate application within 2 working days.

The capability of the RA to process the applications within the period mentioned above will depend
on whether the applicant has submitted the true, complete and accurate information as well as
responded the management requirement of GDCA in time.

4.2.4. INENLFZAL (CAA) Certification Authority Authorization (CAA)

XtF GDCA M & i & CA/NI Y #3815 EV Guidelines. Baseline Requirements %3k
(A ST (SR SSL/TLS HE-15, GDCA X 48 K15 3 ) 4 4 e T o 1) B — A
dNSName i CAA Idxf A, FHEIEE W EITER.

GDCA Hi#li RFC6844 (£l 5065 1211) MIMEALRE “issue”. “issuewild” K&

“jodef” HIEIMEFRZS: % “issue”. “issuewild” FpZEd A8 “gdca.com.cn”, NIl GDCA
RERFINIIES; %5 CAA LR HIL “iodef” 2%, N GDCA 5 HiiE #1438 5 k&
S A HMURAES .

GDCA LA R4 CAA itk BRI A AT 28 R AEF % F: 1) £E4F GDCA 1)
FEA B &) CAA KRG 2) Bl —IRE AR CAA D% 3) A e
XIRAAFAESR 7] ICNNA HRIX 5] DNSSEC ik .

For the publicly trusted SSL/TLS certificates issued by GDCA and conform to the EV Guidelines
and Baseline Requirements of the CA/Browser Forum, GDCA will check the CAA records and
follow the processing instructions found for each dNSName in the subjectAltName extension of the
certificate to be issued.

GDCA processes "issue", "issuewild", and “iodef” property tags according to RFC6844 as amended
by Errata 5065: GDCA will not issue corresponding certificates if the "issue", "issuewild"property
tags do not contain“gdca.com.cn”. In case the property tag “iodef” is present in the CAA records,

GDCA will determine whether or not to issue certificates after communicating with the applicant.

GDCA treats a record lookup failure as permission to issue certificates if: 1) the failure is outside the
GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) the domain's zone does
not have a DNSSEC validation chain to the ICANN root.
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4.3. EPBZ%K Certificate Issuance

4.3.1. ERFERAREPEMRIE (RA) MEFNERFZIME (CA) KIfTA

CA Actions During Certificate Issuance

i CA HIIE T2 K GDCA AL v {5 N G IR R A B3R 4, TR CA BUTHIE
P RAE.

TEUE R RS FE A RA M HE 5Y FUSIE B B s ik, R R 0E RA REG0K %
KAEFHIE R KZAE CA HIEPBZ K £ 5. RA K1k CA KIERZ K 1ERK1E BAH RA K
B S 5 A5 BARB I, R ORGSR R B IERITY) CAIE 2K R4

CA MIE-B2R RATERAS RA MIEBARIGERIE, XKE RA 5 BHT40 5
R, T A BIIERARE R, IERER RGBT FUET.

GDCA TEHLHEIET iE 2 5, KA RAE . TET % R =k YA ARG LA
25 A IR HHEE TR R .

J# % GDCA 25 R IIE-F1E 24 /NN A 3K

A trusted person authorized by GDCA deliberately issues a direct command with respect to
certificate issuance by the root CA, in order for the root CA to perform a certificate signing
operation.

In the process of issuing certificate, the RA's administrator is responsible for the approval of
certificate application, and sending certificate issuance request to the certificate issuance system of
CA via the RA system. Issuance request which RA sends to CA must include identification with the
measures of information security. RA must ensure that the request is sent to the correct CA
certificate issuance system.

After obtaining the RA certificate issuance request, CA certificate issuance system authenticates
and decrypts the requests. For the valid certificate issuing request, certificate issuance system
issues the subscriber certificate.

GDCA will issue the certificate after approval over certificate application. The issuance of the
certificate means GDCA approves the certificate request formally.

In general, certificates issued by GDCA will take effect within 24 hours.

4.3.2. BT\ UE AR 55 HL A8 Ay M LM X 3T P @ 45 Notifications to

Subscriber by the CA of Issuance of Certificate
GDCA 2 KHL LR Ui 75 J 3 FHiT -

62



I senrmsnnmnas

GDCA

GDCA HE-FAEML S5 H) (V5. 3 AR

1. T ERARDT 1) 32 3B h

2. HLTHBME (e-maiD);

3. X T A, WENT T (A0 HIE RS2 B A A EE T HO;
4. HAh GDCA W Nz m AT HI 5 3.

GDCA will take the following notification ways to inform subscribers:

1. Electronic or paper receipt
2.  E-mail
3. Face to face (such as the applicant gets certificate from LRA, etc.)

4. Other secure and practical manners considered by GDCA

4.4. EFEESZ Certificate Acceptance

4.4.1. T BB ZAE 4T~ Conduct Constituting Certificate Acceptance
1. W EATU LT/ GDCA E AR 2% P iE 15 F 8 B BCE i B#A S, IEB T

SEHERIAARIT P32 Tk

GDCA VEMHURARE T N BAESS, BN R g IR Ar B e B E AT, 24T
JESE T BT AR R EARRIACRAT 132 TS

WP THRARIEB 75, JF HBCH 3R RO IEH B I TP R A

VP SROMAIE P IR T A B AR R I

Subscribers access to specialized GDCA certificate service website, then download certificate
to the certificate carrier, that means subscriber totally accepted the certificate after it has been
downloaded.

When RA of GDCA downloads the certificate on behalf of subscriber, the downloaded
certificate will be kept in digital certificate carrier. Once the subscribers accept the certificate
carrier, the subscribers accept the certificate.

Subscribers have received the way of obtaining the certificates, and no objection of the
certificates or their contents.

Subscribers failed to oppose or conduct the operation of objection over the certificates or the

content of certificates.

*f T GDCA TrustAUTH R4 OV SSL CA & GDCA TrustAUTH R4 CodeSigning CA ilE

BRER BT FUEF, MR SZAERIAT -

1.

WP EAT U2 1T H) GDCA E PR 55 WS RAIE 15 7 3, IR 3 e e B AT 7 4%
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% TUE.

2. GDCA JEMMUAET RIS T, AABIT T N8RS, JHEIEAE B X H Al
GDCA AR FETT ARIE LT 7, AT P #2 THE.

3. WM TIRMIESMIIE, IF HBCH SR R B I T A A

4. AT OGRS B IS A B R A RN

For subscriber certificates issued by GDCA TrustAUTH R4 OV SSL CA and GDCA TrustAUTH R4
CodeSigning CA Certificate, the following behaviors constitute acceptance of certificate:

1. Subscribers access to specialized GDCA certificate service website and download the
certificate. When the certificate is completely downloaded, it represents that the subscriber
have received a certificate.

2. GDCA's RA downloads certificate on behalf of the subscribers, when a subscriber receives a
certificate from RA through e-mail represents that the subscriber has received the certificate.

3. Subscribers have received the way of obtaining the certificates, and no objection of the
certificates or their contents.

4. Subscribers fail to oppose or conduct the operation of objection over the certificates or the
content of certificates.

4.4.2. L FIAERS YU XTHEF K & AR Publication of the Certificate by the

CA

W HESZAE S J5 » GDCA 1E 24 /N AREZAT FHIE KA 3] GDCA Y H 3R 55 R 5t
[FliT, GDCA #R#E Google M) CT ZEmg (https://github.com/chromium/ct-policy), ¥#i]
A 5 B AE 20 =A CT k4.

GDCA KM F MH RS &S AR AT RAUESS o 25 58 I EHE B2 K AT 2]
T H RS AT, RE N, T H s RS & B8 5 B[R B H RS &
BT PRI AR 2

After a subscriber receives a certificate, GDCA issues the subscriber certificate to the GDCA
directory service system within 24 hours. As per the Google CT policy
(https://github.com/chromium/ct-policy), GDCA embeds in the SSL/TLS certificates the signature
data from at least three CT servers recognized by Google.

GDCA uses the main and subordinate directory server architecture to distribute issued certificates.
Issued data are directly released to the main directory server, and then through the master-slave
mapping, the main directory server data automatically synchronized to the subordinate directory
server for subscriber and relying party to query and download.
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4.4.3. BTN E AR % BL A X Fo A SE4R )38 45 Notification of Certificate

Issuance by the CA to Other Entities

GDCA FeiF MU K AN HoAth SeARHEAT I8 25 o HoAth skl DUE R M B AR 5548 A
#3] GDCA C A% KR INE TIEP .

GDCA and RA will not notice to other entities. Other entities can obtain GDCA'’s issued certificates
by querying the directory server.

45, FHMNANERKIEH Key Pair and Certificate Usage

45.1. TP IR RERRMER Subscriber Private Key and Certificate

Usage

WPERRAE TUE B HIE 852 7 GDCA AT KIMIER 5, AN C& R ZiEsr S
GDCA. R = IRRIR LS5 465K T/ 2 BBl 1, R B i 92 35
RATFLAIE 5 0F 7 FARH T8 G R 2 A A

WP RBETEE R VAR A CPS BLKAT P W ORI 3 P9 £ P AL B RIIE 3

TR, HAHTHTAEERZS, 17 RARIHRINEAINZE . %T
INEAE, FRVEH R T 5 SR FH X LA B N 2 (45 AT AR o TEE T B s i 2
J&, P2 LA A ZE T R FASH o

XF¥ SSLITLS E4S, 1T A STARA L5 PRE R AEE 15 b 41 H B0 5 ) 44 060 . F8)
SR
After the subscribers have submitted certificate application and received certificates issued by
GDCA, they are deemed to have agreed to comply with the terms of GDCA, relying party related

rights and obligations. The subscriber who receives the certificate shall take appropriate measures
to properly keep the corresponding private key to the certificate from unauthorized use.

Subscribers can only use the private key and certificate in the CPS specified range, and under
applicable laws and the subscriber agreement.

For the signature certificate, the private key can be used for the signature of a message. The
subscriber should know about and confirm the signature content. For the encryption certificate, the
private key can be used to decrypt the information which uses the corresponding public key to
encrypt. After the certificate expires or is revoked, the subscriber must stop using the certificate’s
corresponding private key.

For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.
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45.2. AT AHMIERFfEA Relying Party Public Key and Certificate

Usage

KT RSB INBE T E A ME RS, B ST L AR
1 SRAGHETE 5 BLRIE S R A5 AT

2. WINZZE A4S L IR A5 2 AT (5 A ROAE 135

3. 1) CRL = OCSP AfiA 2544 X N HIHIE 2 75 44N «

4. EFRHEE T B4

5. EHUES BRI AHIER 4

6. AL .

When the relying party has received the message with digital signature, the party has the obligation
to carry out the following operations to confirm:

1. Obtain digital signature’s corresponding certificate and trust chain.
2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.

3. Confirm whether the signature corresponding certificate has been revoked by querying the
CRL or OCSP.

4. Certificate usage is suitable for the corresponding signature.
5. Use certificate’s public key to verify the signature.

6. Check the validity of the certificates.

A B2 AN L 08, RO A SR A A R .

MR T B R IE NS BRI, AUl IE M R R SRR )7
5, ARG FES LI AHXHE BINE o AR T ORI IE Fd [N 2515 B — R Kk %
25
If the above conditions are not met, relying party has the responsibility to refuse to sign information.

When the relying party needs to send an encrypted message to the receiving party, the party must
first obtain the encryption certificate of receiving party through proper channels, and then encrypt
the information using public key of the certificate. The relying party should send the encryption
certificate and encrypted information to receiving party.

4.6. FIFEHT Certificate Renewal

IEHS EHTRAEA BRI T B A PIBCEAAE TS S BT, 9T &k — 7K
e+
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% T i ROOTCA (RSA) iF45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA
ROOT CAL iE-H2EK ML CA B K INAT FESS, ST Jo 7 A i Hy e &
WP SRAE R U FIE B R W5 8, Wl PE4 . UEBFAS A, 3R RE A L
PR AHMER REE RS,

T GDCA TrustAUTH R5 ROOT iE+Hi. ##%kfft RS R CA iE+i. GDCA
TrustAUTH E5 ROOT 25K 2 CA P K BT FHIE+:,  SEHT HE ZER AR 5 1R
HH i i — 4 . GDCA H24f5 Baseline Requirements 2 SR A2 75 55 A L AT CL 36 IE A0S S
EEUEFEHTET, GDCA M4 CPS 3.2 8 i Vs 3R AF 1 B4 BIE B SO [ I (] AN i 825
K HiZf5 BA KA, U GDCA ] {f %5 8iiE B St

Certificate renewal is the issuance of a new certificate to the subscriber without changing the public
key or any other information in the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROQOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, when renewing a certificate, the subscriber no longer
needs to submit certificate registration information, instead, he/she only needs submit sufficient
information which can identify the original certificate, such as subscriber DN, certificate serial
number, etc. using the private key of the original certificate to sign for the renewal application
information containing of the public key.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #1%
4% R5 #R CA iE1), and GDCA TrustAUTH E5 ROOT, the requirements and procedures for
renewing the certificates are the same with those for the initial certificates request. GDCA confirms
whether or not to use the previously validated information according to the Baseline Requirements:
GDCA may use the documents and data provided in section 3.2 to verify certificate information,
provided that it obtained the data or document from a source specified under section 3.2 no more
than 825 days prior to renewing the certificate, and provided that no changes occurred to the
documents and data within such time period.

4.6.1. IEBEHHIEIE Circumstances for Certificate Renewal

XF T GDCA ZE R4 P IESS, 1T 7 TR TEUE 5 I AT EAT UE 1 5

%tF H1 ROOTCA (RSA) iF45. GDCAROOT CA iE-i. ROOTCA (SM2). GDCA
ROOT CAL iE-B& KM CA Fr KT LS, 1T/ Al i GDCA i ik 25 9 3
5% %] GDCA HJEMHUMBATIER RN ERIE. FIEIERERLRESEMEE, &
Giox AR 15 B

Xf T GDCA TrustAUTH R5 ROOT k45, X R5 # CA iE+5. GDCA
TrustAUTH E5 ROOT 25K M2 CA FRBE K HIAT FHIES:, 1T 7 F 487 Wil i) R 258
FEAME o IS, VT AU B H S BT
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XFF SSLITLS iE+:, GDCA #3211 ' EA R P i EHE . 1T HiEE
HEFI, GDCA F X T R A # PHREAT R A, A R A o059 5 B, v 39 %8,
WU ZESRAT 7 HRACHT B ZR I

For the subscriber certificates issued by GDCA, the subscribers need to submit the certificate
update request before the expiry of the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL1, the subscriber can access the GDCA Certificate Services
Website or GDCA Registration Authority for certificate renewal application before expiration.
Applicant for certificate renewal has no need to fill in the registration information, while the system
will automatically obtain the information.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #{%
B R5 #R CA iE1S, and GDCA TrustAUTH E5 ROOT, when renewing the certificates, the
subscibers shall submit the registration information as they do for the new certificates requests. If
the certificate had expired, the subscriber must apply for a new certificate.

For SSL/TLS certificate, GDCA accepts the subscriber to apply for certificate renewal without
updating the key. When a subscriber requests to renew a certificate, GDCA will check whether a
key submitted is a weak key, and will require the subscriber to renew the key pair if the submitted
key is proved to be weak.

4.6.2. B RIEH B 24k Who May Request Renewal

Y SRUE-AS ST (RS AN 3T P

The entity who requests certificate update is the subscriber.

4.6.3. TEPEHIERIILEI Processing Certificate Renewal Requests

XFFUEFEEH, HACE I RS HAEIRE . 2500, ZERUEFS . X HR IR PR BRI Al %5 531
AT LU J LA 5 T
1L W M EE AR H il GDCA Jras ks
2. DR SR G SRAEVF AT IR N
3. HEFEIEMME BT S %0

For certificate renewal, its process includes application and verification, identification, and issuance
of the certificate. The verification and authentication of application shall be based on the following:

1. The original certificate of subscribers exist and issued by GDCA
2. Validate the certificate update request is in validity period.

3. Identity verification based on the original registration information.
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FELL B BSEFI %5385 5 GDCA A ml b AS KUl F .
FEUEASSEHTIS , 17 Al U SR A A ARL B X B8 7 SR AT 2544, GDCA R =X HI ™ (1
BAMAH . EHERNAE RS BT IR TE . AR AN ME— P A48 e AT 55 5 -
GDCA can issue certificate only if all the verification and identification above are passed.

When the certificate is updated, subscribers can use the original private key to sign the update
request, and GDCA will verify and identify the validity, legality and uniqueness of subscriber’s
signature and public key, user information of the update request.

® [ PXTHIEE EHEATAEA, CA A AR R AP 25 44 HEAT IR
® T /EMME ERA KA, CA T HIFEHFEME B L TR FIIED

® Subscriber signs off the application information, and CA verifies signature by the original
certification’s public key.

® There is no change on subscriber's registration information, and CA issues a new certificate
based on their original registration information accordingly.

VTP ] LI 3% — SR AEIE 5 B S T AR AT IE P 8 3, 1% A CPS 2 3.2 7%
SREEATHE N FAE S B G A 0 B kL. GDCA FEARA[ 15 T #F Al KX F 4G IE 45 H
8 4 0 7 A N UE 15 50 BT I S ) A BE T B

Subscribers can also choose the initial certificate application process to apply for the certificate
update, and submit the application and identification information required based on CPS 3.2. In any
cases, the identification of initial certificate application process will be used for the method of
certificate update.

4.6.4. MR BEBE T P B84 Notification of New Certificate Issuance

to Subscriber

[A A CPS % 4.3.2 i,

See CPS Section 4.3.2.

4.6.5. MRS ESIERRNITA Conduct Constituting Acceptance of a

Renewal Certificate

A A CPS %8 4.4.1 75,

See CPS Section 4.4.1.
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4.6.6. HFINERFZ VAN EFUEHB R KA Publication of the Renewal

Certificate by the CA

Al A< CPS 55 4.4.2 75,

See CPS Section 4.4.2.

4.6.7. P I\ AIE AR 55 HL R 5 o SE 4R B 38 %5 Notification of Certificate

Issuance by the CA to Other Entities

[A] 4 CPS % 4.4.3 71,

See CPS Section4.4.3.

4.7. EPHEEAEH Certificate Rekey

UE S B R 4R 1T 7 AR S 5 38 AR X s B RS U AR R — A e
Ril

UEF 3 P RN E /e FHRACIE PEMHME B, W IR RO e B 2 B E R
WAT PB4 AEPFR SIS R MR AARHE P S P EWE R4 5, JF Lk
1B B R RORIE

Certificate Rekey refers to generating a new key and requesting to issue a new certificate for the
new public key by the subscriber or other participants.

When the certificate key is updated, the subscriber has no need to submit the registration certificate,
while can only submit sufficient information that can identify the original certificate, such as
subscriber's DN, certificate serial number, the certificate key renewal signature of the original
certificate's corresponding private key, and send a new public key for applying a new certificate.

47.1. ERFEHEFEIFERE Circumstances for Certificate Rekey

GDCA HJiIE+ % B B A4 EA R T LA 5 IE

1. UETORABH L 28 T FAY UE 15

2. EBREIY,

3. HETHOR, BOELAEK, GDCA ERiEF%H T H.

GDCA certificate re-key including but not limited to the following circumstances:
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1. Revocation certificate due to private key leakage.
2. The certificate expires.

3. GDCA-requires certificate key update based on the security reasons of technology and policy.

4.7.2. W RIE R FEHAFEF LA Who May Request Certification of a New

Public Key

TSRAE 1 TS (S AONE T

The entity who requests re-key is the certificate subscriber.

4.7.3. EHZHEHERIIAIE Processing Certificate Rekeying Requests

GDCA XiFE5 %5 5H 55 i SR 1) A FRAE 131 5 58 5 SR AL PRI FE 52 1 o
GDCA IF 525 57 55 39175 SR (R AL FH A [F) A4S CPS 26 4.6.3 iR,

The process of certificate key update request is completed by the process of certificate update
request in GDCA.

The process of GDCA certificate key update request is described as CPS section 4.6.3.

4.7.4. R BE-BE T P BE % Notification of New Certificate Issuance

to Subscriber

[Fl A< CPS % 4.3.2 7.

See CPS Section 4.3.2.

4.7.5. 1 R A EHEHRI4T A Conduct Constituting Acceptance of a

Rekeyed Certificate

A4 CPS % 4.4.1 i,

See CPS Section 4.4.1.

4.7.6. P EAR S A1 X 25 4 5 FriE 5 1 &K A Publication of the Rekeyed

Certificate by the CA

WPHRSET A, GDCA £ HALE IR 18] YR ZAT 7 B8R fUEH & A 2] GDCA
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After subscribers receive a certificate, GDCA will issue the subscriber updated certificate to the
GDCA directory service system in the specified time.

4.7.7. BTN E AR & BL A X Fo A SE4R )38 45 Notification of Certificate

Issuance by the CA to Other Entities

[F]4< CPS 2% 4.4.3 5.

See CPS Section 4.4.3.

4.8. IEFHEFE Certificate Modification

ERE BRI, 1T P AUET I MEIETS . GDCA A TH52 0 2k HIFTIE A 1)
PR A BRI R

When there are some changes over the certificate information, subscriber shall apply for the
certificate again. GDCA will not accept the request of modification on the certificates which are
already issued.

48.1. IEHZ T K18 Circumstances for Certificate Modification

ARAT P R HIEAE SR A AL, 6 ZTH GDCA 2 H 542 5

A0 AAES YA S5 B AR T AT BN LT BN SC55 I EAE s AT P A BE B IE 542
H, HAERE iZAE TS, A R AR TS .

LA AL B B AP B Pl RS« 2% R — 30

If the registered information which subscriber provide has some changes, the subscriber has to
submit the certificate modification to GDCA.

If information contained in the certificate changes that may affect the rights and obligations of
subscribers. The subscriber cannot apply for the certificate change, and he/she can only revoke the
certificate then apply for a new certificate again.

Both the procedures and conditions of the certificate application and modification are the same.

4.8.2. ERIEPHARTE K248 Who May Request Certificate Modification

VESRUE-A3 28 S8 (RS ORI 31T P o

The entity who requests the certificate modification is the subscriber of the certificate.
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4.8.3. IEPEFHERAIAEIE Processing Certificate Modification Requests

RT3 SEAZ AT T UE TS B M AR AT AL BE

The certificate modification is processed following the registration procedures where the first
application for a certificate.

4.8.4. MR IHEBE T P B@ 4% Notification of New Certificate Issuance

to Subscriber

[F] 4~ CPS f 4.3.2 i,

See CPS Section 4.3.2.

4.8.5. MR EZ A EIEHKITA Conduct Constituting Acceptance of

Modified Certificate

[A] 4 CPS 2 4.4.1 715,

See CPS Section 4.4.1

4.8.6. B INMERS IR B EIER K Z AR Publication of the Modified

Certificate by the CA

WP EESZAETS R, GDCA FEHE R 18] AR iZAT P IEF & A 2] GDCA 1) H 3¢k
%R Gt

After subscribers accept a certificate, GDCA will issue the subscriber certificate to the GDCA
directory service system in the specified time.

48.7. B FINE RS LA X H b SZA KB4 Notification of Certificate

Issuance by the CA to Other Entities

[A A CPS % 4.4.3 7.

See CPS Section 4.4.3.
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4.9,

WE BB FEER Certificate Revocation and Suspension

4.9.1. UF B4 s Circumstances for Revocation

4.9.1.1. T EREHERER Reasons for Revoking a Subscriber Certificate

M w0 Do

A HILL PR BLH —ME Z Fl, GDCA WAZUHE 24 /N 2 AR IE A5

VTP A T 8 30 SR AE 1+

TSN GDCA SRAIIEFF SRR BIHALHA BEIE 3 B3R BT 9

GDCA 3R13 Tt , EMSIEH AP RAT P AAHIE S 1 it

GDCA 3K T iE#E, UEBIXHIESH FQDN B 1P ik 138 44 152 B Eicds il AL ) 48 E AN
JSEA K A o

A BN G OUH A — R e A, CA NAE 24 /NN 2 WHEHIE TS, HALAUFE b R

PR IE S -

A w0 b

© © N o O

10.

11.
12.

IEH AN AT 4 Baseline Requirements 2f 6.1.5 15 & 2F 6.1.6 5 A K

GDCA 3 A5 1 iEA518 3% AIESE

GDCA SERIT P 71T . CP/CPS Hh i) — I Bk 2 1 5 K 54T

GDCA K& T AEM W] FQDN B IP bk (il AN B BRR VR AT (i, 2R3k P sk
R A AR T S AV N A R A4 By 5 A2 VE N N5 RS N HIAH SR VE AT K
MR S5 IR 260k, B T N R B SR )

GDCA Fi & F il U AT UE 50 A T 4870 AT Jk g 12 S ) 738044

GDCA R T 5 B B H KA 5

GDCA 3k BIEP 125 Kk A REFT & Baseline Requirements %3k 5%, GDCA ] CP B, CPS;
GDCA W\ AE AT B4 75 0t B IE 5 (1045 B 0 A B

GDCA &4 Baseline Requirements %5 & iE T3 AL 7 k3%, B R Elp 241k, BRdE
H k844" CRLIOCSP {5 &/

CPS HHR 5T Y AT HIE B 82 AT HT I HIFHAS s HAR RS THENLEGEE KM, 2%
R AR B E VAR A s BURAT N SO e A N3 i R R O Hoed 15
JEE RSB )

GDCA O EAT ST G, T P RSG5 s

CA & FNHIL T T FAIM e A BRI 538, e iR TR A 8142 5 th
THEASME (Fltn Debian §5% %], W.: http://wiki.debian.org/SSLkeys), EfELEM
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BFIESR ,  IE B A BORL B O VR A R
GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:
1. The subscriber requests in writing that GDCA revoke the certificate;

2. The subscriber notifies GDCA that the original certificate request was not authorized and does
not retroactively grant authorization;

3. GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise; or

4. GDCA obtains evidence that the validation of domain authorization or control for any
Fully-Qualified Domain Name or IP address in the certificate should not be relied upon.

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one
or more of the following occurs:

1. The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
2. GDCA obtains evidence that the certificate was misused;

3. GDCA is made aware that a subscriber has violated one or more of its material obligations
under the subscriber agreement and CP/CPS;

4. GDCA s made aware of any circumstance indicating that use of a fully-qualified domain name
or IP address in the certificate is no longer legally permitted (e.g. a court or arbitrator has
revoked a domain name registrant’s right to use the domain name, a relevant licensing or
services agreement between the domain name registrant and the applicant has terminated, or
the domain name registrant has failed to renew the domain name);

5. GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

6. GDCA is made aware of a material change in the information contained in the certificate;

7. GDCA is made aware that the certificate was not issued in accordance with Baseline
Requirements or GDCA’'s CP or CPS;

8. GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

9. GDCA's right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP
repository;

10. The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as
natural disasters, computer or communications failures, changes of laws and regulations,
government actions or other causes beyond the reasonable control, causing threats to the
information of others;

11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay; or

12. GDCA is made aware of a demonstrated or proven method that exposes the subscriber's
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private key to compromise, methods have been developed that can easily calculate it based
on the public key (such as a Debian weak key, see http://wiki.debian.org/SSLkeys), or if there
is clear evidence that the specific method used to generate the private key was flawed.

RAETHINEE, T GDCA UEHMRS RGP A IET, #1401 CA. RA. B A
s H RS T COFEIRS RGh r & EF IIEH) AE R AIESS, AT AR HAE -
1. GDCA 5 RA. 323 52507 HIPN & b EEE R A U
2. UERAAER AR G A VB B IR R A e A AR
3. HTEHENFEE,

If the following circumstances occur, for the certificates using in GDCA certificate service system,
such as certificate using in CA, RA, LRA or other services entities (including equipment using
certificate in service system), GDCA can revoke the certificate:

1. Agreement between GDCA and RA, LRA has changed or terminated.

2. The private key of the certificate has been compromised or is suspicious of being
compromised.

3. The management consideration.

TEFT P i R I ISR A 22 4 R A 1, BISZ EE 1 GDCA HEATHi «
KT SSLITLS MRS #FUEF:, A I LN FAERE —BE LIS, M7 T IE R
1E:

1. {EATA] GDCA 1FHREF 3k 44 5% 1P Hhobik (4 F R R BT e P I 7, sl

A A A BRI A e B LR Y . 53 LA 1 & 9 281k

Sl A W SR 44 R
2. GDCA 1351—/MEBCAFHIE B RS E— M RVEVE R 31 T4
3. GDCA I THAIRERLZ LT, JFHARZHHADR CA TR IE S S Rk
4. GDCA ZERUEF AR CJai s i sl 1k, BRIE GDCA Tttt 2k, 4ksidt

#* CRL/OCSP;

5. UEFSHIEAR A 2 BUkE Tl 1 X L A A 7 7 B AN W] 4 52 B U

If certificate subscribers discover or suspect the security of private key of the certificate has been
compromised, they shall immediately notify GDCA to revoke the certificate. For the SSL/TLS server
certificate, if the following one or several cases have occurred, GDCA also needs to revoke the
certificates:

1. The situation which of GDCA knew domain name or IP address in the certificate no longer
allowed been used by law, e.g. the right of registrar’'s domain name has been canceled from
court or arbitration organization; or fail to renew the domain name etc.

2. GDCA knew a wildcard certificate was used for a fraudulent misrepresentation sub domain
name.
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3. GDCA terminates the operation for some reasons and doesn'’t arrange other CA to provide for
supporting operation of revocation certificates.

4. Unless GDCA make special arrangements, GDCA will continue to maintain CRL/OCSP, under
the circumstance of that GDCA's right to issue certificate has been expired, revoked or
terminated.

5. Technical content or format of certificate causes unacceptable risks for application software
vendor or relying party.

49.1.2. 1% CA EHHBESER Reasons for Revoking a Subordinate CA

Certificate

A HILLL N RO — R £, GDCA Ut 7 K2 WS 2% CA IE+:

1. GDCA 3% T ibds, UEH SUEB AN MM g CA FVHE R T8, SAHMFE
Baseline Requirements 2% 6.1.5 %1 J2 55 6.1.6 1 (AR K 5

2. GDCA kA3 1kl 5 e

3. GDCA #EBIEP IR A BERF & Baseline Requirements 23K, b2l CA REEFT&
CP/CPS;

4. GDCA WJYAEAT I EIAE 2 CAUEF T S BAUER . AESLEHAT RSN,

5. GDCA i FAEMERYFIEIZE, HARE S —5 CA SR ASR BEIE T 40 Ik 55 -

6. GDCA fk# Baseline Requirements 25 & iE 5 IR S R 3%, sl el 20k, Brik
Hgk2:4E4 CRLIOCSP 15 B

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1. GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key
in the certificate suffered a key compromise or no longer complies with Baseline Requirements
of Sections 6.1.5 and 6.1.6;

2. GDCA obtains evidence that the certificate was misused;

3. GDCA is made aware that the certificate was not issued in accordance with Baseline
Requirements or that subordinate CA has not complied with the GDCA CP or CPS;

4. GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate, unreal or misleading;

5. GDCA ceases operations for any reason and has not made arrangements for another CA to
provide revocation support for the certificate;

6. GDCA's right to issue certificates under Baseline Requirements expires or is revoked or
terminated, unless GDCA has made arrangements to continue maintaining the CRL/OCSP
Repository.
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4.9.2. & SRAE P4 K924k Who Can Request Revocation

THSRAE PR SEAR N TT 7 L TIPS . GDCAL & RlENUFAL ) FlVE N 51 o B4k,
WRHTT LRV SR BERT B B AL BCE A (0 35 =07 ] AR SR A5 W /AR 7%, 5 0
GDCA A & FLH B4 1E 15 6

The subscribers, RA, GDCA, or judicial officials authorized by judicial institutions can initiate
revocation. Additionally, relying parties, application software suppliers, anti-virus organizations and
other third parties may submit certificate problem reports informing GDCA of reasonable grounds to
revoke the certificates.

4.9.3. HAHE K FI%FE Procedure for Revocation Request

4.93.1. 3T P 048 A4S 5145 The subscriber actively proposed to revocation

application.

Lo T R MIAUR S R SR B, R TR A S R 1 R SR ) B A R S A
{OE=E/i
2. TEMHUMRAE R FiERIEAC4T GDCA, 1 GDCA 52 S -
3. GDCA $2fit 724 /N BUE P HUEH FR IS R 55, 1 7 Al adad LR J7 G i :
® E-mail: webtrustreport@gdca.com.cn
® Hiif5h%: 95105813
GDCA R Z|FHiE J5 24 /N P AL ER S HR i

1. Subscribers may submit the revocation request to the RA and the RA will verify the identity of
subscriber and the delegated party.

2.  RA submits a revocation application form to GDCA and GDCA completes the revocation
operation.b

3. GDCA offers 24x7 certificate revocation requests service, and subscribers may request the
revocation of a certificate through the following ways:

® E-mail to: webtrustreport@gdca.com.cn
® (Call: 95105813

4. GDCA will process the revocation requests within 24 hours after receiving.
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4.9.3.2. T P AR FESIE T The subscriber is forced to revoke the certificate
1. 4 GDCA siiEMHIE A CPS4.9.1.1 ATiAEH iy 75 ELHUES VT P FAE 5, GDCA 8%

MR A 5N 52 AT DA I P &6 € I AR S 1 U IE 15

FEUEFE 5, GDCA EE MR B & S 1772, EARIRAE . RS, JE R
ZAT PR O AR B o R BERRZR T I, AL E TS DL R, GDCA
XoF JRUEH I 5 4 38 3 Al HEAT A

GDCA $2ft 724 /NI (AIEAS [ 7 AR BRIATRE o

BHBUTT . FENU . N TR R L B R L S 28 =07 IR AT REAFAE 1]
AR, GnFAEH B SE H IR B . IR TR RIS A4 5, AT AN
I P 75 AT ) AR 1 -

® E-mail: webtrustreport@gdca.com.cn

® Hiif5h%: 95105813

GDCA Wkt Ja, 18 24 /N XTZIESS i) R i A AT I &, JF2E T DU AR

HER IR E & 75 U E -

(L Rt i B

(2)  AHJSL IR R IR AT

(3) I R B R 1 S

(4) %t GDCA CP/CPS FILT J s &5 M1 S AT ARG 175 4 5
(5)  BUTEAERIEAE.

When the GDCA or RA has a reason stated in section 4.9.1.1 of this CPS to revoke a
subscriber certificate, related person of GDCA or RA can revoke the certificate through internal
formalized process.

After the certificate revocation, GDCA or RA will use appropriate ways, including mail, phone,
fax to notify the final subscriber that the certificate has been revoked and the reason why to be
revoked. If we cannot contact subscriber, if necessary, GDCA will publish the information of the
revoked certificate on its official website.

GDCA maintains a 24x7 certificate problems reporting and processing procedures.

The relying parties, judicial institutions, application software providers, anti-virus organizations
and other third parties may contact GDCA timely through the following ways in case they found
any suspicious problems in relation to the certificates, such as private key disclosure or
suspicious disclosure, certificates abuse, the use of certificates to sign suspicious codes etc.

® E-mail to: webtrustreport@gdca.com.cn

® Call: 95105813
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GDCA will investigate the reported problems of certain certificates within 24 hours of receipt, and
will decide whether or not to revoke the certificates based on the following criteria:

(1) The nature of the alleged problem;
(2) The number and frequency of certain certificate problem reports received,;
(3) The entity making the reports or complaints;

(4) Subscribers’ compliance with the GDCA CP/CPS, the Subscriber Agreement, and other
relevant specifications;

(5) Compliance with existing laws and regulations.

4.9.3.3. B TAERR S M A B iE 345 Revocation of electronic certification

service organization certificate

/

T GDCA [IARIE HFIHZIETS, GDCA HRIEA CPS H#l 8 v g & A s iE 15 .
T B LS RS R 45 GDCA I 2% CA R+, R4 i [F 58 Z65 5 F1 R il o It
PATHE .

For GDCA's Root CA certificates and Subordinate CA certificates, revocation will be determined
according to this CPS. For the subordinate CA certificate issued by a Root CA of OSCCA,
revocation must be determined and performed by OSCCA.

494, P15 K %5 FR 3 Revocation Request Grace Period

G0 5R B T e A R B SR, U SR L U S T AT i 5 8
NI AP SR MY o AU J5 DAL (4080 2SR L AS BEHIT (1 48 /NN AR

If key exposure occurs or suspected occurs, revocation request must be submitted in finding
leakage or leakage suspicion within 8 hours after key exposure or suspected exposure is found.
Revocation requirements caused by other reasons must be made in within 48 hours.

4.95. BT AR AR S HLM Ab B 78 SR B BR. Time Within Which CA Must

Process the Revocation Request

GDCA AbFECES 1 =K 11 i /Al 24 /NE o

The cycle of GDCA processes revocation request is 24 hours.
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4.9.6. TR EIE PRSI ZESR Revocation Checking Requirements for

Relying Parties

GDCA R HEAE IR, K77 nI7E GDCA 1M sk #4721,

GDCA provides online query on revocation status. The relying party can query on the GDCA
website.

4.9.7. CRL RAi#iZ% CRL Issuance Frequency

%tF i ROOTCA (RSA) iF45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA
ROOT CAL iE-P2K M2 CA FrZs KINIT FHESs, CRL KATJEIAY 8 /M, CRLA
BUA WA AL 24 /N

XITH GDCA TrustAUTH R5 ROOT iE+i. #zhff{ RS 2 CA i+, GDCA
TrustAUTH E5 ROOT %K i 2% CA P25 K (AT k-5, CRL KA A W14 24 /N, CRL
BRI AL 48 /N, H nextUpdate =7 Bt (I A H thisUpdate {211 10 K LA L

XfF g CAAETS, GDCA i) CRL &AM 12 N H o WRAEH 2 CA WE1,
GDCA 7EfH 5 24 /N2 IWSE#T CRL, H. nextUpdate 7Bt FI{EANHE HY thisUpdate {E )
124HUL k.

TERFIR X 25 L R 0T LAE CRL 2RI 3L (EAE W 48 AL 4 26 1FBEBS AR UE D, CRL {157
B A= 2 GDCA il 5 R R AT B LE o

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours and are valid for no
more than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(%
B 4% R5 AR CA {E45, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are
valid for no more than 48 hours, and the value of the nextUpdate field is not more than ten days
beyond the value of the thisUpdate field.

For the subordinate CA certificates, GDCA updates and publishes certificate revocation list (CRL)
every 12 months. In case the subordinate CA certificates are revoked, GDCA updates and
publishes the certificate revocation list (CRL) within 24 hours after the revocation, and and the
value of the nextUpdate field is not more than twelve months beyond the value of the thisUpdate
field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can
guarantee).
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4.9.8. CRL RAm KI5 J5 i) 1] Maximum Latency for CRLs

GDCA 1] CRL & A7 e Kt Ji B 1B A R AT I 2 J5 # 24 /NEFIS .

Maximum latency for GDCA's CRLs is 24 hours after release cycle.

4.9.09. ELXRASEWKT A Online Revocation/Status  Checking

Availability

GDCA [FEF 1T /7 K A6 7 $2 72 2R UE RS A I IR 95 . OCSP Wi B2 404+ &
RFC6960 {1225k, I HA OCSP %5 #4544 . OCSP IR 4523 IMIIE -5 15 IEAE B HRZS IRIIE
Tt A — 4 CA %k, OCSP % %% ik 1ot — 4 RFC6960 & X MK Ky
id-pkix-ocsp-nocheck ¥ 1 .

GDCA supports OCSP responses for subscribers and the relying parties. The OCSP responses
conform to RFC6960, and signed by an OCSP Responder whose Certificate is signed by the CA
that issued the Certificate whose revocation status is being checked. The OCSP signing certificates
contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

49.10. FELRFEWER Online Revocation Checking Requirements

MR L E BT LIRS T, GDCA AT W B ATAT H UL .

GDCA #2}t Get Al Post PiF# ;7 i OCSP & it 55 -

XFFAT FHIEFS, GDCA £/ Y KB H OCSP 15 & OCSP i B (115 KA 2 A 10
Ko T A ES, SLEVE T OCSP.

XFH g CAIEF, GDCA #/b4f 12 N HHHT OCSP 5 8. A4 CAIEH
F, 75 24 /A BEGHT OCSP {5 2.

XFFARZER AL RS EWIERK, GDCA Aik[El “good” k7.
Users may feel free to inquire status online. GDCA does not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA updates the OCSP information at least every four days.OCSP
responses from this service have a maximum expiration time of ten days. For the revoked
certificates, OCSP status will be updated immediately.

For subordinate CA certificates, GDCA updates the OCSP information at least every twelve months,
and within 24 hours after revoking a subordinate CA certificate.

GDCA does not respond with a "good" status for the request for status of a certificate that has not
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been issued.

49.11. BEME BERRAB KR ATER Other Forms of Revocation Advertisements

Available

GDCA MRS B H A KA 2.

Currently GDCA does not provide other forms of announcement about the revoked certificates.

49.12. E4HH B E KR B E R Special Requirements related to Key

Compromise

B CPS 58 4.9.1 WML HIETEAN, 41T 8 E ML AR 15 3 40 EL 4 Sk w5 sl 3 m]
eV RS, A2 MBS ] GDCA H& HIE B 1 R

Except for the case described in CPS Section 4.9.1, when certificate key of subscriber or RA has
been or may have been lost, certificate revocation request must be made to GDCA immediately.

49.13. EPBEHEMFERE Circumstances for Suspension

AEH

Not applicable.

4.9.14. ERIEBEFLHILAE Who Can Request Suspension

AEH

Not applicable.

49.15.  HEFERKTHFE Procedure for Suspension Request

AEH

Not applicable.

49.16.  HEMHAFRR%] Limits on Suspension Period

ANiEH
Not applicable.
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4.10. EFIRFSIRS Certificate Status Services
410.1.  BAEHFME Operational Characteristics

AT BLd CRL. LDAP. OCSP #IERIRAS, BRIy MED IR M55 B 1%
X B WU SR AT TR e 2 N ) R - b P g

X TG UETS, GDCA FEIE T BIRT AR HAE CRL FHIHAEH K. GDCA
AMlEE CRL A ARAD A 44 UEA5 R HURS 10 5%

GDCA ik OCSP ik 45 %8 1 i 10 %

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate state
services described above should have reasonable response time and concurrency process
capability for query request.

For the revoked certificates, GDCA does not remove their revocation records from CRL prior to
expiration of such certificates. GDCA does not remove the revocation records of code signing
certificates from the CRL.

GDCA does not remove the revocation records in the OCSP responder.

4.10.2.  FR%AT A Service Availability

GDCA &4t 7*24 /N FIUE RS B AR SS,  ELw Rir ] AN 10 #0 . RIAZE 4% 5
VFHIME LT, 3T 7 Be 8 SEi SR TR A B RS

GDCA provides 7X24 certificate status query services, and the response time is of ten seconds or
less. If the network is permitted, the subscriber can timely obtain certificate status query services.

4.10.3.  W[IESFME Operational Features

UEFRES B H Al AT iR 5577 91T M) GDCA fi3 %€ 1) CRL Hihik, lid H k5%
PARMEL A RS, I T CRL BIAM, BHTIEFIRE M AR,

Other optional service of certificate status for subscriber is using CRL address which is specified by
GDCA. The subscriber can query and download CRL to query certificate status locally through
guery system provided by the directory server.

4.11. ITMLER End of Subscription

WIS RS LN SO
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1. AT e ] GDCA SR AL BT IE IS, 2251 GDCA F HiE 5 UsH 1 Fi i .
HIE TR A CPS 28 4.9.3 TiHIE . GDCA MEHIET /5, R I8 T A IE
G A

2. HIEBARINLAE, T RILI SSRGS P, R BT AT O RSN R

3. UL ROV, SO RATUE S R B PR, R il AT AT IR AS

The following conditions shall be deemed that the user terminated the use of the certificate services
provided by GDCA:

1. When the subscriber stops using certificate provided by GDCA, an application of certificate
cancellation must be made to GDCA. The application process is described as CPS Section
4.9.3.After GDCA revokes the certificate, it indicates that the subscriber’s ordering behavior
has been formally terminated.

2. After the expiration of the certificate, if the subscriber doesn't pay the renewal service fee, this
indicates that the subscriber’s ordering behavior has been formally terminated.

3. After the expiration of the certificate, if the subscriber has not carried out certificate or key
update, it indicates that the subscriber’s ordering behavior has been formally terminated.

— B P AEUE A RO A 2B ] GDCA FRIEFIAUEAR 55, GDCA FEALHE 25 1IR3 3K
Jei > G SERHEIZAT T BE Y, R IR CRL R AT S HEAT R AT s GDCA VEAHC SERUAT Ik
T BB RE I 0 PR 1T W 25 3R R BROAIE 5 S AR LT 7 B g AT A o

Once the user terminates the use of GDCA certificate authentication services within the certificate
validity period, GDCA will revoke the certificate in real time after approves on his or her request for
termination, and release in accordance with the CRL distribution strategy. GDCA will record the
process of revoking certificates in details and archive the certificates whose subscription is over and
the corresponding subscriber's data regularly.

4.12. HHER. EHE5KE

Key Escrow and Recovery

4.12.1. FEHER. Z05RERIKEE 54T Key Escrow and Recovery Policy

and Practices

%tFH1 ROOTCA (RSA) iF45. GDCAROOT CA iE-fi. ROOTCA (SM2). GDCA
ROOT CAL IE B K I 2 CA P& K AT Fik+:

GDCA ZERIT P A FIATT P (5 7k PR E RS 42 B X . 1T P T LAZRAT
GDCA AT HEAT AR RS 44 B R 1 SRERAE o B T2 24 FABHIER 2R BT R 2% R AT 7
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H C7&$H, GDCA X A& 51T

UERAT P s s g%t i GDCA AT P ) R P B O g AR, IR
REFEPVERPOEATER ., BRI P F EK N B IR, FTLAR GDCA 42t H
EWKEINE %4, GDCA 42 AR B HE M P LG, WfE, 2T s, K
VT VIR SAH LRI 25 5 o

IERAT I BT AT P AT R, GDCA ANEAZT 4 S L Ak R .

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

GDCA requires subscribers to generate signature key pairs by their own certificate carriers.
Subscribers can authorize GDCA to generate signature key pairs and other related operations.
Subscribers shall undertake the responsibilities by themselves for the losses incurred by the loss of
signature private key, and GDCA refuses to take the corresponding responsibilities.

The certificate subscriber's encryption key pair which is applied for by GDCA on behalf of the
subscriber is generated and also managed by Guangdong key management center. When the
certificate subscriber needs to recover the encryption key, the subscriber may apply to GDCA for
recovery. GDCA will accept the subscriber's application and help the subscriber recover his or her
encryption key according to the corresponding rules and procedure of Guangdong Electronic Key
Management Center.

Subscribers shall keep signing key pairs by themselves. GDCA does not provide the key escrow
and recovery services for subscribers' signing key pairs.

Xf Tt GDCA TrustAUTH R5 ROOT k5. & R5 2 CA iE+f5. GDCA
TrustAUTH E5 ROOT 25k 2 CA P2 K BT JFHIETh:

VTP AN B IT P BT A R A SN BN B R (R A7, GDCA ZERIT F1 b2
A8 AL BRI FIPS 140-2 55 00 SR I B S 2 38 O R EH , SR 2 IR KX R B Y
ME—F. 1T R LLZEFE GDCA AT F AT A A S AT CSR. RIAVEHIER 26 L bR 55
BT I R BT P SR $H, GDCA X A& 54T

GDCA ARAEIT PRV I HE A AR AR 55

For subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
$ree it RS #R CA IET: and GDCA TrustAUTH E5 ROOT:

The key pairs of subscribers shall be generated by the subscribers themselves. In case the key
pairs are to be stored in a cryptographic hardware, GDCA requires that the subscribers must use
cryptographic hardwares that meet or exceed the requirements of FIPS 140-2 level 2 to properly
keep the private keys, and must always keep unique control of the private keys. Subscribers can
authorize GDCA to generate key pairs and CSR. Subscribers shall undertake the responsibilities by
themselves for the losses incurred by the loss of signature private key, and GDCA refuses to take
the corresponding responsibilities.
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GDCA does not provide key escrow and recovery services for the subscribers' private keys.

412.2. SEEANBESKE R KIERIITA Session Key Encapsulation and

Recovery Policy and Practices

FER IR AEH LR E B BT FOREE ST E Y, B EREREREZE N AN
XN, 2EMNE CHRHREIFRE SR,

The session key is packaged in digital envelope using asymmetric algorithm. The digital envelope is
to encrypt the session key using information recipient's public key, then the recipient can use their
own private key to decrypt and recovery the session key.

5. INIENIA B B EEMPEEAEEH] Facility, Management, and

Operational Controls

5.1. #pB$EH] Physical Controls
5.1.1. yHihr B 5847 Site Location and Construction

GDCA (¥ SUANHL DS S A% IR B b e St -

The GDCA's building and data center shall be constructed in accordance with the following
standards:

GB/T 25056-2018 ({5 B ZATAR UETIAIE RS H0S M HAH R 2 AR
GM/T0054-2018 15 2 R Gt %5 i B FH ZE ALK )
GB50174 (HLTHE B RGN Bt e
SJ/T10796-1996  (iHSEHLHL 5 FITE s bR 5 AR Z6 A4 )
GB2887-2011 (it SRA iz s LG )

GB30003  (HLT-iHEHLHL DS it T A S S E )
GB50222  ( #RIR A FBEAZ Vvt By K ANTE )
GB50116 (K%K H a8l & RGBT ALE)

GB50057 (&I AB) & it )

GB5054  (fIC R AT HL BT HTE D

GB19  CREEZIE X572 i L yE )

V V V ¥V WV V V VYV VYV VY V
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> SJT10796  (iHSEHLHLES i s AR 32 AR 2644 )

»  GBJ/T 25056-2018 “Information security techniques- Specifications of cryptograph
and the related security technology for certificate authentication system”.

» GM/T0054-2018 “General Requirements for Information System Cryptography Application”.
» GB50174 “Code for design of electronic information System Room”.

»  SJIT10796-1996 “Specification for raised floor of computer room”.

» GB2887-2011 “Specification for computer field”

» GB30003 “Construction and acceptance test code for electronic computer room”.
» GB50222 “CCode for Fire Prevention in Design of Interior Decoration of Buildings”.
» GB50116 “Code for design of automatic fire alarm system”

» GB50057 “Design code for protection of Structures against lightning”

» GB5054 “Code for design of low voltage electrical installations”

» GB/J19 “Code for design Of heating ventilation and air conditioning”

»  SJIT10796 “Specification for raised floor of computer rooms”

GDCA BB AL T il T il X Wil L £, — ST R 30, BB Bk B
K B SEThRE, BEANLS @R AT E— AN D AER, GDCA FLHLb 1% D) fE
LRI, IR BREIX ., #BIEX, ALK TA X AL RN 74 qE
BEASZBLHI X 5o

The data center of GDCA is an independent building located in Shishan Town, Nanhai District,
Foshan City, Guangdong Province. The basic protection of GDCA's data center include:
shock-proof, fire-proof, water-proof, lighting-proof, etc., and with only one entrance and a single
road. According to the functions, GDCA data center divided into core area, service area,
management area, operation area, and public area. Only the personnel officially authorized by
GDCA could access the restricted areas.

5.1.1.1. AFEX I, Public Area

NIXUFEAD L KRE R, BESIEERN R,

Public area includes the entrance, lobby, security room and etc., deployed with various supporting
facilities and monitoring devices.

5.1.1.2. #MEX Operation Area

BRAEIXGE RABRIE N G VE BN R AR, 55 2 AR 2 S A EA AT BN,
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Operation area is a working place for RA operators and administrators. Anyone who wants to enter
the operation area needs to use two-factor authentication.. Every access behavior to the operation
area has been well recorded. From this level of areas, all the walls are strengthened by high
strength protective wall.

5.1.1.3. BFX Management Area

EHIX 23 RA BHEEHIG, CAEH, Bk, HitEhla, MEEM, sl
&, & RAMCAEH A, HiFGAMmMa e RN TEX, RRavrEs X fEsA
SABEN, T P 2 O3[R IR A R 2R S A TIEA AT BAE

Management area is a working area for RA and CA administrators, auditors and network security
officers, installed with the RA management console, CA consoles of management, issue, and audit,
and consoles of network management and monitor. Only authorized and specified administrators
have the rights to access this area. Enter this area requires two administrators to usetwo-factor
authentication.

5.1.1.4. R4 X Service Area

M55 IX F 825 )\ LDAP k4545, OCSP JIR%5#5. RA IENHIRSS #3554 &: R air
MR 55 DX R P BN G E N, R A B O () B S FH XU 3 B A UE A ] LIE N

Service area is installed with LDAP servers, OCSP servers, RA register servers and other related
devices. Only authorized and specified administrators have the rights to access this area. Entering
this area requires two administrators to use two-factor authentication.

5.1.1.5. %X Core Area

O IX BRI, e mm NGB 7], E2%de CA B4R 4. CA Bdl
JEMRS % KM BEHEBIIR S #8 BF BRGS0, R AV XHUE i B
NGUHEN, 11 HL 75 ZEP N 08 [R5 O 3% B A IE A T BAEN o S Rt 22 I AE
DX, AR Bk

Core area, a shielding zone with high strength steel security doors, is mainly installed with CA
signature servers, CA database servers, KM key management servers, timestamp servers and
other core devices. Only authorized and specified administrators have the rights to access this area.
Entering this area requires two administrators to use two-factor authentication. The password ark
for storing confidential information is also placed in the core area.
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5.1.2. YIE 5 i Physical Access

GDCA Bl WA 9 I T2 T T RGN 1 MR AR E DS, XTI RS
AT IR, SRR IANC R B, I TR R SR EAR . 1R G RESEI S U ]
WRL JFATDRENIRE . TR ST S R0 R e S 40F Reit, JF Hat
HY R T8 [ TARAT I TRl C SR ATAR SR R AR, 55 X A% 0 X 7 28 9 A B 0% () P
AR R AR SUE R AT ABEN, AL AR SN B ARG, A X450
ST RN, R ER 1R,

In the data center of GDCA, it has 9 doors installed with electronic access systems and one
physical intrusion alarm. The electronic access systems are monitored, with real-time access
records to set permissions of access, and can set an alarm when the doors are opened over time.
The staff is required to use the identity card and fingerprint to open every door, and each access
behavior has been recorded with time-stamp and related notice. Enter the service area and core
area, two administrators need to use ID cards and fingerprint identification at the same time before
entering the room. According to daily working specification, the specific personnel will archive the
access records on a monthly basis, and retained for one year at least.

PR ) A a0 LA 7 T
a) MRS BHIEZEITEE . TENAFMEH GRG0 ABERLUE E
ARk, HE TG TR B AL S ANE BAR.
b) IERG: MRAEMAEEEAN FFEFFBREIFT] KB RS 5 5 5
SLfid R AR R R RG TR R E .
c) MIERG: HIAMYILENRE R AEHIICE GRS, S22 XiE
FIERAE X IBHEAT 7%24 /NSRRI RAR . BT BRI DR E 6 N H, LA Al
Physical access controls includes the following aspects:

a) Access control system: It is used to control access to the doors on each floor. Staff needs to
use identity card with a password or fingerprint to enter and exit. Entering or exiting every door
should have the time records and related notice.

b) Alarm system: Alarm system will be triggered by any illegal intrusion, unauthorized opening,
long time opening and other abnormal situations. Alarm system can clearly identify the alarm
location.

c) Monitoring system: video monitoring system is working with access control systems and
physical intrusion alarm system. The monitoring system is responsible for continuous
recording the restricted area and operation area within 7*24 hours. All video records will be
retained for at least 6 months in order to future inquiry.
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5.1.3. 225 3% Security Monitoring

WRIEHLG B TR 2 0% R AWK, AW R SR T R84 i
AT 240, UPS kel 7 R 48, MBI T R4 B WUl 7 #2488, BIRER
My #2498 WAKRENTRE. BT 2%, TR KERET RS NEARE
B WUAIRBRRGL. 220 REUIRGLEEAT 7*24 /NN SEIF I, D9l 2 Wi, H5
AR R, RO R OR BN Dy 6 M LR,

According to the requirement of data center power and environment security monitoring system, it
includes electronic detection subsystem, UPS detection subsystem, air conditioning equipment
detection subsystem, fresh air machine detection subsystem, temperature and humidity detection
subsystems, water leakage monitoring subsystem, fire control subsystem, access control
subsystem and image monitoring subsystem. The system carries out real-time monitoring of
infrastructure equipment status, data center environment condition and the security system status
within 7*24 hours. In order to meet the need of fault diagnosis and post audit, monitor records will
be retained for more than 6 months.

5.1.4. B, 77 525 Power and Air Conditioning

AW R P T IR . — G5 R AL, BCEAA LIRS, &L
B BA ML BB SHIBTER R ST, HLb KA T AN it L & 48 UPS, ml it
KT 8 /NIRRT o HLGS X R A T B s, SCEMLAE. RS 2. ML i S
RE A

The data center uses dual power sources and a diesel generator for supplying electricity, and has a
specialized electronic distribution room. The GDCA data center is equipped with independent
power distribution equipment and the lightning-proof system. The data center area is supported by
uninterruptible power supply which can provide more than 8 hours extra power. The data center
area also takes anti-static to protect cabinets, servers and network devices.

PG5 AR A A s LA, A XA A B s DL E AE TR . BLb5 158
300kcal/h m2 #fifar it . BFEESRIHRE: 35°C: AF=EIMHEE: 0C; Wi
BN 224°C, MXEE: 5545%h o [, YUELE THNAS, SHLEk
ATHR, DRAERLES A R 23 0 SR R XU L D R L g 2 /08 ¥l P ) SR 5 ) L

The data center’s air conditioning adopts air cooled condenser unit. The air cooled condenser unit
is placed in the attic outside of the data center. According to 300kcal/h * M2 heat load, outdoor
designed temperature is 35 Celsius degrees in summer and 0 Celsius degrees in winter. Indoor
designed temperature is 22 +_ 1 Celsius degrees and relative humidity is 55 + 5%/h. Meanwhile,
the data center is installed with a fresh air system for ventilation to ensure air quality inside and
solve the problems of fresh air supply to meet the demands of specified air cleanliness, etc.
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5.1.5. 7K B85 16 Water Protection

NBIR K FERHLL KB, GDCA FENLD: 2R = N i B AKIRE RS TRk E
S 4 AE 2 B, — BURAE KBS RIS, Sl R RN DRI, S . [ 7R
W AN DY HE K Stk R, — BUR AR K, JKBESZEDHEE R 25, JFX A AN E B
(HESEIPOSE

In order to protect the data center from water disasters, GDCA set water leakage alarm system
inside the air conditioner room of data center. Once the flood is detected by detection ropes
surrounding the air conditioners, the system will alarm immediately and notify related personnel to
take emergency measures. At the same time, the data center is installed with a drainage ditch and
a drainage floor along the periphery of the wall. Once the flood has occurred, water can be drained
immediately, and all exterior windows are sealed.

5.1.6. kRBEH Fire Prevention and Protection

GDCA ML N 7% IXIEEI R 1 ISR R R PRI 2% JF 238 1 KR B 3l R 4
LAREZIRK KRG, ZRGEA AN T IS SR =58 375 2.

FEEIRET, HFP O A KERS, ORI E i a5 BB DX T K R )
A TR LRI AN E S . 2ed 30 AP [AIRERT, KRR EEHELE S, B3k
G, R, RS RS IS 88 R BHE S, Bid XTI B, SR RN

The data center of GDCA uses smoke and temperature fire detectors in each area, and installs the
fire automatic alarm and gas extinguishing system. The system has three operation modes
including automatic, manual and mechanical emergency.

In the automatic mode, when protection district is on fire and detected by two independent alarms,
fire alarm controller will immediately trigger a linkage signal. After 30 seconds’ delay, the fire
extinguishing system will be turned on. At the same time, alarm controller receives feedback signal
from the pressure signal device, and the door light will be on in protection area in order to avoid
personnel strayed.

AP X e HE AN TAER, wf OB B XTI T30/ B s8Ik, [ER4%H
FPREHAR B TR, AP O JCER, REEH g R MIREE S, ANMamtaifE
B, HEYEARBANJCE, $h AR e i 3 X AR 2R sh% . BRI SRS
ARG, WORKAAK LG

MAD . TAIRSURSIHER RN, AT EIIE] A SEEILHUN. 23R4 R 3l

When the staffs work in the protection area, the automatic/manual switch outside the door in the
protection area can be used to turn the system from automatic into manual. When the protection
area is on fire, the alarm controller only sends the alarm signal and waits for operator to confirm,
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operator can press the control panel or shatter emergency start button in protection area to activate
the system by using gas fire extinguishing agent.

When automatic and manual modes both fail, operator can activate mechanical emergency
operation in the ampoule storage room.

5.1.7. A R4 Media Storage

GDCA X ES ™ b (AT E AT 2 B ks oK Bl Bl Wik, B B
Bl BT AR A SR I 2 A R . SRE T A BRAE TR . A B R ] S A B
SRR SEBL T XA A L AR

GDCA meets the following physical media storage and use security requirements: fire-proof,
water-proof, shock-proof, moisture-proof, corrosion-proof, pest-proof, static-proof, electromagnetic
radiation-proof, etc. and implement media usage registration, media copy protection, information
Confidentiality and other measures to achieve the security protection of the media.

5.1.8. R4 E Waste Disposal

2 GDCA A4 IARSK AR MR RL CAS i 75 A R TR LI, A ZBR B it 6
8, AEEETCVEIRE . B A MAE UBURME 2 A i BAE AR I Ak B AR 136 e 42
BERTTIER Sk HATa AL AT VI B4 8%

The written documents and materials of GDCA shall be destroyed when they are no longer needed
or exceeded the expiration date, and must not be recovered. Cryptographic devices and media with
sensitive information will be initialized and physically destroyed by using manufacturer’s method
before disposal.

5.1.9. FHh &4y Off-Site Backup

GDCA &AL 1 st Bedfa & fr pos, AEHI LTI So i R Gu it . o i H S A
H AR B AT SR R A0

GDCA has established a remote data backup center. It backups the core system data, audit log
data and other sensitive information by the specialized software at off-site location on a daily basis.

5.2. FEFF#EH] Procedural Controls

5.2.1. A[fE A Trusted Roles

f£ GDCA AR T IEMR S RE T, RENAT ERMIER AR . M. B
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A 0 S IR I #R . GDCA MMt . XEMOURBEART: &
PAME RSN E AR REEHAR, ZaWit NG S EHE AR LS EIEA
5, AR ALAAFRANESR L GDCA ) b A 5t B i o

In the process of electronic authentication service provided by GDCA, a person who can essentially
affect the processes of certificate issuance, usage, management and revocation, and other related
positions which are involved in key operation is considered as trusted roles. The trusted roles
include but are not limited to: key and cryptographic equipment administrators, system
administrators, security audit administrators, business administrators and business operators, etc.
The specific job names and requirements shall be subject to the GDCA job descriptions.

5.2.2. FIHEE T ERI AT Roles Required per Task

GDCA £ B AV 55 HVE pons SCH AR 55 BEAT P, URRAE R EZ 2 Dl et
A SE e, Biln:
1. AR B A AN T 5 ANAME AN LA 3 A FE[R 5E R
2. IEBEKRRGHEGE#E: FE3ADRGEBHAN LR 2 DAE N B ILFE TR
3. HRMZEKIES: E 2 DAENAILFEE K

GDCA strictly defines the controls of core missions in specific standards. Multiple trusted roles shall
be required to jointly complete the sensitive operation. For example:

1. For operation and storage of the key cryptographic equipment, it requires at least three of five
trusted persons to operate.

2.  For background operation of the certificate issuance system, it requires at least two of three
trusted persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.

5.2.3. FMMAEK RS X5 Identification and Authentication for Each

Role

GDCA FTf5 A& a5 A AR IR R AN 2858 — 2 2 7 B 45E . S EFE /£ GDCA
N 3 T R 8 B2 A5 PP R E

All current staff who undertakes the trusted roles in GDCA should pass certain accreditation
process. This process is set out in the GDCA personnel management regulations.
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5.2.4. FERFTHEH A B Roles Requiring Separation of Duties

£

NERIE RG24, RS MG B EN, B GDCA (RIS A o i AN H (1 A48
GDCA HHATHR ST - B A €, BLFE(EAN R T 514 £

a) Eilk 55 523

b) E5E CRL %k

c) ARG LYY

d) CAZHEH

e) ZAH It

In order to ensure security of the systems, it should follow the trusted role segregation principle that
the trusted role must be assumed by different personnel in GDCA. Roles requiring segregation of

duties include but are not limited to:

a) The acceptance of the certificate businesses
b) The issuance of certificates or CRLs

c) System Engineering and Maintenance

d) CAkey management

e) Security auditing

5.3. AR#E#| Personnel Controls

5.3.1. Bk STt RESR Qualifications, Experience, and Clearance

Requirements

GDCA S 7&K il {5 A (1 TAE N SR ¥ A ZER 0 R

Hag RIFIAE A TS R

A E A L IR GDCA 45— 2 HE KB B

WSy GDCA A X 2B ITE . e MR .

HA RN NERR . B3 BN S 5T 1) TR R R AT A2 i«
H4% AT BN EAE RS

TIEELIEIL 5.

SR 0 LI LA N AR A AR I AR 256, sl GDCA AHC [ HE
WA 5 7 Re B

N oo g M w D oE
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The qualification requirements of person who undertakes trusted role in GDCA are as follows:
1. Good social and working background.

2.  Complying with state’s laws and regulations. Obeying GDCA’s unified arrangement and
management.

3. Complying with the GDCA related security management norms, regulations and specifications.
4. Having good personalities and working attitudes, with good working experience.

5. Agood team player.

6. Noillegal and criminal records.

7. Staff in key and core positions must have related working experience, or pass GDCA's related
training and examination before they start their work.

GDCA ZR7E M m {5 M i N 1t B R4 B B RO AR ToRe
M) CA Iz AT I E M TAE . RAT ML B KRR R IC K5

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and
dedication to work, without other part-time work that affects CA daily operation, no major bad
records of this industry and etc.

5.3.2. B R FERERF Background Review

GDCA = 54 FKHIBUM R IR AL S 1F, FE B w5 A THIH SR

FITA AT A5 G2 TR R RN PR T A5 D 000 20045 1T R o AT 1 S . 3 i
A SR ER, A 25 A 7 SO A 1N AT 1 SRk
MIAT N EH BN GETFB, RTaeusd AHOGH . FITH T AR RE R
A% 5L

GDCA may collaborate with governments and investigation organizations to complete background
review for the trusted roles.

All employees who are trusted or apply for shall have a written consent that they must go through a
background investigation. The background investigation complies with laws and regulations. The
content and method of the investigation, officer engaging in the investigation shall not violate the
laws and regulations. The background investigation will be conducted legally, in which background
information of employees will be checked through the organization concerned.

HWRIFAED N EAHEMEAE,

A AN T2, PR, #E, XA miEE.

ST AR S FE A A H ANE BRI T, AR I8 RS 2 475 T M
Bo W T RIFHEUEASMY S5 1 b i (7 6 ZHREAT 2T 1 2
Background review including: basic review and full review.

96



[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%U\iﬁj—k%%m)ﬂu (V5. 3 ﬁ}i)

Basic review includes reviewing work experience, job recommendation, education and social
relation.

Full review includes reviewing criminal records, social relations and social security apart from
basic review. Full reviews must be carried out for key roles that involve with publicly trusted
certificates business.

BRI

a) NFEIISO RSN G NBURET DA A . SRt R B0k DI, S
PV SEAAEA . BUARAIE S B i S A A RGIE T

b) NFHETTELEIE FeR. W&, BV 2O IR B AR SR T 4
SE o

OER AT, IR MERIAN G, nDLEEIRLE SO a5 N 5 5%

® (ARG SE BRI AT

fit B AN T N G2 IR s
P ARIR R S O e I s 22 . AEHA B ARAIE 5
TARA ™ AL AT A

d) HAEIEE I . HENE. HRERETT AN HE . RIEE L
R AR L 1 2 HE o

e) &%1%, GDCA 55 o1 TR fRE i, PLAH 3 TA VR ER CA IEFH RS T
REMBURAS S RN, GDCA MR 1% FEAHUA BN 535 EAH I 2 Bl XE B3 7K $H R A5 A
CRFERIN RIHATIALE S, DUERENS AL IR R IR 28 N\ B3 A AT (S A2 LA AR g

The review procedure includes:

a) The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate,
degree certificate, qualification certificate and identity card and other related valid certificates.

b) The HR department identifies the authenticity of the information provided by candidates
through telephone, correspondence, network, visits and other forms.

c) Inthe background investigation, if GDCA finds the following circumstances, GDCA can directly
refuse qualifications of trusted personnel :

® There is fabricating facts or information

® \With evidence of the unreliable staff

® Use illegal identification or education, qualifications
® The behavior of serious dishonesty in the work

d) The HR department checks candidates through on-site assessment, daily observation,
situational test and other methods. Appropriate arrangement is made according to the
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investigation result.

e) After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At
the same time, GDCA will also be in accordance with the relevant organization regulations of
personnel management and make job examination on in-service staff who assumed trusted
role, so as to continuously review these employees’ trustworthiness and working ability.

5.3.3. BIIZER Training Requirements

GDCA MR A5 A AL 7K, 8 TAHRII R RTER I, LR AR IIN AT
GDCA iz Bk R

GDCA AR A

GDCA 22 4=/ B SR W AL

IALER BT 40— K

PKI LRt A8

S B b A o AL S AR T
MDA 55 3 A M B

CP. CPS BUR M AHRKIRAEMIEF 5

GDCA B HIEHE . il B M Ipik4s

B Z T MRS VA SRR ARiE . 72075
FoAth 75 SEHAT IS 4

Based on the requirements of trusted role, GDCA gives the corresponding pre-job training. The
comprehensive training contents are as follows:

® GDCA operation system

® GDCA technology system

® GDCA security management strategy and mechanism
® Job responsibilities requirements

® PKI basic knowledge

® Authentication and the policies and procedures of audit
® Disaster recovery and business continuity management
® CP. CPS and related standards and procedures

® GDCA management policies, systems, measures, etc.

® The laws, regulations, standards and procedures of electronic certification service in
China.
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®  Other needs of training

GDCA K 53 TZ 5K DU AL SR IFAF RS, X T28 % SSLTLS AessasiE 4541
RAGZE LU A R, LKA AUE R 5 Il 315 %) Baseline Requirement 1
SER A NI LAE Iy b 20 B 2 e 7K P o

GDCA keeps a record about the participation in the training. The operator and assessor who issues
SSL/TLS server certificates and Code Signing certificates must pass the training and reach the skill
level required by Baseline Requirement which engaged in this work before starting the work.

5.3.4. BEHI AR ESR Retraining Frequency and Requirements

X FE A M A E A BN 5, R D2 GDCA AL
— o M TFERGHZEMKMIN R, B2 DHAT — IO REREM FIR . 1A,
GDCA RRIEN RGT I AR EOR, AN I ER N b AT 4R8I

For persons acting as trusted roles or other important roles, they shall be trained at least once a
year by GDCA. Related personnel for operating authentication system should have the training of
relevant skills and knowledge at least once a year. In addition, GDCA will provide ongoing training
for employees irregularly according to system upgrade, strategy adjustment and other
requirements.

5.3.5. TAERALE E B MIFF Job Rotation Frequency and Sequence

GDCA FEHRN 5% ) A b A e 0 ] BRI NGy K A0 AS LR FR) 2 e 7 B8 SR s 1 1) 5

GDCA will define and change the Job rotation cycle and the sequence based on the organization
security management strategy.

5.3.6. FEBUTREIA S Sanctions for Unauthorized Actions

AIMBERN R EGE AR GDCA R4t BRAFVAENL S5 E HU
GDCA — £k, KL R IZ N R SAES . RN 2R G BUR, JELIZA
SURBBUT ARG B, SCRixT %44 N G R IE R IE . S5k, TR BAR SR A AL
FE Kb P S5 it o

When the circumstances that in-service staff use GDCA systems, perform authorization businesses
without or beyond the permission, once the above circumstances are confirmed by GDCA, we will
immediately revoke the login certificates and simultaneously terminate the system access
authorization. GDCA makes the implementation of the official notice criticism, fine, dismissal and
submit judicial institutions and other measures depend on the seriousness of unauthorized
behavior.
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5.3.7. BSTE 2 NHIESKR Independent Contractor Requirements

XFFAJET GDCA WU E LAE A, {H M GDCA N5 K LAER Wk 4573 32
MRS N BL BN RS 25203, GDCA 4 —ZR T
o A\ IR R,
® GDCA MG — 1) AT E5 I 4 T 1 5 I 2K, #5901 N A AFREAR T GDCA
IE F5 52 S R EE DA E MY 55 )

For persons who do not belong to the GDCA but participate in the relevant works for GDCA
businesses, such as business personnel of business branch organization, management personnel
and other independent contractors, GDCA has requirements are as follows:

® Record management of personnel profiles

® GDCA provides unified training and retraining, includes but not limited to the GDCA
certificate acceptance rules and electronic certification business rules.

5.3.8. AL R TSR Supplements for Personnel

TERF BRI, GDCA #2445 5 TR I SO A FE A PR T LA R J12K:
GDCA 7t T.Ft;

GDCA EF 5 . FL T IATEL 45 HUU AT 56 ) BRI T 5

GDCA Hi ARk 2 308

GDCA XA HR 57 1t I 45

P BRARAESCIE, A 45 0k A R 5 X W B 7 R

GDCA 45 PRIl 45

During the training or retraining, GDCA provides training materials including but not limited to the
following categories:

® GDCA employee handbook

® GDCACP, CPS and related agreements and standards
® GDCA technology system documents

® GDCA job descriptions

® Internal operating files, including business continuous management, disaster recovery
programs, etc.

® GDCA security management regulations
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5.4. ®Hi+HZERERF Audit Logging Procedures

5.4.1.

CREHAIZE] Types of Event records

P kK 4AE GDCA R Z EH 20 R H THRER S, X&idst, AR
TGS RS EHER, ANZEE U TNME R

1
2
3.
4
5

FAF RN H AT TE] 5
IR RER:

R MR

TR MR

R HEIFH LR,

All major security incidents occurred in GDCA will be logged in the audit trail records. Regardless of
manual or automatic generation, these records should contain the following information:

1. The date and time of the event

2. Sequence number for the record

3. Type of record

4. Record source

5. Event recording entity

XA AR EAR T

1L BHAEGRMARSE RS, OREEHER. &0 6. WE. A, .
VAR B RAEHM RS

2. UEREAT AN ME S, AREIEBARE . . TR e

3. R4 Wi, 6. MIBARIVIN CA REMNIES), R4 H%EZ
TR HE S, RGBT,

4. (BEERZERLICENZEFM;

5. RGERMEFE, GREASMRMAIE. Mk, &EBUESE;

6. CA Wiy, IR CA Wit AEBEUN 1t CA Bt A
AL

7. AMEANREELLS, AR ARSPRMAIE. MR LAEELE,

These events include but not limited to:

1. Management events in key’s lifecycle, including generation, backup, storage, recovery, usage,

revocation, archiving, destruction, private key leakage, etc.
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2.  Management events of certificate life cycle, including application, approval, update, revocation,
etc.

3. System and network security events including: successful or unsuccessful access attempts for
CA system, logs generated during the daily system operation and system updates etc.

4.  Security events recorded via information security devices.

5. System operating events, including creation or deletion of permission, configuration or
modification of password.

6. Access to CA facilities, including the access of authorized or unauthorized personnel and
attendants and other relevant records.

7. Management record of trusted roles and personnel, including system access application,
deletion and modification.

5.4.2. kb3 H E K Frequency of Processing Log

GDCA % A #HT— R H EFRER AT, W Aris R BUR R H e B RS, G KR
ARG THE M. ITAEE I HE BT N TR AR, DUE R E R %74
RIS, R SRR S 5 Tt 1R 47 A

GDCA carries out log tracking process on monthly a basis, reviews the violations of policies and
other major events, and analyses the certificate issuance system logs on a quarterly basis. All the
audit logs are checked and reviewed by specific personnel regularly in order to discover the
significant security and operation events and take corresponding measures timely.

5.4.3. it H ERREHAFR Retention Period for Audit Log

GDCA 23 RAFH TIMERS T H &, AR ERAF TR E2DWAH, R
IRy T 24 VAR R UG 4.

GDCA saves electronic certification service audit logs properly. The retaining period of audit logs in
database is at least two months. The preservation limitation period is ten years after the date of
expiration of the electronic signature certification.

5.4.4. #Hit H ZHIREP Protection of Audit Log

GDCA K i+ H B A E S e 5L, I e s tn, Horh G5 o i o 5
SAFEAFHE S . GDCA PUAT™ i M BRI 87 iRl Pl f i, AR OR A SBUN T4fE
PO EEd ALK, PRI B B ORI R SR AT

GDCA audit logs are stored in the database with backup, including audit information and event
records in related documents. GDCA carries out strictly the measures of physical and logical
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access control to ensure that only personnel authorized by GDCA can be access to the records
being reviewed. These records are strictly protected from unauthorized access, reading,
modification and deletion.

5.4.5. it H E &R Backup Procedures of Audit Log

GDCA )i T+ ERER OIS draz 48 N S3 A T N B34 H BEAT W H SN T SR A
REE AT o P SORS R B80T A B T R 3 SRS L e A7 AR Tt v A TR 2 A I SO E N

GDCA's audit tracking documents are carried out by the operation and maintenance team and
auditor for the archiving of audit log and audit documents monthly. All documents including the
latest audit tracking documents should be stored in secure disks and stored in a secure document
library.

5.4.6. HHIREE RS Audit Collection System

GDCA [ i+ H WL RS [
1 IEPREHEAS

2. EPEKRG:

3. IEBHRXRS:

4. EFEEE RS

5. UEPHRZHE RS

6. Vj{ZEH RS

7. W MR e E ARG

8. HAhFHEH M ARL.

The GDCA Audit log collection system involves in:
1. Certificate management system
2. Certificate issuing system
3. Certificate directory system
4. Remote communication system
5. Certificate accepted and approval system
6. Access and control systems
7. Security system of website, database

8. Other systems considered by GDCA for necessary audit.

GDCA it FH 8 T H i e 0 ik R 508 T 5% TESK
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GDCA uses the audit tools to meet the requirements of the system audit described above.

5.4.7. X S I LARRE S Notification to Event-Causing Subject

GDCA KRIMAEIR, FACKB A H KTy, EFERVE AT a4,
DR B SR IDURF IS X6 SR Tt RO o AR08 Bl 2 AT DR BB 5 D) ot 2 b LT ) i
55 IR FENEER T AL B A I

GDCA B GE 7 15 S BLFAF I S AR AT 3 75

When GDCA detects the attack attempts, it will record the behaviors of the attackers and try to track
the attackers within the laws. And GDCA reserves the right to take appropriate countermeasures.
According to the attacker's behavior, GDCA takes actions including cutting off the open services for
attackers, submitting the evidences to jurisdiction and etc.

Whether to notify the attackers or the perpetrators is decided by GDCA.

5.4.8. e84 P Vulnerability Assessments

CA ZEREFIRIEEOR. BORAE BN BERALE R #EAT #5934 1 04, )&
T I LGRAN R ae AT, R R, JE T AN IR ST, GDCA RRERT R GTdtAT
WegstEvPfl, VARER R StaqT i XU .

CA security program carries out timely weakness analysis according to the changes in policies, in
technology and management, and other major changes. The weaknesses should be remedied
immediately. If some weaknesses can't be remedied, GDCA will launch system vulnerability
assessment each year in order to reduce the risks of system operation.

5.5. g3 3484 Records Archival
5.5.1. ARSI F IS A Types of Records Archived

GDCA X UL T LA F AT IR, BAEEAR T
1 B RGE BT,

2. UEBANET RS,

3. UEFHUESCRCR, IER RS MAERTELARE S, SRR PG
4. HHIHUR;

5. RSN HL T AUENY S U SRS 5

6. HLHR, GIEARTHESRE. M. HIEEEL
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GDCA archives the following events, including but not limited to:
1. Certificate system constructed and upgraded documents.
2. Certificate and certificate revocation list.

3. Certificate application for information, information about approval and rejection of
certificate service, the certificate subscriber agreement.

4.  Audit record
5. Certificate Policies and Certification Practice Statements.

6. Employee information, including but not limited to background investigation, hiring,
training, etc.

7. Various external, internal documents of the review and assessment.

5.5.2. IHRYE % AT REFR Retention Period for Archived Records

XFFARPERC S, HOREIIREAF . X1 RGREFIHM ARG L EF I

FLUFARS R O B 21 50 A 2 A e 95 PE DAl Bl — Bk Ot

Lo XTI PR A a R A P B E RS, /B 10 4E0L E.

2. X CAEF A A o A A A BRI AR, HORE IR A DT CAAESS
A g A e 3

3. ATERR AR R B IR A > THIEF R RUE 10 4

4. CAEBAEHINAREAE CAUEBAE A ar 2 4h, BUOMRRE 10 5.

For different archived records, the retention periods are different. For system operation event
records and system security event records, the archives will be retained to complete the security
vulnerability assessment or audit consistency.

1. Archiving for management events in subscriber certificate life cycle will be kept for more
than 10 years.

2. Archiving for management events in CA Certificate and key life cycle will be kept for not
less than life cycle of CA certificate and key.

3. Archiving retention period of subscriber certificates will not be less than 10 years after the
expiration of certificates.

4. CAkey and certificate archiving will be kept for 10 more years after the end of life cycle.
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5.5.3. AR SCHRI47-3 Protection of Archive

B THER BRSO ORI AE LLR S5 AR PR UL o PR S0 BRI B 22 4y 5tk
ITORY, JF BAREE — /NS BREI N E, R GDCA Bk & BN 51 mT LA i) .

Protection of audit tracking documents will be illustrated in detail in the following sections. The
archived media is protected by physical security way and set an entrance with restrict
authorizations, and only business administrators of GDCA have the right of access.

5.5.4. VAR SR &40 #2 7 Backup Procedures of Archived Records

XFRGUERI TSR, BTG, R0 ST A AT

X A VAR BORE, AN BT, (R ERIBU™ R A Bt DR IE L 2 Ak

FITAT VRS 1) R 3 SO RN ESCHE 2B 1 ORAFAE GDCA (M o SR E St DR A7 HL 4 1
AR R RE 12— R U B B AR R K T 3, SN R AR B H . A PERBUN
TARN A B G OL S, A REXT R R AT R ME . GDCA £ % 2 pL_EARIESE
XA 5 S LR A AT IR . 2 R

Electronically archived records generated by the systems will be backed up weekly. The backup file
willalso be stored off-site.

For the written archiving data, they do not need to be backed up, but some strict measures need to
be taken to ensure the security.

All the documents and data archived usually are stored in the main storage site of GDCA. If
necessary, the backups will also be saved in the offsite. Archived database is generally isolated
physically or logically, with no interaction with the outside. Only authorized personnel or others
under the supervision can conduct the operation for reading the files. GDCA provide mechanisms to
protect archives and backups from being deleted or modified.

5.5.5. EF A BRE R Requirements for Time-Stamping of Records

GDCA [y H E#RA I [AlIE 3%, ¥ 3R E N T LIl kB R g8 5 3hids .

All the GDCA records are labelled with time, and the time will either be added manually by the
operators or automatically by system.

5.5.6. JARCEE R 4t Archives Collection System

GDCA I 1T EREFFRY RUEE RS/ A CPS 26 5.4 TR AETEAN 3BT o
43 B AR A7 ANZ AR 2 A7 R A AN JE T GDCA #R4:.
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GDCA audit trail collection system is detailed in section 5.4 of this CPS.

Storage of separated media data storage and archiving of its security storage are not included
in GDCA system.

5.5.7. SRIBFIRLIS VA4S B HIFER Procedures to Obtain and Verify Archive

Information

GDCA )z 4 it RAlagE N R AR EE GDCA TR B 2 M2, B3RS 5%
B SN, X 2 N DL T LR

Security auditors and operation and maintenance team of GDCA retain 2 copies of the GDCA'’s
archived information respectively. While obtaining the complete archived information, comparison
of the 2 copies shall take place to confirm the integrity.

5.6. HTFINERFZHMAZEHKEE Key Changeover

FEUEF B LLAT, GDCA H4-42 HEIE 5 SRS 11 10 2 WP AR 25 BHREAT BE 4, A i AEOAIE Fi
FEBEAT B AE U, P2k 1% 8 GDCA kT % A8 BRI MIVE . CA B4 B L A LA
IR
1. 7E CAEF A A ML AT 15 LB R M 0 R IETS, BERIE CA MILETR RN Brl

AR AR A E A
2. TERFILZEROBIN N E T EUE TR, 4k H CA FAPI%K CRL, HER/G

— 5K Zk it B
3. AERCRIEEE CA BEAXT, TR IE S B EHRINE
4. RBPRATHIN CA UEf.

5. WRTREEAT A R, AHIUE TR,

Prior to the expiration of certificate, GDCA will replace the root key in accordance with the provisio

ns of CP, and generate a new certificate. When generating the new key, specifications of GDCA
key management will be followed strictly. CA key changeover must comply with the following
principles:

1. The new subordinate certificates can’t be issued before the end of the life cycle of subordinate
certificate, which ensures that all subordinate certificates are all expired as the CA certificates
expired.

2. From the end of the issue of a new subordinate certificate to the expiration of the certificate,
CA continues to sign CRLs with the original private key until the last subordinate certificate
expires.
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3. CAKkey generation and management must strictly follow the key regulations.

b

Release the new CA certificate timely.

o

Ensure the entire transition process safely, smoothly and no vacuum of trust.

GDCA HEH FE-BHHE#h KM S AR HiE . HHEHE, GDCA
BR = AHE:

HRHA A B &8 A4 GDCA IE

FIAAAZE A R E IH ABHIY) GDCA IES;

IH RV 44 (8 & 8 A4 GDCA HIE .

e o o

The changeover of certificate key of GDCA administrator is applied by the KM services
administrator. During the key replacement, CA should issue three new certificates:

® GDCA certificate with new public key signed by new private key;
® GDCA certificate with old public key signed by new private key;

® GDCA certificate with new public key signed by old private key.

5.7. #MEHRMEHKE Compromise and Disaster Recovery
5.7.1. HiMHBELERERF Incident and Compromise Handling Procedures

T T B o AR Ak B S ORI A5 T R AR (L, GDCA AL T — R4 N b B TR S A
LT %, Bl
1. GDCA RSk BRI
2. GDCA HKF#HM AR
3. GDCA RGi#&h 5EITH

FH G BL A AR N GORE2 BB DL b 75 ZERIAH DG BE e, R St A2 0 52 v R R
B, AETRFEREAT R GRS, BT — R K R SR SR

In order to timely respond to and handle accidents and damages, GDCA establishes a series of
emergency response schemes and accident treatment schemes, for example:

1. GDCA system fault treatment specification.
2. GDCA major accident emergency scheme.
3. GDCA system backup and recovery scheme.

Related personnel will actively carry out the recovery plans in accordance with the regulations of
the above schemes and related systems. And perform the data disaster recovery drill each quarter,
and an emergency response drill on major accidents annually.
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5.7.2. HERE. B4R/ EK BRI Computing Resources, Software,

and/or Data Are Corrupted

GDCA Xk 55 Z 4t M HM EEL R G BIR S BAF R BT 7 %A, IFhlE 7N

IR SR BRRE o 2R A AR SRR SBOR . T SN BCR AN RESR B 1L 3 I 55« SR
Ui < B PR A 5 DL B R AN W] 48 738 7 K AE , GDCA AL IR S E R = TR St PR 2

GDCA backs up resources of the business system and other important system, software and data
and formulates corresponding emergency treatment process. When identified the destruction of

network communication resources, failures of devices for daily services, malfunction of software, or

tampered database etc., GDCA will launch the disaster recovery plan.

5.7.3. LEFAHBRELAEERF Entity Private Key Compromise Procedures

FEMGE I NS AR HE I LR, GDCA KRB B0 BR DA 5 22 4 3R 53 -
GDCA MIERG I A S EH A WEHIER. REEHE AT E,

R I HEMIVE BT, 34 B A 0IE 15 7% B B2 5 FRAE

W H SR B A AN ESE, H8dE, MEIEBH CRL HFEHAT
J B 7 10) 22 4 I3 IR AT R & B KT B0

AR R BN S5 B G S B SO, R R B R AT IR

W FHEWE GDCA LS #-1E BB E S, Wi 53 4h—44 GDCA %40l 45 ke
GBS HE RO FL AT IR

In case of any intentional, man-made or natural disasters, GDCA will take the following steps to

restore security environment:

1.

GDCA verification system’s password is changed by the business administrator, business
operators and system administrator.

According to the type of disaster, some or all certificates will be revoked or re-verified later.

Directory data, encryption certificate and CRL are needed for recovery if the directory is
unavailable or directory with impure suspicion.

Timely access to security site as far as possible to restore operation reasonably

While restore the business administrator's configuration file, it will be done by the system
administrator.

While restore the GDCA business operator’s configuration file, it will be done by another
GDCA security business operator or administrator.
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When CA root private key has been damaged, missed, tampered or leaked, GDCA will launch a
major emergency treatment process, which is assessed by GDCA Security Policy Committee and
the relevant experts to make a plan. If the CA certificate must be revoked, the following measures
will be taken:

1.

GDCA reports immediately to the electronic authentication service management office and
other government departments through the website and other public media to notify
subscribers, and takes measures to protect user’s interests against any further losses.

2. GDCA notifies the relevant parties to disconnect the systems associated with the certificate
authentication services immediately.

3. GDCA revokes immediately all the certificates issued, and updates CRL and OCSP
information for subscribers and relying parties. Meanwhile GDCA immediately generates a
new key pair.

4. After the new root certificate has been issued, GDCA Re-issues the certificates and the
subordinate CA certificate in accordance with the GDCA CPS about provisions of certificates
issuing.

5. After the new root certificate has been issued by GDCA, it will be immediately published by
GDCA repository, LDAP, HTTP, etc.

g CA R BLE L. B Bioh. Wi, EER gl s =& ST RISEIE T, 1R4E

CA WV:

1. SZRAA GDCA #EATILARIFAE BOHT A3 PR ANE iR, 2 R FT HETS .

2. GDCA LB a]) H-F- AR IR 5% 8 B 70 25 R0 A EORT 328730 T DV, i o i A HL At
NFIEAASVT AT T, R T8 5 FH P R 7 3 52 50 OR 45K

3. SLRLEEIAH RIS 5% A S UE T INE IR ST AH R I R Gt
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If private key of GDCA Subordinate CA is missing, tampered, cracked, leakedor used by

unauthorized third parties suspiciously, Subordinate CA should:

1. Subordinate CA reports immediately to the GDCA and generates a new key pair and certificate
request to apply for a new certificate.

2. GDCA reports immediately to the electronic authentication service management office and
other government departments through the website and other public media to notify
subscribers, and takes measures to protect user’s interests against any further losses.

3. GDCA notifies the relevant relying party to close the system associated with the certificate
authentication services immediately.

4. All the certificates issued by the Subordinate CA are revoked immediately to update
information on CRL and OCSP for querying of certificate subscriber and relying party.

5. Subscriber certificate is re-issued in accordance with the CPS about provision of a certificate
issued after the new Subordinate CA certificate has been issued.

6. After the new root certificate has been issued, it will be immediately published by the GDCA
repository, LDAP, HTTP, etc. for distribution.

UEFT P RORAE T RE L IR 8. 3B MR CELDS, BRERCGE =F BiHINS, AT
1% GDCA CPS HIRLE, 56 R IETS R, I MRS B8 A s HT AIE 15 -

When private key for subscriber certificate is damaged, missing, cracked, tampered or used by
unauthorized third parties suspiciously, the subscriber should apply for certificate revocation
immediately and re-apply the new certificate following the provisions with the CPS of GDCA.

5.7.4. M S5 ML 55 L2688 7 Business Continuity Capabilities

GDCA fEiEBAT 5.7.1. 57.2 M 5.7.3 iR kA /a, i HA ML, E
24 /NI Z AR & T0IL 55 1) IE H AT

After encountering the disaster described in section 5.7.1, 5.7.2 and 5.7.3, GDCA can use the
backup mechanisms to recover systems for operation and service delivery within 24 hours.
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5.8. HFIMERFZVEEMIAIZ1E CAor RA Termination

GDCA Z& 1L PR 1A SR IR 0T LAy SRy B 4 52453 R R RO A 25 BH SZ A0 IR, 3 4 S 453 R IR ]
AEf 5 GDCA R FHE K, ARBH AR IR T Ak 5 5 K 3 A K
£ GDCA % 1LHi, 40
ZHEML 55 AR Bz A
L GDCA & 1L
i H15 GDCA 15 1L AH G S f
KM H R MRS 7
545
Kb FEAF R SR 3 s
(EAIRINTI I )i 8
ARG H R RS 2
KM F H MRS 4
Ab 3 GDCA I 5545 H iR GDCA Mk 4531 53 IR E AL IR 5
- AL BRI R
. AR U SR
13. j#F% GDCA FEHUEH.

© © N o g B~ w b F

e e =
N P O

The reason of GDCA termination event can be key damage or non-key damage. Key damage may
be resulted from the loss of GDCA root key, and non-key damage reason may be related to
commercial factors.

Before termination, GDCA must:

1. Arrange the business to undertake;

2. Draft GDCA termination statement;

3. Notify the entities that are related to GDCA termination;
4. Shut down subordinate LDAP;

5. Certificate revocation;

6. Treatment of archive file record;

7. Termination of certificate authority service;

8. Archive main LDAP;

9. Shutdown main LDAP;
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10. Dispose the access of GDCA business administrator and GDCA business operator;
11. Process encryption key;

12. Process and store sensitive documents;

13. Remove GDCA mainframe hardware.

H T3 B 2 AN AR 2 R R 2 1k GDCA, LT 2258 Al [F] 1B i — 11
ANJAIFE GDCA # 1EARE A [a] R A b, T2 81 2 41 R K ¢ 1E GDCA, %5k GDCA
HENT AR RS G AR P2 R IR R 28 GDCA, f£ GDCA A il )™
JG, SRHUE 22 BRI GDCA & 1EXT 52 .

With the termination of GDCA due to key damage and non-key damage, the operations are mostly
the same. The only difference is time limitation of GDCA stopping sending notification. As for GDCA
termination due to key damage, the process in which GDCA notifies the subscriber needs to be
completed as soon as possible. As for GDCA termination due to non-key damage, it can take
appropriate measures to mitigate the effects of GDCA termination on the subscriber after GDCA
notifies all the subscribers.

6. IIER A 244 Technical Security Controls

6.1. ZFEHXTHIAE RS %3 Key Pair Generation and Installation

6.1.1. AN A B Key Pair Generation

6.1.1.1. CA ZHXTAE R CA Key Pair Generation

CA B AR L AE 22 A W BREREE T, fH 2 /N T {5 N SATE [ G800 32 3 1 T LA
VAT B B 4 b 2B B B AE R B, TR0 S AR A FIPS140-2 Frife
FIAHRILE . BT FIPS140-2 At F AR 2 [ S A0S £ A3 AW RIS REIpRtE, 1 500
TP A TS I PSR, R FIPS140-2 bRk S IBHAT, 7 E R 3505 B
SEVFRIHTIE NS MEE M, AARSIRE&) miR i sorl. BT bR 4 A4 pl i & 55
PR E R E BRI TS E . .

CA B XS IR A I 2 75 57 AR B — 42 A b 1 U DL E DAt O FLI3 47 CPS BA A
BB ER . BN A B R AR E S TR R ORAE

The key pairs of CAs are generated within the cryptographic devices approved and licensed by
OSCCA, in a physically secure environment and under the control of multiple trusted persons. The
generation, management, storage, backup and recovery of the key pair shall comply with the
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relevant regulations of FIPS140-2. Since FIPS140-2 is not a standard approved and accepted by
OSCCA and OSCCA implements a strict management of state’s cryptographic products, GDCA
only applies part of the provisions of FIPS140-2 under the permission of OSCCA. Specifically, the
product manual of the device is for your reference. Hardware Security Module used for key
generation must be evaluated and certified by OSCCA.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to
ensure the generation process complies with the requirements of this CPS and follow the
separation of roles principle. The procedures and operations related to key pair generation shall be
recorded and archived.

6.1.1.2. 3T P #4954 B Generation for SubscriberKey Pair

H1 ROOTCA (RSA) iFfi. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CALIEBRER 2 CA PR B R+ XU PR+, 25 P46 25 4 B P A0 n
ZEHNT. B GDCA TrustAUTH R5 ROOT IE15. #zeh X R5 2 CA iEfi. GDCA
TrustAUTH E5 ROOT 25K (2% CA BTk (I e F N BB AR5, 2844 RN &5 fi
i ] — S B %

VP BB, USSR R ECRMLE « GDCA SRR i) 2
BN AT, AT DR R R S A A (G USB Key), 7] DA FH [H K #5h9
PR AR R BB AR, T DUAE R AR AE AR S st (. Web AR %5 38 B4R
PR AR BRI RESE), UE -5 U & AR L R BT I, B 20y RSA 2048
frE ECC 256 fiz. XFT28 4 B NUEH. 28 4 BHUMIES: . AR A UE, WL ZfE H
T B RO AR A R B . AN RT3, B P2 ) e A MR B Z A3 B fRE . GDCA
FERAR . WAL b, DS 1 2 4 (RS i i i .

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1 are double-key certificates, with key pairs including
signing key pairs and encryption key pairs. And subscriber certificates issued by subordinate CAs
of GDCA TrustAUTH R5 ROOT certificate, #1ZH 4t R5 #R CA certificate and GDCA TrustAUTH E5
ROOT certificate are single-key certificates, with signing and encryption using the one and same
key pair.

The generation of the subscriber’s signing key pairs must comply with the national laws and
regulations. GDCA supports multiple patterns to generate signing key pair. Subscriber can use a
hardware cryptographic module (such as USB Key), or software cryptographic module approved by
OSCCA, or a standard software cryptographic module (such as the key generation function offered
by web server software, etc.), so subscribers can choose according to their needs, and the key
sizes are at least RSA 2048 or ECC 256. It must use the hardware cryptographic module to
generate keys for type IV individual certificate type IV organization certificate and code signing
certificates. In any case, the security of key pair’'s generation should be guaranteed. GDCA shall
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implement adequate security measures in technology, business processes and management.

(1) %FT H ROOTCA (RSA) iF45. GDCA ROOT CA iFf5. ROOTCA (SM2).
GDCA ROOT CAL iE-B2E K 2 CA B K BT I+

VTP FE AR P AR B R ST , 0 2500 P ] 5 2 B R L P PO 1 46 S 44
XL, IS eL. i E. USB Key. IC K24 k. 1T ER PR &R, N
S5l GDCA BHA K ABIMANEZHE . GDCA [T/ AL A 5 % i B A ¢
HUE 1) USB Key 1E 1T P 254 2 AT K 48 BRIt 4%

GDCA — M AHRAARIT F7 A s 22 % 8, A = P H g 34 GDCA #itifk,
GDCA 7] LI HIE FH RO BN, IF HARVEA R B AVH I RIAS, SRR SS 15 Tt Ok
TR R )22 e PTSEPEAIME— M, (H2 T I B AR Rt 2k . it 8 5 Do RT3 ol P 457
%%, GDCA AAABATATHT5 X 55

UERIT P N2 4% GDCA AT P 1)) R B EL L SRR, JR)
RAEHEHEPOITEE ., IR P R EWRE IS BN, SR R R
OIRIE . AR, B2 R RS T R SR R A A

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

When using hardware cryptographic modules, subscribers must generate signing key pair with
devices approved by OSCCA, such as cryptographic server, cryptographic card, USB Key and IC
card etc. Before choosing of these devices, subscribers should consult with GDCA on system
compatibility and acceptance. In addition GDCA provides USB keys to subscribers as generation
and storage devices of signing key pairs which are in accordance with the relevant provisions of
state cryptography management.

Generally, GDCA does not provide signing key pairs for subscribers, unless when submit written
applications to do so and approved by GDCA, and GDCA guarantees not to hold copy of private
keys, and take effective actions to ensure the key pairs are safe, trustworthy and unique. However,
GDCA does not assume any responsibilities and obligations for the losses caused by the loss,
disclosure of such key pairs or for any other reason related to such key pairs.

GDCA applied for generation of encryption key pair to Guangdong key management authority on
behalf of subscriber. The encryption key pair is managed by Guangdong key management authority.
When the certificate subscriber needs to recover the encryption key pair, GDCA accepts
subscriber’s application to recover the corresponding encryption key for the subscriber according to
the specification and process of Guangdong key management authority.

(2) X+ GDCA TrustAUTH R5 ROOT iE15. %At R5 #R CA iE5. GDCA
TrustAUTH E5 ROOT 28 A& K2 CA A& A HIAT P IE 1
$FF SSLITLS EF5 R I BRAE o, 1T/ B2 40 BT /0 | AR O RAE
XF T HRAFUETS, GDCA FVFIT P AEZR A B SR JRI FA SN O 5 i 22 4 i i
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For subscriber certificate issued by subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %I
28 R5 # CA certificate and GDCA TrustAUTH E5 ROOT certificate:

For SSL/TLS certificates and timestamp certificates, subscribers’ key pairs are generated and kept
by the subscribers themselves.

For e-mail certificates, GDCA allows the subscribers to generate key pairs online and will deliver the
encrypted private keys to the subscribers through secure channels. Subscribers may submit the
CSR for the issuance of such certificates.

For the certificates that are compliant to the AATL Technical Requirements and the code signing
certificates, subscribers shall use the hardware equipment that meets relevant requirements to
generate key pairs, and private keys shall not be duplicated or exported, and the activation of which
must require a password. GDCA will deliver the activation passwords to the subscribers thorugh
secure channels.

Certificate subscribers have the responsibilities and obligations to protect the security of private
keys, and assume the legal responsibilities for this.

6.1.2. FLEAFEIELST P Private Key Delivery to Subscriber

H ROOTCA (RSA) it 5. GDCAROOT CA iE15. ROOTCA (SM2). GDCA ROOT
CAL IE-PZE A CA PR HIT e+, B GDCA AUE T 7 ) 3 A1 # b b 4R H
I S B T R, B A BT P AR INE B AT, SRR T P R A B )
NPRATHAE RN, DAIERI T %ik4 GDCA, il GDCA T#EIT ik
BARNY, 1T B IR 2B R, RIS S I AR IR B A .
For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA submits application of an encryption key pair to
Guangdong Key Management Authority for subscribers and Guangdong Key Management
Authority generates an encryption key pair for subscriber, and encrypts the key pair using the public
key of the subscriber's signing key pair based on the digital envelope technology, and sends it to

GDCA as data stream. The subscriber downloads the digital envelope from GDCA, decrypts it using
the private signing key and saves the decrypted encryption key pair in the certificate carrier.

i1 GDCA TrustAUTH R5 ROOT #iF 5. #%HH4X R5 # CA ilF 5. GDCA TrustAUTH
E5 ROOT & K I 2k CA FrZ KT FHE+H (IBHERFR4SN), GDCA AN BoR L AL

116



Il semrannaemes

TooR GDCA HE-FAEML S5 H) (V5. 3 AR

LT X T HREAEEAPIRAECHESS, AN R Rl 2 el ELIER ST .

For subscriber certificates (e-mail certificates excepted) issued by Subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, #1724t R5 R CA certificate and GDCA TrustAUTH E5 ROOT
certificate, GDCA does not need to send private keys to subscribers. For the e-mail certificates that
require the delivery of private keys, the private keys are delivered encrypted and protected via
secure channels to the subscribers.

6.1.3. NABEAIEFHZ KB Public Key Delivery to Certificate Issuer

B ZAT A RA I PKCS#10 A% AURIE 2544 1 Rk A5 B B B 2544 1) S
BT 7 SR A IR 4 GDCA %5k, GDCA 1EZ R UES TS ilE T4 2215 3K
T P24 .

End subscriber and RA sends certification issuance request to GDCA electronically. The request
contains public key for GDCA to issue the certificate. The request information is encoded as
PKCS#10 or other packing format with digital signature.The subscriber’s signature on the request is
authenticated prior to issuing the certificate.

6.1.4. B INERS LA A AL ES KIS CA Public Key Delivery to

Relying Parties

GDCA )AL & 1E GDCA B2 R IR CAEBANYSS CAEH Y, #id GDCA &
J7 Wk iE4T KA. GDCA SZHEM GDCA MG N 7 AL i a8, DUIIES T P Al
RS T7 A A P

Public keys of GDCA are included in the self-signed root CA certificate and business CA certificate
of GDCA and published through GDCA's official website. Subscribers and relying parties can
download public keys from this website.

6.1.5. FIBEEE AR Key Sizes

GDCA SCFF RSA B E y 1024 frek bl b, Hrb AJFAEAEIEF ) RSA %4
KJE N 2048 frabh b, SCRPH) SM2 B 8K Dy 256 17, SZHFR) ECC # PN 256
B Ee ISR ZOEENERL BUR RN S 3 A A B G A 25K, GDCA
P ritecel: N

The size of RSA key which GDCA supports is 1024 bits or more, and the size of RSA key for the
publicly trusted certificates is 2048 bits or more. The recommended key size of SM2 is 256 bits and
ECC is 256 bits or above. GDCA will conform to the specifications and requirements of key size
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from state’s laws and regulations, government, etc.

6.1.6. NASBHAE B R ER A Public Key Parameters Generation and

Quiality Checking

St AR R 2B GDCA T 1, AHSHO 25U F [ 58 5 R0 2 b v U
AR B g MU B AR R, Bl HL. In%E K. USB Key. IC REEA sANILHL,
0 MR B 4% PR AE OIS AR v . GDCA A IR e B 4% AN N B Pl Bk
GHE T RN REHRER,

ST SHUR BRI AT, [RIRE i i 5] 5% S R0 A H R Lo Vi 1T (10 25 15 46 R A ok
AT, BNl N F . USB Key. 1IC F%5. GDCA Y NIX L1 4 FIA i ) B [
W HEECARRE T BB RER,

Public key parameters of subscriber who use hardware cryptographic modules must be generated
in encryption equipment and hardware medium approved and permitted by OSCCA, such as
cryptographic server, cryptographic card, USB Key, IC card, and follow generation standards of
these devices. GDCA considers that built-in protocols, algorithms for these devices and medium
have already met sufficient level of security requirements.

Quality of public key parameters is also checked through the encryption equipment and hardware
medium approved and permitted by OSCCA, such as cryptographic server, cryptographic card,
USB Key, IC cards. Of course, GDCA considers that built-in protocols, algorithms for these devices
and medium have already met sufficient level of security requirements.

6.1.7. 4R F B i Key Usage Purposes

GDCA IR CA MU T2 LU T IEF:
1. AREHMR CA [ EH 21,
2. g CA FIET KA SETS;
3. TSI AIUETS (40 OCSP Wi N KIEIE S ) o
Root CA keys of GDCA are used to sign the following certificates only:
1. Self-signed certificates to represent the root CA itself;
2. Certificates for subordinate CAs and cross certificates;

3. Certificates for infrastructure purposes (e.g. OCSP Response verification Certificates).

PRI AR T 3R 22 AR 55, Bl tn 5 3 DGIE AN PR AN {5 B A 58 B PR 5%
T s I T LA A5 S0 A
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Subscriber's key can be used for providing security services, such as identity authentication,
non-repudiation and the integrity of information, etc. Encryption key pair can be used to encrypt and
decrypt information.

Authentication of identity, authorization of management, confirmation of responsibility and other
security mechanisms can be done via using signing key and encryption key.

6.2. FAAGRFAMEFEEHER THEZEH] Private Key Protection and

Cryptographic Module Engineering Controls

6.2.1. 9% 0 R B 1 A5 #E R #]  Cryptographic Module Standards and

Controls

GDCA Ft F i) 35 i A b 0 A8 28 [ X s 0 s H R A e I 7=, 76 (GM/T 0028-2014
RO P2 R R BR ) , %FRUES FIPS 140-2 FrifZE (] . CA RS E MR H 54 FIPS
140-2 FE =2 R HEAR TSR, 1T 7 E F SRR ST & FIPS 140-2 55 2RI AR SR

Cryptographic modules used by GDCA are approved and licensed by OSCCA and comply with <
GM/T 0028-2014 Security Requirements for Cryptographic Modules>, a standard equivalent to
FIPS 140-2. The cryptographic module of the CA system meets the FIPS 140-2 Level 3 technical
requirements, and the cryptographic modules of the subscribers conform to the FIPS 140-2 level 2
technical requirements.

6.2.2. AL A#EH] (mi& n) Private Key (n out of m) Multi-Person Control

GDCA R, T, B . 0 PRI SR SR % AL, ERIE
7R, KA IROR ERUR A ) 5 RS B B, B e = AR R VAT
LT ST RRIHN PIN TS, A AT RA B A7 A

Generation, update, revocation, backup and recovery operations, etc. of GDCA private key adopt
multi-person control mechanisms. Namely, the mechanism is three out of five, means the key
management authority is distributed to five key administrators, the operation of private key is
performed in the presence and permission of no less than three employees via inserting cards of
administrators and inputting their PIN code.

6.2.3. AWK E Private Key Recovery

NYE B B o, TR B O S PR A S AR AL, X A B O A A
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In order to safeguard state’s rights and interests, the encryption key pair generated and managed
by key management authority should be used under a key recovery mechanism. It ensures that
encrypted data can be recovered by law.

6.2.4. FEAFEE Private Key Escrow

Xt H ROOTCA (RSA) k5. GDCAROOT CA iEfi. ROOTCA (SM2). GDCA
ROOT CALE-FZE A M2 CA B K (AT ks, 117 s e 5% B AR 284
HHEHEPOIEE, T NERIEEX MR N E CRE, HHEE PO THEE .

ITARAEPEE O R ORIE PR R 22 4, BHUE SO AR, BER
A 2o, FEANRARETIIA .

%t F B GDCATrustAUTH R5 ROOT iiE 5. #( % B & R5 R CA iF 15 .
GDCATrustAUTH E5 ROOT 25K )14k CA Fras KN FESS, GDCA AXfiT AL
BATIEE
For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CALl, the private key of encryption certificate is escrowed by

Guangdong key management authority. The private key of signing certificate is kept by subscriber
and not escrowed by Guangdong key management authority.

Guangdong key management authority ensures the security of subscriber’s key pair strictly. Key is
preserved via encryption. Key library has the highest security level, which is refused to illegal
access.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #1%
B 4% R5 AR CA {E45, and GDCA TrustAUTH E5 ROOT, GDCA does not escrow the private keys of
the subscribers.

6.2.5. R4 Private Key Backup

CA FAHRAR 73 PRI RAL I & 0y WIAGAL G0 (B8 — IR R G a5 AT %
i) sEaf by GERIR RGP APIERI1ERE I,

WAL % 7 R R aa e AL B EAT RO RL B #5477 o

AR RTINS 0 R LTS BT e By, B —IR.

Private keys backup for CAs includes two types: initial backup (backup in the first installation),
complete backup (regular copies of private key library in the system).
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Initial backup is private key backup in the system installation.

Complete backup is complete backup of private key library once a week.

6.2.6. FEHIFRY Private Key Archival

AV B O BT R B S BT VAR R A, DRAF I T FOR I 20 I = A
3990 PR R RN 8 SRR AT N O ORA A 5 9 B v R B0l e R MR AR ) o
FEHZIM)E, GDCA f£ 10 RN SR RAE . RIS fRAF 2270 7 4.

Key management authority archives key information. It splits the key pair into three parts, encrypts
them using symmetric encryption algorithm respectively, stores them in its database and disk.

Once private key expires, GDCA will complete archiving operation in 10 days. The validity of
archiving private key is at least 7 years.

6.2.7. FRASH. SAFEER Private Key Transfer Into or From a

Cryptographic Module

P (s AL AR B b e rp = A, A AR O RA B AN BE AR SOOI 3 e

Xf CA 241, EFREZSHEGLHE CA BN, MEAGBH G iK% g0 a0 %
FIFInas CA SRRV 2 N &0 i3 PP R 2 A A e bt 1l 22 A\ 4241

GDCA AR UET AP A 3 R B b 3 598, B AN SRV It o X 47
AL AR T AL, ARG T P ISR H B AT AR K, TP T B BT
NI BRI R B E A ORI S AU 1) 42 il 1 i

All keys must be generated in cryptographic modules, and private keys in the cryptographic
modules cannot be exported in plaintext.

For the CA system, when it is necessary to transport or backup the CA keys, the keys exported from
the cryptographic module must be encrypted, and the private keys used to encrypt the CA key must
be under multiple person control. Importation of the keys into the cryptographic modules must also
under multiple person control.

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module
and allow this operation. As for the private key stored in software cryptographic module, and if
subscriber is willing to bear the relevant risks, subscriber can choose the way of import and export
with access control such as password, etc.
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6.2.8. RAAAE BRI IEME Private Key Storage on Cryptographic

Module

CA R G B v £ K FH [ 5 B 0 B Ry S VP AT (O IR 55 A8 2 AL, e 3 A At
P /DFFE FIPS 140-2 = Jbn i sl A 56 20 22 47K Y-, R 00 A7 A 8 I 55 4 5 D A LA
P, FEBEAN AR o A A 22 B SCH AR RE AR 2 AL Ab

WP ARG TER & E KBS HAE ) USB Key /M RECCIHIERH, ATATE
USB Key H /£ IIAVEH, AR SCITE U IRAE o« X T3 PR AR 5 A R A I FA R, A
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M T 2RI 2R BT P AR B0 e 22 /D F5 5 FIPS 140-2 —Zbx
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The hardware cryptographic equipment used by CA systems had been approved and permitted by
OSCCA, and hardware cryptographic module at least meets the FIPS 140-2 level 3 standards or
equivalent security levels. Private keys will not be in the form of text outside the hardware
cryptographic modules in the entire life cycle.

Subscriber's private key is stored in the USB key medium or file certificate meeting the regulations
of OSCCA. All the private keys stored in the USB key are stored in the form of cipher text. For the
private key generated by software cryptographic modules is preferably stored and used in hardware
cryptographic modules. Subscriber can also use specific software cryptographic modules with
security measures.

The hardware cryptographic module used to store the private keys of the code signing certificates
at least meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.9. BOEFA AR5 = Methods of Activating Private Key

HHEHE RN E CEE ARG EEIL, TR R RERE, HE=
B A RN

XFFAFE T U0 USB Key N N pLeics Hob 2 A AE 4 2 f i e (17 7
AL, AT AT OB 4 1C REETT DR T TSR ke T R A XSl
Ja, ¥ USB Key. IC REFMAMMBAET, BARY 04, WARARE. X T4%
FEAT P SRV S AR R o (AL, T 7 BEZR A & BE A it NP B L GRS
PART IEAEBCA 3 2 P SRS OL T, FAl N G308 AT 7 BT SEHUMTAR G AAEH o B RA
TBAE AT B RS A U AA B BT R Y7, 2 B R AR R ) 28 W A6 AL B R TS
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AR O ORI RV, PRI R, AT A O REBGE R -

Key administrators use their own administrative cards to login cryptographic server. Three
administrators need to be at presence for private key activating operation.

For the private key saved in such as USB Key, cryptographic card, cryptographic server, or other
forms of hardware modules, the subscriber can protect through password, IC card, etc. After the
appropriate driver is installed in subscriber’'s computer, the private key is activated by the way that
the USB Key, smart cards are plugged into the appropriate device to enter the protection password.
For the private key stored in the subscriber's computer software cryptographic module, the
subscriber should take reasonable measures to protect the computers physically in order to prevent
unauthorized personnel from using computers and private keys of subscriber. If the private key is
stored in software cryptographic module without the password protection, then the loading of
software cryptographic module means the activation of private key. The private key protected by
password can be activated via inputting password.

6.2.10. EBRAFEIFIRAR A Method of Deactivating Private Key

HHEHE RS B OEE G RERRSTREEYL, TR HMERE, &
T A EH A RN,

— BV, BRIFXMURES B ER, R TR AP i
M=, RS, HREEHAT — R, R BT 50 ke, R
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Key administrators use their own administrator card to login cryptographic server and deactivate the
private key. Three administrators at presence can execute above operation.

Once the private key is activated, unless the state is deactivated, the private key is always active. In
some cases, the private key is activated for one operation and reactivated for another operation.

The ways of deactivating private key include exit, shutdown, removing hardware cryptographic
module and logout of user or system. Unauthorized person cannot execute above operation.

Subscriber can deactivate the private key by themselves. And private key will be deactivated when
logout, or remove hard cryptographic module from card reader, or turn off the power supply.

6.2.11.  HEBFAHRI ¥ Method of Destroying Private Key

WARAHAN R, B S5 AP B 2 S RS B B e, AR LA TR

123



Il semrannaemes

TooR GDCA HE-FAEML S5 H) (V5. 3 AR

PR N, ARAZ AN AR B i 7 ot 7 AR BR s WURAL TR A B v
TR INEE BB 1C K& BABIFTANZE. [N, BraHTEE R PIN 15, 1IC R
S5 25T i A Wi e

W A BT, B0 S AP B A A P B s it . il o og
HAESBOT, TP L ARIEA REEBOLAA, JRIEA RKSHE. RS HRA R
FERIVERSR, T S IR AT CPS [ RILE $4AT

If the private key is no longer in use, or after the corresponding public key is expired or revoked, for
the circumstance that the key is in software encryption module, it must be cleared by methods of
mulching. For the circumstance that the key is in hardware encryption module, it should be cleared
in the encryption device or IC card. Meanwhile, all the PIN codes, IC cards for activating private key
also must be destroyed or recovered.

Private key no longer being used, or the public key corresponding to private key expired or revoked,
the method of destruction is determined by the subscriber. The subscriber must destroy the private
key effectively and assume the relevant responsibilities. Storage and archive of the key after
expiration must conform to the provisions of this CPS.

6.2.12.  FEOELHFIPEE Cryptographic Module Capabilities

GDCA 1 F [ 5% % A5 3L oy Fh v 4R W] PR S35 = i

GDCA uses the cryptographic products approved and permitted by OSCCA.

6.3. EHXNEHMK H M 7 E Other Aspects of Key Pair

Management
6.3.1. A4H1HES Public Key Archival

Xt RGP R AN PHEAE AT RE I (VARG RAE s X ORAF IO 2 S RREAT AR,
TRAEIRI 2 22 B A AE B
NHIFIWE, GDCA 7E 10 K A FE BRI A o

GDCA should carry out archiving and preservation timely for public key data generated by the
system and use symmetric encryption for public key information. Ensure to obtain the safe and
complete public key information.

If public key has expired, GDCA should complete archiving operation in 10 days.
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6.3.2. E BRI A MR Certificate Operational Periods and

Key Pair Usage Periods

INEAARVER B FT IR S IE S A O O%, (BIF A e e R fr— 2.
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The usage period of public key and private key is related to the validity period of certificate, but they
are not completely consistent.

For the signing certificate, its private key can only be used for signing within the certificate validity
period and not be used beyond the validity period of certificate. However, in order to ensure
signature information can be verified within the certificate validity period, the public key can be used
beyond the validity period of certificate.

For the encryption certificate, its public key can only be used for encryption within the validity period
of certificate and not be used beyond the validity period of certificate. However, in order to ensure
information encrypted can be used to unlock the information within the validity period of certificate,
the private key can be used beyond the validity period of certificate.

X5 T S S0 I UESS,  HARAVEA A 80 R REAEUE A RN 4w BUEA .

B—MERAEZADREN, APFRSR A IR BSR4 S .
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For the certificate used for authentication, the private key and public key can only be used within
the validity period of certificate.

If a certificate has multiple usages, the usage periods of public key and private key follow the rules
described above.

In addition, after the expiration of certificate, under the circumstances of ensuring security, original
key pair can be used to update the certificate. But the key pair can’t be used indefinitely.

SHFANRNESS, BT o v 8 U - 5 1) S KA BR 2

1. % ROOTCA(RSA)Z K ftl RSA2048 i1 CA IE1h, HEEHNHIHA o vrH 4
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2. Xt ROOTCA (SM2) %% () SM2CA -, HasgInt K fo Vil 4R IR 2
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For different certificates, the maximum usage period of the key pair can be obtained via certificate

renewal:

1.

For ROOTCA (RSA) RSA 2048 bits CA certificate, the maximum usage period of the key pair
is 10 years or less than 10 years.

For ROOTCA (SM2) SM2 CA certificate, the maximum usage period of the key pair is 20 years
or less than 20 years.

For the GDCA RSA 4096 bits root CA certificate, the maximum usage period of the key pair is
30 years or less than 30 years.

For the GDCA ECC 384 bits root CA certificate, the maximum usage period of the key pair is
30 years or less than 30 years.

For the RSA 2048 bits SSL/TLS server certificate, the maximum usage period of the key pair is
825 days or less than 825 days.

For the RSA 2048 bits code signing certificate, the maximum usage period of the key pair is 39
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months or less than 39 months.

7. For the RSA 2048 bits Subscriber Certificates beyond the SSL/TLS server certificates and
code signing certificates, the maximum usage period of the key pair is 8 years or less than 8
years.

8. For SM2 subscriber certificate, the maximum usage period of the key pair is 4 years or less
than 4 years.

9. For the ECC 256 bits SSL/TLS server certificate, the maximum usage period of the key pair is
825 days or less than 825 days.

10. For the ECC 256 bits code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

11. For the ECC 256 bits Subscriber certificates beyond the SSL/TLS server certificates and the
code signing certificates, the maximum usage period of the key pair is 8 years or less than 8
years.

For the SSL/TLS Certificates issued on or after September 1, 2020, the maximum usage period of
the key pair is 398 days or less.

6.4. BEEIE Activation Data

6.4.1. BOESHE B FE A 223 Activation Data Generation and Installation
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Subscriber must use secure and reliable generation and installation of activation data to protect the
private key from exposure, theft, unauthorized usage, modification, or unauthorized disclosure.

Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.
Activation data of subscriber private key, including password (provided in the form of password
envelope) used to download the certificate, USB Key, login password of IC card, must be generated
randomly in secure and reliable environments.
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Activation data generated by GDCA, including password (provided in the form of password
envelope) used to download the certificate, USB Key, login password of IC card, must be generated
randomly in secure and reliable environments. The activation data are delivered to subscribers
safely and reliably, such as through offline face-to-face submission, post courier delivery, etc. For
activation data of non-single usage, GDCA suggests users to modify by themselves.
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All the protection passwords should not be something easily guessed, and should follow the
following principles:

1. Contain at least eight characters

2. Contain one lowercase letter at least

3. Not contain many of the same characters
4. Not be the same as operator’s name

5.  Not use birthdays, telephone numbers

6. Longer substring in user name information

6.4.2. BIEEAE KRR Activation Data Protection
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Activation data of CA private key must be separated in a reliable way and kept by different trusted
personnel. Administrator must meet the requirements of responsibility division.

Subscriber’s activation data must be generated in the safe and reliable environment and be
properly safeguarded or destroyed, and cannot be leaked to others. If the certificate subscriber
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uses a password or PIN to protect private key, the subscriber should take good care of password or
PIN to prevent the leakage or theft. If the certificate subscriber uses biological characteristics to
protect the private key, the subscriber should also pay attention to prevent his/her biological
characteristics from illegal obtaining. Meanwhile, in order to meet the security requirements of
business systems, activation data should be modified regularly.

6.4.3. BOEBE AT T Other Aspects of Activation Data
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Activation of private key shall be protected from loss, theft, modification, unauthorized disclosure, or
unauthorized usage during the transmission.

The activation data of private key which is no longer used should be destroyed and protected from
theft, disclosure or unauthorized use during the destruction. The result of destruction is that some
or all of activation data can’t be recovered directly or indirectly from the residual information and
medium, papers recorded with passwords must be shredded.

For the security reasons, the rules of certificate applicant activate data of lifecycle as below:
1. The password used to apply for certificate becomes invalid after successful application.

2. The password used to protect the private key, or IC card, USB Key, could be modified by
subscriber at any time based on business application, and should be modified three
months after the validity.

6.5. HEMZ4H] Computer Security Controls

6.5.1. KA KT ENRZEBARER Specific Computer Security Technical

Requirements

GDCA R4 HIME B 24 H, 158 FEFR GIEF IR R 58 % 19 A HAH 50 22 A R ) |
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Information security management of GDCA certification system meets "Specifications Related
Security Technology Certificate Authentication System" published by OSCCA, "Measures for the
Administration of Electronic Certification Services" published by Ministry of Industry and Information
Technology, standards of information security in ISO 27001 and security standards of other relevant
information. GDCA draws up comprehensive and perfect security management strategies and
standards, which have been implemented, reviewed and recorded within operation. The main
security technologies and control measures include: Identification and authentication, logic access
control, physical access control, management of personnel's responsibilities decentralization,
network access control, etc.
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Dual-factor authentication mechanism shall be utilized in the login process to validate the digital
certificate and username/password of user. GDCA assign each user of CA/RA system a unique
account with minimum permissions according to the requirements of user.

Strict security controls ensures that the system of CA software and data files is secure and reliable
and will not be accessed without authorization.
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Core system must be separated physically from other systems and the production system must be
separated from other system logically. This separation can prohibit network access except for
specific applications. The usage of firewall is to prevent the intrusion from the internal and external
network production system and restrict activities of access production system. Only trusted persons
in operation and management group of CA system, when necessary to access the system can
access the CA database using password.

6.5.2. HENZ4ETHE Computer Security Rating

GDCA HJIMIEARSE, i | EZ N ERER N Z etk HE .
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GDCA certification systems pass the security review of OSCCA.

Authentication system, computer and network security of GDCA should be evaluated by OSCCA
each year. According to the opinion of the relevant experts and leaders, GDCA may upgrade the
authentication system and system security when necessary.

6.6. A EIABARFEH] Life Cycle Technical Controls

6.6.1. RYTT K% System Development Controls
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Software design and development of GDCA process follows principles:

1. Establish internal system of corporation about update, alteration and application. The
employees should follow this system strictly.

2. Establish internal purchasing process and management system of corporation.

3. After the programs have passed strict test in development environment, they can be
deployed to production environment.

4. Effective online backup must be done before deployment changes.
5. Verification and review of third-party.
6. The security risk analysis and reliability design.

The operation specifications of software development, which refer to 1SO15408 standard,
implement relevant plan and development control.
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6.6.2. 4B HEEH| Security Management Controls
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Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA authentication system has a strict control measures, and all the systems can be used only
after being rigorously tested and verified. Any modifications and upgrades will be recorded for
reference and made for version control, functional test and record. GDCA also carries out regular
and irregular inspection and test on certification system.

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

AL 2% BRI BRSNS dE AT 2 tE iR, RIS R BN, 25
FAAE LRI A5 o N B0 95 PR R I AN 22 25 L A A8 SN ™ % 1) 22 A LR, BEAT et
IR v T

GDCA IER ST A AR T AR IR IR & AEEAT AL BRI, 15 55 AU
IWHE A R 2 4 (015 B AFLE

Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

After all the hardware and software equipment of GDCA authentication system are upgraded,
GDCA must confirm the existence of information which affects the security in waste equipment.

6.6.3. A 4y B B i 22 245 81 Life Cycle Security Controls
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Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.
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6.7. ML %44 Network Security Controls
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GDCA authentication system has multi-level firewalls and the protection of network resource
security control systems. It also has complete access control technology.

Authentication system only provides the operations such as application and query of certificate to
subscribers over the network. Only employees authorized by GDCA can access the GDCA
certificate server, GDCA certificate directory server, GDCA operation center and other equipment or
systems.

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and
updated to the version of above systems, as much as possible to reduce the risks from the network.

6.8. K [E]ER Time-Stamping

GDCA #4454 RFC 3161. 5816 UL & Authenticode FJI [AJERARSS, FER TS
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GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode,
mainly used for code signing and PDF signing purpose, and the system time of GDCA's operation
system synchronizes with this time stamp service through Network Time Protocol (NTP).
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7. iEH. IEBHESETRAELIE RS Certificate, CRL,

and OCSP Profiles

7.1. VEH Certificate Profile
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A1 RFC 5280: Internet X.509 A%HZERN LA CRL 454 (2008 45 F).
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The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997):
Information Technology - Open Systems Interconnection - the Directory - Authentication Framework
(June 1997) recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure
Certificate and Certificate Revocation List (CRL) Profile (May 2008).

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of
output from a CSPRNG.

7.1.1. FRA<5 Version Number(s)

GDCA IEH 5 X.509 V3 FGEFiE 3, hAME BAF AL F AR A A

GDCA certificates are compliant with X.509 V3 certificate format. The version information is listed in
the version field of the certificate.

7.1.2. MEHEH B IR Certificate Extensions

GDCA [ 7] X.509 V3 FRIE-FARAETURIFRAES FEITLASL, MG T H € I &

Tt o

® iFFhhRiET

1. UEPRRA S (Version)

9] X.509 iEF % A, EN V3.

2. UFETFH%S (SerialNumber)

Bt GDCA Z3 B4 ik 45 (1 ME— F) 87 AR IR AT

3. ZAFIERRSF (Signature)

152 7€ H1 GDCA 25 AR B4 FH 285 44 00
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4. KA (lssuer)
FIRARRAE RAUEF 1 CA 1) X.500 DN 47, I GDCA &M@k, GfEE%K. A
. W AT, FEAH 4. flan:
CN = GDCA Guangdong Certificate Authority
OU = Guangdong Certificate Authority
O = GDCA Certificate Authority
L = Guangzhou
S = Guangdong
C=CN
5. AEWAXOY (Validity)
FH KA 2 E 15 004 2800, B0 G E T 4 A= R0 B SR [) DA K 2k 3k i H B A ]
RO HIIE Y, 75 EA AR T2 SR RO A .
6. UEHH )4 (Subject)
858 UE PP 11 X500 ME— &2 5. BFEEZ. &, i WU, SR TRE A 4,
AL email HihiE A A5 2.
7. UEPBFEAEEAFEHEE (subjectPublicKeyinfo)
EBFEE AT EREEROETHANEEE L IEBFAFENATFEHANE: A
TP EVERR IR . AR IRAFEL & A TT & P55 hash 55092

In addition to the X.509 V3certificate standard items and standard extension items, GDCA also
uses customized extensions.

® certificate standard items

1. Version

This field describes the version of X.509 certificate.

2. Serial Number

The serial number is a unique integer assigned by GDCA to each certificate.

3. Signature Algorithm Identifier

The algorithm identifier is used to identify a signing algorithm with which GDCA used to Issuer.
4. Issuer

The issuer field identifies X.500 DN of CA that has signed and issued the certificate, namely each
attribute of GDCA, including country, province, city, organization, department and common name,

e.g.

CN = GDCA Guangdong Certificate Authority
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OU = Guangdong Certificate Authority
O = GDCA Certificate Authority
L = Guangzhou
S = Guangdong
C=CN
5. Validity

The certificate validity period is the time interval during which the CA warrants that it will maintain
information about the status of the certificate, including two dates: the date on which the certificate
validity period begins and the date on which the certificate validity period ends. The validity must
be checked each time using certificates.

6. Subject

The subject field identifies X.500 DN of subscriber, including country, province, city, organization,
department and common name. It may also contain email addresses and other personal
information.

7. Subject Public Key Info

This field is used to carry the public key and identify the algorithm with which the key is used. This
identifier identifies public key algorithm and hash algorithm.

® EfY I

L. WURHLAEEHPR AT (authorityKeyldentifier)

WU B R RRIRFE Y ettt 7 — M7 X, BLRGI S UE B L REXT R A 24
WURF BT 2 A E R B T RN RA 2 /M8 % AN Y R .

2. EREHFRIRS (subjectKeyldentifier)

AT — R AL S — AR E AHIEB 757 3 AR R T HOAER A FF
WA BRI [ — BRI S (B, AT R AR

3. ML (key usage)

foE SRS s, AR, B, HEEmnE, HHImIG R
UEIEP%544, SiE CRL 24, R, Hfgw, RE4.

4.  CRL KA K

H1 GDCA fRE i CRL AAii i
® Certificate extensions
1. Authority Key Identifier

The authority key identifier extension provides a means of identifying the public key corresponding
to the private key used to sign a certificate. This extension is used where an issuer has multiple
signing keys (either due to multiple concurrent key pairs or due to changeover).
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2. Subject Key Identifier

The subject key identifier extension provides a means of identifying certificates that contain a
particular public key. The extension identifies the authorized public key. It provides a means to
identify different keys used by the same subject (e.g. when rekeying).

3. Keyusage

The key usage extension defines the purpose (e.g., electronic signature, non-repudiation, key
encryption, data encryption, key protocol, certificate signature verification, CRL signature validation,
only encryption, only decryption and only signature g) of the key contained in the certificate.

4. CRL Distribution Points
It refers to CRL Distribution Points specified by GDCA.
® [E IR
FEXASFIRGIE S BT A 55 755K, GDCA W] R € g R I, SR EARTIT
I
1 #akiES: HFRRT Ptk 56,
2. HALHAI: HFRom AL .
3. LHUEMS: MTRomdlk TriEN 55
4. EBEILUES: HTRoadlk E RS
5. fHAEMSS: WEBAUANU AR AR g
6. MBFILIES: M TRoaRdlhBi 5.
7. DASRIES: TR E RS IR ME— 5
® Customized extensions

To satisfy different requirements for certificate application service, GDCA can define some
extensions flexibly, including but not limited to the following extensions:

2. Insurance number: It is used to indicate the subscriber's insurance number.
3. Organization Code: It is used to indicate the Organization code.
4. IC registration number: It is used to indicate enterprise IC registration number.

5. Taxation registration certificate number: It is used to indicate enterprise national taxation
number.

6. Trusted service number: It is used to indicate subscriber’s unique number generated by
GDCA.

7. Land taxation registration certificate number: It is used to indicate enterprise land taxation
number.

8. Resident identity card number: It is used to indicate unique number of resident’s identity card.
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7.1.3. HEX R FRIRAF Algorithm Object Identifiers

GDCA 2 K HIIEF, B B0EHIFR R A shalRSA . sha256RSA Al sha256ECDSA,
o AT RS ARAIE 5 ) 2500 B A8 ] shalRSA.

The cryptographic algorithm identifiers of certificates issued by GDCA include shalRSA,
sha256RSA and sha256ECDSA, and GDCA does not use shalRSA for the cryptographic algorithm
of the publicly trusted certificates.

7.1.4. £ ¥ Name Forms

GDCA %5k HIE 2 R XA R0 Y 258456 X.501 Distinguished Name(DN) )%
ULy v

SSL/TLS UEB EMITARREM S A Wl «.7, “-7, K&« 7 ()74, RIsSHARMT
RN ZIONA . AeRE, SAE N
Name of certificate issued by GDCA is formatted in accordance with X.501 DN.

SSL/TLS server certificates cannot only contain metadata such as ‘', " and ‘’ (empty) characters
and/or any other indication that the valueffield is absent, incomplete, or not applicable.

7.1.5. £ FRFR#H Name Constraints

AEH] .

Not applicable.

7.1.6. TEF SRR N RAFIRAE Certificate Policy Object Identifier

UEP RMEXT G AR IR FFRIA CPS 28 1.4.1.6 715,

See CPS section1.4.1.6.

7.2. EHHEHEFIER CRL Profile

GDCA &% % CRL, LR~ Ewifdif.

GDCA issues CRL regularly for the subscribers to query.
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7.2.1. Rz Version Number(s)

GDCA HUE-Th 48 51126 K F X.509 v2 % .

CRL issued by GDCA is formatted in accordance with X.509 v2.

7.2.2. CRL f1 CRL £ B¥# B3 CRL and CRL Entry Extensions

GDCA [PHIE s F15 (CRL) & —/ My A i (B 80 H &0 328 44 1) CARs e 1

FI%1#. CRL 2 K% 2 CA, GDCA it kAT CRL #24t'e prds & BB 7IE RS

AN

1.

fZ R,

CRL MIRA S : HRiEE CRL HIRAME 5., GDCA K& X.509 V3 iEf5%f b
] CRL V2 iR A,
5487 GDCA % H] shal RSA. sha256RSA. sha256ECDSA. SM2 } ECC %44

.
MUK FRESRNMM DN 4, HERK, &, 1. HU. BT FE A 4 %4
J¥o

AR AR —N H I RME,  FH AR BIA CRL R AT IS TH]

SEHSIE]: 48— H A, I PARIIR —Ik CRL 2R ATHII [H] CARFRE
S| A5 P 1480 6

HAHUEBHIR: $8E CEMEEIIEB SR . ARI)R 5 UET 7515 FEF 5
B B0 1 AT )

MR AR EHFRIRAF (lssuer Unique Identifier): ASTibRiR A SRIGIELE CRL 2544
WATHEH. EReFalE— CA AR H.

CRL is a revoked certificate list with time stamp and digital signature. The issuer of CRL is CA.

GDCA provides certificate status information through releasing CRL.

1.

CRL version: It refers to version information of CRL, GDCA adopts CRL V2 corresponding to
X.509 V3 certificate.

Signature algorithm: GDCA adopts shal RSA, sha256RSA, sha256ECDSA, SM2 and ECC
signature algorithms.

Issuer: It refers to DN of issuing authority, including country, province, city, organization,
department and common name, etc.

Effective time: It refers to date/time which indicates CRL issuing time.

Update time: It refers to date/time which indicates next issuing time of CRL. (It's an enforced
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field in this CPS).

6. Certificate Revocation List: It refers to a list of revokedcertificates. The list contains certificate
serial number and certificate revocation date and time.

7. Issuer Unique ldentifier: It is used to authenticate the public key which is used to verify
signature of CRL. It can distinguish different keys used by the same CA.

7.3. ELIEFRATMI OCSP Profile

GDCA RH IETF PKIX TARHI K HI—MELIUEIRA L (Online Certificate
Status Protocol, OCSP, RFC6960), 1% s E X 1 —FihniE i =Rk A A5 B A% =X LA
WL R B YHHE 7o £ GDCA B J7 Mt T4 OCSP &ifl % /" i % GDCA & J5
vl R A OCSP #AF U FAREATICE, BVR (1] GDCA HIFELAE IR A 55 . GDCA
2R 1) OCSP M b 2 /A5 LR AT i) OCSP AUAL) A Py 25 -
Version: 25 7 S FH () OCSP WM H A 5 ; GDCA HIFEAIE R Ty vI .
signatureAlgorithm: 25& OCSP M 51i2:;
responderID: 25 OCSP Sk . 25Kk A4HI) SHAL B i ZEAE AIE T 4 -
producedAt: OCSP i . A= B (1) H A (7] 5
Signature: OCSP Wi v B E 72544
Nonce(— X HERENLEL): 7RG RE B A 15— requestExtensions 2% & A1 57 7
S ) responseExtension A% & H AL & — R MERE LA, B ik B S

7. UEFRIRES: UEBRRIUIRES, SREAR HEERR A

GDCA adopts an Online Certificate Status Protocol (OCSP, RFC6960) developed by IETF PKIX
working group. This protocol defines a standard request and response information formats to query
whether a certificate is revoked. Subscribers can download the OCSP query client from GDCA
official website and follow the OCSP guide book published at GDCA official website for
configuration. Then subscribers can use GDCA's online certificate status query service. OCSP
response message issued by GDCA contains at least OCSP organization basic domains and

o a &~ w bdh P

contents described below:
1. Version: OCSP protocol version number used by client. The version of GDCAOCSP is v1.
2. SignatureAlgorithm: Algorithm used for signing and issuing OCSP.

3. ResponderlD: ID of entity who issues OCSP. It consists of SHA1 of issuer’s public key and DN
of certificate.

4. ProducedAt: Date and time when OCSP response message is generated.

5. Signature: Digital signature of OCSP response message
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6. Nonce: The nonce, which is used to prevent replay attacks, is included in requestExtensions
variable of state request message and responseExtension of response message.

7. Certificate status: The latest status of a certificate, the status can be valid, revoked, and
unknown.

7.3.1. OCSP KA R ALEE OCSP Request and Response Resolution

—/> OCSP &R A& LA T HE: PhillhiAR . IRSFEKk . HAREBIR RN LR R

TS, TR —AMERZ G, OCSP M55 vty M 8L AF R 47 4 " A6 U

o {5 E Ik

® I N i 55 A A B PR AR SR AR 55

® EREE TWNIRS S FENGELE, WREM—ANERFRA L, 4 OCSP
R 55 b = A AN RS s TR, R BN E Y [l

Protocol version, service request, target certificate identifier and optional extensions, etc.

After receiving a request, OCSP server does the following tests during response:

® Information is formatted correctly

® The response server is configured to provide the request services

® The request contains all the information needed by response server. If any pre-condition is not
met, the OCSP server will return an error message. Otherwise, it returns a determinate
response.

P E I 2 AR T GDCA IEFR Kk F S TRy 284, EEPIRIREEAE:
IEBAR CRE. R, BIEERH U4
® [ BiEENIIRA
M 2 R 55 4% 44 R
Xof 1 R e 45 e [l 52
AR
B FIEXR GRS
Xt Bl 25 B B s i 25 4

All determinate responses are signed by GDCA certificate issuer. The main response statuses are
valid, revoked, and unknown. The response message consists of the following components:

® Reply syntax version
® Response server name

® Response to the request client certificate
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® Optional extensions
®  Signature Algorithm object identifier

® The signature after the response information is hashed

WHR A, OCSP HR4S 4RIl — M E R, XEEHREEHRA GDCA IFH%
REFERNZ S . HEHE B R 2.
K IEAARE AALHIE R (malformedRequest)
R4S % Cinternal Error)
WM AR (trylater)
FEL Y (sigRequired)

KAZAL Cunauthorized)

If an error occurs, OCSP server will return an error message, which doesn't contain key signature
signed of GDCA certificate issuer. The error message includes:

® malformedRequest
® internalError

® frylater

® sigRequired

® unauthorized
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8. INMENL#) & i+ M HAb A5 Compliance Audit and Other

Assessments

8.1. VFAh B M X 5 1F £ Frequency and Circumstances of

Assessments

GDCA 2 N AT — IR — B d iRz B VRl R ECE > 3% % 1IiE
FoREAT AL, DUBRIEIE BRSSO Al Stk . e Ve fmT# ik AT F3E iy GDCA
TrustAUTH R5 ROOT k5. ¥ % 4{ R5 R CA iE45. GDCA TrustAUTH ES ROOT ilE
FRER I G CA PFrs K1) SSLITLS IR55 &+

GDCA conducts an internal compliance audit and an operation assessment each quarter to ensure
the reliability, security and controllability of certification services. We extract at least 3% of
certificates for assessment. The extracted certificates are SSL/TLS server certificates issued by
subordinate CAs of TrustAUTH R5 ROOT certificate and #{% I/ R5 #8 CA certificate and GDCA
E5 ROOT certificate.

B 7 A ERE THAIPEAL 4, GDCA JEHSTE ALK o v g 55 Fr, $%H WebTrust X
CA IR AT 150 o H ANV Ay«

1. AR (P NRIEME BRI CRPERS S EIMNE) SR ER,
TP — RHESZ E T IV A IR

2. GDCA #ZIREZK EEMIIMER EFAHARUER A CPS 1R E S it i A1 il
5, FRHRN VAR RIS TR, R A AT — IR B PR A%, BLFEX GDCA
WHE SR (RA ZHSS) I F1%.

3. GDCA HEiEMALH s iS55, 4%/ WebTrust X CA B LHRIN, 42k
AT —IRAME R LAV Al o

4, GDCA BAFHAT— AR PG AR, W3 IR 5 40t iy, VPl i R
A AT REME BB AR E, IRV H AT RI SR . B R G LR I T R
JSERE AU, AR U PRAL, G ST AERRIR G AR R W AR

In addition to internal audits and assessments, GDCA also engages external audit firms to perform
assessments and evaluations according to the CA requirements of WebTrust on CA.

1. GDCA is assessed and inspected once a year in accordance with the "Electronic Signature
Law of the People's Republic of China", "Measures for the Administration of Electronic
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Certification Services" and other requirements by administrative authorities.

2. GDCA conducts operations and services according to the requirements of state’s authorities,
the specifications of state’s relevant standards and this CPS. GDCA shall conduct internal
assessment and audit to other entities (including RA or LRA, etc.) in GDCA at least once a
year.

3. GDCA engages external audit firms to conduct assessments and evaluations once a year to
be compliant with WebTrust for CA.

4. GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks.
Based on the risk assessment, GDCA develops, implements, and maintains a security plan
consisting of security procedures, measures, and products.

8.2. THEFE M Identity/Qualification of Assessors

GDCA N #fHI T, H GDCA 4RIk i Mot AL # I TR B THorAt N, i
TPk AN PAT LT A

GDCA WS 1AM LA, ROZ R 2% BT I B

1. ARV APV ER TP, 7R R AT %,

2. TTENGEREZERR. BEMZLETNR, PKI BAR. ARHEMEEE;

3. A& RGUSATHEREM TR T

4. BT IR

Cross department audit assessment group organized by GDCA Security Policy Committee
performs internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:
1. Must be an authority which has been licensed and has a good reputation;

2. Understand computer information security system, communication network security
requirements, PKI technology, and related standards and operations;

3. Have the expertise and tools to check the system operation and functionality;

4. Beindependent.

8.3. VFMiHE EBIEMFE ZEI KX KR Relationships between the

Assessor and the Assessed Entity

=

1. GDCA #Hil REANMM RGEE A WS E R S HRAE R TAE R A AR E
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o

2. ANERVEALE (fF B L AR AL TR 55 B LU AL R) A GDCA 2 1A 2
MSLHIR AR, BAAEMADLSS . WASAER, B H e AR TR 50 2 2 LA PR
FRNE, VRS E RN, AR, FAHIASEEXS GDCA HEATIEAY .

Y

1. Segregation of duties is required between the GDCA auditors, and the GDCA system
administrators, business administrators, and business operators.

2. The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There are no business interactions,
financial transactions, or any other interests that could affect the objectivity of the assessment
between the above two. Assessors should evaluate GDCA in an independent, fair and
unbiased attitude.

8.4. L% Topics Covered by Assessments

GDCA L i i TAERIELL N WA
1) LRGSR 70 NSt
2) e TARGREAIH B2 15 2™ R <
3) ETARAL CPS. Mk HIVE A % e BRI AR 555
4) HMHE. CREGTE, RO R
5) R AFAEH AT BEAAAE I 2 A KU
S =07 BT 55 BT 4% I WebTrust For CA BIVEIEER, X GDCA BEAT AL # it
GDCA'’s audit contents include:
1) Whether the security strategy is fully implemented
2) Whether operation procedures and processes strictly followed

3) Whether strictly following the CPS, business specifications and security requirements when
conducting authentication services

4)  Whether all kinds of logs and records are preserved and if there is any question
5) If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
requirements of WebTrust.
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85 XMHBEANEFXREKFEE Resolution for Problems and

Deficiencies

T AU B 45 b 1) R, p o A /N2 7 B O ) R ) B AR IR R )
BEAT MY 5 OB RN 52325 (A 0 o 58 UK B T2 TR eodh J S A BB ] 7% 1 o o E P4l /N
PR 55 etk T AR B RS

X T GDCA BBUEMHA v 4550, Wiz IEAE#E4T3E ) A% CPS J¢ GDCA il
SE AR S- BTG 14T, GDCA 4 T LARIIE, A B 5T 4 H AL B (LiX 247y, R
R4 GDCA FERBEATIL S5 B . M S5 3ERUAT J 5 = B AV EMIHLA, GDCA M1k
SHZH U I HLF AR 5545 FAZ AL

5= IR S S5 BT RS SE S, GDCA 4RI TR IR HEAT 8k, FRE32 K
o AT AL o

ok

Audit assessment group monitors responsible departments for improvements and complete status
of issues that were mentioned in audit reports. After improvement of audit results have completed,
various functional departments should submit summary of improvement to audit assessment group.

For authorized RA mentioned in GDCA's audit report, if they are violating the CPS and other
business standards defined by GDCA, GDCA will stop the above behaviors immediately and ask
them to make changes in accordance with the requirements of GDCA.GDCA will terminate relevant
authorization of electronic certification services of RA if the above behaviors are seriously violated.

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the
audit reports. GDCA will be evaluated again after the rectification.

8.6. PSR KIfEEE KA Communications of Results

GDCA 15 U125 SR [r) AW LAG & HARE B 1T LA BB 18 AR E 5 LG AT 1IE 8
e, XTATREIE AT A BR R, GDCA B B [T Fid 4 .

B EIPMES TEEE S, A FE ISR, KB www.gdca.com.cn (35
BEAT A0 o ARART S =07 I8 VT Ak SEAAIE 0 0P8 25 SR B SRS B, T 2502 56 B 1 1)
GDCA @& H AT 38, HAETS GDCA KR, 1543 5 A M2 R 7h; GDCA 1+
B AEIX 5 TH FE AL T

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA wiill
notify the subscribers of any potential security risks timely.

If the assessment from a third-party auditor firm is completed, the audit results will be published at
GDCA website (www.gdca.com.cn). Third-party should communicate its purposes and methods to
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GDCA in advance before notifying the evaluation entity on the assessment results or similar
information, except otherwise defined by law; GDCA reserves the legal rights in this part.

8.7. B¥Md Self-Audits

0. 8.1 &y,

See section 8.1.
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9. R FAEMH AR S22 Other Business and Legal Matters

9.1. %%H Fees

9.1.1. IER& K FEH Certificate Issuance and Renewal Fees

GDCA AT AR FL A (1 HL - D AEAR SR 55 [ AU IR P37 P S s i, BLAR 5% ADRE
BT T R ANAE DA B T T8 - GDCA A BURSE T IR, SHRTAHILT P Ak
FHE HE AN TR e Bl S DL R Tt

ARk GDCA 23 I CH 4R BN A8 Al GDCA A A& A —80 BAFM R
% i
GDCA can charge subscriber certification fees for the digital authentication service provided. The
specific charge will be determined by market rules and regulations of relevant administration

department. GDCA has the rights to launch different charging and discount policies targeted to
different subscriber groups.

If the price specified in GDCA agreements with subscribers is different from the one published, the
agreement price prevails.

9.1.2. EHE A Certificate Inquiry Fees

TEUEBARIAN, SZIEBE ST, HAT GDCA AW E M. FRIEH
PRI R R TR K, T2 GDCA SCATHSMKI B, GDCA K5 H 7 ik s W21 iR
HI2e

SRR B A W R B A E 281k, GDCA ¥4 Kk 76 W%k www.gdca.com.cn
EF R

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its
website (www.gdca.com.cn).
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9.1.3. IE B ERRAE B W % Revocation or Status Inquiry Fees

GDCA X TR AR A, H AT ABCDUEAT 5% F o BRAEFT 42 H R R R oK
i 22 GDCA CATEAMA T, GDCA 5 F ¥ i SRSz e 1 9

I SRR AR S A5 B B I R BUR A AR (T A2 46, GDCA R 23 B I 7E 4 i
www.gdca.com.cn _EF LA .

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless
the subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with
the subscriber for appropriate charges.

If revocation and status information inquiry charging policy has any changes, GDCA will promptly
post the changes at its website (www.gdca.com.cn).

9.1.4. H AR % B Other Service Fees

1. i GDCA ZEUARR ) CPS B HAAH VRNV SCfFiY, GDCA & ZK
R A 7= A S 2 A B T AR 9%

2. GDCA ¥1a] H PR HEUE R AAE A 5T S AH KRS, GDCA 1E 51T /7 5 Hof sz
B WO AR B RIS

3. HAth GDCA WZEEiE v R HEMIR% 2 FH, GDCA Mo it A, LA
i

1. If subscriber requests paper version of CPS or other related documents from GDCA, GDCA
will charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares
the prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.

9.1.5. B2 HHE Refund Policy

GDCA YT P SCHLIA) 2 A, B 1 Ik 45 F 8 R T 37 2 FH DR RS e B8 e v] LLIR I b,
GDCA HANRIEH] AR 5 H
FESCHEAE BRI EAMZE KRB L, GDCA 57 ™% R ERE A Skmg . fu
GDCA 15 T 4% CPS BTl e i S T el e R 5%, 1T/ AT LAk GDCA HUHIIE 159
B, /£ GDCA ## 7T P HIET )G, GDCA K437 BPIELT oA FE % UE 15 BT S A i) 9
HABUREA T
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BEAR RS AN PR VT P15 2 2 AR A2
SERGE G, 1T R 4k e E FiZIEH, GDCA B 7t Hak gt i/t

GDCA does not refund any fees to subscribers except fees charged for certificate application and
renewal because of specific reasons.

In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CPS or
other material obligations, subscribers can request GDCA to revoke certificates and refund. After
GDCA revokes subscriber’s certificates, GDCA will immediately refund the full amount that
subscribers have paid for the certificate application.

This refund policy does not limit users from obtaining other compensation.

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate
his/her legal liabilities.

9.2. % FAE Financial Responsibility
9.2.1. PRESFERE Insurance Coverage

I TSI 34 GDCA kG, WEFHIT 7. Wiy 4 sk al LS GDCA 7&4H
W BT (VR B8 R TR .

® GDCA BiEBH I KA1 P LAMASE =05, 3801 B KB 8 2k
f:

o iR T ARG EEGE VIR, GDCA KRIVETIA%R TIEH, SEUK
T 7 T8 SZ AR

® GDCA RALEEUEE R I FUES g s BT H XM K 78T, S80T
F BRI R

® T GDCA IfyJ5 K S EUIE AP i e G117 7 Bl (i 8 52 45 0k
ff): GDCA B S B S i 19

®  GDCA X TARMTUEAT o M5 55 SEARA SAIE-BIGEE I & T ST BRI E AN

HH T IR 40 4 LA -
HE5 2R o 2 470 1 PR
A NAES 800 7t (RMB)
HURIUE TS 4000 7& (RMB)
WA UET 8000 7t (RMB)
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DV SSL k% #8115 50000 7¢ (RMB)
OV SSL AR &5 #%iE1 500000 & (RMB)

XtF EV SSLUEFAT EV AISREAZUESS, HW 2 e AU fof & AT i) (GDCAEV ik
SELR RN S IR

If the following circumstances occur and is confirmed by GDCA, certificate subscribers, relying
parties and other entities can request GDCA assume compensation liabilities (except for statutory
or contractual exemptions).

® GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to
losses of the subscriber or relying party.

® After GDCA knows the fact that subscriber provides fake registration information or data,
GDCA still issues certificate, which leads to relying party suffering losses.

® GDCA issues certificates without authenticating subscribers’ application and it leads to the
losses of subscribers or relying party.

® |f the private key of the certificate is deciphered or stolen due to the fault of GDCA, which leads
to the subscriber or relying party suffering losses. GDCA fails to revoke the certificate in time.

® The compensation maximum amount for the certificate is as follow:

Type Compensation Maximum Amount
Individual Certificate 800 RMB

Organization Certificate 4000 RMB

Equipment Certificate 8000 RMB

CodeSigning Certificate 200000 RMB

DV SSL Server Certificate 50000 RMB

OV SSL Server Certificate 500000RMB

Compensation liabilities concerning EV SSL certificates and EV code signing certificates are
stipulated in the latest version of the “GDCA EV CPS”.

9.2.2. HAhH 7= Other Assets

A&

Not Applicable.
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9.2.3. X & LA RK R LR Insurance or Warranty Coverage for

End-Entities

GDCA UiiE )z 74 CPS e MIER ST, WEFIT /' 4Ky & sk nl LL i GDCA
ARG AT GRS E T bRIN) . TE4 GDCA #iihg, 7 LAXHZ SR AT £ o
T A2 PR A 0 T
1) GDCA FTA Mgt LS AR AT 9.2.1 hIUE AR, BiEEFHAEET

WA A IR, e EIR T LA GDCA MR¥EIE DLE il 2, GDCA & HHT

il 28 J5 IS GLALZE FIAH OGS N
2) GDCA R 1EUE A ROHIFR o AR HH451 2 I8 13 53 AT

If GDCA violates the provisions of this CPS, certificate subscribers, relying party and other entities
can request that GDCA shall assume the liability for compensation (except for statutory or
contractual exemption). After confirmation, GDCA can compensate for the entity. Limitations of
compensation are as follows:

1. Allthe compensation obligation of GDCA shall not exceed the insurance coverage stipulated in
section 9.2.1.The amount of compensation shall not be higher than the compensation
maximum amount. GDCA can reset the compensation maximum amount. GDCA will notify
relevant parties immediately after the reset.

2. GDCA only assumes compensation liabilities when the certificate is valid.

9.2.4. TSR Liability Exemption

A ISR —H, R4k GDCA Z 5ifE:
1 W PEHIERME A GDCA Bl i, A~ 452 —11:
1) WA XSRS, R, HERMARIAIGE S, AR, TN
AE R
2) PN ERE GDCA FTas ik B FUE AR AR PIN i3, 445t PIN
R BICHS B T AR B S A
3) TTENH E SRS S S B, A AR A R
4) AT PAE BT AL GIERE O A R EBE RO A REET, N SR A
GDCA KHMIZ% 7, FH&IbAf 1% i 1254 i 1 5
5) VI HEAE I E T UE I 0 0 A [ SR i . R T IO R . AL
FAUEFAE ) GDCA K 7E 1 F v Bl 41 1 At AT Ae] FH iR A5 «
6) T/ AILEIE A M A AN ZAE T A CR kT k. i
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AR BREE . A K I+
7) VTP USSR YEINE 140 1) GDCA K 241 5552 B s A8 4 I 45 2
If one of the circumstances below has occurred, the responsibilities of GDCA shall be exempted:

1. If one of the following obligations are violated when subscribers are applying and using GDCA
digital certificates:

1) The subscriber has the obligation to provide real, complete, accurate material and
information, and forbid to provide fake, invalid materials and information;

2) The subscriber shall properly keep the certificate carrier issued by GDCA and protect PIN
code, and forbid to leak the PIN code or deliver the certificate carrier to others at
discretion;

3) When the subscribers are using their own keys or certificates, they shall use reliable and
secure systems;

4) If the subscriber has known data used for making electronic signature (private key) has
been compromised or may have been compromised, he/she should inform GDCA and
related parties promptly, and terminate the use of data used for making electronic
signature;

5) Subscribers shall abide by national laws, regulations and administrative rules and
regulations during the use of certificate. Subscribers are prohibited to use the certificates
out of the scope which specified by GDCA,

6) Subscribers must use the certificate within the period of validity. Subscribers are
prohibited to use certificates that have compromised or may have been compromised,
expired, frozen or revoked;

7) Subscribers have obligations to pay the service fees to GDCA and local service
acceptance points promptly.

2. HMTATHERN SBEEGTIEBE AR EE, T, RSk, SEE, &
1B E PR S 1 AT RLEZ “ARTPi7, RIGARETUL. AREE %
FEARESEIR B RE DL, BFEEAR T
1) BRRREFEBRRKE, QR KLER. Wi Jeai. T, 3K,

HEu . B NEERBLE
2) HMEUBR. R EEMEEBUFT N, SREBUGSUCHT EGK. REATE
P, Bl BT AL R S

2. If the certificate has problems of issuance in error, delay, interruption, failure issuance,
suspension, or termination in all or parts of the certificate services due to force majeure.
"Force Majeure" refers to unforeseeable, unavoidable and insurmountable circumstances,
including but not limited to:

1) Natural phenomenon or natural disaster: earthquake, volcano eruption, landslide, debris

flow, avalanche, flood, tsunami, typhoon and other natural phenomenon.
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2) Social phenomenon, social abnormal events or government actions: the government
issues new policy, laws and administrative regulations, or other social abnormal events
like war, strikes, chaos, and etc.

3. Kl GDCA [ 4 Bl I 25 i s S BOR Wb T 3 BB IE B R A IR BB L T, 6
BRER, BUEME . KB IEEEBIRS  ARBUTIE 2 “HORMRE” 5l )5
PR L HE(E AR T
1) AArHiii;
2) KERHAIANE ). EAE. GBI TEG
3) MR
4) GDCA 115 2% B0 2 s

3. If the certificate has problems of issuance in error, delay, interruption, failure issuance,
suspension, or termination in all or parts of the certificate services due to equipment, network
or other technical failures of GDCA. "Technical Failure" refers to the following circumstances,
including but not limited to:

1) Force majeure

2) Failure due to relevant departments such as electricity, telecommunication and
communication departments

3) Hacker attacks
4) Equipment or network failure of GDCA

4. GDCA CiTHHisE | E oA S BT IE VAL S5, A 4512k
PR

4. If GDCA has been compliant with certificate authentication rules defined by national laws and
regulations, but the losses still occur.

FERETNITH , A3 L RS R G B8 P L EOR AT i TR AR 55 28 80T 5
fE:

FERESTAH OGVR R I EORAM (B i T8 A IE B HAAIE S 5R0g ) et b, MIHITE
B H AL T IE R 55 28 BB T RE P AR ARSRAT A, AR T GDCA B SRIESS
(AN R BB 2T 51 RE I BRI R A%, GDCAL 1T P R 7 et 2 s 9 M IBUR 4. 53

For the certificate of Hong Kong-Guangdong mutual recognition, the responsibilities of Guangdong,
Hong Kong governments and electronic authentication services departments will exempt their
responsibilities if the following circumstances have occurred:

On the basis of compliance with the relevant laws and regulatory requirements and the " Hong
Kong-Guangdong mutual recognition of electronic signature certificates certificate policy", applying
in the certificate of Guangdong Hong Kong mutual recognition and electronic certification service
departments and related behavior, any responsibilities and compensations caused by shortage and
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negligence of the GDCA or related certificate, GDCA, subscribers and relying party can’t claim the
responsibilities from Guangdong and Hong Kong government.

9.3. W%z BRE Confidentiality of Business Information
9.3.1. {2215 BIEE Scope of Confidential Information

7E GDCA S FIIEIRS T, LU E BT (S R

1) GDCA il ' IE #2544 M5 B4

2) WM AMBHE. REBHE. BRMEENER, X85S GDCA MM
REEE, RAZaH I RS E AT DES . BREHEIER, RarfE A ] s
KA o

3) HAh i GDCA Hl RA fRAFIIAN NFNAFME BN ORES, BRIZHEZEIR, Ar A,

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1) GDCA subscriber’s digital signature and decryption key

2) Audit records including local logs, server logs, archive logs information, which is treated by
GDCA as confidential information. These records can only be accessed by security auditors
and business administrators. Unless for law requirements, this information cannot be released
outside of the company

3) Other individual and company information preserved by GDCA and RA and should be treated
as confidential. Unless for law requirements, this information cannot be released to the public

9.3.2. B TAREF5 B Information Not Within the Scope of Confidential

Information

GDCA # LA &5 BN AR E A R

H GDCA KATHIUEFAHI CRL HH1E B

H GDCA 3CRF. CPS iH ] (IEF5 5B o )5 B

GDCA ¥¥rl, R GDCA T JjfiH], 1£ GDCA Wub AT K ATHIE & o
Hofth: GDCA {5 2 IR % M B T3k (10 B8 JTURT R 3

GDCA treats the following information as non-confidential information:
® Information in the certificate and CRL issued by GDCA

® Information in certificate policy supported by GDCA and recognized by CPS
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® Information that is permitted by GDCA, only used by GDCA subscribers and published at
the GDCA website

® Others: The confidentiality of GDCA information depends on particular data items and
applications

9.3.3. TR IRFEFE B K T Responsibility to Protect Confidential

Information

GDCA 15 %3 519 AHT 9.3.1 il MR 25 B 5T 5 5%

GDCA has the responsibility and obligation to protect the confidential information described in
section 9.3.1.

9.4. MANBEFIRBE Privacy of Personal Information

9.4.1. B&FALREE 52 Privacy Plan

GDCA B THEFST P/ A FE R IBAL B, (I 52 AR 5O A A B R
HAJEHLSE . T, GDCA AT (R4 (L™ Mt M 2 AR BRI AL
T

GDCA respects the privacy of the certificate subscriber’'s personal data and guarantees to fully
comply with the relevant national laws and regulations. In the meantime, GDCA requires all
employees strictly comply with security and confidential standards for personal privacy.

9.4.2. Ve RRaFA A K115 B Information Treated as Private

B TR DA RE B LSRR E 240, 1T R A H AR A ER L
HFSFLAEEL, GDCA & LUA & BOIEAS T P R AL S 2.«
® i HIARGEM SIS SRS ARG .
® i JHIBKARHIL,
® I/ B E b AE L.
® IISHIRITIKS .

Except for the information already included in the subscriber certificates and the certificate status i
nformation, other basic information provided by the subscribers is deemed private. GDCA defines
the following information as certificate subscriber’s privacy information:

® Subscriber’s valid documents number such as ID number, organization code

156



[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%-U\-‘L[E—\J-k%%m)rlu (V5. 3 ﬁ}i)

® Subscriber's telephone number
® Subscriber’s mailing address and living address

® Subscriber's bank account number

9.4.3. AR A BaFL 15 B Information Not Deemed Private

GDCA & X AFEHAR T L5 BABHNIEBIT 7 RS B -

The information of certificates subscribers not deemed as private by GDCA include but not
limited to the following:

o I, BRI,

o I MERI. BAMERTSE.

® i U {E LT E A .

® i HIHLTHEAE .

®  Subscriber’'s name, organization name

® Subscriber’s gender, organization nature

® Subscriber’s postal code of mailing address

®  Subscriber’s email address

9.4.4. {547 B Fh B 57 4F Responsibility to Protect Private Information

GDCA 17 % RE S IRITATT 9.4.2 FHLE FIIEF HIEE AR ITES 5.

GDCA has the responsibility and obligation for proper custody and protection of the certificate
applicant personal privacy described in section 9.4.2.

9.45. FHBERAE RS 5RZE Notice and Consent to Use Private

Information

GDCA H5 R BUE 24 (12 BR IR IEF T BN NBSAL, JRRERECRT 521 % 2 T BURY
CAFRERI N NFSAME B o BRAFMRIEE S sBUR f iR R E , ARG BE T P ¥
Z A, GDCA fRAEAZITUEAS T 7 IR S ABCTUER A NBERAM A N5 B3R ity
RKIHE=T7 (BIAF AN,

GDCA takes appropriate steps to protect the certificate subscriber's personal privacy, and takes
reliable security measures to protect stored personal privacy information. GDCA guarantees not to
provide the certificate subscriber’s personal information, except personal information written in the
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certificate, to unrelated third parties (including companies and individuals), without the permission
of certificate subscriber, unless base on provisions of the law or government.

9.4.6. REREBATEREFKE B E Disclosure Pursuant to Judicial or

Administrative Process

HATHHLR R 2 GDCA SEREAR R (e HI ARG A BN, GDCA g fitan T

o IIFHEAREE.

o I A NIMEEHINEIE L.

® ] /X GDCA Wik [ 5 At «

® GDCA 4z JBIRHER i N\ RARAEAH (S B

When administrative organization requires GDCA to provide subscriber’'s information of
corresponding certificates, GDCA needs to provide the following information:

®  Subscriber’s basic information
® Information encrypted by subscriber’s personal encryption key
® GDCA website login information of subscribers

® GDCA will provide related information to law-enforcement officials in accordance with the law
requirements.

9.4.7. HAhfE B3 BB Other Information Disclosure Circumstances

USRAEAS T 25R GDCA RIS e % 7 SCIR AR 55 N B LI #F I, GDCA U 75
SR P Lk 44 A2y ki 5545 BSR4 8 = F il ey A ) .

If certificate subscriber requires GDCA to provide some particular customer support services such
as mailing materials, GDCA needs to send the subscriber's name, mailing address and other
related information to a third-party such as mailing company.

9.5. %0iRZAL Intellectual Property Rights

GDCA A HARFAXHIE 5 LA & GDCA R4 (1 BT B HI A3 AR AL

GDCA X FUE B RG A BA AR LR Rz 54

GDCA A i 5& K F T R A 2R Gt o

GDCA Ml E A H—YE SN GDCA W=, £4 GDCA i fuir, fh AAfE
F R T AT N
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® GDCA RATHIIEFAI CRL #°45% GDCA LI =

® XA EE HRIG FIALE N GDCA 7™

® JHRFIRH R GDCA PSR BRI 4 (LAFfEAK DND LU GZIg ik A 48
Ui SEARHIEFS, 1709 GDCA KT ™

® GDCA reserves and remains full intellectual property rights for all the certificates and software
offered by GDCA.

® GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software.

® GDCA has the right to decide to use which software system.

® All the information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

® Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
® External operation management strategy and specification are GDCA properties.

® The distinguished name (hereinafter referred to as DN) used to express the GDCA domain
entity in the directory and the certificate issued to the terminal in the domain entity are the
properties of GDCA.

9.6. BFFIR5HHLR Representations and Warranties

9.6.1. L FIAERS YL KRR 54H LR CA Representations and Warranties

GDCA fEFR At HL T IAIEAR 553 sl id A2 P AR U 4 T

® ZRUATFHIETST S GDCA 1 CPS HIFTA SEitEER .

® K FETT OB AT SR, KA T LT RS AT S R T S A

® AR CPS M ZEsR K B U IE Fi o

® IRUZERIETE, W LRI AR s T A A AR A

® IIEHIEHE X HITEIE B X F A AT e (B, (VAT S, R5 T
A4 A A RN L IO R348 B 1P ik 4P 458 P A B2 A

®  IIEFIEE B TIE B R LA K BE B ARG TR, DR BHE & HIE IR

® ISUEIFT TS M AEE BRI (organizationalUnitName 15 ELBR4M);

® RIS i LA IMIE T E R “organizationalUnitName” H BT AL & M5 RAFTE 2 S
fRIRT BENE

® R¥E CPS 3.2 My ERIGIE H S N 5 45
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® ¥ GDCA HiI P JEKEL, M GDCA Hil /& A RH aT AT 1T ¥ o8y
ZAT T A CAIN SE 2818 15 K A F) Baseline Requirements 255K ; 2 GDCA 5
VP IR — SEAREAT ORI, )RR AR EA AT 265K

® EFXATA ARILIAMIER 1 YIRS E B CA B 257 K AR 4 KA (24XT)
NITFHE B .

During the process of providing electronic certification service activities, GDCA makes following
commitments:

® Certificates issued to subscribers by GDCA must be in line with all substantive requirements of
this CPS.

® Informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

® Revokes the certificate acoording to this CPS.

®  After refusing to issue a certificate, GDCA would immediately refund the fee that the applicant
has paid for the certificate.

® Verifies that the applicant either had the right to use, or had control of, the Domain Name(s)
and IP address(es) listed in the certificate’s subject field and subjectAltName extension (or,
only in the case of Domain Names, was delegated such right or control by someone who had
such right to use or control).

® Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant.

® \Verifies the accuracy of all of the information contained in the certificate (with the exception of
the organizationalUnitName information).

® Implements a procedure for reducing the likelihood that the information contained in the
certificate’s subject: organizationalUnitName attribute would be misleading.

® Verifies the identity of the applicant according to section 3.2 of this CPS.

® That, if GDCA and subscribers are not affiliated, the subscriber and GDCA are parties to a
legally valid and enforceable subscriber agreement that satisfies the Baseline Requirements
and other requirements published by the CA/Browser Forum, or, if GDCA and subscribers are
the same entity or are affiliated, the applicant representative acknowledged the terms of use.

® Maintains a 24 x 7 publicly-accessible repository with current information regarding the status
(valid or revoked) of all unexpired certificates.

UEF AT KA G, GDCA REBRARZIGUERITT E B AN, UEF AR {5 B AT
FEHEHF o

GDCA AN 53 WAt IE 52 15 7518 24 (3 Rl A, 31 AT AR IET P Bl R
T IR ORAE S T Fe PR AE A H Y
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After the certificate has issued to the public, GDCA guarantees that the subscriber information in
the certificate are accurate except the unauthenticated subscriber information.

GDCA is not responsible for the assessment of whether a certificate is used within an appropriate
scope. Subscriber and relying party ensure the certificate is used for appropriate purposes based
on the subscriber agreements and relying party agreements.

9.6.2. PR BRI 538 4% RA Representations and Warranties

GDCA [MEMHUAAES 5 BT IAIERR 55 2L R (R Vi R -

1L SRS IEIT T FIENNE R 7E 277 & GDCA ¥ CPS [T A LRI 2K

2. 1t GDCA ERGIEF I, A2 UONE ML 1 5% 10 3 EOE 5 8 Sk g
M5 BA B

3. VEMWUKRIIZ CPS MURE, L GDCA SRACHH . SB35 ik 55 Hiil .

During participation in the process of electronic certification services, registration authority of GDCA
makes following commitments:

1. The registration process provided for subscribers is compliant with all the substantive
requirements of GDCA CPS.

2. When generating certificates, GDCA does not allow the inconsistencies between certificate
information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to
GDCA in time according to the provisions of CPS.

9.6.3. T P HIBRIR 54H 4R Subscriber Representations and Warranties

WP —H#%% GDCA 2R MIES, ML GDCA.L ML KAZMUIEH 1A

I NAE LU R K

® B MIEZ GDCA I “HUFEHHFETHER” FIAK CPS st T sk A& AF.

o TEIEPINAH N IHT I E S 4 .

® i TEHHEUE T AR AL E B AR S, SRR, SRR AR AT
PRALE R VIESE B INERTHE. MREERIEN, AT HREARE A
B TAT . WP ST ARE A FTE AT A SEpRR 538, % GDCA S AL
FRIIE A5 IR S5 LA o

® ST FUEBHTE AR R RV AT AT I — R4, #RRT T H M4, IF
HAEBHATEAL N, IEBRARGES GEBREEH. 8, IEBMA T A
B 1] RO
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®  [RIARZIT P AU IEN LA I T I B BRI E . 1T P RIEAS N R IEHLR (AL
) B AL 55

® LAY, WRIRI BRI A CPS I FTA sk RIS, AR RIEZ
FEREFIT P B

® LAY, BRI R AT IR R RV RS, A TR
RGE, KA HR BB bR B LRV I R . TR . B s R A AU

® RAFHELAEMTR A GDCA A7 i B B8 SR FRREE, AR HANPR T 55 |
T A ESORIRAE ~F5 5 55 100384 A0 A R 55

® EPTEA CPS e VE Fl A A, FORIES A T4 AU B At 6721
i H 1

® R4, AFAREHERE ILIE TRV M YRR A4 B S A

® X SSL/TLS EAS, 11/ ST AEAN SLS5 ORAUE LTRSS o 7] L 1) = R 44 %o 2 P R 5%
R EE

® XTI LIERIT T, HRILL NN, RAZRIE GDCA HFHEHIET: 1
TEF S BONB BOVE R BRI E S 2 IEBH 5 A8E MR HE R
FIBHERIR: 3) AIEdERY, SR LB T8 5.

Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the
following commitments to GDCA, registration authority and related parties who trust the certificate:

® Acknowledged and accepted all the terms and conditions of GDCA "certificate application
responsibility” and CPS.

® The subscriber uses digital signatures if the certificate is valid.

® All information that subscriber provides to registration authority during certificate
application process must be true, complete and accurate. The subscriber is willing to take
legal responsibility for any false or forged information.

® |f there is an agent, then both the subscriber and agent take jointly responsibility. The
subscriber is responsible for notifying GDCA and its authorized certification services
agencies any false statements and omissions made by the agent.

® Each signature is generated using the private key corresponding to the public key
included in certificate by subscribers themselves. The certificates shall be valid at the
moment of signing, i.e. certificate is not revoked or expired. The private key for the
certificate is accessed and used by the subscriber itself.

® Subscribers ensure that they don't engage in business performed by the issuing agency
(or similar institutions) unless they sign written agreements with the issuing agency on
such matters.
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9.6.4.

Once the certificate is accepted, subscribers are considered as knowing and accepting all
the terms and conditions in the CPS as well as corresponding subscriber agreements.

Once the certificate is accepted, the subscriber should assume the following
responsibilities: always maintain control of their private keys; use trustworthy systems;
and take reasonable precautions to prevent the loss, disclosure, alteration, or
unauthorized usage of the private keys.

Prohibited for rejecting any statements, changes, updates and upgrades published by
GDCA, including but not limited to modification of strategies and standards as well as
additions and deletions of certificate services.

The subscriber only uses certificate for the authorized or other lawful purpose within the
range specified by this CPS.

The subscriber use secure and reasonable measures to prevent the private key from loss,
disclosure, alteration and other events.

For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to
install the certificates only on servers that are accessible at the subjectAltName(s) listed in
the certificates.

Subscribers of code signing certificates shall promptly request the revocation of their
certificates by GDCA in case of the following situations: 1) any information in the certificate
is or becomes incorrect or inaccurate; 2) there is any misuse or compromise of the
subscriber’s private key associated with the public key included in the certificate; 3) there
is evidence that such code signing certificates are used to sign suspicious codes.

W IR 5 AR Representations and Warranties of Relying

Party

PR CPS BT FLE -

FUIE PO 7E R0 3 B RN I RR A P AIE 15

TEAEHBUET AT, XHIET RS R AT IR .

EASHAEF AT, @2 i) CRL 3 OCSP il & & i -

— H T2 R REY T A A&, BT B Rt GDCA

HRRIHURHEATHME I HLARH R IS B B 5 Bl Nk .

* F
LS 0 ESCRIAIE 5 IR 45 80 R 25

n

FHELATATR H GDCA A7sid B B 238 B8 THRSE, B4 E AR T 580 |

® Abide by all provisions of this CPS.

® Ensure that the certificate is used in prescribed scope and duration.

® Verify certificate’s trust chain before trust the certificate.
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Before trust a certificate, verify whether the certificate is revoked or not through querying CRL
or OCSP.

The relying party is willing to compensate GDCA for the losses and accept liabilities for any
loss of self or others, due to negligence or other reasons violating the terms of a reasonable
inspection.

Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9.6.5. B2 55K FiE S5 Representations and Warranties of Other

Participants

GDCA MEE L FMIEIE S A 2 5 FH AR H 40 A& -
WS A CPS WA HE -

Other participants engaged in GDCA electronic certification activities make the following

commitments:

Abide by all provisions of this CPS.

9.7.

H{F 57 Disclaimers of Warranties

BrA CPS9.6.1 I WARAKF 41, GDCA A& FH HABAE AT 2 AR IE AN 3L 552
AEEERIT P (S#05 HAh 258 PR 2.

At B AR By A AT AR B0 Bl R ORAE

ASKHIE P78 R H 6 LLAM 1 R AR AT A B4

SR TAAIHU, W4 AR 9 35 2538 R R 55 R T o B L3 B i) 2 450
AT

WA CPS9.6.3 KU, HUkMiTiERA CPS9.6.4 Z7&IAKS, 19LAHFR
GDCA Z 5T

Except for the commitments declared in CPS Section 9.6.1, GDCA does not assume any other

forms of guarantee and obligation:

Do not guarantee the statements of certificate subscribers, relying party and other.
Do not guarantee any software used in electronic certification activities.
Do not assume any liability when certificate is used beyond the prescribed purposes.

Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.
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® When subscriber violates the commitments defined in CPS Section 9.6.3, or relying party
violates the commitments defined in CPS Section 9.6.4, GDCA can exempt from liability.

9.8. APFRIAE Limitations of Liability

WEPT . K#T N GDCA AR FUIER S N F R FEIEZH L, GDCA
B AFHASEE L A CPS9.9 #H7E KA MR I 2 54T

If the certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification services provided by GDCA, GDCA will assume limited compensation liability
no more than the amount stipulated in the CPS Section 9.9.

0.9. JE££ Indemnities
9.9.1. GDCA K235 4F Indemnification by GDCA

U1 GDCA i) T 4 CPS9.6.1 HH IR, HEF31T /7 KI5 524 1T LI i GDCA
AR AT (R BB iAo . WL FR 1, GDCA A&4HA PRI 2% 51T
1. GDCA BIERHIRIZRLGI P SN =T, SBOT - BUKI T 8 524505 1
2. TRV RAAE BB RHERG . JRSERITELL T, GDCA ZAHNER I 7 ARfE R,

FEAT B AGTT E ZUR
3. 7E GDCA BHRIT 7§58 5 BB B BHAAE REAR Ve R B B0, AEATSR T A 28 RIS

SERA T EZ BRI
4. 1T GDCA (R R FEGEBRVAB AR ST, e, SBOT P 8k #5245k

¥
5. GDCA AKAe K HAHUETS, S EURM T 82 11 .

If GDCA violates statements in CPS Section 9.6.1, certificate subscribers, relying parties and other
entities can request GDCA assume compensation liabilities (except for statutory and contractual
exemptions). If the following circumstances occur, GDCA will assume limited compensation liability:

1. GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to
losses of the subscriber or relying party.

2. If subscriber submits accurate and true information to GDCA, but GDCA issues certificates
with error information and the error leads to losses of the subscriber or relying party.

3. After GDCA knows the fact that subscriber provides fake registration information or data,
GDCA still issues certificate, which leads to relying party suffering losses.

4. If the private key of the certificate is deciphered, stolen or disclosed due to GDCA, which leads
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3.

to the subscriber or relying party suffering losses.
GDCA fails to revoke certificates in time, which leads to relying party suffering losses.

F4h, GDCA I EEBR IR

GDCA FTf g4 LS A S5 T4 CPS 9.2.1, X £ 1R T LLH GDCA R4 1%
DU E, GDCA 2 H il & J& IR B AL Z i AR 5G4 N

ST BT P BAK T (R DR i R 125, GDCA AN BT, FHIT /S s (4T
A&

GDCA R A FEIEHA RUYIIR P AR 45 R 5 434 DA

In addition, GDCA’'s compensation limitations are as follow:

1.

All the compensation obligation of GDCA shall not exceed the insurance coverage stipulated in
section 9.2.1.The maximum amount of compensation can be reset by GDCA based on
different situations. GDCA will notify related parties immediately after the reset.

For the losses caused by subscribers or relying party, GDCA does not assume responsibilities.
Subscribers or relying themselves should assume their own responsibilities.

GDCA assumes the liability for damages only when the certificate is valid.

9.9.2. TP HIMEAE FAE Indemnification by Subscribers

GNP N IR E 1T 2 GDCA BRI B 32 4 5%, 3T 7 B R P 32 5T A

WP HEEANERR, Mo, EReEBRREAELER, F8 GDCA Ktk
FRUIIUE S A 55 WAL B 58 =7 18 52 451 3

VP R B T R R R . 8k, BIRIAA ] Ot . S8R M A 1 A
GDCA JHIZAMUEAS ARSI, ARAS A A N A i 1 GDCA S LA 1)
UEF RS A 55 =T 5245

WP IER K474, FTERA CPS JARSCHERAEMNE, BB RIEH M TIEA CPS
FUE [ 55 Vi F

UEFS 1T 7 B HE A AU R UE S 10 SEAR R 1B 5K 5 » 21 GDCA K5k 54
G BT LURATIIIE], iR ZIE B DL T IREAL 5y, BUE BT A S I 7 A 2
gy, WA GDCA %A CPS FUMIVEREAT 1A %18, 2 %UEHiT 7 2kt
P R 5 W £ 5T A5

RAEMTORIEUE B AR AR HER;

UEAS H BAE S R AR AR A AR AR 1A I IE 3 9 A N3 0 GDCA MK 5

BN APERPA A IR T, SERAZ R E . I MRS
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8.
9.
10.
11.

FEAFENFAH R A AR SR, A% LA IR 45 JF SN &0 GDCA MK «
UEAS BB AL LS

WP HIEFAE BARIE 128 =J7 AR AL

FERUE BV AME FIIESS . SRR RIS 2

If the following situations cause losses to GDCA or relying party, subscribers shall assume the

compensation liability:

1.

10.

11.

GDCA and its authorized service agencies or third-party suffer losses due to unreal
information, such as deliberate, negligent or malicious provision of unreal information, by
applicants when applying for certificates.

GDCA and its authorized service agencies or third-party suffer losses due to disclosure and
loss of private keys deliberately and by mistake; due to not informing GDCA and its authorized
service agencies or third-party of the leakage and loss of private keys with knowing the facts;
and due to handing keys to others inappropriately.

Subscribers violate the CPS and related operation practices when using certificates as well as
using the certificates activities outside of the CPS.

If the certificate is used for illegal transactions or causes disputes during the period from
revocation requests submitted by the subscribers or other entities authorized by GDCA to this
information of certificate revocation published by GDCA, if GDCA operates in accordance with
the requirements of the CPS, subscribers must assume any responsibility of losses according
to this CPS.

Unreal, incomplete or inaccurate information provided by subscribers.

Subscribers continue to use the certificates and do not notify GDCA and relying parties
promptly when information in the certificates is changed.

The private key is compromised, damaged, stolen, disclosed, and etc. due to not taking
effective protection measures.

Subscribers continue to use the certificate and do not notify GDCA and relying parties
promptly when they are made aware that private keys are lost or at the risk of being
compromised.

The certificate has expired but is still in use.

The subscriber’s certificate information infringes upon the intellectual property rights of a
third-party.

Using certificates beyond specified scope, such as the use of certificates for illegal and
criminal activities.

9.9.3. WA B2 3 4E Indemnification by Relying Parties

GNP IR 2 GDCA BT I AR K, T B AR P A S A
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1. WAJEIT GDCA SHAMI R4 CPS Hll i Ity S 55

2. RAGMKIEA CPS MUV T AL %, T3 GDCA KHIZBUE T RS MBS =
77 1

3. EAGHEEIE NMEBAET, BT B AIET A7 AR L R RO T
IEH S4B 7T Rel N ST TG, (AT SREHIE TS

4. ARATT A KHIE S S AT AT 30 5

5. Kkl BCA B A ) CRL B OCSP #fAIE 1542 75 i 1 «

If the following circumstances lead to the losses of GDCA or subscribers, relying party shall be
assumed compensation responsibility:

1. Obligations defined in the CPS and agreements between GDCA and relying parties are not
fulfilled.

2. GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate
reviews against this CPS.

3. Trust certificates in unreasonable circumstances. For example, relying party still trusts the
certificate with knowing that the certificate usage is beyond its scope or period or the certificate
has or may have been stolen.

4. Relying party does not verify trust chains of the certificates.

5. Relying party does not check whether a certificate is revoked through querying CRL or OCSP.

9.10. BB 5% IE Term and Termination

9.10.1. BRI Term

A CPS 7E kAT H AR IEARL, E—RRAR CPS FIRf281; A CPS 7E N —hiiA
CPS A%z HEifE GDCA £ 11 Hi-FIAIE AR 55 B 2R 28

This CPS will enter into force at 12 o’clock midnight of the release date, and the last version CPS
will become invalid. This CPS will become invalid when the next version CPS enters into force or
the electronic certification services of GDCA are terminated.

9.10.2.  #IE Termination

7 GDCA & 1L H T AIEAR S, 4 CPS & 1k,

When GDCA terminates electronic certification services, this CPS is terminated.
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0.10.3. A& IE 548 Effect of Termination and Survival

A CPS & ub)m, HAJPKFRIR 21k, CPS N AR ATLRHAEM, EXZE I
HAT A AL RVE RS, CPS A 5 7 TR ML E K ST SR T3 AR 1E H

After the termination of this CPS, its effect will terminate at the same time. The contents in CPS wiill
be considered as invalid. However, for the legal facts occurred before the date of termination, the
regulation and the exemption of responsibilities defined in CPS for all parties are still applicable.

2.11. 25 F WA FH E S 5 YW E Individual Notices and

Communications with Participants

A% CPS #1bJ5, GDCA it SCRE R R A S FIUE HI 25 AN U BT DA 31 (1
BHREHEN,

After the termination of this CPS, GDCA will notify all related parties who have participated in GDCA
electronic certification activities about related matters on document expiration.

9.12. 81T Amendments

9.12.1. BT FERF Procedures for Amendment

%4 GDCA LA RIRE N, CPS 'S5 /NHEHFZR/DHE — A CPS, #fifRtL
T & B SR BERUR T 0 BER B G E b, #5& CP MZER, FF& M
T 1) S i

A CPS HMECM T H, H CPS Zi'5 /NI HZIT i, 4 GDCA %4 RIRZ 2
AL, I CPS 5 /NAFITHLUELT, BTG5 CPS £id GDCA 24 3Rm% 23 il ox4lk
#E Ja 1E A A

As authorized by GDCA Security Policy Committee, CPS composition team reviews this CPS at
least once a year to ensure that the CPS meets the requirements of national laws and regulations
and administration department as well as relevant international standards; to ensure it meets the
requirements of CP and actual needs of certification business operations.

Revisions and updates of this CPS should be initiated by the CPS composition team and approved
by GDCA Security Policy Committee. The revised CPS shall be officially released after being
approved by GDCA Security Policy Committee.
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0.12.2. BEHMLEIFIHAIFR Notification Mechanism and Periods

BTG CPS it J5 ks 32 B YE GDCA F 3k www.gdca.com.cn R A, Xt 7
FLEE BT UEE EAE SR SE  SOBAIIE L, GDCA K754 BRI [A] il AT K%
Jis A BRI R RLARIEA 5% 75 52 BRI 5/

After approval of the revised CPS, it will be posted on GDCA official website www.gdca.com.cn
immediately. For the modification notified by email, mail, media and other ways, GDCA shall notify
the relevant parties in reasonable time, which ensures that the relevant parties have minimum
implications.

9.12.3. AN SEN FIETE Circumstances under which CPS Must be

Changed

GDCA 1A 45U A% CPS BEATIE U AT T L4 : CPS HhAH ok A & 5 B H R IR AN — 2L,
] ¢ W 1T A LG DTE MY 5547 WY £ B 5 s B R 4

The situations that GDCA must modify this CPS include: discrepancies between CPS and
governing laws, clear requirements of changes or adjustments for GDCA certification services
initiated by national regulatory departments.

90.13. i 4hF Dispute Resolution Provisions

GDCA. EFIT P iy 55 SEARAE i T IAUEE B b A e nT 4 LT AP RRAF R
1. HR4EAS CPS iRl e, MIHTETs
H1 GDCA AHIRERI ] 1515 H i A\ WM
EPR R, AT R T AT F R
A5 GDCA S AN A CPS FTi K AT fT LSRR VAR, 52 GDCA L7
VA FTE N B2 B A

= W™

If GDCA, certificate subscribers, relying parties and other entities have disputes in the electronic
certification activities, following steps can be taken for resolution:

1. Confirm the party to be held responsible according to this CPS;
2. GDCA’s related departments are responsible for coordinating with the applicants;
3. If coordination fails, these parties should reach out to the legal authorities;

4. Prosecutions against GDCA or its authorized agencies over any disputes arising from this CPS
should be governed by the people's court in the place where GDCA is registered.
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0.14. E¥EHESR Governing Law

GDCA ] CPS Z[EZCmiAmfy) (e NRILAE B 72275 A CEFINERS
B VA,

The CPS of GDCA is governed by the law of “Electronic Signatures Laws of People’s Republic of
China” and the regulation of “Measures for the Administration of Electronic Certification Services”
promulgated by the country.

90.15. 5i&EREEIE 1 Compliance with Applicable Law

To1& GDCA HIEAT 7 Ay S S A A ] b e (3 DL S AR AT Ak s ) GDCA HIE
A% CPS AT« AR AIRE A3 22503 F rh A N RS (174 . (£ 75 GDCA Bif%
BGEMHUI A CPS Firitd Sz (AT 4+, P03 B rp 0 N BRIE AN A

Regardless of the place of residence for the subscribers, relying parties and other entities or place
of use of the GDCA certificates, the execution, explanation and procedure should be compliant with
laws of the People’s Republic of China. Any disputes involved by GDCA and its RA in relation to this
CPS should also be compliant with laws of the People’s Republic of China.

0.16. —f&%% 3k Miscellaneous Provisions
9.16.1.  SEEEWMY Entire Agreement

GDCA [ CPS e B R S5 M Gl bl Hx. TAANE 3 #65r. KTXHZ
MERABTBEE BTN, e B ARt JFURELE GDCA [z
LA A B A 5

Complete document structure of GDCA CPS includes 3 parts: titles, table of contents and main
contents. Modified alternative content of the table of contents and the main contents will completely
replace all previous parts. The previous parts would be placed at the GDCA web site for browsing.

9.16.2.  Hil Assignment

GDCA i, MRYEA CPS iR AL SRS I RIBURIAN 55, %07 83 Nl i%
FRVEAEE (R AF DGR AT AURIAN 55 I o G LEAT Ry AR I AN e B e Lk % o — T
R 5155 K DA IR BT o

GDCA represents that, according to the rights and obligations of certification entity parties detailed

171



Il semrannaemes

TooR GDCA HE-FAEML S5 H) (V5. 3 AR

in this CPS, all parties can transfer the possession of rights and obligations in accordance with the
relevant provisions of the law. The occurrence of the above transfer behavior does not affect the
change of any debt and liability among the transferors.

9.16.3.  4r#lfE Severability

WIERA CPS WAFA 25k Bl N H 155 GDCA FIr 8 8 4 X 32 7= A v 5% 1 43 1)
TE NTCRLEAS BAIAT J1iF, GDCA A ATE S il b EE TR B M BT 2 5%k, 4R 8 2L,
HAREIAZH0, GDCA KA E T HEE BTN A

TEARPEAEAT 5 ER S RAUE T 2 1T, GDCA H4 K% MR- 2 question@cabforum.org, i
%1 CAB &1z CPS H MBI 15 2., JFRIAEL Kk 2 AFLIBPR SR AR T AR %
%1132% (https://cabforum.org/pipermail/public/).

AAREAEIEN, B0 CA/B WA ZR BB, {# GDCA RN #F& CA/B IAH]
Baseline Requirements VA EK, TIIAE 5 A0 GDCA V.55 R 1E R B4 AN F 4%
GG . RS B ET AR DG EE, X GDCA ) CPS [M&1T, JiIn] CA/B itix
FRIE K TE 90 KP4 5E o

In case any clause or provision of this CPS is held to be unenforceable or invalid due to any
conflicts with the laws of any jurisdiction in which GDCA operates, GDCA may modify any
conflicting clause or provision to the minimum extent necessary to make them continue to be valid,
and other clauses and provisions will remain valid without being affected. GDCA will disclose the
modified contents in this section.

GDCA will (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
Forum of any modified content in the CPS by sending emails to guestion@cabforum.org, and
confirm that it has been posted to the Public Mailing List and is indexed in the Public Mail Archives
available at https://cabforum.org/pipermail/public/.

Any modification to GDCA's practice enabled under this section will be discontinued if and when the
law no longer applies, or the requirements published by the CA/B Forum are modified to make it
possible to comply with both them and the law simultaneously. An appropriate change in practice,
modification to the GDCA's CPS and a notice to the CA/Browser Forum, as outlined above, will be
made within 90 days.

9.16.4. BRI 4T Enforcement

GDCA 7, F#FUEIT . KM S SR AR 4T GDCA 1) CPS KTl e, AS#k
NG SR SRAN AT 2 0 B A R 5 o

GDCA declares that, if the subscribers or relying parties did not execute any items within this CPS,
it shall not be considered that they will not be executed in the future.

172


https://cabforum.org/pipermail/public/
mailto:question@cabforum.org
https://cabforum.org/pipermail/public/

[] SR RIXZIRIGBEIRDE
m (RO TR e Secun ity AThonityg Coe Lo GDCA %%U\iﬁj—k%%m)ﬂu (V5. 3 ﬁ}i)

9.165.  ANFAIHLS Force Majeure

GDCA ARy B KO U ANHAL I R ZEAS AT A i A CPS
FUE R DTS RERBUE B AT 71 5t

GDCA do not assume responsibilities for losses incurred by the violation, delay or inability to
perform the CPS regulations due to the force majeure events like wars, epidemics, fires,
earthquakes and other natural disasters.

9.17. HAh% K Other Provisions

GDCA Xt 4 CPS B A5 fe & fiFAL

GDCA has final interpretation rights to this CPS.

173



I senrmsnnmnas

GDCA HE-FAEML S5 H) (V5. 3 AR

R 1. ATHEEERER

Appendix1: Certificate information of the publicly trusted CAs

Root/CA Certificate

Information

GDCA TrustAUTH R5 ROOT

Country=CN

Organization= GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH R5 ROOT

Serial Number= 7d 09 97 fe fO 47 ea 7a

Validity= November, 26 2014 to December, 31, 2040

SHAldigest= 0f 36 38 5b 81 1a 25 c3 9b 31 4e 83 ca €9 34 66 70 cc 74 b4

GDCA TrustAUTH R4 EV SSL CA

See “"GDCAEV CPS”

GDCA TrustAUTH R4 EV CodeSigning
CA

See “GDCA EV CPS”

GDCA TrustAUTH R4 OV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 OV SSL CA

Serial Number= 39 c0 77 fc 1e d6 15 e3

Validity: April, 5 2016 to December, 31, 2030

SHAL digest= c3 4a d6 45 d5 79 1c 5f 22 e7 33 d7 53 47 08 15 85 75 6¢ 2d

GDCA TrustAUTH R4 IV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 IV SSL CA

Serial Number= 28 34 52 f4 73 3f 26 a6

Validity: March, 31 2016 to December, 31, 2030

SHA1 digest= 78 ae a8 51 a3 1b 0f 04 9a fO 2c dO 2 ad 91 40 60 4f a7 a3

GDCA TrustAUTH R4 DV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 DV SSL CA

Serial Number=76 39 e3 80 9c 62 1e 26

Validity: March, 31 2016 to December, 31, 2030

SHAL digest= 30 18 4a 5b 92 4e 67 9e 7a 91 32 93 17 d0 56 Of 58 7e 69 7b
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GDCA TrustAUTH R4 CodeSigning CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 CodeSigning CA
Serial Number= 17 b3 ad d2 40 a3 b9 20

Validity: April, 7 2016 to December, 31, 2030

SHAL digest= fc 6d cb 06 a5 5b ff 76 83 64 27 5b 29 d6 4f 7c 3a a9 cf b4

GDCA TrustAUTH R4 Generic CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 Generic CA

Serial Number= 28 35 6a 9c 70 b4 55 78

Validity: April, 7 2016 to December, 31, 2030

SHAL digest=6f ed 83 eb e1 83 cc 71 dO ed el 2a e8 77 e0 df 98 96 1f 24

GDCA TrustAUTH R4 Primer CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH R4 Primer CA

Serial Number= 7a a7 21 5f 89 b7 19 02

Validity: March, 31 2016 to December, 31, 2030

SHAL digest=14 c2 b3 3b bf 6e bd 84 fc a7 01 54 13 eb d0 43 3e 17 1a 98

Root/CA Certificate

Information

HrewHL R5 AR CA IEF

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=%{ %KX R5 R CA

Serial Number= 2e d9 58 82 91 39 ad 07

Validity: March, 31 2016 to December, 31, 2040

SHAZ1 digest=23 eb 1b a4 64 71 al e7 e9 f2 db 57 01 fe f8 f2 f8 Oc aa e9

B R4 EV RS #5IET CA

See “GDCA EV CPS”

B RA OV FRS28IEH CA

Country =CN
Organization = Global Digital Cybersecurity Authority Co., Ltd.

Common Name=%{ %t R4 OV R%#5E CA
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Serial Number= 78 b6 25 84 85 f2 84 9e
Validity: March, 31 2016 to December, 31, 2030

SHAL1 digest= 93 92 5b 05 17 30 05 86 fd 2c 45 eb 18 6e 00 9e b9 75 a5 d0

B RA IV RS #HIEH CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#{ %X R4 IV Ik #1ET CA

Serial Number= 13 28 8c d8 93 9c d0 49

Validity: March, 31 2016 to December, 31, 2030

SHA1 digest= 10 b8 fb 9a d2 50 32 6a ee fb 05 ad da 9d 3a 2b bb bd 5d bf

L RA DV RS %+ CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=## X R4 DV flkg5#51E+ CA

Serial Number=6¢ 81 58 42 a9 55 70 3d

Validity: March, 31 2016 to December, 31, 2030

SHAZ1 digest=01 ad 04 cd el 05 56 23 4a f6 6f a0 €6 64 f3 a6 18 80 4d 5

e X R4 RILAEAZIET CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#% X R4 AR Z1IE CA

Serial Number=6c¢ 6¢ e2 6b 3e a8 4c 87

Validity: March, 31 2016 to December, 31, 2030

SHAZ1 digest=4f be 54 bc 70 8e b1 2a 11 86 dd 79 aa ff e7 95 f8 ad c6 €9

iR R4 E@iT FHET CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name=#{Z M\ R4 #iHi] FiETS CA

Serial Number=7b 98 39 30 58 a0 9d 13

Validity: March, 31 2016 to December, 31, 2030

SHA1 digest=07 33 29 cb 53 b1 86 36 25 38 1b fb 48 a0 43 a7 bl fe 28 6f

B R4 BEREVT FHEP CA

Country =CN
Organization = Global Digital Cybersecurity Authority Co., Ltd.

Common Name= %A% R4 EHubiT FiE+H CA
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Serial Number=68 f5 ae 07 7b cb da 8b
Validity: March, 31 2016 to December, 31, 2030

SHAL digest=e5 da 52 2d 5f 38 7a 6e 72 49 5e 66 a4 be ba 0f 24 f2 59 dc

Root/CA Certificate

Information

GDCA TrustAUTH E5 ROOT

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E5 ROOT

Serial Number= 1a f5 1f 4d 2c da bb 53

Validity: March, 23 2016 to December, 31, 2040

SHAL1 digest=eb 46 6¢ d3 75 65 f9 3c de 10 62 cd 8d 98 26 ed 23 73 0f 12

GDCA TrustAUTH E4 EV SSL CA

See “GDCAEV CPS”

GDCA TrustAUTH E4 OV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 OV SSL CA

Serial Number= Of a7 49 2f 24 9b 14 de

Validity: March, 31 2016 to December, 31, 2030

SHA1=50 15 62 d8 1b a2 40 27 1b ee 06 d2 b3 7f 5b 35 cb 9d 8c b8

GDCA TrustAUTH E4 IV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 IV SSL CA

Serial Number= 51 ba 77 d9 8c b3 2a 3f

Validity: March, 31 2016 to December, 31, 2030

SHAZ1 digest= a8 45 2b fc 20 f9 de b6 9b 8b 3f 29 73 e0 a3 b3 6f 82 eb 5b

GDCA TrustAUTH E4 DV SSL CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 DV SSL CA

Serial Number=34 f2 54 c9 b2 fc 6a 6¢

Validity: March, 31 2016 to December, 31, 2030

SHAL1 digest=8e 9b 9a db f5 ec ¢4 6b 05 76 82 2e de 5e 80 d1 57 6b 5d 7c
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GDCA TrustAUTH E4 CodeSigning
CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 CodeSigning CA
Serial Number=71 18 49 83 c1 22 58 ca

Validity: March, 31 2016 to December, 31, 2030

SHAL1 digest= 10 6a 4e 5d ca 05 92 28 e4 ff 89 52 66 53 a4 64 7d 57 ee 63

GDCA TrustAUTH E4 Generic CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 Generic CA

Serial Number=05 ac ef 56 ff 70 b0 cb

Validity: March, 31 2016 to December, 31, 2030

SHAZ1 digest=fd 63 ba 6e e7 89 f6 Oa 16 72 b5 b3 3a 29 7d 71 71 65 54 ee

GDCA TrustAUTH E4 Primer CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA TrustAUTH E4 Primer CA

Serial Number=1d ad 3b b9 e6 71 7f e7

Validity: March, 31 2016 to December, 31, 2030

SHAZ1 digest=5f 42 a4 4d c8 ca 12 df ae 1c 29 92 1f 47 3e 3b be 8b d4 2c
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Appendix2: Certificate information of the non-publicly trusted CAs

Root/CA Certificate

Information

ROOTCA (SM2)

Country =CN

Organization = NRCAC

Common Name= ROOTCA

Serial Number= 69 e2 fe c0 17 Oa c6 7b
Validity: July, 14 2012 to July, 7, 2042

SHAL1 digest= 06 05 b6 26 16 8a 7a 78 5d 37 b9 78 b2 d7 21 05 85 d8 8f d9

GDCA TrustAUTH E1 CA

Country =CN

Organization = GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH E1 CA

Serial Number= 3e 7e 54 df dc 3f 77 bd 31 3b c8 31 99 21 8f d2

Validity: June,26 2014 to June,21 2034

Root/CA Certificate

Information

ROOTCA (RSA)

Country =CN

Organization = OSCCA

Common Name= ROOTCA

Serial Number=6f Oc €9 52 69 c8 62 99 02 ff 63 a5 cc eb ed 3c
Validity: Aug, 28 2005 to Aug, 23, 2025

SHAZ1 digest= db b8 44 23 c9 28 ab €8 89 d0 e3 68 fc 31 91 d1 51 dd b1 ab

GDCA TrustAUTH R2 CA

Country =CN

Organization =GUANG DONG CERTIFICATE AUTHORITY CO.,LTD.
Common Name= GDCA TrustAUTH R2 CA

Serial Number=52 c4 67 59 4c d7 76 90 0d b8 8b 4c 58 01 eb 85
Validity: Dec, 16 2013 to Dec,15 2018

SHA1=c6 b2 19 eb 62 3d 68 cf ae 28 94 00 ad 2a b4 Oa 28 d3 e3 1d
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Root/CA Certificate

Information

GDCA ROOT CA1 (RSA)

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA ROOT CA1l

Serial Number=2d ab 67 ea c5 5a c0 e4

Validity: Jun, 11 2017 to Dec, 31, 2040

SHAL1 digest= 0a 8f 00 29 ea 3¢ d0 51 a3 01 33 bd 7a a6 ec cf f8 ff ed c6

GDCA Public CA1

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA Public CAl

Serial Number= 16 af 5b 0d a4 89 29 7

Validity: Jul, 6 2017 to Dec,31 2030

SHA1=6c 77 49 a4 16 7e 2c ce 64 72 99 47 d5 18 01 ea 29 ad b7 b5

GDCA Public CA2

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA Public CA2

Serial Number= 65 2e 2c 77 09 48 78 17

Validity: Jun, 11 2017 to Dec,31 2030

SHA1=ec 38 58 08 db fb 85 ea 75 3d 09 d1 ec 67 1f dd 24 59 03 fa

GDCA HKMR OV CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA HKMR OV CA

Serial Number= 2d 39 33 c0 39 8c de 65

Validity: Sep, 12 2018 to Dec,31 2030

SHA1=01 96 64 be d9 eb cb e0 8f 19 39 79 bc f8 2d 10 52 50 ca c6

GDCAHKMR IV CA

Country =CN

Organization = Global Digital Cybersecurity Authority Co., Ltd.
Common Name= GDCA HKMR IV CA

Serial Number= 79 f1 1a 37 5f a5 58 12

Validity: Sep, 12 2018 to Dec,31 2030
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SHA1=e9 2d ce 1f 67 00 78 06 8c ba d2 b0 b8 c9 4d a3 c6 cd f8 d6
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Appendix 3: GDCA CPS Revision Records

N X
AT &Y V5.2 V5.3
s

1.5.2.1. 90 45 i) 8 ik
1 Certificate Problem Y EEUE 5 17) R 1 R TT 3K

Report

3.2. 10 K405 A Y vHE 1 e b A .
) M Data  Source P& EV SSL AEPH I IE SRS T E

T ATLAL) PR D D Bt SR
Accuracy
Content ) )
Sections Revised V5.2 V5.3
SEQ
1.5.2.1. iF 5 i @ iR & o
. Change to the certificate problem report
1 Certificate Problem . .
contact information.

Report
) 3.2. 10 HG A R VR 1 4 A 1 Disclosure of Registration/Incorporation

Data Source Accuracy Agencies for EV SSL Certificates
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