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1. 3] & Introduction

1.1. MR Overview

1.1.1. A F]fEi 4 Company Profile

Beae AR I 47 R A 7] (Global Digital Cybersecurity Authority Co., Ltd.), fij#k GDCA
BB JEN T RECTHE R VR DA R AR 7, AL T 2003 4 3 H 6 H. 2005
9 H, GDCA fkikilid 1 B %A% # 5 Al 5 B 55 Brs s stk g, s EEit
I\NF A (MRS ATIEY (FATIES : ECP44010215007) ML FAEMRSHIIMZ —;
2008 4 12 H, 345 E ZCE 0D BRI AUA K (R P S i B VFaTIE): 2011 4F 4 H, dlid
T E GG R B AR5 RE VPG, 3RS (RS s UAE RS HLAD) (4
T A021) BEt&. 2013 4, XFHTUGEARS RE#EAT SM2 FETT4, IRl | E RS
HRAL M2 . 2015 4-4], GDCA @i T WebTrust Er 24w i AiE, & TH
BrbrdEAL e B B RS /K, AT AR HE ARG B AR S o IE R 55 % J 75 22
2016 4E 5 H, “T ARBFUE B IAEH O AT IR A w7 5544 0 “ B AR AT IR AR 7. 2017
8 7 11 H, GDCA JFIRTERT MRS 5, BERTIMR: B, IEEAS: 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as GDCA, or “%¥{ZzH}{%") with the former
name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003. In September
2005, GDCA passed the security review by the
State Cryptography Administration Office of Security Commercial Code Administration (abbreviated as
OSCCA) and the former Ministry of Information Industry by law, as one of the first eight electronic
authentication authorities with "Electronic Authentication Service License" (license number:
ECP44010215007) in China. In December 2008, GDCA obtained the "Commercial Cryptography
Products Sales License" issued by OSCCA. GDCA passed through the assessment of E-government and
Electronic Authentication Service Ability by OSCCA with the qualification certificate of "E-government and
Electronic Authentication Service Authority" (number: A021) in April 2011. In 2013, GDCA upgraded
electronic authentication service system for SM2 algorithm and passed through the security review by
OSCCA. In 2015, GDCA passed the assurance review for Certification Authority by WebTrust with the
international level of operation management and service to provide digital certification service globally.
For business development, GDCA changed its name from "Guangdong Digital Certificate Authority CO.,
LTD." to "Global Digital Cybersecurity Authority CO., LTD." in May, 2016. On 11 August 2017, GDCA was
admitted to the National Equities Exchange and Quotations (NEEQ) of China, with a stock abbreviation of
“¥rmfR”  and stock code  “871932” .

GDCA 45, JR “J REFIUEFNIETOHERAF” K55, fFids. BammaE s
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Gl B AR R A IR AR 7 &k, FEEAHTS GDCA LA “T7 ARECAIEASIAIEH O
AIRATF” ZATHEF PN R H T AR AHEB VAR WA RA " A4 R
FAHI) 55w “ B AR BB i A IR AR 7 &k

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO., LTD."
were inherited by GDCA. Meanwhile, and all the rights and obligations of the contracts and agreements
signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

HeamACGRRF “BUEL AfE. Bk QU Ak OHEN, BAT “EERER T K4
A, BTN R MBS AEARS

GDCA upholds the corporate values of“Authority, Credibility, Professionalism, and Innovation”, fulfils the
corporate mission of “Trust Connects Parties from all over the World”, and is committed to becoming a
“first-class online trust service provider”.

1.1.2. IEF ZEmE Certificate Policy (CP)

AR GDCA [IE 5 (CP), /& GDCA By il Bk 4S MIskrg i, EH T Arl
HH GDCA %K AE B ETIE B LA RS 5 k. Al k. BH. . B i
UEFRIAR G T 45 IR 25 il M 45« VRN B BRI . X SR FIE (R4 GDCA
O PR SS 1 AR SE Bk, AR — #4525 1T GDCA u P — 0% FH i 5 — MU 4., IRt
TEREA GDCA 2RI N BERS TR AL RIFE S AEARIR . A% CP J A2 GDCA F1%- 2575 2 Al ik
PV, GDCA Fl% 21575 2 AR SC55 A St T 2 [R] 25 28 1) 5 S B URG BG o

This document describes the Certificate Policy (CP) of GDCA and explains the policy statement for GDCA
digital certificate service. It applies to all digital certificates issued and managed by GDCA and their
related participants. The CP sets forth business, legal and technical requirements and specifications for
certificate approval, issuance, management, usage, renewal, revocation and related trusted services.
These requirements and specifications protects the security and integrity of GDCA digital certificate
services and includes a comprehensive set of consistently applicable single rule sets in the GDCA scope.
Therefore it provides the same extent of trust guarantee throughout the GDCA architecture. The CP is not
a legal agreement between GDCA and all participants; contractual rights and obligations between GDCA
and participants are established by other means of agreements with such participants.

A% CP i /L CHLIK I X509 2 2 P RE Ak 15t ik 3 SR ATUE A5l S5 HE SR ) C Internet X.509
Public Key Infrastructure Certificate Policy and Certification Practices Framework), H[J i H X
FRUEHZR “ HIEM TR TAE4L” CInternet Engineering Task Force) i3 i) RFC3647 Fri )45
MR AZSK, R L (GB 26855-2011-T 15 522 4 AR A FHSLAL i UE 5 SR Mg 5 A E
AV 55 FEBIAHESL) HIZSHI AN 2K, JFARYE o [ VA A GDCA Hyis 8 EORIETE 2/
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The CP complies with the structure and content requirements of both Internet X.509 Public Key
Infrastructure Certificate Policy and Certification Practices Framework, also called RFC3647 defined by
The Internet Engineering Task Force, and GB 26855-2011-T Information Security Technology Public Key
Infrastructure Certificate Policies and Certification Practice Statement Framework. It would also make
appropriate changes in accordance with Chinese laws and regulations together with operational
requirements of GDCA.

GDCA 1EN—AMMEFRFE I (CA), TEA CP LM FABARIE A CAE, ZRIT
FOES . ZEFARRZEEFIR FVC R, AE TR AN RILT P a] DU R R 47 I 4535 s 22
LR R W4 SO BRI A ERN . R IKIBA CP ot
FHAT (0 LG ER, R R BEEIKIE. GDCA [ F IR SN (CPS) %A
CP [MIZI3R, VE4NEIA T GDCA 1EAHTIAEMR S HAGFLAERIET . A faT42 (EE15 LA R AR
(W E BRI . BT GDCA TEB T 7 AT 5 AR CP K AH 2% CPS 1L
ST, PR SHIET A RS AT

As a Certification Authority (CA), GDCA generates root and intermediate certificates, and issues
certificates to subscribers under CP restrictions. Based on different types and application scope, digital
certificates may be used by subscribers to process SSL, code signing, e-mail signing, document signing,
identity authentication, and other different applications. Relying party could decide whether to trust a
certificate in accordance with the requirements of the relying party’s obligations in this CP. GDCA
Certification Practice Statement (CPS) accept the discipline of CP, elaborates the definition of GDCA
digital certificates and the methods to provide these certificates as well as the corresponding managerial,
operational and security measures. All certificate subscribers and relying parties under GDCA must refer
to the provisions of the CP and its relevant CPS to determine the usage and reliability of the certificates.

1.1.3. GDCA Z2#y GDCA Architecture

7% CP /& GDCA fi =i )5S, GDCA RJUEFARSSHLIY (CAD %I CP fil € CPS, RA 1%
HEA CP JeAHIG CPS HEATIUE TSRS HE %00, 1T Ay S A AH S SR dz B AR CP A AH
K CPS YL X E R FAEIFEATAH R LS5 GDCA & T CA. 114 CA, #HH
FAEMLRE S rrds . M52 B AT, X LESLARHE GDCA AR F A A A Z KRk 55 44
The CP is the highest strategy throughout the GDCA architecture. Certification authority (CA) under
GDCA formulates CPS in accordance with CP. Registration Authority (RA) authenticates certification
requests according to this CP and its related CPS. Subscribers, relying parties along with other correlative
entities determine their rights for using and trusting the certificates as well as perform corresponding
obligations on the basis of the CP and its related CPS. GDCA has established services entities at different

levels, including root CA, subordinate CA, related RA, registration authority terminals and business
acceptance points.

11
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1.1.4. GDCA iE+ Rk ZE#] Hierarchical Architecture of GDCA Certificates

GDCA HEiH 7 MBIEF, 40518 ROOTCA iE+ (RSA). GDCA ROOT CA iE-.
ROOTCA iE15 (SM2). GDCAROOT CAL ik 5. GDCA TrustAUTH R5 ROOT HlE+5. %2}
& R5 R CA iE15. GDCA TrustAUTH E5 ROOT iE5, SEAMR CA Rk CA, AR F
WEFi . GDCA AR AMTH G CAEF .

Currently, GDCA has 7 root certificates, including ROOTCA certificate(RSA), GDCA ROOT CA certificate,
ROOTCA certificate(SM2) , GDCA ROOT CA1 certificate, GDCA TrustAUTH R5 ROOT certificate, %%
4% R5 4 CA certificate and GDCA TrustAUTH E5 ROOT certificate. Each Root CA has Subordinate CAs
to issue subscriber certificates. GDCA does not issue external Subordinate CAs.

1) ROOTCA (RSA)

ROOTCA
(RSA2048-bit)
I
i f'i[)lfi"\c,f't"&ii‘Tiﬁl(;i:i_iU GDCA TrustAUTH R2 CA
(RSAL024-bit) (RSAZ0AS:bIK)
| \
Individual Organization Equipment Other Individual Organization Equipment Other
Certificate Certificate Certificate Certificates Certificate Certificate Certificate Certificates

ROOTCA(RSA) iiE i 72 B 5% % i 8 B = AR UE 5, %R LA RSA, MEHKEN
2048-bit, FEHAFZ CAUETS, HA: (1) GDCA Guangdong Certificate Authority iiE43,
KN 1024-bit, 2R HHKE N RSA 1024-bit (AN NBIEF . HUZEIEF . Ha2KiE
FAHABIGES; (2) GDCA TrustAUTH R2 CA IE-, ZEIK N 2048-bit, 25K K
9 RSA 2048-bit F1 RSA 1024-bit i1/ NZKIEF . HUWZKIES . W &AFIERAHAMSRIE.

ROOTCA (RSA) certificate is a root certificate of OSCCA using RSA algorithm with 2048-bit root key
length. There are two subordinate CAs under this ROOT CA, including: (1) GDCA Guangdong Certificate
Authority certificate with 1024-bit key length is used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates. (2) GDCA TrustAUTH R2 CA
certificate with 2048-bit key length is used for issuing RSA 2048-bit and RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates.

RSA ROOTCA(RSA)IE-H5#4 - 2025 4 8 H 23 H 2,
ROOTCA certificate (RSA) will expire on August 23, 2025.

GDCA Guangdong Certificate Authority 1iF-+5F- 2015 4% 7 5 19 HF[#H, 20151 H 1 H
e, GDCA ANF#i 1% CAUE 12K 1T FiE15. GDCA TrustAUTH R2 CA IiF 10K+ 2018 4E
12 A 15 HEI#, 2017 4F 12 H 15 Hile, GDCA K AFfHHZ CA IEBA&RIT FIEH.
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GDCA Guangdong Certificate Authority certificate expired on July 19, 2015. From January 1, 2015, GDCA
no longer used it to issue subscriber certificates. GDCA TrustAUTH R2 CA certificate will expire on
December 15, 2018. From December 15, 2017, GDCA will no longer use it to issue subscriber certificates.

2) GDCAROOT CA (1024-bit>

GDCA ROOT CA
|
GDCA Guangdong
Certificate Authority
[
Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

GDCA ROOT CA iE MR K A 1024-bit, K1 GDCA Guangdong Certificate
Authority iE15, ZHHKE N 1024-bit, 25K KN RSA 1024-bit (19 NFKET . HLIWZE
UEF . WA RIE A AN ZEIE
The length of GDCA ROOT CA certificate root key is 1024-bit. There is a GDCA Guangdong Certificate

Authority certificate under this ROOT CA, used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates.

GDCA ROOT CA il 4545 ¥ 2024 ££ 12 /I 11 H 2.
GDCA ROOT CA certificate will expire on December 11, 2024.

GDCA Guangdong Certificate Authority iE+44 12024 4 1 H 12 HE3, 2016 £ 1 H 1
Hitd, ANEAMAHZ CAIERZERITFIEf.

GDCA Guangdong Certificate Authority certificate will expire on January 12, 2024. From January 1, 2016,
GDCA no longer uses it to issue subscriber certificates.

3) ROOTCA (SM2)

ROOT CA
(sm2)

GDCA PublicSM2 CA1

GDCA TrustAUTHEL CA

GDCASM2ICA
Individual Organization Equipment Other
Certificate Certificate Certificate Certificate
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ROOTCA HEF5 (SM2) 72 ZU i #R IMRIET, SiHEN SM2, REHKEN
256-bit, T 1% Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) i, K E N
256-bit, 2R KHEFEHIE SM2 BN AKIUEF . PIASKIES. B&AFRIERAHARSIES,
Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) F# GDCA SM2 ICA it %
GDCA Public SM2 CALIEF, 2K KHIEEF% SM2 BN ANRIEH . FUSEIES . w3k
UEF A H AR 2R AE
ROOTCA (SM2) certificate is a root certificate of OSCCA using SM2 algorithm with root key length of
256-bit. There is a Guangdong Certificate Authority (GDCA TrustAUTH E1 CA SM2) certificate with key
length of 256-bit under this root CA, used for issuing individual certificates, organization certificates,
equipment certificates and other certificates with SM2 algorithm. Guangdong Certificate Authority (GDCA
TrustAUTH E1 CA) issued GDCA SM2 ICA and GDCA Public SM2 CA1, which are used for issuing

individual certificates, organization certificates, equipment certificates and other certificates with SM2
algorithm.

ROOTCA iE45 (SM2) #F 2042 5 7 3 7 H 2.
ROOTCA (SM2) will expire on July 7, 2042.

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iFEH¥47E 2034 426 A 21 H
2], 2030 4 1 A 1 Hild, KARMAZ CAUERERIT kS,

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) certificate will expire on June 21, 2034. From
January 1, 2030, GDCA will no longer use it to issue subscriber certificates.

GDCA SM2 ICA IEF3#7£2033412 31 H 2#, 2030 41 A 1 Hild, A A% CA
PR T IE.
GDCA SM2 ICA certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no longer
use it to issue subscriber certificates.

GDCA Public SM2 CA1 WE 5K 752033412 H31H 2, 2030 &£ 1 H 1 Hilg, KB AHEH
Z CAEPZE R FED.

GDCA Public SM2 CAL1 certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no
longer use it to issue subscriber certificates.

4) GDCAROOT CA1l

15
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GDCA ROOT CA1

GDCA PublicCA1 GDCA RSA ICA GDCA Public CA2 ebca ';';MR ov GDCA?:MR v
A NEH HLRIE+ BEIED HARiEF A NEH HLEHE

GDCA ROOT CAL iF B B 4K S A 4096-bit, T 5 Mg CAEH, H: (D
GDCA Public CAL, #HIHK N 2048-bit, 24 %P EETY RSA 2048-bit HIAN NBIEF . HLKY
FEEP . BAIEEBMEAIEES; (2) GDCA Public CA2, 4K A 2048-bit, 25k %4
K JE 2 RSA 2048-bit (¥~ NZEUEAS WU ZEIE 1, B4 U BRI ABZEIE S : (3)GDCA HKMR
OV CA, ZHHK LA 2048-bit, 25K %K RSA 2048-bit (1) 54 HAANIAIETS;: (4) GDCA
HKMR IV CA, % 8K JE Ny 2048-bit, 2% % 1K 2 0y RSA 2048-bit HJEME T NIEH:: (5)
GDCA RSA ICA Ky 2048-bit, 25K % HHKE ) RSA 2048-bit (94~ NKIUEFS. WL
WEFS . WA SR BN HAR SRS .

GDCA ROOT CAL iiE 544 T 2040 4F 12 H 31 HF[IH.

GDCA Public CAL iE+K7E 2030 4 12 H 31 HEIM, 2027 41 H 1 Hie, K AFEEH
% CAUEHZ R FHEFS,

GDCA Public CA2 iE4K{E 2030 4 12 A 31 HEIM, 2027 1 A 1 HilZ, K AHEMEH
% CAMERZRIT P ET.

GDCA HKMR OV CA iF 154 7E 2030 4F 12 H 31 HFM, 2027 41 H 1 Hilg, KA FAL
HiZ CAEBRZRIT FEH

GDCA HKMR IV CA iE5441E 2030 4 12 [ 31 H2I#, 2027 1 H 1 Hig, KA FHAL
HiZ CAEBRZRIT FEH

GDCA RSA ICA E#47E20304E12 H31 H R, 2028 4 1 H 1 HiZ, A FEHZ CA
EBERIT FAES.

B HUE SR G SR AR 1 (B T E T HVGIE TR ), 4 CP ANFiiA.

The length of GDCA ROOT CAL certificate root key is 4096-bit. There are five subordinate CAs under this
root CA, including: (1) GDCA Public CA1 with key length of 2048 bit, used for issuing RSA 2048-bit
individual certificates, organization certificates, equipment certificates and other certificates; (2) GDCA
Public CA2 with key length of 2048 bit, used for issuing RSA 2048-bit individual certificates, organization
certificates, equipment certificates and other certificates; (3) GDCA HKMR OV CA with key length of
2048-bit, used for issuing RSA 2048-bit organization certificates for Guangdong — Hong Kong mutual

16
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recognition purpose; (4) GDCA HKMR IV CA with key length of 2048-bit, used for issuing RSA 2048-bit
individual certificates for Guangdong — Hong Kong mutual recognition purpose; (5) GDCA RSA ICA with
key length of 2048-bit, used for issuing RSA 2048-bit individual certificates, organization certificates,
equipment certificates and other certificates.

GDCA ROOT CAL1 will expire on December 31, 2040.

GDCA Public CA1 will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer use
it to issue subscriber certificates.

GDCA Public CA2 will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer use
it to issue subscriber certificates.

GDCA HKMR OV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA HKMR IV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA RSA ICA will expire on December 31, 2030 and from January 1, 2028, GDCA will no longer use it
to issue subscriber certificates.

The certificate policy for the Hong Kong and Guangdong Mutual Recognition conforms to the latest
version of the Guangdong the Certificate Policy for Mutual Recognition of Electronic Signature Certificates
issued by Hong Kong and Guangdong.

5) GDCATrustAUTH R5 ROOT

GDCA TrustAUTH RS
ROOT

L7 v v v v ¥ 2 R
GDCA TrustAUTH GDCA TrustAUTH R4 | | GDCA TrustAUTH GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH | | GDCA TrustAUTH GDCA TrustAUTH
R4 EV SSL CA EV CodeSigning CA R4 OV SSL CA R4 IV SSL CA R4 DV SSL CA R4 CodeSigning CA R4 Generic CA R4 Primer CA
[
v
EV SSL Server EV CodeSigning OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

GDCA TrustAUTH R5 ROOT iE 5 AR % A B2y 4096-bit, Tk 8 A4k CAUEH, H
H1: (1) GDCA TrustAUTH R4 EV SSL CA, #4HK 2 2048-bit, 25 %P1 B 2 RSA 2048-bit
f) EV SSL R 55 8% 254E 45 (2)GDCA TrustAUTH R4 EV CodeSigning CA, 51K & iy 2048-bit,
B REAKE 9 RSA 2048-bit (1) EV RS2 4 KIE15; (3) GDCA TrustAUTH R4 OV SSL CA
HE, KR 2048-bit, 2R EHKE N RSA 2048-bit [ OV SSL fR &4 JSIE1; (4
GDCA TrustAUTH R4 IV SSL CA, 4K 5 A 2048-bit, 25k % 4K E N RSA 2048-bit (] IV
SSL R % #8250EH5; (5) GDCATrustAUTH R4 DV SSL CA, #41K &y 2048-bit, %5k %541
K %25 RSA 2048-bit ) DV SSL Ik %5 #5 251E15; (6) GDCA TrustAUTH R4 CodeSigning CA iiF
1o, BHKIE N 2048-bit, 2R FHKIE N RSA 2048-bit FIRIGA4IIET; (7) GDCA
TrustAUTH R4 Generic CA IiE 15, #8HK & ol 2048-bit, 25 & % 4K FE v RSA 2048-bit [HIHLHA |
MAZEIEF; (8) GDCA TrustAUTH R4 Primer CA, 541K 4 2048-bit, 25K BHIKE A
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RSA 2048-bit BN N 1 KiE+.

The length of GDCA TrustAUTH R5 ROOT certificate root key is 4096-bit. There are eight subordinate
CAs under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA with key length of RSA 2048-bit is
used for issuing RSA 2048-bit EV SSL Server Certificates. (2) GDCA TrustAUTH R4 EV CodeSigning CA
with key length of 2048-bit is used for issuing RSA 2048-bit EV CodeSigning Certificates. (3) GDCA
TrustAUTH R4 OV SSL CA with key length of 2048-bit is used for issuing RSA 2048-bit OV SSL Server
Certificates. (4) GDCA TrustAUTH R4 IV SSL CA with key length of 2048-bit is used for issuing RSA
2048-bit IV SSL Server Certificates. (5) GDCA TrustAUTH R4 DV SSL CA with key length of 2048-bit is
used for issuing RSA 2048-bit DV SSL Server Certificates. (6) GDCA TrustAUTH R4 CodeSigning CA with
key length of 2048-bit is used for issuing RSA 2048-bit CodeSigning Certificates. (7) GDCA TrustAUTH
R4 Generic CA with key length of 2048-bit is used for issuing RSA 2048-bit Organization, Individual
Certificates. (8) GDCA TrustAUTH R4 Primer CA with key length of 2048-bit is used for issuing RSA
2048-bit Type | Individual Certificate.

GDCA TrustAUTH R5 ROOT E 434 F 2040 & 12 A 31 HFI#.

GDCA TrustAUTH R5 ROOT certificate will expire on December 31, 2040.
GDCA TrustAUTH R4 EV SSL CA iE 1047 2030 4= 12 A 31 H#I#,2027 41 H 1 Hiz,
BT Z CAIEPRE R HEH .

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA ilE-157E 2030 4F 12 H 31 HE}, 2027 4F 1
A 1HE, BARMHIZCAIERZRIT FIE.

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 OV SSL CA iE+#4E 2030 4F 12 H 31 HF#, 2027 4£ 1 H 1 HiE,
AT HZ CAERERIT FEH .

GDCA TrustAUTH R4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 IV SSL CA E5¥47E 2030 4F 12 H 31 H#I#1,2027 41 A 1 Hig,
AT Z CAEPRERIT FEH .

GDCA TrustAUTH R4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 DV SSL CAUEF5#E 2030 £F 12 J 31 H 21,2027 £ 1 H 1 Ht2,
KA 12 CAEBZE R S

GDCA TrustAUTH R4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 CodeSigning CA ilEi#47£ 2030 4 12 H 31 HFJH, 2027 4F 1 1
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Hitd, HAFEMHZ CAIERERIT k.

GDCA TrustAUTH R4 CodeSigning CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Generic CA iF 45 7F 2030 4= 12 A 31 H#I#A,2027 £ 1 A 1 Hilg,
B ANFAS HiZ CA IF R KT P IE+ .

GDCA TrustAUTH R4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Primer CA iIF 4 7F 2030 4F 12 H 31 H &I, 2027 41 A 1 Hig,
BATAEHZ CAEPRERIT S HET .

GDCA TrustAUTH R4 Primer CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

6) Hwh AR5 M CA

W ARRS
RCAIE+H:
L R4EY HurH R4 OV Hunt R4 TV KUt A R4 DV KUt {iRS Hlcat R4 HEIENT
iR %5 HEF CA JR 4% BEF CA MR % #5ETS CA FR% #AEH CA fRISEFAEF CA FERHT PAET CA HiT FAEF CA
A, Y Y Y
EV SSL Server OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

R RS AR CAE R IR B 47K 5y 4096-bit, T 7 A2 CAEH, Hf: (D
U R4 EV IRSTEHET CA, EPIKEDy 2048-bit, 2 APy RSA 2048-bit K]
EV SSL 45 #82KiIE15: (2) FUhfR R4 OV RS HIETS CA, HHHKE N 2048-bit, 25K
Ky RSA 2048-bit () OV SSL fIkRF5 a5 2KiE1: (3) HZA R4 IV IRFAHIET CA,
KN 2048-bit, 2k HPIKE N RSA 2048-bit (1) IV SSL 45 #3281k 4, (4) Hraemtt
R4 DV IRZEHIEH CA, HHIKE N 2048-bit, %K % HIKE N RSA 2048-bit [ DV SSL fifk
S ARUET: (5) Mzt R4 REDELIET CA, HEAKE N 2048-bit, BREHAKEN
RSA 2048-bit FIACHSZE 4 2KAE 15 (6) Bl R4 BT ik CA, By 2048-bit,
R E )y RSA 2048-bit ALK . ANMASKIES: (7) B2 R4 FEAHT FHEH CA,
THK N 2048-bit, 2R FHKE N RSA 2048-bit i1~ A 1 2Kk,

The length of %% i {8 R5 # CA certificate root key is 4096-bit. There are seven subordinate CAs under
this root CA, including: (1) #ZmH{ R4 EV R4 #31ETS CA with key length of 2048-bit is used for issuing
RSA 2048-hit EV SSL Server Certificates. (2) #%H R4 OV JIRZ5-251F 15 CA with key length of 2048-bit
is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) ¥4 IHL R4 IV R4 #3iE+ CA with key
length of 2048-bit is used for RSA 2048-bit IV SSL Server Certificates. (4) #2548 R4 DV R 231iF 5 CA
with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL Server Certificates. (5) #ZH1% R4
RG22+ CA with key length of 2048-bit is used for issuing RSA 2048-bit CodeSigning Certificates. (6)
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i R4 WIE T FiEF CA with key length of 2048-bit is used for issuing RSA 2048-bit Organization,
Individual Certificates. (7) B8 R4 £:Ailii] FiE+: CA with key length of 2048-bit is used for issuing
RSA 2048-bit Type | Individual Certificate.

Hrzz A R5 AR CAETSHT- 2040 4F 12 F 31 H 23,
ezt X R5 1R CA certificate will expire on December 31, 2040.

ez R4 EV RS HIES CAUEFR7E 2030 4 12 F 31 HEMH, 2027 421 H 1 H
A, A% CAIEBZ&RIT L.

Bz R4 EV RS 231FH CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

Bz R4 OV RS #:IET CAIEKTE 2030 4E 12 H 31 HF#A, 202741 H 1 H
&, BAFMNHZ CAIFRBERIT FIE.

Bz R4 OV IR #34FH CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

Bz RA IV RS ZSIEP CAEHH7E 2030 4 12 A 31 HF#, 2027 41 A 1 HiE,
BATAE % CA IR RIT P iE+ .

Bz R4 IV R S5-231IE 45 CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

BBt R4 DV RS ZHIET CAEKAE 2030 4F 12 A 31 HFMY, 20271 H 1 H
i, AT % CA IFBERIT FFE.

Bt R4 DV & #3iE+ CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

B RA RRLZ 4 EF CA IEFAE 2030 4F 12 H 31 HEIHH, 2027 F 1 A 1 HiE,
BAFEHZ CAIEPREERIT ) ETH .

B i 8 R4 RS2 4 E+ CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

AR RA 5@ T FAUEH CAWEF4LE 2030 4F 12 H 31 H#I#, 2027 41 H 1 Hitd,
BAFEHZ CAIEPRERIT S ET .

Bz AR R4 5@ 1T 1 ETS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

AR R4 FERETT FIEF CAEIAE 2030 4F 12 H 31 HEIM, 2027 41 A 1 HiE,
BAFAE FHZ CA IR RIT P iET .

B R R4 JAl1T FEFS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

7) GDCATrustAUTH E5 ROOT
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GDCA TrustAUTH ES.
ROOT

| | | | | |

GDCA TrustAUTH E4 GDCA TrustAUTH E4 Generic
CodeSigning CA

GDCA TrustAUTH E4 EV SSL CA GDCA TrustAUTH £4 OV SSLCA GDCA TrustAUTH E4 IV SSLCA GDCA TrustAUTH E4 DV S5L CA GDCA TrustAUTH E4 Primer CA

A4 A A A A
EV SSL Server OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, Type | Individual
Certificate Certificate Certificate Certificate Certificate Individual Certificate Certificate

GDCA TrustAUTH E5 ROOT iE B3 558 ECC, MREFHKE N 384-bit, Nk 7 4
1% CAEH:, Hd: (1) GDCA TrustAUTH E4 EV SSL CA , 81K & Jy 256-bit, 25k %
K ECC 256-bit 1] EV SSL e &5 #+250E15; (2) GDCA TrustAUTH E4 OV SSL CA, #
HIK N 256-bit, 2Kk ZHIKE N ECC 256-bit ff] OV SSL R%#s25iFH: (3) GDCA
TrustAUTH E4 IV SSL CA, 4Kl 256-bit, %5k Z81K & ECC 256-bit 1) IV SSL AR %5
2ISEF; (4) GDCATrustAUTH E4 DV SSL CA, ZHIK & N 256-bit, %k 8K JE N ECC
256-bit [¥) DV SSL A 4588 2K1E4: (5) GDCA TrustAUTH E4 CodeSigning CA, KN
256-bit, 2K %K N ECC 256-bit FIfRASZ 42 IET; (6) GDCA TrustAUTH E4 Generic
CAEH:, HHKE N 256-bit, %K B HK BN ECC 256-bit IIALE . AN ASKIEH: (7) GDCA
TrustAUTH E4 Primer CA, %58 5 4 256-bit, 25 & % 4K B A ECC 256-bit HIN A 1 25EF .

The length of GDCA TrustAUTH E5 ROOT certificate root key is 384-bit with ECC algorithm. There are
seven subordinate CAs under this ROOT CA, including: (1) GDCA TrustAUTH E4 EV SSL CA with key
length of 256-bit is used for issuing 256-bit ECC EV SSL Server Certificates. (2) GDCA TrustAUTH E4 OV
SSL CA with key length of 256-bit is used for issuing 256-bit ECC OV SSL Server Certificates. (3)GDCA
TrustAUTH E4 IV SSL CA with key length of 256-bit is used for issuing 256-bit ECC IV SSL Server
Certificates. (4) GDCA TrustAUTH E4 DV SSL CA with key length of 256-bit is used for issuing 256-bit
ECC DV SSL Server Certificates. (5) GDCA TrustAUTH E4 CodeSigning CA with key length of 256-bit is
used for issuing 256-bit ECC CodeSigning Certificates. (6)GDCA TrustAUTH E4 Generic CA with key
length of 256-bit is used for issuing 256-bit ECC Organization, Individual Certificates. (7) GDCA
TrustAUTH E4 Primer CA with key length of 256-bit is used for issuing 256-bit ECC Typel Individual
Certificates.

GDCA TrustAUTH E5 ROOT HE+545T- 2040 £F 12 A 31 H 2.
GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.

GDCA TrustAUTH E4 EV SSL CA EF3 £ 2030 £F 12 1 31 HEI, 2027 £ 1 7 1 H 2,
KA FAEHZ CAERR R L.

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 OV SSL CA i 54445 2030 4 12 H 31 H 2|}, 2027 /£ 1 H 1 Hig,
BAFAHZ CAUETZRIT FHET.
GDCA TrustAUTH E4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
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GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 IV SSL CA iiF K 7E 2030 4 12 A 31 HAI#H, 2027 41 A 1 Hig,
BT Z CAIEPERIT FEH.

GDCA TrustAUTH E4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCATrustAUTH E4 DV SSL CA iF 54 7E 2030 4= 12 H 31 H#J#1, 2027 41 H 1 Hilg,
BT Z CAIEPBERIT FE.

GDCA TrustAUTH E4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 CodeSigning CA iiE 56 7£ 2030 4 12 J 31 H#|}H, 2027 21 H 1
Hig, BAEAMHZ CAIERZE AT FHEH.

GDCA TrustAUTH E4 CodeSigning CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Generic CA iF F5#51F 2030 4£ 12 A 31 HF#,2027 41 H 1 Hig,
BAFHZ CAERZRITEH.

GDCA TrustAUTH E4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Primer CA iE5¥7F 2030 4F 12 H 31 HFIH], 2027 41 H 1 Hig,
BATFAEHZ CAEBLEKRIT S HET .

GDCA TrustAUTH E4 Primer CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

XfF GDCA TrustAUTH R5 ROOT 5. #Z i 4 R5 #R CA iE 5. GDCA TrustAUTH E5
ROOT 2K MH gk CA FRZE R IiT il : GDCA %15 CA/NI Y #8181 (CA/Browser Forum,
E PRHR, NHREFR CA WIE 2B, 2 lE CA EPrbrdErINLI, www.cabforum.org) KA\

(BT RAS (1) Baseline Requirements Certificate Policy for the Issuance and Management of

Publicly-Trusted Certificates (f#j#% “Baseline Requirements” ).  Guidelines for the Issuance and
Management of Extended Validation Certificates (f&i#% “EV Guidelines”). Guidelines for the
Issuance and Management of Extended Validation Code Signing Certificates ({#F8 “EV Code
Signing Guidelines ” ) . Baseline Requirements for the Issuance and Management of
Publicly-Trusted Code Signing Certificates 2 Adobe Z%i/a & & A7 1] the Adobe Approved Trust
List (AATL) Technical Requirements (faifk AATL FiARER) , AT R AE BN LA 1)
SSL/TLS HUy it PBAMUA R A UE TS, EMEE RGO, IR SRR I F A AT B A 134T
&7 CP, W37 CP 5 CA/NI M 2%t 1x (CA/Browser Forum) % A5 i AH SR $R 70 b 1 2% 2k
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AA—ERIITT, WL CAIRN a3 18 3 1R AR AT R i

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH R5
ROOT certificate, %{2F{%R5H# CAIE+ and GDCA TrustAUTH E5 ROOT, GDCA conforms to the latest
versions of the Baseline Requirements Certificate Policy for the Issuance and Management of
Publicly-Trusted Certificates (hereinafter referred to as “Baseline Requirements”), Guidelines for the
Issuance and Management of Extended Validation Certificates(hereinafter referred to as “EV Guidelines”),
the Guidelines for the Issuance and Management of Extended Validation Code Signing Certificates
(hereinafter referred to as “EV Code Signing Guidelines” ), Baseline Requirements for the Issuance and
Management of Publicly-Trusted Code Signing Certificates published by CA/Browser Forum (an
international organization, also known as international CA browser alliance, to establish international
standards of CA, www.cabforum.org), and the Adobe Approved Trust List Technical Requirements of the
Adobe Systems Inc (hereinafter referred to as “AATL Technical Requirements”) to issue and manage the
publicly-trusted SSL/TLS digital certificates and publicly-trusted code signing certificates. GDCA regularly

checks the updates on CA/Browser Forum’s website and continually revise its CP according to these
updates. The specifications of the CA/Browser Forum shall prevail in case of any discrepancies between
the provisions of this CP and the standard specifications published by the CA/Browser Forum.

fik# IETF PKIX RFC 3647 CP/CPS HEZE, & CP It/ N UAE ™, s GDCA i 55
Py J ) 22 A il ot » b 25 MR S fiRE . PR B RFC3647 IR RN Stk o, B & “ A
G HR RN ZEAEN .

Pursuant to the IETF PKIX RFC 3647 CP/CPS framework, this CP is divided into nine parts that cover the
security controls and practices and procedures for GDCA's certificate services. To preserve the outline

specified by RFC 3647, section headings that do not apply are accompanied with the statement “Not
applicable”.

1.2. 3CRS4Z#R 547 Document Name and Identification

ASREFRAE CBUR R A AT PR A FE SR ) (AR “(GDCA CP)”. “Z< CP”).,
HFARRA CP MBI ERBIESZIMT:. A CP H AFSE 1 A 15 5 W 45 it — /N — 1)
X EARREF, BARTTZ LA CP 5 1.4.1 715,

This document is called "Global Digital Cybersecurity Authority CO., LTD. Certificate Policy" (abbreviated
as “GDCA CP” or “This CP”). Please refer to Appendix for detailed revisions of this version. This CP
specifies a unique object identifier for Certificate Policy of each kind of certificates (see CP section1.4.1
for details).

A CP LA e RE TR A UkcAt, A5 S SRR SCRRAS Y AT AT B L, B RA P ST hicA
“/& o
This document is the Chinese-English bilingual edition of GDCA CP. In case any inconsistency or conflict
between the Chinese and English versions, the Chinese version shall prevail for all purposes.

23


http://www.cabforum.org/

Il semnnnnaemes

Sooa GDCA F Fh5kHE (V2.5 JiD

1.3. PKI&5%# PKI Participants

1.3.1. B NEARSHIM Certification Authorities

LT IAMIEAR S5 MUK (Certification Authority, &% CA) &MU IE T FSE/A . GDCA &R
i (P NRIEFIE 225D (R IAMEIRS BB INE) HlE, WEWSLrESE =77
BT INEIR S H1LA . GDCA it 45 M L 158 & 8l 1 % 07 EARMUR Bl 15 1R AEIE 5
RS ST BN VRSS2 5 F4k. CA RIRZAT 78T CA ZRIE Ik
IR, BR— MR CA, — MR CA 2 —KUEBHE RN R E)Z.
Certification Authority (abbreviated as CA) is an entity which issues certificates. GDCA is a trusted
third-party electronic authentication service authority established by law based on "Electronic Signature
Law of the People’s Republic of China" and
"Measures for the Administration of Electronic Certification Services". GDCA becomes a participant in
electronic authentication activities by issuing certificates and providing certificate verification services to
the parties who are engaged in electronic transaction activities. CA also means an element in certificate

architecture that is issuing certificates to terminal subscribers or subordinate CAs. Root CA is a special
entity, which is at the top of certificate architecture.

1.3.2. VEMHLM Registration Authorities

ALK (Registration Authority, #iFR RA) fR3E CA @ i EMIE AR, #HAEPHiEE
M5y, MAEBEELUE TS . A RSUEDAT, BBl 5 1 S R MHES .
UEF HEE LA CA BRA FESZHVENS AR 78 B, JEH I HE B R84 CA B RA.
CA B RA Kexf BigE i &y LILE R IEBEAT I, R )5 U R RIERIEAIZE K. Wk
BERAUETS, WHEPR A IE S G # . RA IERTDURIEIT 7 /s ZEREIE, JRE & CA 5Ek
AR TAE, FRRAETS I SE 0 51 & (CRL) .

Registration Authority (RA) establishes registration process, confirms the identity of certificate applicants,
and approves or rejects the request of certificate applicants on behalf of CA. Before a subscriber obtains
certificate, he/she must apply for a certificate as an applicant. Certificate applicants must follow
registration process established by CA or RA, and submit registration forms and related application
documents to CA or RA. CA or RA will authenticate applicant’s identity and other attributes, and then
decide whether accept or reject this application. If CA issues the certificate, the certificate will be sent to
the applicant. While RA could initiate certificate revocation process according to subscriber’s requests, CA

would be the only entity to complete the revocation operation and add the certificate to the certificate
revocation list (CRL).
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1.3.3. iT ¥ Subscribers

WP BN CA SGIES I s, s Fr A #%5¢ GDCAIEH A Bl 1T/ T HHE
MR Z IR IFA B ARIT AT AA B 7 2 5E N PRIESRAS B« & 2 AL
NN ERNFNET IO N LRSS RBUFAS, F AL e
PR, —IE, BALNIZE ARG B WA URSIE S 6 XT3 & e,
BT E PR B AR AR, VT S BRI R I A NN, Rl
VA (R AL B S NI R 355 o

Subscribers, the entities that receive certificates from CA, include individuals and organizations accepting
certificates from GDCA. Subscribers and applicants would not always be the same; in this case,
applicants need to ensure that they have obtained explicit and appropriate authorization. Individuals can
be divided into a natural person and person who belong to an organization; Organization contains all
kinds of government organizations, enterprises and institutions and other social groups. Usually, an
organization has a legal personality or National Organization Code; for equipment certificates, due to the
particularity of the entity contained in certificates, subscribers are usually organizations or individuals who
own the equipment, and would assume the corresponding obligations.

VP ARREUE T A A TR 8 ME—SEA, 3G 65 HIE 5 M — X B2 R AL BH 1) e 2 4 1)
o 1T EA CP T E A H FHIED, JF&RIEA CP Z15E K X5

Subscriber is the unigue entity with corresponding public key in certificate and has ultimate rights to
control corresponding private key in certificate. Subscriber should use certificates under CP restrictions,
and assume the obligations agreed in this CP.

1.3.4. 35 Relying Parties

MR FEARMBARUE S . AREF A ANRAL, U7 7] LU IEIT ™, ] LASZIE
HITF
Relying parties are entities who trust and use the certificates. These entities may, or may not be a
certificate subscriber.

FSAT B —SKAE TS, MMy 0S5 2, BLHE A W ey 41 %

(CRL) Hiffif OCSP Jy A& WIIEFIRAS . KT AL I & B B % J5 A R 98 15 AT — 5K IIE
Sil

To trust or use a certificate, a relying party must verify revocation information of the certificate by looking

up the Certificate Revocation List (CRL) or searching the certificate status with OCSP servers. Before
relying party trusts a certificate, a proper review process must be executed.
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1.3.5. HAthS 52 Other Participants

HAh 2 5321679 GDCA I HL TGS S IR AR AR 55 i HAb s 4

Other participants are the entities that provide related services in electronic authentication activities of
GDCA.

1.4. EPMH Certificate Usage
1.4.1. EE IR Appropriate Certificate Uses

GDCA HJAT FHEH I8 eSS, $ZME-PRBARE, #AE MR HlinA eSS
FIRBGEZE AN MR EREIr A OA RGt5E, HUMIEF FRZEEAT M L FRBLSE, & iE+s
FERAR R By« AT BAEIE N 55 . R 1 RUOSIESFR IR 10 4K B0 AN [ T 3 BUIE
R ZE AN, GDCA LT JHIEAS AT A2 MR FE T B0S% . WL 55 SR AT, DASEEL S 4
WIE. BF24 . REEEEINE S H .

Subscriber certificates of GDCA are widely used. Different types of certificate are applicable for different
cases. For example, individual certificate is used for sending encrypted e-mails with digital signatures,
logging into OA system, etc.; organization certificate is used for online tax declaration, etc.; and
equipment certificate is used for identifying equipment and encrypting communication tunnels, etc. Apart
from different applications caused by the identity of the certification subject, GDCA subscriber certificate
can be widely used in e-government, e-commerce and other social activities to realize identity
authentication, electronic signature, and encryption of data etc. Meanwhile, it can be used to ensure the
validity and authenticity of identity between peers of communication via Internet as well as the integrity
and confidentiality of information.

GDCA i1 PHEF5, M 17T LA L T 3102 4 T 2
Certificates issued by GDCA can meet the following security requirements by functionalities:

® S Estt, fRIERH] GDCA (BAEMRSS HIE P & S & iktk.

® Authenticity of identity: the certification can ensure the validity of certificate holder using GDCA trust
services.

® INILfEE ML, PRUEKH GDCA HUFHE B E 240, w LS IE(S B AE LT
REFOR R, SORAHRIE B 5 — 5.

® Verification of integrity: the assurance to an entity that data has not been altered and further verifies
the consistency of information between sender and receiver using certificate of GDCA.

o (SEMINUENE, SRUEALIETT AR E B HINLENE, A2tk e RGBT

® Confidentiality: the certification can ensure the confidentiality of information during transmission, and
avoid the leakage to other non-authorized parties.
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®  HUIRAMNE, XHEEARAT H) AN AT (1 10 B A 528 A4 BEAT B

® Non-repudiation: the certification can ensure the non-repudiation of transaction entities by verifying
the digital signatures.

IRYEIEFE2EA, GDCA P2 & FIEH AN A FGE U ZRIESS | & 2KIE45 . SSL/TLS
AR 55 2 RUE S AR I35, Horp:

According to the type of certificate, the certificates signed by GDCA include Individual Certificates,
Organization Certificates, Equipment Certificates, SSL/TLS Server Certificates, and CodeSigning
Certificates.

® X TN ANKIEBMHZRIES, GDCA IR AIET 2455 %. 077
PR BIREAR, SOBHED Y 48, Fnlls, 2 a5 g, 5077 s0B™ #

® For Individual Certificates and Organization Certificates, GDCA classifies them into four categories
according to the security level, authentication method, and private key protection mode of the
certificate. The higher the class, the higher the security level, and the more strict the authentication
method;

® T SSL R4 #82KiE+, X4 N DV SSL (Domain Validation SSL) iF45. IV SSL
(Individuals Validation SSL) iE+5. OV SSL (Organization Validation SSL) iF+5 Al
EV SSL (Extended Validation SSL) 1iF43;

® For SSL Server Certificates, there are DV SSL (Domain Validation SSL) Certificates, IV SSL
(Individuals Validation SSL) Certificates, OV SSL (Organization Validation SSL) Certificates and EV
SSL (Extended Validation SSL) Certificates;

® it TRV, S N B RLRE AL FA EV AR A IE

® [or CodeSigning Certificates, there are normal CodeSigning Certificates and EV CodeSigning
Certificates;

® AU BN HgE AT 4
®  Equipment Certificates have no classification.

WA LURYE bR 2, B AW e R AN A @& IEB R, ARMIEBAEA
EISAEREAS R

Subscriber can choose suitable type of certificates based on actual requirement. Different certificates are
applicable for different cases.

1.4.1.1. N ANZKIEF Individual Certificates

MR LGN NIIECFAESS . DRSS B RN E SN BT, GnASs ot 4l i T4%.
MNEIER AT U B 128D NIETS. 28 2 2 NIEHAEH T SSLTLS UEF A4
BEAAET):

27



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘LIE:H%H{% <V2. 5 F[&)

Individual certificate is a digital certificate that is issued to the individual, including natural person or
personnel with specific identity, such as civil servant and employee, etc. There are four different types of
individual certificates (Type | and Type Il individual certificates are not applicable to SSL/TLS certificates
and code signing certificates):

% 1 RN NEB——RAHE M A5 B AL R P A RAIED e, & TR 290 )
R0 HIE S 1R NIEBR /Mt S 5Tk, GDCA R KAk e 2 15 &
AR AE . FHLS A, RS N T 2 A RN R T MR R 44 L R S [

To 5 PR 5 O UE I B /NEAE 53 5

Type | individual certificate provides the basic authentication function in the process of online information
transmission, which is applicable for the cases of the low security requirement. There is no need to offer
identity information when applying for the Type | Individual Certificate. GDCA just need to verify the
information submitted by users, such as e-mail address, mobile phone number and so on. Type |
Individual Certificate can be used for e-mail signatures with low security requirement, client-side
authentication, and small transactions that do not require any identify certificate etc.

% 2 B NIEP—RMEEM LG RSB REPH S U GE. (5B mErr 24551
BE, TR A — B ER AU FE S 2 R NIRRT T SR A BR A &ty B RHE
&, GDCA FFEIUEH P A G S, LR, EAUEEAUEE =77 8k %77 A A
HEmES, ZEBMAT HEERMIAMESR . PEHELSH%.

Type Il individual certificate provides the identity authentication, data encryption and digital signatures etc.
in the process of online information transmission. It is applicable for the cases of the high security
requirement. When applying for Type Il individual certificate, GDCA requires the applicant to provide
some personal information, to verify the information submitted by users and, if necessary, to authenticate

the identity of the individual through an authorized third-party database. Type Il Individual Certificate can
be used for login through internet and the transactions with medium amount payment.

% 3 B MNIEF——SEIAE M L5 AL iE R th 2 2 J0 B0 B S AdiE . (5 SN
Hr X556, W T 22 e BORBGS BN Uk HE 28 3 B4 NIET I 75 f2 e B i)
S5 B L R, GDCA i ZiR B 43 BERE S B AP RHEATI0AIE, S0 UER ) SR PO 1
o AL AR AR AT A A BORE RIS S A AIME B S BB =05 B P P 1R B AT EE
XFBAIE, P UETS R T4 5E B R GEH S VA BB 11 5558 5 55
Type Ill individual certificate is used in the process of identities authentication, information encryption and
digital signatures etc. during online information transmission with higher security level, applied for
application areas with higher security requirement. GDCA requires the user to provide complete identity
information and application materials when applying for the Type lll individual certificates. The GDCA
must authenticate the identity data and application materials through voices, videos, photos, etc., or
compare the information with authoritative third-party database. Type Il Individual Certificate can be used

for the authentication of specific application system and e-commerce transactions with large amount
payment.

% 4 B MNEPB——SLIAE M _EA5 B AL iE R 2 00 om0 S AdIE . {5 2N
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Py 2 EI)ae, Gl TX 2 EERIRE N SR, HIEE 4 0 NEHN R4 K
S35 B RTEREL, GDCA AUEIETE . M 4 I8 S5 B S i o] 1 ) 265 1) 4607 sk AT
BN, BEANE LA IIURE H G B2 115 25 BUBES =07 Bt e o 145 AT U BRiiE, R
BT B A AT . KB TR 552 5% .

Type IV individual certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It is applied
to the cases with highest security levelst. Users are required to provide complete identity information and
application materials when applying for Type IV individual certificates. GDCA must verify the identity by
voice, video, photograph, or face-face verification, etc. Type IV Individual Certificate can be used for the
signing of electronic contracts and large amount payment of e-commerce transactions etc.

1.4.1.2. HLHZKIEP Organization Certificates

MUR NI B THIETS, PSR, BUFHLOG. thaHR%E. GDCA Ak
55 1 FRANE 2 RHUVIESS, R 3 ML 4 SRHLAIEFS:

Organization certificate is a digital certificate that is issued to organization, including enterprise, institution,
government and social organization, etc. GDCA does not issue Type | and Type Il Organization
Certificates, and only issues Type Il and Type IV Organization Certificates.

585 3 FNUMNIE——SEHE M _EAF SR RE T B GIE 5 BN Mty 2644 6 2
fE, G TR R ZORE R RN AU RS 3 SRHUAIE I Fo iR (e B & {5 8 S H
THHFEL, GDCA ZIA HURIE AT Bk A FRE AR BEAT B8 I, Bk 177 3Cn] LU 5 - AUH
0 I8 S 7 AT B EOHs FR 1 3 1R S IR 2 S BB = U Bt P T A R AT B IRAIE, 1%
UEFS N FHFE B RS B GIE . 72840 I <5

Type lll Organization Certificates are used for authentication, information encryption and digital signature
in the process of information transmission on the Internet. It is applicable for the cases with high security
requirements. Subscribers are required to provide complete identity information and application materials
when applying for Type Il Organization Certificates. GDCA must verify the identity by voices, videos,
photos, face to face verification or compare the information with authorized third-party database, etc. The
certificate can be used for the authentication of specific application system, digital signature, and
encryption etc.

55 4 RHVIE P ——SEIUE R _EA5 B AL ISR o 2 00 m i B e 15 200 A
TREVEIIRE, TR e EORR R N UK. G 4 REUVAIEFN fE e ft e B &
5 B KRG kL, GDCA b AUE A & « AU, 41 6 S8 Bt T X T 11 468 ) 25 5 32 AT 1
W, BEANE LUK BE SRR RS B S BUBCEE =5 B 2 T 1A R BEAT LEXS BAIE, IR N
MTRTEFRET. KO T RS H%.

Type IV Organization Certificate is used to achieve the highest security level of identity authentication,
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information encryption and digital signature functions during online information transmission. It can be
used in the cases with highest security level. Subscribers are required to provide complete identity
information and application materials when applying for a Type IV Organization Certificate. GDCA must
verify the identity by voices, videos, photos, face to face verification, and compare the information with
authorized third-party database. The certificates must be used with USB Key. They can be used for the
signing of electronic contracts and e-commerce transactions with large amount payment etc.

1.4.1.3. BEAZKUET Equipment Certificates

RIAUA 25 e e OB UETS, e BAEARST A% . Bk B dsas, SRuE -l & H 1 K
A INE, Wz eE BRI G, 4R AU AU 16 b5 25 7T LA
Sl X 3k e 5% 2 R0 S 4y, T B10%EE SSLITLS s sl LA XU AT N2 23 1 o

Equipment certificate is a digital certificate that is issued to equipment, including servers, firewalls, routers,
and etc. It is usually used for network equipment identification and secure communications. For example,
certificates issued to servers enable browsers to authenticate the identity of website with certificate and
create SSL/TLS channel for secure session.

1.4.1.4. SSL BR45282KiE+S SSL Server Certificates

SSL/TLS AR5 2 2EPhril Web MubEi# Web ARG 280054y, 7] LLRH -1 B 99k 1) &
PrelE V. $RAE SSLITLS In#idiE, AEHTEBLS . AT 4 8HE .

SSL/TLS server certificate is a digital certificate that identifies the website or server, applicable for
verification of website certificates and provides SSL/TLS channel. It cannot be used for signature or
verification of transaction and payment.

GDCA & ¥ SSL ik 55 #s JIE A 3 LT DU Fb:
SSL server certificates of GDCA include the following:

® FEVSSLiE+ (Extended Validation SSL Certificates), B4 IR Al 55 2k
® EV SSL certificate (Extended Validation SSL Certificates), the extended validation SSL certificates.
® OV SSL ilF+ (Organization Validation Certificates), R 75 B56 1iF k344 T G WL 52 &
17 IR ERY SSLIES

® OV SSL certificate (Organization Validation Certificates), the SSL certificate requires to verify the
identity of the organization that owns the website.

® |V SSLFH CIndividuals Validation SSL Certificates), B[ 37 ZEI6F M b &L EE AN N S
By HbRERY SSL ET

® |V SSL certificate (Individuals Validation SSL Certificates), the SSL certificate requires to verify the
individual identity of website owner.
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® DV SSL iF+5 (Domain Validation SSL Certificates), [ - B&iF ¥ sk 35 42 G AL ] 5
A SSL HIEP

® DV SSL certificate (Domain Validation SSL Certificates), the SSL certificate that only verifies the
ownership of the website.

Hodr, OV SSL EF IV SSL iE 45 1] S I M sl AL 2545 B 025 DL AL I s £ 45 (R 38 IE T RE
DV SSL iF 5 Rt b2 5 B R N2Thhe . EV SSL IFHi%7E (GDCAEV iEP%EIE), A
CP AR Hgk 47 BAR A .

OV SSL certificate and IV SSL certificate provide the functions of information encryption and verification of
website identity. DV SSL certificate only provides information encryption. The issuance and usage of EV
SSL certificate conforms to “GDCA EV CP”, which is no longer covered in this CP.

SSL i 55 S-S AN R A AORISE, ik As . BURIRA 55

The types of domain names in SSL/TLS server certificates are not restricted, e.g. .com, .gov etc.

1.4.1.5. RAIGZ A4 FKUEFH CodeSigning Certificates

A4 SRR IR A AU RIS BE AT, HBeH T8 RS 44, A5
TR 5 SO I sE RN -

CodeSigning certificate is a digital certificate that identifies the source or owner of the software code. It
can only be used for digital signature and cannot be used for transaction, payment and encryption, etc.

RAGREAL RAUET P b AiUR T, AR AT T &8 mEAE., =
PO BB RS .

Subscriber must commit not to sign malicious software, virus code, infringement software and hacker
software using CodeSigning certificate.

FRAGZE 44 FAUE AR5 @RS 2 A E A EV RG24 E 15, EV RS2 2 E 15 1A 118
RIS RE 4 B P AT hEE, T AR B0 5 i ZUIBE A1 4 BR 48— 1 7™ 4% B 4y 35 1E AR 1 ——EV  Code
Signing Guidelines. BV fUIS25 42 4E 15381 (GDCA BV IEFHEmE ), A CP AN H k47 B A
CodeSigning certificate includes normal CodeSigning certificate and EV CodeSigning certificate. EV
CodeSigning certificate has all functions of normal CodeSigning certificate. The difference of EV Code

Signing is that the issuance and usage of EV CodeSigning certificate must follow EV Code Signing
Guidelines. EV CodeSigning certificate conforms to "GDCA EV CP", which is not covered in this CP.

1.4.1.6. FRIEHHER RIS Z45 R FF CP Object Identifiers of Certificates

FEAR CP A O RERAEAS (IEA5 SRS I 70 Fi — N PE— B b iR FF, AR R
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We assign a unique object identifier to certificate policy items of different types in this CP, the regulation is
as follows:

5 1R NIE 3R 1.2.156.112559.1.1.1.1
Type | individual certificate policy: (1.2.156.112559.1.1.1.1)
%2 BANUET RIS 1.2.156.112559.1.1.1.2
Type Il individual certificate policy: (1.2.156.112559.1.1.1.2)
% 3 A NIET5EIS: 1.2.156.112559.1.1.1.3

Type Il individual certificate policy: (1.2.156.112559.1.1.1.3)
55 4 A NIEPI 50 1.2.156.112559.1.1.1.4

Type IV individual certificate policy: (1.2.156.112559.1.1.1.4)
55 3 HHUMIEF HEnk: 1.2.156.112559.1.1.2.1
Type Il organization certificate policy: (1.2.156.112559.1.1.2.1)
55 4 FHUMIEF HEnk: 1.2.156.112559.1.1.2.2
Type IV organization certificate policy: (1.2.156.112559.1.1.2.2)
WA IE SR % 1.2.156.112559.1.1.3.1
Equipment certificate policy: (1.2.156.112559.1.1.3.1)
OV SSL i 15 5 W& % R bR R #F . 1.2.156.112559.1.1.4.1 K 2.23.140.1.2.2 ( Baseline
Requirements Z3R)

OV SSL server certificate policy: (1.2.156.112559.1.1.4.1) and 2.23.140.1.2.2 (required by the Baseline
Requirements)

IV SSL iF 15 5% m& % % bR 0 #F . 1.2.156.112559.1.1.4.2 }% 2.23.140.1.2.3 ( Baseline
Requirements %K)

IV SSL server certificate policy: (1.2.156.112559.1.1.4.2) and 2.23.140.1.2.3 (required by the Baseline
Requirements)

DV SSL iF 153 0% 5 % k0 44 . 1.2.156.112559.1.1.4.3 }% 2.23.140.1.2.1 ( Baseline

Requirements 223K )

DV SSL server certificate policy: (1.2.156.112559.1.1.4.3) and 2.23.140.1.2.1 (required by the Baseline
Requirements)

EV SSL iF PB5Ems st G Ar104%F: 1.2.156.112559.1.1.6.1 % 2.23.140.1.1 (EV Guidelines %
RO

EV SSL server certificate policy: (1.2.156.112559.1.1.6.1) and 2.23.140.1.1(required by the EV
Guidelines)
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A ARG 2R 42 FE T SRS AT R AR IRAF: 1.2.156.112559.1.1.5.1
General CodeSigning certificate policy: (1.2.156.112559.1.1.5.1)
EV RIS E P om0 R AR IRAT: 1.2.156.112559.1.1.7.1

EV CodeSigning certificate policy: (1.2.156.112559.1.1.7.1)

1.4.2. FR #) KIE S B A Prohibited Certificate Uses

—MIME, GDCA L& —Beth H I AIES:, wl EURIAS 0T 2 (B AR B . B
fntt, GDCAEHELIAE ERZBIRENIN, WM NESRGEH TN AP RINA, AR
PR S fs BEHURIE S E 55 NSRS — SO IESS,  ANRAEA CP RBI A5 4.

In general, GDCA certificates are general certificates. These certificates can be used among different
relying parties for mutual operations. However, some features of the certificates are prohibited. For
example, the Individual Certificate can only be used as individual case rather than the cases being used
as Equipment or Organization Certificate. Certificates shall not be deemed as trusted by this CPS if they
are not corresponding to their respective usages.

WEBAB T ATHAT . BB TR 6] v, B TZRER
Wi, Wiz e R KA SATBGEII RS, 22 P SOE i ) 2R G sk 2542 1) &
girh, ONERARAT R AT ] B S EBOET . N G053 8™ A BERIA .

Special note here, the certificate is not designed for, not intended for, not authorized for control equipment
in danger, or for the occasion where the failure is required to avoid, such as operation of nuclear
equipment, navigation or communication systems of shuttles, control systems of air traffic or weapons,
since these faults or failures may lead to death, personal injury or serious environmental damage.

UEPS AR AR AR B B SE A IR BRI N, thaR I AR AR fTidis
ARG BB AR I A D 55 AR, 75 U Hy s R SR e B 2R

The certificate is prohibited to be used in such circumstances, such as any violation of state laws,
regulations and national security or legal consequences, in addition, a certificate is prohibited to be used
in business that involves criminal activities, or in business forbidden by laws, otherwise all legal liability
that triggered by this will be taken consciously by user themselves.

1.5. SEBEEF Policy Administration
1.5.1. SRRE SCRYE E AL Organization Administering the Document

GDCA %452z b1 2ok GDCA HL 7 YAIEAR 55 T S 1) foe e ' BEATLR, S0 5T E L 4
JRIfEREA CP.
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GDCA Security Policy Committee is the highest management authority responsible for review and
approval of electronic certificate services, as well as the highest decision organization to perform
inspection and supervision of the CP.

GDCA #Z&HRIER N HRA T AR EHEZ . TE L. BT O SR Bk
55 HL ST PR A IE AR ALK

GDCA Security Policy Committee is assigned as the document management authority responsible for
establishing, publishing and updating this CP. The committee consists of the relevant representatives with
the right of decision-making from GDCA's management, administrative center, marketing center,
technology center, and and customer service center, etc.

GDCA ‘% HiMs 22 S = I AT AT B A E b UE A5 SRS 3EAT 8 BRI, 2 2247 — SR RE R,
INSRIEEAME, 22 32 AR X R ERL

Member of GDCA Security Policy Management Committee has the right to vote over management and
approval of certificate policy. The Chairman of the committee may have two votes for decision in case of
tie of votes.

A M SRS PRI A0 5 0 e 5% 45 H O A AT BUE BEES T 19 51

Consultation of this policy document to the external parties and other routine jobs are undertaken by the
administrative cernter.

1.5.2. B & A Contact Person

1.5.2.1. iEH R Certificate Problem Report

RS ) e o5 AR P i SR A8 LT 75 sl —3R58,  HAEBas i R L AL E
R,

® LIl webtrustreport@gdca.com.cn; E{

® Huf:. 95105813

Any certificate problem reports or certificate revocation requests shall be submitted through one of the
following ways and certificate revocation requests must be submitted in writing:

® E-mail to: webtrustreport@gdca.com.cn

® Call: 95105813

1.5.2.2. CPS [a|f CPS Related Issues

K& ]: GDCA ATHUE B

Contact Department: GDCA Administrative Department
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BARN: 4+t

Contact: Ms. Wang
mEfE bl gdca@gdca.com.cn

E-mail: gdca@gdca.com.cn

Bt ZAHE: +86 20-83487228

Tel: +86 20-83487228
L E: +86 20-83486610

Fax: +86 20-83486610
Hodik: AR NEICRIE 2R T M TS XA R i 448 5 plefii KR 2R 23 1%

Address: 23F, 448 Dongfeng Zhong Road, Guangzhou, Guangdong, the People’s Republic of China
g : 510030

Postal Code: 510030

1.5.3. RE CP K& KIEHIHLF Committees Determining CP Suitability for the

Policy

7% CP 1 GDCA % HIg 2 G ittiE, A CP B IT MRA AL L

This CP and the corresponding modifications and version changes should be approved by GDCA Security
Policy Committee.

GDCA ‘#4582 i 2 11 57 7Eili GDCA ] CPS BB 4& 74 CP, At UEF £ GDCA 1]
CPS & 15 54 CP A& N I o

GDCA Security Policy Committee is responsible for assessing whether GDCA CPS is in accordance with
this CP as well as approving and deciding whether the CPS of GDCA corresponds with the CP or not.

1.5.4. CP #it#EFE R CP Approval Procedures

A CP i GDCA Z4iRMEE REFAEMTREH S HLM RN BIIE SR, 31258
GDCA %4 5RIE 2 =R 1%

The CP is drafted by the director and secretary team of GDCA Security Policy Committee. The CP is
submitted to GDCA Security Policy Committee to for review after the draft.
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1.5.5. CP &1 CP Revision

GDCA Kk} CP AT A% MINUA TR, I R 22 4 K 2 D1 22 R BTAH G B L

GDCA 4 B R BURVE I . BEARZ R AR Bl 45 K G L S 81T 4= CP, [F]
% T H1 GDCA TrustAUTH R5 ROOT iiE+i. #tZZ i 48 R5 R CA E+; . GDCA TrustAUTH E5
ROOT % K Wit 4% CA Fra K A LA fEiE 45k 55, GDCA &R ¥l CAB iz

(https://www.cabforum.org.) & A7 [F5HT IR A 1] Baseline Requirements.  EV Guidelines. EV

Code Signing Guidelines )%k & i 51T CP.

CP % 5 /NAMYEAH R IIE DAUE CP BT @I, #2758 GDCA %2 RIKE A Hit%, &%
TRttt fE, 1EX7E GDCA B 7 Wik b kA

A CP HEADBAFAE —IR. WMRTCA RSN, MIEIIRAS . SR A ] A R0 )
FABAT 3%

GDCA will implement strict version controls on this CP, and such work will be arranged by the GDCA
Security Policy Committee.

This CP will be updated timely in line with the changes of national policies and regulations, technical
requirements, standards and business development. Meanwhile, for the publicly trusted certificates
issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT certificate, %z R5
i CAIETS and GDCA TrustAUTH E5 ROOT, GDCA shall also update this CP according to the latest
versions of the Baseline Requirements, the EV Guidelines, and the EV Code Signing Guidelines of the
CA/B Forum (https://www.cabforum.org).

This CP is updated at least once every year. Even if no other changes are made to the contents of this CP,
GDCA will increment the version number and update the release date, effective date, and the revision
records of this CP.

1.6. EXFZEE Definitions and Acronyms

1.6.1. ARiEE X —¥F List of Term Definition

Aig & X
GDCA %A iiIEZE i 4x | GDCA TAIEAR S 14 2 N 1) B e SR HL I XA LAI A CP — 3K
PE P E WL
HL PR 25 ML RN, R, WA LEBAEB A .. ZAEEH
TR CAs JeH12 CAs.
EMHLAY LK (Registration Authority, RA) 4t 57 AL FAIE 5 H i %
FHIEBAT P BIIRSE R, I A INEIRS VI, N
SUE G @I M AR I SR, R SR T s AT
S hR RIS R, R AR R P AE IR, AR FNE
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JIR 25 A LAL AL AR BRI 1 B30 B 3 3 B ) F A
WEf AR T, TR AHS S 0m9E.
HE-PHEH SR HI 28 AR 0 F T UGIE RS HLAG (CAD B IR AT 8725 44
L S BT 1 AR UE 5 1 B TR A
LA TR MY 55 R0 FIBGEB AL, 2K, B R RS FE BIHESE ) — 0y SCAT
4 44 R G0 o e B R AR
76 4= IR E A BUFE BRI R G8 ITA m 0 RAR S A
FELAEFIRZA MY FELGAEF AT B M, P A AT I FH A4 i i 2 IR 45 1
WA

A B X R B TR IR I B S 5 5, T T
B4, M B B RE A BN ) Tl s O

A YIRS ] AR AR A B ATFRIE Y], AT MR T
i, DIZSESREA AR — IR B 2544, Bk
AT IR R, DUMEDCH RORL PR A 2 T 0] 2R 15 BT
R o

YNEER I i —HAFERE A AR AR TSRS, H
THRIET AHFMEHGEB A EE., SR, B3
LA I ZIRE -

NSRS H T FAR R AR IE S DME AR R T 2R 32 ) O L A
HERE, AT AT AE HE TS

AR T s CP &5 8.3 ik ZoR 1 H AR N BR SR

W7 WA BAIE T H R N B A SE A4

DA WA RAEPH H AR NSRS AR, BT P I F 2% K

AP NS EAYNE RS S e,
ADRNN WIEIRSS LA SUES FTE AT Z A G 2 BORE T
F IR 5 5T

WebTrust CPA I K& IE MRS AR WebTrust I H AT bRt o

Term Definition

GDCA Security Policy | It is the highest management and monitor function for CPS and the

Committee decision-making agency pursuant to CP within the GDCA certification
services system.

Certification Authority An organization that is responsible for the creation, issuance,
revocation, and management of certificates. The term applies equally
to both Roots CAs and Subordinate CAs.

Registration Authority A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.
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Certificate An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List | A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice | One of several documents forming the governance framework in
Statement which certificates are created, issued, managed, and used.
Domain Name The label assigned to a node in the Domain Name System.

Fully Qualified Domain | A Domain Name that includes the labels of all superior nodes in the
Name Internet Domain Name System.

Online Certificate Status | An online certificate-checking protocol that enables relying party
Protocol application software to determine the status of an identified certificate.

Private Key The key of a key pair that is kept secret by the holder of the key pair,
and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key The key of a key pair that may be publicly disclosed by the holder of
the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.
Publicly Trusted | A certificate that is trusted by virtue of the fact that its corresponding
Certificate root certificate is distributed as a trust anchor in widely-available

application software.

Qualified Auditor A natural person or legal entity that meets the requirements of section
8.3 of this CP.

Relying Party Any natural person or legal entity that relies on a valid certificate.

Subscriber A natural person or legal entity to whom a certificate is issued and who

is legally bound by a subscriber agreement.

Subscriber Agreement An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

WebTrust The current version of CPA Canada’s WebTrust Program for
Certification Authorities
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1.6.2. RmEiE R HA L — %R List of Abbreviations and their Meaning
CA Certification/Certificate Authority BT USEIR S LI
CAA Certification Authority Authorization YGEHL IR AL
CP Certificate Policy TEF S8
CPS Certification Practice Statement 1T e 2% 10 )
CRL Certificate Revocation List TEBROE %
CSR Certificate Signing Request TEF 3 sk Sk
DBA Doing Business As RIS
DNS Domain Name System W4 2%
EV Extended Validation P I IE 48 BRI
(US Government) Federal Information Processing CEEPBUT) B B Ak
FIPS Standard
bRk
FQDN Fully Qualified Domain Name s A TR R 4
Global Digital Cybersecurity Authority CO., LTD. H 22 AR S O TR
GDCA
2]
gTLD Generic Top-Level Domain i T 4
IANA Internet Assigned Numbers Authority B 4 G 43 BT
Internet Corporation for Assigned Names and HELN 4 7 5 52 4 i
ICANN | Numbers
B
1SO International Organization for Standardization bR A 42
KM Key Management 2 A
LDAP Lightweight Directory Access Protocol 2B H 515 ML
LRA Local Registration Authority A LR
OCSP Online Certificate Status Protocol LA BRI
State Cryptography Administration Office of rh K75 5 L 4% 1R
OSCCA | Security Commercial Code Administration of
China INAE
PIN Personal Identification Number AN R D
PKCS Public KEY Cryptography Standards N R B B L AU
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PKI Public Key Infrastructure INEH R

RA Registration Authority B

Request For Comments 15 SR PV A U (— Fh LB
RFC o
W S AR TEE)
SSL Secure Sockets Layer =g
TLS Transport Layer Security R 24

2. XA 515 B EHRFE Publication and Repository Responsibilities

2.1. {8 B JE Repositories

GDCA {5 B R —/MAANATFIE B, EREIRAE . BUEHEH & HIEBE RIER.
GDCA {5 BJENFEMUIEEAR T LLF N Z: CP I CPS BT S fiA . IEF. CRL. 1T/
X, DA S B GDCA TR E R K ATIIE B . GDCA B &I KATEFEIESS . CPS 11T Fl
BN . GDCA 5 B EET LB k. https://www.gdca.com.cn i), #H GDCA Bt
I i AL B R T 3R 1

GDCA repositories are open to the public. It can store, retrieve certificates and their related information.
GDCA repository includes but not limited to the following: current and historical CPs and CPSs,
certificates, CRLs, subscriber agreements and other information published by GDCA when necesary.
GDCA will release certificates, CP and CPS revisions and so on timely that must remain consistent with
the CPS, relevant laws and regulations. You can search at https://www.gdca.com.cn or via any other
communication methods specified by GDCA at any time.

2.2. {288 %4 Publication of Information

GDCA 7EH J7 M https://www.gdca.com.cn KA {5 B, 1% MikiE GDCA RAFTAE B
BB B RRUR R .

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website is the

primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA it H 3 iR 45 88 B AT 1T P IE AT CRL, 1T P slfk i Jr T LLIE IS Vi i) GDCA [
B SR BGIE TS A5 B AEASE 51 AN, GDCA $RALE Al -FRES A WS, 1T/ 8K
Fi 7 AT S A R T RS B

GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain information of
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certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party can get the
current status of certificate instantly via OCSP service provided by GDCA.

AN, GDCA 5 2 i ZER MU A T RE 0 UEAT 15 B A

Meanwhile, GDCA may also release any related information in other possible forms.

2.3.  RATHIEE)FISHZE Time or Frequency of Publication

GDCA TEI] FUEBZE R B VRS, 81 5 U7 Wk B 24 IEH5 A1 CRL K Afi -

%+ i ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBAR KL CA Fids kK AT FE+, CRL KA 8 /N, CRL A %08 Ml KA
It 24 /N

XfF i1 GDCATrustAUTH R5 ROOT iiE+i. #Z X RS A CA iE45. GDCA TrustAUTH
E5 ROOT 2K I 4 CA P8 K IMAT Fik+s, CRL &AW 24 /Ny, CRL A &AM K
AL 48 /NH

FERZARTEO T, GDCA FLLEATHRZEUEFM CRL KA A [A]. GDCA #4E KA —Ik
HLFUAE ARSI CAE S 51% (ARL).

GDCA releases automatically the latest certificates and CRLs via its official website when the certificates
are issued or revoked.

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours and are valid for no more
than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(ZzHi4{
R5 R CA ilE-13, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are valid for no
more than 48 hours.

G AR N R B R AT R FSZE, B GDCA MM thoE,  IXFR AR AT R 1% A2 B BT
R, I HARAT B [ SRR BRI o

GDCA can individually choose the time and frequency of releasing other information of repository. The
release is efficient, timely and consistent with the requirements of the laws.

2.4. {8 BEVI$EH] Access Controls on Repositories
GDCA {5 B EH HE B X Ah AT RAGHT, AR A# RS A B, XX B {5 B R 527 ]
AN ZATATFR 1 o

GDCA il pZg 2 2Bl Rgauit. 2 b ik LA L SN R 4 6E
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Boba ERgital Cubers
GDCA

HAT(E B RN R BB AR

The information in GDCA repository is publicly available. Anybody can read the relevant information, and
there are no restrictions on the read-only access of such information.

With network security, secure system design and security policy, GDCA ensures that only authorized
employees can add, delete, modify and publish the repositories.
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3. iR 5 X5 Identification and Authentication

3.1. #y4 Naming

3.1.1. 4257 Type of Names

GDCA Kk M IEH 5 & X.509 i, /rRCA it Biea & 1 FRE A 4, KA X.500
i 4477 o

The certificate issued by GDCA format meets X.509 standard and the identifier which is assigned to the
subscriber as the DN meets X.500 standard.

XFF SSLITLS g5 S5, P s A2 #8720 2 AU 44 v, iy 25 AU Y 44 9 3238044
WAL — At BAE R84 Hh ) 4344 B TP Stk

For SSL/TLS server certificate, all domain names or IP addresses are added as the Subject Alternative
Name and the common name is a primary domain name which must be one of the domain names or IP
addresses from the Subject Alternative Name.

3.1.2. Xr A B XK Need for Names to be Meaningful

VPR AL 5 i i 4 BLEAT — @ AR S, WL EUE B R BN A LA R
BRI S

The subscriber’s name must be meaningful, usually contains the semantics which could be understood.
The name could be used to confirm the identity of individuals, organizations or equipment in the certificate
subjects.

3.1.3. WP RIE4 B84 Anonymity or Pseudonymity of Subscribers

PRI S % HED, TR RS .

Subscribers cannot use anonymous or pseudonyms to apply for certification. Also, anonymous or
pseudonyms cannot be used in certificates.

3.1.4. FEFEAS ) 48 B3 ) Rules for Interpreting Various Name Forms
# X.500 il 44 i 44 L R

The interpretation should conform to naming rules of X.500 DN.
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3.15. A4 ME—: Uniqueness of Names

GDCA NARIERE K45 HAT P eSS, L EARE4%, £ GDCA (GRS A2 ME— 1. 2
UM R A2 AR, BLSE HE & DL Se A

DN of certificate must be unique for different subscribers in GDCA trust domain. When DN is not unique to
different subscribers, the first applicant of this DN shall govern.

316,  FEREIRA. £ 5HE

Recognition, Authentication, and Role of Trademarks

GDCA 25 & FIUEAS i) EAREUN 2 AR SR br 44

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. ¥WIHBEE A Initial Identity Validation
3.2.1. TFEBA3A FAEH I /7% Method to Prove Possession of Private Key

UE P B 2 0 AGIE B 45 5 BT By A A AR S AL, IE B B VA4S AR IE P S T
B a&HT7EY (PKCS#10). He S5 SIS AR R 7%, 803 GDCA ZR I ek
W, BRI IVIGELE S (o E i B AR A BRI B PIN i) 2%,

Applicants must prove that he/she holds the corresponding private key to the public key being registered.
You can use the ways of digital signature contained in certificate request messages (PKCS#10) or other
equivalent method to identify the secret keys, or some ways required by GDCA, such as initial information
(distributed key medium and its PIN code), etc. to prove that you holds the relevant keys.

3.2.2. MAN B HI% ] Authentication of Individual Identity

NS I AR LR 2
Authentication of individual identity includes the following:
1o SO AR AR T A B ik B B A BURF AL ATUA B BERZAIE B AN N S 4
WA RO, B A 2 R A RO RIBUBER =7 Bl A -

1. Authentication attestation includes but is not limited to valid government issued personal ID or
military 1D, or valid authoritative third-party database signed document.

2. RZEUET SRR B 5 A RO EGE =T B E R SRR SARST, @ s BIRE
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AR, (HIENHME B RALLRIEE A k.

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. VTSR DX B MU R S5 5 SRS BURFH LR 28 R KA 2L

3. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

4. XFUAREAELF AN B34 RT3 75 2R A8 H e AL SR AL AR UE B AR o

4. If an applicant belongs to an organization and applied on his/her own, relevant attestation from
his/her organization should also be provided.

5. MNP ANRGER LA, AT B TP RS2 NS
UEFS S B 3RO B I N RS IR 1) S5 B R EN

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

HHIEE DU EYEER, FFEHIZHR SAE, DUAHITAR SR TN
i

pui

o

If the request contains organization information, GDCA should confirm the existence of this organization
and the applicant belongs to the organization.

GDCA AZIRFEA NPT HIE HRE F2RA A, PATAFR SS9 770 —KinsE,
WET A, Zagutke, S0 A0S, RN AERAeT. 5 1 RN NIET A 2
KA NIEHAER T SSL/TLS iF H AL 2 44 50EF

GDCA must perform different authentication methods depending upon the type of certificate applied by
the individual. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information. Type | and Type Il individual
certificates are not applicable to SSL/TLS certificates and code signing certificates.

Lo X2 LA NIEF, BT U550
1. For Type | Individual Certificate, the following authentication is performed:

GDCA HFIUEH P A G R, AKHT P B8 A A TI0E . #iA 7 =n] LR A
HIERE AR BOE I L AU S A m S g 7 ke S K FR I 3 TR AS S B
ARG AIE . GDCA AN AFELR T 25 K BE S T BR IR RS B LSR8 HAth S35 B FLSE Y
AIEER . BT HRIEE AN

GDCA only verifies the information submitted by the subscriber and does not validate the identity of the
subscriber. The information submitted by the subscriber can be validated by sending a verification code,
making a phone call, sending an SMS message or any other reasonable ways. GDCA will not ensure or
guarantee the validation and reliance of other information, and will not validate whether the information
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belongs to the subscriber, except the information submitted by the subscriber.

2. XTH 2R NES, AT
2. For the Type Il Individual Certificate, the following authentication is performed:

GDCA Sk - Frdg A2 s 2, IR (B 2 0T 7 IS ik 4% o A 2CRT A
FEIE IR A AR SIS B HL T FHURE AR S At T e (1475 2R BAIE FE & TR A1t i
RS, EN, R R A RS =7 R A T 77 3O R SR AR B
B BATIZSRIIE, W OR FIEE PR AL HE B 5 A L R 2.

GDCA shall verify the information submitted by the subscriber, and to verify that the common name is the
real name of the subscriber. The information submitted by the subscriber can be validated through
sending a verification code, making a phone call, sending an SMS message or any other reasonable
ways. GDCA can also validate the identity of the subscriber through the well-known third-party database if
necessary, to ensure the consistency of the information from different channels.

3. WFFEE 3R NIUET, $ATLL R
3. For the Type Ill Individual Certificate, the following authentication is performed:

1) WINEEE SO ESTHEAE R BA T SR AU SRS i E 0 — Rl HBUR
UK I A0 i B I S OE R SO (R RS e, I8 B EiuEecH
il [F) SHIE IR D , GDCA K B ZAIE B U 75 A AT AT B e B D I PR IR T, 6 221, GDCA
A D 2 R K O B SO OB ES = 7 Bt PE AT R B A i B, th
A DL A @ A, SRR SO B IR AR BT SEIAIE, SR
REEMEESRELR .

1) Ensure the identity of the subscriber. This must be validated by obtaining at least one currently valid
government-issued photo ID (e.g. ID card, passport, military ID, or equivalent document type), GDCA
shall inspect the copy for any indication of alteration or falsification. GDCA cross-checks with an
authoritative third-party database that issues the valid identification document, when necessary,
GDCA may also verify the information submitted by the subscriber through a voice communication,
video, photo taking, etc. as well as validate through cross-checking with a well-known third-party
database, to ensure the consistency of the information from different channels.

2) BRAHIEF AL, GDCA AT LGEE ML 57K . RAT AR IK 5 545 R K A5 A% S
PRI 1 1) 1k B AR R 25 4 1) B Uk W S A (b

2) GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) BEIUEBIERMELME. GDCA M HiE. M7, 5 HIFEZIGERIEK.
3) GDCA verifies the certificate request with the applicant by sending e-mails or making phone calls etc.

4) XTI BN N B340 ORI I, 38 75 ZER A8 H e AT SR AL AUE T AL o
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4)

5)

1)

2)

3)

4)

5)

For the application applied by someone in his/her name who works in an organization, the applicant
also needs to provide the proof materials from the organization.

5) HHIEEEUSIMEER, HFEMBMNZIMEEFAE, DRI ARSETIZL
R R 5 o AR SRARSIARIRIE B SO BRI S8 =5 i e . AR Wil f 745

When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require the applicant to submit the certificate of incumbency, or validating by a
third-party database, or sending e-mails to the organization, and so on.

4. XTI AR NUER, $ATLL RS

For the Type IV Individual Certificate, the following authentication is performed:

1) HAHIEE SR ESR R R o BT REIN S 1) Uk HiEE
/b — M BUMHU UL I AR AT 1 S e SO Cnfm R EBHE. 37

B B IR B A R ZHIE IR D , GDCA K6 2 %15 I SO 754 1 T S e sl ids () IR 5

2) I A R AT G AR UE B SCA BB = 5 B B AT R A A, B IR TR 15

B5RES R

Ensure the identity of the subscriber. Ways of authentication are: 1) obtaining at least one currently
valid government-issued photo ID (e.g. ID card, passport, military 1D, or equivalent document type),
GDCA will inspect the copy for any indication of alteration or falsification; and 2) Cross-checking
with an authoritative third-party database that issues the valid identification document, to ensure the
consistency of the information from different channels.

2) WHINHIEE bl GDCA RTLUEEYNY 2K . ARAT R K L BAE R B A A 5
A 2 Rt bk B B AU 22 5 1) B e B S B i

GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) EAEIEHIERME L. GDCA ML, MFEDT 3, 5 HRIEE R SHERIE K.

GDCA should verify the certificate request with the applicant by sending e-mails or making phone
calls etc.

4) LEN, GDCA W UL FE T, A $alRaE Ty 200 HiE & 1) B BEAT A
) A LA 1 7 AT AR A

GDCA may verify the information submitted by the subscriber through a voice communication, video,
photo taking, etc. GDCA may also validate the information face to face.

5) W F LUREABUR A A B 6 44 SR I, I 75 B SIS G (O Bk
For the application applied by someone in his/her name who works in an organization, the applicant

also needs to provide the proof materials from the organization, etc.
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6) HHIEEEUSIMEER, HFEMIZIREAE, ULHIEALEETZ
PRI o ANEESRGEAAR LA SCPF . AR SR =5 B e . IR TN L T 155

6) When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require the applicant to submit the certificate of incumbency, or validating by a
third-party database, or sending e-mails to the organization, and so on.

IR NH T2, GDCA i w] Ul 55 =J7 R A5 BRI IZ HEE D A 51,
IR GDCA BENE =TI BRI AR MG S, AIRITH =7 d TR, SR AiEE Rt
WAHME BEAER R K

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

sk, ERF, GDCA b w] LAV E 8 s E 4 ) 77 s B8]
If necessary, GDCA may also establish other required identification methods and information.

I B AT 5 PRE IR FUSEAT R, JFRSH 5 BEAR S iR 54 E

The applicant is obliged to ensure the authenticity of the application materials and bear the corresponding
legal responsibility.

3.2.3. P B 43 B4 7] Authentication of Organization Identity

FEATAHL (BUFHLR A3l 8D, 72 LAY SCRIEFIISRIES . W IUEER
RAUEASIN,  NEBEAT A% (1 S 03 5000, BAR TN 7

Organizations (government agencies, enterprises and institutions, etc.), which apply for organization
certificates, equipment certificates, SSL/TLS server certificates and other types of certificates, shall be
authenticated strictly, including the following:

1 AU R SRR . BVER Sk BA 7 00T BUR . BURFHLRIRE K A R0
B EART IR E LR B SRS IESSE, B I8 25 AT O R
JBER =5 B PR

1. GDCA must authenticate that the organization is valid and legal. Authentication attestation such as
valid government issued documents, including but not limited to business license or organization
code certificate, or valid documents from authoritative third-party database.

2. RZAEERHIE G B S RO EGE =7 B EE SRR ARST, (S BIHE
ﬁwﬁa 'fE{/Eﬂﬂ'fl:l4u\Br§ uEﬁlﬁﬁﬁﬁwﬁ{ﬁ

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
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matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. JERLATE. EEUEM . SRRSO ECE S SR L e T U 2 L R
BRMVESEE, HIE AR GE RS IR LR E & ISR E S

3. GDCA shall verify the organization information through telephone, postal mail, required attestation or
other similar methods.

4. AT AT R I X T B MU PR S SR ASCBUR LA R K (14T A

4. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

5. NP ANRGER LA, AT BZ: LW S S/ NHE
IPERUE A B AU R TP NAT R AR UEAF IR SR A B S B

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

GDCA ‘W ZAURIE A BT g HIE-BR A, PUTAFEB S0 %507, — KNS,
RSB, ZegoBim, Sn77 2B RE, S N AR A T
GDCA must perform different authentication methods depending upon the type of certificate applied by

the organization. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information.

1 WT58 3 BHUMHEF, AT AT %50
1. For the Type Ill Organization Certificate, the following authentication is performed:
1) HRANUR B SSAZTER) . AR, Bl 7T LU BURHIG R 1 R0
fF, AFEEARET TR E SR Sl a2 RIS IESS, Bl 2 kA
SO BB R = 5 B ZE R

1) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

2)  WHNFRBCHIE IS, BICERHGINUR SRS iE IR 2 U BN
J 2T AN 2 B AN U IR AR AT A5 S 90 N RS O e A SO Bl i 2 =7 43
BURTHRTESAS . WREUE pR S5 07 305 BN REAT IS, ASRAS AL A 5% HR I B AL
FHEMIA

2) GDCA must confirm the validity of the authorization, which means the agents who applied on behalf
of organizations are authorized. Confirmation methods include checking organization authorization
agreements with official seals, validating agents’ valid ID, or contacting with the applicant by phone
number or mailing address obtained from a third-party.

2. NTER A KHUGUES, AT RLTH %00
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2. For the Type IV Organization Certificate, the following authentication is performed:
1) GDCA ZUEREF BT M 40184 77 200 BB HLAG SR ALK B 4 BORLN H i 44
BEBEATHRIN, 6B B DA T 07 AHEAT A

1) GDCA must verify the identity and application information provided by the subscriber through voice
communication, video, photo taking, etc. If necessaryy, GDCA may conduct a face-to-face
confirmation.

2) ANV SEAAAE R SRRk BAR 00T LUE . BURFHLRIZE KA R0
fF, GREART IRE IR gl i H SN AR IESE, JRiE & AU
5 = T3 8He 12 25 05 S HAE 3 SO R A REEAT IR, ORISR (R B B A4S
R

2) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

BAS BRI LS, RMCRA LW SESSIE S g I R 2 U . Bl 75 0
A VAR N i A BRIV LA K 0 NAT R e S, IRl 58 =5 R 2 il 5
g MR e 555 NS R MU AT IS, DASRAS LA G H IS B B B A

Confirming the authenticity of the authorized application means that the person who submitted the
certificate application on behalf of the organization is authorized. The confirmation method can be
checking letter of attorney with organization's official seal and valid identity document of agent, contacting
the applying organization via the phone number, postal mail and etc. from the third party to obtain
confirmation about application or authorization of the applying organization.

UEAh, AER, GDCA i n] RAE H e B 2K 00 U sUR Bk

If necessary, GDCA can also set other required identification methods and information.

3.24. B S B4 5] Authentication of Equipment Identity

B S A AR I E A FTT AR, GDCA U1 7 3EAT B 473 %I
BAEAT N

Authentication on equipment identity varies by different according to different owners. GDCA must
authenticate the identity of subscriber, including the following:

BRI P R EIRAHAIE ISR, WA & S e SRR BN k55 708
BRAS . @I N RS e 1 2 A A BN

Subscriber submits application form of equipment certificate with original and copy of owner’s ID,
authorization of operation, original and copy of delegated person’s ID.

BER AT 1) 5 00 25 AR AN R SRR AN R 1) B 6 26000 75 AT, AT ORI A, B
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O IR A CP 28 3.2.2 1558 4 KB NAEHERIFRARAT : 1T P AN Y, #4284 CP %8 3.2.3
TS 4 RHIEF AR AT -

Authentication of Individual equipment Identity will be different according to the different owner of the
equipment. If Subscriber are individuals, GDCA performs the verification of identity according to the CP
section 3.2.2 class 4 personal certificate identification process; Subscriber are institutions, GDCA

performs the verification of identity in accordance with the CP section 3.2.3 class 4 institutions certificate
identification process.

FEBLAG AR I UESS T8 N 2 FRIRIE S, B 75 ZE IR 1Z B & 2 S I IR,
W7 2T DL S V3 IR AR B ST BB LA %o 12 e & P A AL A ) Tl v 5, IR
NE

When the device name is applying for a certificate as the certificate subject content, GDCA also need to
verify whether the applicants have the right to do so. Confirmation can be done as follows: Applicants
shall provide the certificate of ownership or the written commitment of the ownership or use-right from the
institution with company chop.

IR NH T2, GDCA i w] Ul 55 =J7 R A5 BRI IZHEHE DN AN 57,
R GDCA ik =T5 3 B A T M5 8, AT RSB =07t AT A, SR g AR it
WAAE SFE AL .

If necessary, GDCA can also verify the applicants’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate a third-party
to conduct an investigation or require certificate applicants to provide additional information and evidence
material.

UEAh, AE, GDCA i n] RAE H e B 2K 50 U5 sUR B

GDCA can also set other required identification methods and information.

3.2.5. SSL R 45#% 5 4y % 5] Authentication of SSL Server ldentity

MR T2 A IR A FSAT A FE R 20053, BRI WA

GDCA must perform different authentication methods depending upon the types of SSL certificate applied
by the subscribers.

X+ OV SSLUEH:, F5GIEM Sk T AU B SE Sy, H4E 077 % A CP 2 3.2.3
T 4 FEHRIE PR R FEPAT .

For OV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
Type IV organization authentication procedures in section 3.2.3 of CP.

XF IV SSLUET:, TR UEMSE S &N ANESL By, HEER) 7 0% A CP 28 3.2.2 7

4 TN NIESEHRFEHAT
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For IV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
Type IV individual authentication procedures in section 3.2.2 of CP.

XFF DV SSL ik, W FRIEUEAN NI XS 9 3k 35k 42 1) Fr B AL AL, TE 75 XA LA R
AN SE Gy 34T 50AIE

For DV SSL certificate, GDCA shall validate the ownership or control of the domain name and will not
verify the identity.

XFF EV SSLUEFS, H %577 20B1E (GDCA EV iE B3, A% CP AFX AT Kk
i) i
The validation procedures of EV SSL certificates is described in the GDCA EV CP and not covered in this
document.

TEIR A WAE UE S £ RN & IR, BT BRI Z A LU S G A, X4 1
W RIFRIEA CP 45 3.2.7 AT,

In case of domain name is used as subject of certificate, GDCA shall validate whether the organization
has the right and the validation of domain name is supposed to be in accordance with the CP section
3.2.7.

WARINNAT T E, GDCA i n] Ul 5 =T 3R A5 EORIIE IZ B E E D A 51,
IR GDCA EENHE =TI BRI R G S, AR =g T, R PiEE 4t
WHMAE EAE R K

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

SEAh, W EERF, GDCA & R] LA e H e T i 2 2 0 5 SN Bk}

If necessary, GDCA may also establish other required identification methods and information.

3.2.6. RG24 B4 1% 7] Authentication of CodeSigning Identity

e A5 44 B 1 S AR A ARSI 25 A RIHAT AR I B 48500 07 K, 31 7 L
K, #2 A CP 2 3.2.3 1935 4 FNUMIEF IR AT 1T P /N A, 3284 CP 5% 3.2.2
WEE 4 RN NIEBERRAEIIT. EV ARILEL S0 508G (GDCA EV IE k), &
CP AN AT BAA 14

Different authentication of subscribers’ identity for a code signing certificate is performed based on
different subscribers. For organization subscriber, GDCA performs certificate validation process in
accordance with the Type IV organization authentication in CP section 3.2.3; for individual subscriber,
GDCA performs certificate validation process in accordance with the Type IV individual authentication in

52



[] SR RIXIRIGBIRD S
m GOl DRIt e Secun ity Authonity Cow, L. GDCA -‘LIE:H%H{% (V2. 5 F[&)

CP section 3.2.2. The validation procedures of EV CodeSigning certificates is described in the GDCA EV
CP and not covered in this document.

HE ISR T/, AU BN, D6 2500 HAR S 28 42 U - 4 FH i FE i 75 B 4R
BHERISCA, AE AR AR 2 E B TS B W a A RBUR: . R
EHIZEA

Subscriber must make a statement and prove for the use of the CodeSigning certificate. Subscriber must
promise not to sign malicious software, virus codes, infringement software and hacker software using the
CodeSigning certificate.

3.2.7. B4 KA R4 A) Domain name recognition and Validation

XA ERAIE, R SEAARIE n] DL HiEE I BEA A, AR B EHLM, GDCA

AR BAR #5075 30 g —

1 I A T IR S5 AL BB B8 = 7 Hicdhs 12 v 2 1 380 1) 238044 15 & S0 R LT R A
it A ) 7 ORRBEN A, FFCENE FZBEHUVE RO RN, A e 4 1 B A A B
FEHIRL. %5077 247G Baseline Requirments v1.7.0 %5 3.2.2.4.2 75,

2. AR ON R LA R, K — B B L E R A R % 45 i admin”,

‘administrator’, ‘webmaster’, ‘hostmaster’ ¥ ‘postmaster’ YENETZIN ERF S @, LAFRAL
WA R MRAE, FEUCENE FBENUE RN RIS, BN H 4 (T BB HIRL. %
77 &1 Baseline Requirments v1.7.0 2% 3.2.2.4.4 7.

3. fEfuf FQDN (FEAMREHAZ) 1) URI (F—RIFEFFRFF) MTELMTT EXT2 e 1fE 5
BEAT BN, Ry AN H S E X FQDN FIsERrEdilAl. %57 MG Baseline
Requirments v1.7.0 2 3.2.2.4.6 15 L 1% /732 01 2020 4F 6 H 3 H e 2% 1E{# FH , K1tk GDCA
AN Z %]

4. AN FHIAHIEEAE DNS CNAME. TXT 5k CAA ic 3t T Bl Bl SR & M A7 ek
TN HE A0 FQDN (Ge4xBRaedids ) il . 577 281G Baseline Requirments v1.7.0
3224775,

5. AR RAEEEEHLE BT RS A A (B, BN SR AR SR LB AN 3
THTUOBZ SRR e, RSO RS BT B HTTP 20O IR RI R, LA
INHEE X FQDN Y SEbriz il . %% 577 2% Baseline Requirments v1.7.0 %
3.2.2.4.18 1.

For the purpose of domain name validation, entities to be validated may also be the applicant's parent
company, subsidiary company, or affiliate. GDCA may use one of the following ways for the validation of
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domain names:

1. Obtain the e-mail address of the domain name owner listed by the domain name registrar or other
authoritative third party database, and contact the owner by sending a Random Value via email, and
then receiving a confirming response utilizing the Random Value to confirm its ownership and control
of the domain name; This way of validation conforms to section 3.2.2.4.2 of the Baseline
Requirements v1.7.0.

2. Sending an constructed email to domain contact to confirm the ownership and control of the domain
name, by sending an email including a Random Value to one or more addresses created by using
‘admin’, 'administrator', 'webmaster','hostmaster’, or 'postmaster' as the local part, followed by the
at-sign ("@"), followed by an authorized Domain Name, and receiving a confirming response utilizing
the Random Value. This way of validation conforms to section 3.2.2.4.4 of the Baseline
Requirements v1.7.0.

3. By making a change to the agreed-upon information found on an online Web page identified by a
uniform resource identifier containing the FQDN, to confirm the applicant’s practical control over the
FQDN. This way of validation conforms to section 3.2.2.4.6 of the Baseline Requirements v1.7.0.
[This method is no longer used because it is deprecated as of 3 June 2020].

4. By confirming the presence of a Random Value or Request Token in a DNS CNAME, TXT, or CAA
record to confirm the applicant’s practical control over the FQDN. This way of validation conforms to
section 3.2.2.4.7 of the Baseline Requirements v1.7.0.

5. Confirming the applicant's control over the FQDN by verifying that the Request Token or Random
Value is contained in the contents of a file (such as a Request Token, Random Number that does not
appear in the request used to retrieve the file and receipt of a successful HTTP 2xx status code
response from the request). This way of validation conforms to section 3.2.2.4.18 of the Baseline
Requirements v1.7.0.

X IERATR A, GDCA SiEi@BCAT A M sk Aa,  PRIEIZIRA & WA 8 T 05— ik
S AL AP BBUFHAENN, FREd EM AT

GDCA JEZAEIERCAT (%) A M fRjdsAn ELRGR TR AL « 305 S8 B sk A2 v M B LR 4%
il A AL BE P R, BRAIE RO 2 BE G AIE L 5 R i i 3844 O T A i 44 75 1)

WHE, GDCA i BEER MU BT o B il DAz FH R AL, R 2R
HE RN A, ZHIEE AMFELIER.

As for the validation of a wildcard domain name, GDCA verifies the domain name in the right position of
the wildcard to ensure the domain name in the right position of (*) is obtained through registration, and
explicitly owned or controlled by a business entity, a social organization, or a government authority etc.

GDCA rejects any certificate request with a domain name in the right position of the wildcard (*) being a
gTLD, public suffix, or a registry — controlled domain name, unless the applicant proves its rightful control
of the entire domain namespace.

If necessary, GDCA may also perform the independent investigation to confirm the ownership of the
domain name. The subscriber shall not refuse the requirements when corresponding assistance is
needed from GDCA.
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3.2.8. HLRIRS MV & FRIGAE Verification of DBA/Tradename

FAEPEEH 7 DBA sk 4Fk, GDCA Al LK 7 20 (2 b —Fh LI s il
A B % DBA 85 Mk 44 FK :
1 FIEE PTERE X BB IR SR BL A T HIE B FR S SR RO APFEEOA AT SO, Bl 5%
BURN BT 8
CIEAINEVe/P S17F
51 ST B IE DBA 44 FRE R L 42 R A BUR AL 8
B SRR SCAFIRIIE B R 1
PV B, BRATXTIK A, (R RAIKE, BORZERIFLE, BHAL GDCA I\ ] SE %
iE 77 2

o > w D

If the subject identity information is to include a DBA or tradename, GDCA verifies that the applicants
have right to use the DBA/tradename using at least one of the following:

1. Documentation provided by, or communication with, a government agency in the jurisdiction of the
applicant’s legal creation, existence, or recognition;

2. Areliable data source;

3. Communication with a government agency responsible for the management of such DBAs or
tradenames;

4.  An attestation letter accompanied by documentary support; or

5. A utility bill, bank statement, credit card statement, government-issued tax document, or other form
of identification that GDCA determines to be reliable.

3.2.9. FrE B R8N 5 % 7] Verification of Country

PR A RS [ SR T, GDCA JB I BUEE AR = 77 B0l E A k1 R 5 DNS 18 5% s
IP Mok Bl FiE 2 1 1P bk SRR, #AOR ARG AR 1P bt B fe [ 5 B N s fs B /e [
— 3

In case the “countryName” field is present in the subject, GDCA verifies the country associated with the
subject though checking the IP address of the applicant or the IP address on the DNS record from an
authoritative third party database, to ensure the IP address of the applicant is consistent with a country
where the applicant is actually located.

3.2.10. 1P Huhk A F1 2 5] Authentication of an IP Address

GDCA KHILL T 7730, Wil Bl & A B S bz il i% 1P Hudik:
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1 7EEE 1P HIER) URI (GE— B 5ARIRAT) BOTEZRI 0T EXT2 58 S Bt s, lid it
J7 R CARAA F G 5% 1P ik (1) SEBR¥E AL %5177 281 Baseline Requirments v1.6.6 £
322517,

GDCA Al IP Hihk25 %% EV SSL .

GDCA adopts the following way for the authentication, to confirm the applicant owns or practically controls

the IP address:

1. By making a change to the agreed-upon information found on an online Web page identified by a
uniform resource identifier containing the IP address, to confirm the applicant’s practical control over
the IP address. This way of validation conforms to section 3.2.2.5.1 of the Baseline Requirements
v1.6.6.

GDCA must not issue EV SSL certificate for an IP address.

3.2.11. BIERIERHEREME Data Source Accuracy

FEAGATART B SRR E A AR B EH R5 A 2 BT, GDCA PRI (K mT A st v, R e, &
S Ol Dl AT AT VAL, R R R
1 PriffE B,
2. A5 ERIFETH A
3. BROLRIR, MEEEEER HE,
4. RS A AR AT A K AT e
5. Dy B SR R AE T HE S

%+ ROOTCA (RSA) iFfi. GDCAROOT CA i 45, ROOTCA (SM2). GDCA ROOT CAl
TET2E RIS CA BRI FETS, 25 VTl A AT 0t 500 gt v 3k 45 1 s s s o A i
UEH AR, U GDCA WA Al iZ#ds & 3Cft: %1 GDCA TrustAUTH R5 ROOT HIE45. #¢
A% R5 A CA E45. GDCA TrustAUTH E5 ROOT & & K 2% CA Fi& K HINT FEH, 35 MiF
At S AT A RS SR A5 1 B S S A R e TV %8 & R 825 K, Il GDCA Al 2 4 3¢
.

Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its evaluation:

1. The age of the information provided,

2. The frequency of updates to the information source,
3. The data provider and purpose of the data collection,
4. The public accessibility of the data availability, and

5. The relative difficulty in falsifying or altering the data.
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GDCA may use the documents and data to verify certificate information, provided that it obtained the data
or document no more than thirteen months prior to issuing the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained such data or document for a period no more than the maximum
validity of the certificates. For the subscriber certificates issued by the subordinate CAs of GDCA
TrustAUTH R5 ROOT, #% 4t R5 R CA iE+S, and GDCA TrustAUTH E5 ROOT, GDCA may use the
documents and data to verify certificate information, provided that it obtained the data or document no
more than 825 days prior to issuing the certificate.

2020 7F 10 A 1 Hig, 7EMEHZEA SR GICAENHLS LA 2 EV SSLIE A ¢ B AL IHIE 2K
Z T, GDCA HifpAUEIA CP &7 2.1 A GDCA {5 8%, AfF# EV SSL LT #i#%
S A0E P A FH B0 SR A AT AL B SR
SEAR AT UL B4 B b A2 A i DR A2
o EHSHIME B LA RN SR BRI (I anAa PR BRI R P )
® LUIFEIW A2 MM “subject:jurisdictionLocalityName ” (OID: 1.3.6.1.4.1.311.60.2.1.1),
“ subject:jurisdictionStateOrProvinceName ” ( OID: 1.3.6.1.4.1.311.60.21.2 ) , K
“subject:jursidictionCountryName” (OID: 1.3.6.1.4.1.311.60.2.1.3), 4 Fj SR B0 AE ML
BB AAEASIN, R SEAR AT AR A LA E FH R X
® RIS A G E MR HT B M = 6 QR T 753 a5 T 4 5 T2 32 A 5
BIE
® Il ZIEHRMINERIN . BOU B, R R R MRS S AT H

Effective as of 1 October 2020, GDCA shall ensure that, prior to the use of an Incorporating Agency or
Registration Agency to fulfill the verification requirements for EV SSL certificates, the Incorporating
Agency or Registration Agency data sources used for EV SSL Certificates will be publicly disclosed in the
repository described in section 2.1 of this CP.

This Agency Information shall include at least the following:

® Sufficient information to unambiguously identify the Incorporating Agency or Registration Agency
(such as a name, jurisdiction, and website); and,

® The accepted value or values for each of the ‘subject:jurisdictionLocalityName' (OID:
1.3.6.1.4.1.311.60.2.1.1), ‘subject:jurisdictionStateOrProvinceName’ (OID: 1.3.6.1.4.1.311.60.2.1.2),
and ‘subject:jursidictionCountryName’ (OID: 1.3.6.1.4.1.311.60.2.1.3) fields, when a certificate is
issued using information from that Incorporating Agency or Registration Agency, indicating the
jurisdiction(s) that the Agency is appropriate for; and,

® The acceptable form or syntax of Registration Numbers used by the Incorporating Agency or
Registration Agency, if the CA restricts such Numbers to an acceptable form or syntax; and,

® A revision history that includes a unique version number and date of publication for any additions,
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modifications, and/or removals from this list.

3.2.12. BERIFRIT P45 B Non-Verified Subscriber Information

WEBHHE B LG IUE, REWIEESANEENE.

The information contained in the certificate must be validated, the information that is not validated shall
not be written into the certificate.

3.2.13. BB Validation of Authority

IHIT P TP N TP BRIEFL 551, GDCA RHEAT W1 T~ Jrilk -
1 WS =77 S eI AR S5 BB e . BRI R R K SRS T s LR A7 AE 5
2. HEMHUBIRBCCIE B A R EREE 8 e AR B ST [R5 07 S ORBIE 2% N &

ERHUR BL R HARERAT NGB AL

GDCA 3 St ¥F FIE# 4R E ML AR T IET o 27 HE & B IR 1 r] L THE
F TR, N GDCA AMFIEZAEZIEE N S AAMAEfTIES FIgTER. IR FiE
H OAZSER S ETE RIS, GDCA RLJA HR & 1R I D BN R .

The following verification will be conducted while the representative of organization subscriber applying
for certificate:

1. Confirming the organization from third-party identity verification service or database,
documents issued by government.

2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that the person belongs to above organization and his/her behavior is
authorized by these organization.

GDCA should allow an applicant to specify individuals to request certificates. If an applicant specifies, in
writing, the individuals who may request a certificate, then GDCA shall not accept any certificate requests
that are outside this specification. GDCA should provide an applicant with a list of its authorized certificate
requesters upon the applicant’s verified written request.

3.2.14.  HFAEHEN Criteria for Interoperation

ST HAR I P E RS WK, FTLLYS GDCA #H4T B4k, (B2 i%m T UGERS AT
CPS 74 GDCA CP 223k, H H'5 GDCA 2 MHMN Lo

Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS are in
compliance with the requirements from GDCA’s CP and sign related agreement with GDCA.

GDCA KK HE X IN 2, $529F GDCA MR IENU RIS MM 2, I A BRI
e+,
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GDCA accepts the information authenticated by other CAs and issue corresponding certificates based on
the agreement.

IR FE SR ENE N A L E, GDCA K™ 1 T LT

If there are provisions of national laws and regulations regarding interoperations of issuing certificate,
GDCA will perform strictly according to relevant legislations.

HEHHI, GDCA K& RATLAAE XUEF,

To date, GDCA has not issued any cross certificates.

33. EHAEFERKIRE L5

Identification and Authentication for Rekey Requests

FEREAT CP 55 4.7 J P AR5 2 B SE I, 75 060 ST 8 PR AT 265 01 LU D s 9 B0
PR A FIEH#AINAEE

Before rekey operation described in CP section 4.7, GDCA shall authenticate the key to confirm that the
request of rekey is from the original key owner.

331  EMEAEFRHIRREEN

Identification and Authentication for Routine Rekey

X TR LT I B TE R, 1T 7 T 10 GDCA EF RS Wk AT % R G, R4
HaIERBGT P FIEE S, ¥4 IEB P ASEE, BRGE R HE; GDCA I
FEINUE R GERE X 2 ST FR 3 BEAT B 43 JE « 37 77 th AT L) GDCA RyE ML H i 5 B SE 8
GDCA MU AR UE LT 7 5 28 I3 N B 3500

In general, subscriber can apply for rekey via GDCA certificate service website. The system can get
former certificate information automatically such as DN, serial number, etc. Above operations can
complete the application of rekey; Certificate authentication system of GDCA authenticates identity for
rekey application. Subscriber can also apply for rekey to RA. RA must authenticate valid documents of
subscriber and agent.

B 3 A i S P 0 ) SO B i, AL, T A R A R
HIT s 2RI P S S (PG I PR S B s e, ig sk, GDCA F Ak
R

v
|

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or data.
Therefore, the subscriber shall make sure the encrypted documents or data have been decrypted before
they apply for the secret key’s updating. GDCA shall not assume any responsibility due to failure of
decryption by the renewal of the secret key.
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XS LR NIEF B 2 AL B SRIEAS Ik 5545 2815 L AAAS 22 2 E 5 GDCA
AN TP R

For Type | individual certificate, Type Il individual certificate, equipment certificate, server certificates, and
code signing certificate, GDCA does not accept key updates.

332, WHEBEHEFHRRE LN

Identification and Authentication for Rekey After Revocation

UEFSHUH 5 A BEREAT B BT

Re-key/renewal after revocation is not permitted.

3.4. HHERKIRRE L5

Identification and Authentication for Revocation Request

IEBREEER AT DR AT, Aok GDCA. FEMHBLI. 24 GDCA sk & EMHLIAAT
A CP4.9.1.1 Fridh B p 48 1T 7 BOUE TSI, A BUCHIZEIAIE 15, X Ah 1% (0 Ao 22 AT %5 11E - GDCA
B MU PE B REE R, S FE FA A 3 BN T i e A T LT .
AT P ESE RS UET, WA CP 28 3.2 Y AR AT S S 5l ot 2 FIVEML OGR4
Y, CA B RA K ELHLLRIVENL OGS T AU 1 SR SRV E R S RRAE AN B AT HoAth
T S

Revocation requests can be made by subscriber, GDCA or RA. GDCA or RA can revoke certificate based
on the reasons stated in section 4.9.1.1 of this CP without authentication. Revocation requests of GDCA
or RA must be approved by its management or supervision authority. Subscribers who request to revoke
certificates shall follow identity procedures described in CP section 3.2. If the revocation requests are
from judicial authority by law, CA or RA will use revocation request documents of judicial authority as
authentication evidence and will not use any other methods for authentication.
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4. UESA oy A IRAR R

Certificate Life Cycle Operational Requirements

4.1. {EFHIE Certificate Application
4.1.1. iEF B #5524k Who Can Submit a Certificate Application

UEAS B SEAR QA AN B AT IOLIE N B A S (AT EWRLOC . Flbpfr, Hh
Eils i NEAEIL LS

Entities of certificate applicants may be individuals and organizations with independent legal entities
(such as administrative organizations, institutions, social organizations, people's organizations and other
organizations).

4.1.2. M 5 F4E Enrollment Process and Responsibilities

1. R
1. Registration Process

G & KA BIE R KA S RA, RA WAEZIER, JHXT ALY, RERKHKEL CA.
Applicant sends certificate request to RA. RA verifies and signs the request, then sends the results to CA.

CA W BIZIERIG, Kk RA HI%E4, KT PET . EREMNEMEEY, LICRE
eI ORIE -

CA validates the RA signature after receiving the request and issues the end-user subscriber certificate.
In the whole registration process, it is necessary to take enough measures to ensure that:

® RA WAZUR FRTEE S FR S 1 BERNEAT 250

® RA must verify the information of application and the identity of applicant.

® 7f RA [ CA RIZUEIERES, fRiFfEHE Bl e e, %, 5%

® RA ensures the security, confidentiality and integrity of information transmission in the process of
sending certificate request to CA.

2. Wit

2.  Responsibilities

® GDCA KIEMHURA TUE [T 7 5 Rk A 1 25 424 (R4 FH 2% 1

® GDCA and Registration Authority have the responsibility to inform the subscribers about the usage
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4.2.

condition of digital certificate and electronic signature.
® GDCA FyEMHUAA 5T AERITT /o A0 R 45 W 2 1 1ot 5 AR bR v

GDCA and Registration Authority have the responsibility to inform the subscriber on service charging
items and standards.

® GDCA JEMHURAA FTAERIT /&5 RRAE AN T 7 45 B AR A B A5

GDCA and Registration Authority have the responsibility to inform the subscribers on the rights and
responsibilities of preserving and using subscriber information.

® GDCA KiEMNLMAE T L1 45 %1 GDCA HI 54T VE s

GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of GDCA.

® GDCA KIEMHUA STERITT /5 5T 7 I ST EVEH

GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of subscriber.

® I NEES THAT ML CP L CPS ARSI E I, el g Herb ok TR
PV . BRI OS5 AHELR AR OR A 25

The applicants should learn about the agreed-upon matters stipulated in the subscriber agreement,
the CP and CPS etc. in advance, particularly those in relation to certificate usage, rights, obligations
and warranties.

® T TR HAIE L R R R AU S B ST

The subscriber has the responsibility to provide accurate application information and data to GDCA.

®  EMHUA IS LT P AR ALRIE T HE B 5 SO UE AR — B AR, (RIS
AR B A% 54T

RAs shall ensure the consistency between certificate application information and identification which
subscribers provided and bear corresponding responsibilities of review.

IEH BB AL Certificate Application Processing

4.2.1. PAT R 5% 7] Performing Identification and Authentication Functions

2 GDCA. JEMYUESZ BT P IRIE B R G, MA%A CP 25 3.2 WIE SR, XTI Pt

ELRVIESE SR

XfF ROOTCA (RSA) iE i GDCA ROOT CA k5. ROOTCA (SM2). GDCA ROOT CAl

IERZE R I CA BT K T FETS, # GDCA MR HE CP 3.2 8 & Ui 3115 1 B sl ik 1 3¢
B TR] AN I IR 5 e KA RO s BoR A B4, ) GDCA W I i 40 BRAIE B S0 A
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B SAEF P 15 B s X Tl GDCA TrustAUTH R5 ROOT iiE45 . $ % i1 48 R5 # CA {45 .GDCA
TrustAUTH E5 ROOT 22K iIH1 4% CA I KT J1iEds, %7 GDCA #i#E CP 3.2 45 & K3k
75 (0 K0 SIE B SO (R TR AN o 825 K FLiZAS B R A48 4k, U] GDCA ] F i 454 i ik
ISR, RS 15 B

After GDCA and its registration agencies receive the subscriber’s certificate application, they will perform
identity recognition and verification of identification over the subscriber according to the requirements of
CP section 3.2.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained the data or document (according to section 3.2 of this CPS) for a
period no more than the maximum validity of the certificates, and provided that no changes occurred to
the documents and data within such time period. For the subscriber certificates issued by the subordinate
CAs of GDCA TrustAUTH R5 ROOT, #1%hf{{ R5 #R CA k15, GDCA may use the documents and data to
verify certificate information, provided that it obtained the data or document (according to section 3.2 of
this CPS) no more than 825 days prior to issuing the certificate, and provided that no changes occurred to
the documents and data within such time period.

4.2.2. IEH B iEHEHERIIE 44 Approval or Rejection of Certificate Applications

GDCA. VEMHUFINAESUEREAL b, HEHESIRAE BT . WERIELE IR, W N8 E
753 AE A BRI [A] Pyl RIE TS IS

GDCA and RA should approve or reject applications based on authentication. If GDCA and RA reject an
application, they should inform the applicants with appropriate ways and within reasonable time period.

4.2.2.1. {EH HIE KL Approval of Certificate Applications

WIRFFE TR EAE, RA AT LULAEIE B
1. ZHIESEA LA CP & 3.2 TS 1T 7 G i AR IR AN SR E s
2. HOEH B ECE B ROT P MU 2 AELR
3. HIEHCAIBHUE AT T AHRII 3 H .
RA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CP section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the subscriber's
agreement.

3. Applicant has paid already in accordance with the provisions.
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4.2.2.2. iFH HiEHIEL Rejection of Certificate Applications

MR RAFHIEE, RA NAELIET HE:
RA shall refuse the certificate application in case of the following situations:
1 ZHEAFFEA CP 55 3.2 TRk 1T ' S BIAR IR A1 2 70 B 7

1. The application does not meet the specifications of subscriber’s identification and authentication in
CP section 3.2.

2. FHIEHEABIRME TR Z S UE AR
2. The applicant can’t provide the required identity documents.
3. HITHE R EE AL SZAT P LA SN B AT EK

3. The applicant opposes or cannot accept the relevant content or requirements of the subscriber's
agreement.

4. WHEE A BE AN RENS 12 L SO NI 28 1
4. The applicant has not paid or can’t pay the appropriate fees.
5. HHEMIEPE% ICANN (The Internet Corporation for Assigned Names and Numbers)
HRAPHH gTLD (TRZURA s

5. The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6. GDCA s IEMHBUMANALIEZ IR 24 GDCA iR . VA ZrsiE ik

6. GDCA or RA considers that the approval of the application will bring about controversies, legal
disputes or losses to the GDCA.

XfT GDCATrustAUTH R5 ROOT k-5, %% X R5 #2 CA 1iE+5. GDCATrustAUTH E5
ROOT K M4 CA TS i T eSS, QA A A 1 RN i, 30 GDCA I H
Pk iz B 2 AT R, GDCA BifE44i1% HiE, GDCA MR &Mk, Bimes) oAl
FE L BT P48 e S I BUR MU 5 55 = 7 AT 44 B, A SR A A TR 8 rh 4 85 1
{55, B GDCA Z i BT 5% 0 444 1 8 At Vi i FH 34 BSR4 10 00 45 17 SR S 1 E
5, G FNGES IR = KR S A SR, TEHZIE GRS B IZSIRER. M T5%R
LA RIS N, GDCA ¥ ELIEE 4 H i .

ST IR IE T B, GDCA 3 &1 FR i 5 IE 5 FR i 2R

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
¥z i R5 MR CA {ES and GDCA TrustAUTHES ROOT, if the application is prohibited clearly by laws
and regulations, or GDCA considers that there are highly risks to approve the application, GDCA shall
reject it. GDCA establishes and maintains a list of high risk certificate applicants according to the list
provided by anti-phishing alliance, antivirus vendor or related alliance, government agencies which are
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responsible for network security affairs and other third parties, or the disclosure of information through
public media reports, or previously rejected certificate requests by GDCA due to suspected phishing or
other fraudulent usage or concerns. GDCA will query information from the list during accepting certificate
application. If the applicants appear in this list, GDCA will reject their application directly.

For the rejected certificate application request, GDCA will notify the applicant about the failure of
application.

4.2.3. A EEGIES HE BB [E] Time to Process Certificate Applications

GDCA FIHFUENLS BN (CPS) MR & HEAE 1 i A BERS 18] . GDCA FIyEA L
Ko NLAE CPS FU5E FRIINF IE] P AL IE S BT, T8 S e IR S T 4 o 3 NI TR s 2 2 N TAEH .

GDCA CPS should specify the processing period of certificate application. No matter approving or
rejecting, GDCA and RA should process certificate application within the period specified by CPS. The
period is 2 working days in general.

4.2.4. INENLHIEEAL (CAA)  Certification Authority Authorization (CAA)

Xt T GDCA & F35 /& CAINI 281837 EV Guidelines. Baseline Requirements 23K 124
FEATE) SSLITLS GE4S, GDCA X2 AE- E U 4 4 XU (K15 —> dNSName fit CAA
WA, JFEE AR HE R

GDCA 14l RFC6844 (£ Hix 3 5065 1211 HIHLE AL 2E “issue”. “issuewild” A “iodef”
HIJEMEARZE: 7 “issue”. “issuewild” FrZE A5 “gdca.com.en”, | GDCA ANZER T
HIEF: % CAA LTI “iodef” #r%%, N GDCA 5 HITE# VA8 5 PR 7E fe 15 N H UK IE
Hi.

GDCA RZLA T 31 CAA EF B4R ARWF DL N ] &AL T3 )2 2 1) 2 GDCA fF:fi
Wit A CAA BRI 2) B 20d — IR E &R CAA Itk 3) 34 FrfE KA
FEFR A ICNNA HR[X 35(f¥) DNSSEC HilEf% -

For the publicly trusted SSL/TLS certificates issued by GDCA and conform to the EV Guidelines and
Baseline Requirements of the CA/Browser Forum, GDCA will check the CAA records and follow the
processing instructions found for each dNSName in the subjectAltName extension of the certificate to be
issued.

GDCA shall process "issue", "issuewild", and “iodef” property tags according to RFC6844 as amended by
Errata 5065: GDCA shall not issue corresponding certificates if the "issue”, "issuewild"property tags do
not contain“gdca.com.cn”. In case the property tag “iodef” is present in the CAA records, GDCA shall

determine whether or not to issue certificates after communicating with the applicant.

GDCA shall treat a record lookup failure as permission to issue certificates if: 1) the failure is outside the
GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) the domain's zone does not
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have a DNSSEC validation chain to the ICANN root.

4.3. UMERZ K Certificate Issuance

4.3.1. IEHZ R H RA I CA K478 CA Actions During Certificate Issuance

R CA HIEFHZE A N i GDCA HALIAIE N G M A AT B2, (R CA PUTIES
BAtRlE.

A trusted person authorized by GDCA should deliberately issue a direct command with respect to
certificate issuance by the root CA, in order for the root CA to perform a certificate signing operation.

FEUEP R RS RE T RA FYEHEE RASUEF RIS E L, JREE#RIE RA REUKREKIIE
TG R CA FIEBA K R 5. RA KIE CA FIEBZ K IE RIE BAUA RA 5 H %515
BRERE I, IR0 ORISR B I CAIEPREK R 5.

In the process of issuing certificate, the RA’s administrator is responsible for the approval of certificate
application, and sending certificate issuance request to the certificate issuance system of CA via the RA
system. Issuance request which RA sends to CA must include identification with the measures of
information security. RA must ensure that the request is sent to the correct CA certificate issuance
system.

CA MIEFR K A GEIRAS RA IEBRKIERIE, XKRE RA KIS BT S0 5,
XA RRENEBRERER, IEBRERRGERAT FIET.

After obtaining the RA certificate issuance request, CA certificate issuance system authenticates and
decrypts the requests. For the valid certificate issuing request, certificate issues system issues the
subscriber certificate.

4.3.2. CA F1 RA BHIT PIEBHIZR

Notifications to Subscriber by the CA of Issuance of Certificate

GDCA HIIERB R RG&AET A, HEEEFEDT RA BHIT IEHE&k, FHi
PSRRI DISRIHE B0 0730, B mxm. M P&, siFEdEe 5Ty
€ 177 205 AT P W] SRASAE 1 .

After GDCA certificate issuance system issues certificates, subscribers will be informed by GDCA or RA
that the certificate is issued and how to obtain certificates. Subscriber can get the certificate via face-face,
online download, or other methods specified by subscriber.
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4.4, IEFEERZ Certificate Acceptance
4.4.1. IR SZIEF HI4T A Conduct Constituting Certificate Acceptance

1 W7 EATY L TTH) GDCA IEP RS M RAE T R EAHAF I T, A5
Hl. USB Key ™, iE45 T #5e R RIMRERIT 1 #6532 TIES

1. Subscribers access to specialized GDCA certificate service website, then download certificate to the
certificate carrier, that means subscriber totally accepted the certificate after it has been
downloaded.

2. GDCA VEMHLFARET N EAUET, FEIIE S R e B8RS, 31T
P2 T AR BRI ERIT P32 TIE
2.  When RA of GDCA downloads the certificate on behalf of subscriber, the downloaded certificate will

be kept in digital certificate carrier. Once the subscribers accept the certificate carrier, the
subscribers accept the certificate.

3. WHRR VIRMUERRTE, JF R R RHE BB N A

3. Subscribers have received the way of obtaining the certificates, and no objection of the certificates or
their contents.

4. AT ROGEAS B RS N A RO ERAE R I

4. Subscribers fail to oppose or conduct the operation of objection over the certificates or the content of
certificates.

4.4.2. CA SHEPB I RAT Publication of the Certificate by the CA

WIHZAET )G, GDCA ¥ iZil FET &A1 %] GDCA i H k% #4¢. A, GDCA R
% Google ] CT %% Chttps:/github.com/chromium/ct-policy), KT/ 4 (5 B R AT A 2570
=AN CT R%#H

After a subscriber receives a certificate, GDCA publishes the subscriber certificate to directory service
system. As per the Google CT policy (https://github.com/chromium/ct-policy), GDCA embeds in the
SSL/TLS certificates the signature data from at least three CT servers recognized by Google.

4.4.3. CA B AL SARIE BRI R

Notification of Certificate Issuance by the CA to Other Entities

FRUEFSIT 7 4h, GDCA SIE M UAL A 75 B R HAl SEAAE P28 A
GDCA and RA do not need to notify the certificate issuance to other entities except for subscribers.
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45, FHAXNFEPRKEH Key Pair and Certificate Usage
45.1. T P FEHFIEFR IE A Subscriber Private Key and Certificate Usage

W PHESRAS TUEF WG I3 7 GDCA FIds K HUEF /5 , PN B4 [ =857 5 GDCA.
TR T RIBURIAN LS5 1 563K 3T P2 BB TIE T, REREUA B % 35 ORAE FAIE Fxt
P (AL G AR A B o 1T 7 HREEE M7k A CP BARAT P WSO & IRV Bl Y
s AL AR S

YRR, HAVHRTH T0E B, 1T NARIFARE LA T hnE
UETS, JLRAEA AT F 0 R R A BN 115 B AT AR . (ENE PRI s 2 5, 1T
DA IE A A UE S0 R AL EH

$tF SSLITLS UEAS, 1T/ BOAE A A5 (RAE HZEUE A5 b 410 H 1 32 5530 44 o o7 1 . 45 2 o
HIE ST L
After the subscribers have submitted certificate application and received certificates issued by GDCA,
they are deemed to have agreed to comply with the terms of GDCA, relying party related rights and
obligations. The subscriber who receives the certificate shall take appropriate measures to properly keep
the corresponding private key to the certificate from unauthorized use. Subscribers can only use the

private key and certificate in the CP specified range, and under applicable laws and the subscriber
agreement.

For the signature certificate, the private key can be used for the signature of a message. The subscriber
should know about and confirm the signature content. For the encryption certificate, the private key can
be used to decrypt the information which uses the corresponding public key to encrypt. After the
certificate expires or is revoked, the subscriber must stop using the certificate’s corresponding private key.

For the SSL/TLS certificates, the subscribers should undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

4.5.2. WG AFER KR Relying Party Public Key and Certificate Usage

HRBT BN B EC TR A HIE R G, A SC5REAT U AR AR

When the relying party has received the message with digital signature, the party has the obligation to
carry out the following operations to confirm:

1. RGBT LN N FUE T S AGAT 5

1. Obtain digital signature’s corresponding certificate and trust chain.

2. HRINZZE NN RIEH & B GDCA A%k ;

2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.
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3. JH A1) CRL B OCSP HfiA %25 44 %} W FAIE 15 /& 75 H HUeH

3. Confirm whether the signature corresponding certificate has been revoked by querying the CRL or
OCSP.

4. EASH ARG TR R AR A
4. Certificate usage is suitable for the corresponding signature.
5. fEAREF LR APHRAER 4 .
5. Use certificate’s public key to verify the signature.
6. AL A RO
6. Check the validity of the certificates
PAEARf— IR R, KRBT A SRR E R .
If the above conditions are not met, relying party has the responsibility to refuse to sign information.
IS T B ROB NS BRI, Al i IR AR SR AG R T RN IE S,
SRJE PR B AP S BN . 0T RO NI S RN A5 B — i AR 4 352 7

When the relying party needs to send an encrypted message to the receiving party, the party must first
obtain the encryption certificate of receiving party through proper channels, and then encrypt the
information using public key of the certificate. The relying party should send the encryption certificate and
encrypted information to receiving party.

4.6. WFBEH Certificate Renewal

UEAS S FHREASAE T 7 A ECHARAEAE BRI T, T8k — KB
:Fg o
Certificate renewal is the issuance of a new certificate to the subscriber without changing the public key or
any other information in the certificate.

4.6.1. IEBEHBIETE Circumstances for Certificate Renewal

S+ GDCA 2 KA HIUES, 1T/ TR AEUE T B AT AT E TS

%t ROOTCA (RSA) iE45. GDCAROOT CA iFf5. ROOTCA (SM2). GDCA ROOT
CALIERZ R CA FTZ R (LT FES, 117 A5 [ GDCA IE 15 iR 45 M3k 55 # 1] GDCA
ML TE BRI B . PBIE R ER LR ESEME L, KA AIRMETHEN

2
H G o

X+ B GDCA TrustAUTH R5 ROOT #E15. #Zif 4R R5 f2 CA ilE15. GDCA TrustAUTH
E5 ROOT 25Kk 9 2 CA P R IVT FIE, 17 f 468 i B RIS EMME B EPid
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WAJS, T 2B B HTUE TS

XFF SSLITLS iiE+:, GDCA #321] U AEAS SR 2 H F i SEHTIEFS o 1T 77 Bl EHnIE 15
i), GDCA FiXiil PR AT, DA RSN %8, Wohssses, MZskiT
FHRAETF A BRI

For the subscriber certificates issued by GDCA, the subscribers need to submit the certificate update
request before the expiry of the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAl, the subscriber can access the GDCA Certificate Services
Website or GDCA Registration Authority for certificate renewal application before expiration. Applicant for
certificate renewal has no need to fill in the registration information, while the system will automatically
obtain the information.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #Zzi{
R5 # CA iE45, and GDCA TrustAUTH E5 ROOT, when renewing the certificates, the subscibers shall
submit the registration information as they do for the new certificates requests. If the certificate had
expired, the subscriber must apply for a new certificate.

For SSL/TLS certificate, GDCA accepts the subscriber to apply for certificate renewal without updating
the key. When a subscriber requests to renew a certificate, GDCA will check whether a key submitted is a
weak key, and will require the subscriber to renew the key pair if the submitted key is proved to be weak.

4.6.2. B RIEHEH LR Who May Request Renewal

RV B 3 5 AT 7

The entity who requests certificate update is the subscriber.

4.6.3. A FEEFEHTE K Processing Certificate Renewal Requests

XPFUE SR, HACBE R AR FERAE. 0. KUY, XS G A SR UE AT 25 5 25k
TUNJUAN -

For certificate renewal, its process includes application and verification, identification, and issuance of the
certificate. The verification and authentication of application shall be based on the following:

1L W W EE AR H il GDCA &k s

1. The original certificate of subscriber is exist and issued by GDCA
2. BOEE A SR SRAEVE AT SRR A 5

2. Validate the certificate update request is in validity period.
3. BT JRENME BT S 550 .

3. Identity verification based on the original registration information.
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FE LA EIGUE AT % )i /5 GDCA A Al HEHERS K UEFS -
GDCA can issue certificate only if all the verification and identification above are passed.

VP AT PR — AR B GG 15 RV TR AT IR 15 S0, 4% IR EORIR AR L I+ i
B GHIEM BUEL . GDCA FEARAT L T # Al R AT Aa IE+S FE (14855 75 A E ik 5 ST it
HEHILSEERE S

When the certificate is updated, subscribers can use the original private key to sign the update request,
and GDCA will verify and identify the validity, legality and uniqueness of subscriber’s signature and public
key, user information of the update request.

4.6.4. BRI PIRERRIER

Notification of New Certificate Issuance to Subscriber

[AA CP %5 4.3.2 715,

See CP section 4.3.2

4.6.5. M2 EIE B AT A

Conduct Constituting Acceptance of a Renewal Certificate

[ CP %% 4.4.1 75,

See CP section 4.4.1

4.6.6. CA X EFHERKI KA

Publication of the Renewal Certificate by the CA

[[4% CP % 4.4.2 75,

See CP section 4.4.2

4.6.7. CA B A HAL AR UE B R

Notification of Certificate Issuance by the CA to Other Entities

[F]4 CP #f 4.4.3 5,

See CP section 4.4.3
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4.7. EFEHAEF Certificate Rekey

IEBEHEHRIT 7 B S 55 A R X s I RS N A K — eSS

Certificate Rekey refers to generating a new key and requesting to issue a new certificate for the new
public key by the subscriber or other participants.

4.7.1. IEPFEHEFBIE Circumstances for Certificate Rekey

GDCA HJE+ 38 S B EA R T L M E I -

GDCA certificate Re-key including but not limited to the following circumstances:
1. AR FAIME ER MR e 1S

1. Revocation certificate due to private key leakage.
2. AR EH;

2. The certificate expires.

3. ETHEOR. BURL A, GDCA ZORUEHH R .

3. GDCA requires certificate key update based on the security reasons of technology and policy.

4.7.2. TR SR UE5 2550 56 % 1 Sk

Who May Request Certification of a New Public Key

S SRAIE T 8B TR 1 2 AR ONE AT /o

The entity who requests re-key is the certificate subscriber.

4.7.3. Kb FEIE H B4 E JER Processing Certificate Rekeying Requests

[F]4 CP % 4.6.3 14,

See CP section 4.6.3.

4.7.4. BEIVT PFHEBRIZER

Notification of New Certificate Issuance to Subscriber

[FA CP 2 4.3.2 715,

See CP section 4.3.2.
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4.7.5. IR S A ERE R AT N

Conduct Constituting Acceptance of a Rekeyed Certificate

[F A CP % 4.4.1 75,

See CP section 4.4.1.

4.7.6. CA X B HEFIER IR

Publication of the Rekeyed Certificate by the CA

[FA CP % 4.4.2 75,
See CP section 4.4.2.

TP HTUE TS NIAE 24 /N KA

Re-Keyed Certificate must be published within 24 hours.

4.717. CA B AL AR IER IR

Notification of Certificate Issuance by the CA to Other Entities

[FIA< CP 55 4.4.3 75,

See CP section 4.4.3.

4.8. HEFHAT Certificate Modification

4.8.1. IERA T RIETE Circumstances for Certificate Modification

AT P PR HTEAME SR A AL, a0 GDCA 42 HE 542 5

If the registered information which subscriber provide is changed, the subscriber has the obligation to
report certificate modification to the GDCA.

AN RIS AL 515 B AR BE AT RERE I LT P BN S5 BT A, AT AN BE HBIE A AR
HBERGHZAET:, R R AR .
If information contained in the certificate changes that may affect the rights and obligations of subscribers.

The subscriber cannot apply for the certificate change, and he/she can only revoke the certificate then
apply for a new certificate again.

RS2 B S AIE P R P A AR . 2R — U
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Both of the procedure and conditions of the certificate application and modification is the same.

4.8.2. ERIEFHZRE K24k Who May Request Certificate Modification

T SRAE A28 B A SEAORIEAS T /7

The entity who requests the certificate modification is the subscriber of the certificate.

4.8.3. AEEIEHZR 15K Processing Certificate Modification Requests

UEF AR S A IR TR UE T ML AR AT AL B, [RI4% CP 3.2,

The certificate modification is processed following the registration procedures where the first application
for a certificate, see CP 3.2.

4.8.4. BRIV PIRERRIER

Notification of New Certificate Issuance to Subscriber

[FIA< CP &6 4.3.2 7,

See CP section 4.3.2

4.8.5. MR FIER AT N

Conduct Constituting Acceptance of Modified Certificate

[ CP %% 4.4.1 75,

See CP section 4.4.1

4.8.6. CA XTARBEUEH K K AR Publication of the Modified Certificate by the CA

[[4% CP % 4.4.2 75,

See CP section 4.4.2

4.8.7. CA B A HAR AR UE B R

Notification of Certificate Issuance by the CA to Other Entities

[F]4 CP #f 4.4.3 5,
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See CP section 4.4.3

4.9.

W H#EYMEEAD Certificate Revocation and Suspension

4.9.1. IE R4S I TE Circumstances for Revocation

4.9.1.1. 3T P IEHBAS M )R R Reasons for Revoking a Subscriber Certificate

> w0 poE

FHBLLL RS ULH ) —Fhek 2 Fh, GDCA WAZRTE 24 /NI 2 A RS IE 13-

VTP LAAS I 28 SR A IE 15

T FE A GDCA BRI HIUEA i R A BB HAREE W BT N

GDCA 345 T k4, WEM SiEH A RT P AVHIE S 1 it

GDCA 343 THE4E, UFBAXSIEF - FQDN B 1P dthitih 1135 44 152 B sl sl AL (1 56 E AN B2 43
At

LRSI 0 —FhER 2, CA RIFE 24 /N2 GHIET, HAAGIE 5 K2 WH

BUET:

1.

2
3.
4

© © N o O

10.

11.
12.

IEB RS54 Baseline Requirements % 6.1.5 5 J2 % 6.1.6 15

GDCA 343 1 k4538 2] i F e

GDCA FRZ&A Fi 1731 B CP/CPS i — T sk 2 19 # K 74T

GDCA R AT FQDN B IP bk (s AN AR VT (oldn, kR sl
Y T AN A A IR, AN NS S NI SRV AT B IR S5 10X
el BRI AR S R 4D

GDCA SR FIM AL AT UE Fal F T4 0 B A W 1% 3V 0 744

GDCA FREBUEF 1 fir &5 Bt I KA AL

GDCA 3R RIF %5 & R AESF & Baseline Requirements %3k, = GDCA ff] CP B CPS;
GDCA VAT B 15 A BULEIE 5 BN EHRA S

GDCA ¥ Baseline Requirements 25 & UEFIIAL J7 2230, BB RUES B 61k, FRalE L4k
44k CRLIOCSP {5 K&/

CPS HIRTT M BATHACIRBZ AU BT BARKE: tH RN E0EE RN, EE.
B B R B BUMAT s B R AN AR 10 S5 DR O B At A S 1
) 5

GDCA C& BTN S5 )a, T RIS 3

CA # 35 1 BB T R P AL BH i 5 A 22 B0 IE 1R 75423, 2RO VA T AR A 4% 5 kS
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EAME (Bl Debian §9%4H, UL: http://wiki.debian.org/SSLkeys), BRAFLEBIRAIIEYE, E
WA A R B ) 7 1R R

GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:

1. The subscriber requests in writing that GDCA revoke the certificate;

2. The subscriber notifies GDCA that the original certificate request was not authorized and does not
retroactively grant authorization;

3. GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise; or

4. GDCA obtains evidence that the validation of domain authorization or control for any Fully-Qualified
Domain Name or IP address in the certificate should not be relied upon.

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one or
more of the following occurs:

1. The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
2. GDCA obtains evidence that the certificate was misused;

3. GDCAIis made aware that a subscriber has violated one or more of its material obligations under the
subscriber agreement and CP/CPS;

4. GDCA is made aware of any circumstance indicating that use of a fully-qualified domain name or IP
address in the certificate is no longer legally permitted (e.g. a court or arbitrator has revoked a
domain name registrant’s right to use the domain name, a relevant licensing or services agreement
between the domain name registrant and the applicant has terminated, or the domain name
registrant has failed to renew the domain name);

5. GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

6. GDCA is made aware of a material change in the information contained in the certificate;

7. GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or GDCA's CP or CPS;

8. GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

9. GDCA’s right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP repository;

10. The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as natural
disasters, computer or communications failures, changes of laws and regulations, government
actions or other causes beyond the reasonable control, causing threats to the information of others;
or

11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay;
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12. GDCA is made aware of a demonstrated or proven method that exposes the subscriber's private key
to compromise, methods have been developed that can easily calculate it based on the public key
(such as a Debian weak key, see http://wiki.debian.org/SSLkeys), or if there is clear evidence that
the specific method used to generate the private key was flawed.

KAETIMER, XT GDCA MRS ARG A IESS, #illn CAL RA. 323 mekiie
Mg AR CRAEIRSS RGP I BEEAE I E) (R AIESS, AT DA e
1. CA 5RA. X G&F8T P& E 8 K AR
2. EFARVAR A AR B PO B R AR R A R
3. HTEHMWFEE.

If the following circumstances occur, for the certificates using in GDCA certificate service system, such as
certificate using in CA, RA, LRA or other services entities (including equipment using certificate in service
system), GDCA can revoke the certificate:

1. Agreement between GDCA and RA, LRA has changed or stopped.
2. The private key of the certificate has security damage or is suspected with security damage.
3. The need of management.

HEFAT Pl R R I E R BEIE B AV e A R AR IR, RILRLEET CA HHTRUS . X T
SSL/TLS M5 #8250EFS, # HBLLL FAER —Wa L, RT3 T IE PR i1
1. CA WUMSEIISA ATE A, bl H 52 124 A% 510 AL & 20 246 1146
CA MLIFFEN— N E FCFFIE T B R B0 — MR VEME R S 714
CA WU HI T HM R R 21 EI84T, JF HoRZHEH AR CA $R AU IE 1 M SCRF R A
CA ZEJRAEFIIAUR O Jiis BOp s 5 1k, BRIE CA O H 22k, 4k 8245 CRL/OCSP:
TEAS B Py 25 5A% I A 7 % 2 FH A3 7 o S 7 A T 2 g IR

o ~ w D

If certificate subscribers discover or suspect the security of private key of the certificate has been
damaged, they shall immediately notify GDCA to revoke the certificate. For the SSL/TLS server certificate,
if the following one or several cases have occurred, GDCA also need to carry out the certificate
revocation:

1. Domain name that CA knows is no longer valid, such as the domain name has been judged by the
court, domain name registration agency contract termination, etc.

2. GDCA knew a wildcard certificate was used for a fraudulent misrepresentation sub domain name.

3. GDCA terminates the operation for some reasons and doesn’t arrange other CA to provide for
supporting operation of revocation certificates.

4. Unless GDCA make special arrangements, GDCA will continue to maintain CRL/OCSP, under the
circumstance of that GDCA's right to issue certificate has been expired, revoked or terminated.

5. Technical content or format of certificate causes unacceptable risk for application software vendor or
relying party.
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4.9.1.2. 1% CAIERHIHASFEEF Reasons for Revoking a Subordinate CA Certificate

EHILLA NS ) —FELZ B, GDCA ZUTE 7 K2 M % CA -

1.

IS T

GDCAZRAT T UL, UEWI S IEFS A X BT 2t CARBHIE 21 7 403 , BAN 45 & Baseline
Requirements 25 6.1.5 7 & 5 6.1.6 17 FIAH G EEK s

GDCA 3Rf5F 1 L4518 2R H AR ;

GDCA R BAUFP 25 R A BERF £ Baseline Requirements 3K , 5 41 2% CA K BEFF & CP/CPS;
GDCA Y NAEATHIAE 1 2% CA TEF 5 BAER . A E Sl B A 3R T

GDCA i HEMIRRE LIz E, HARS 5 — CA LR LR BEIE PR I 55

GDCA {&## Baseline Requirements 25K UEF AR, B sl 261k, BrAEH 4k
#:4E4 CRL/IOCSP 15 2

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1.

GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key in the
certificate suffered a key compromise or no longer complies with Baseline Requirements of Sections
6.1.5 and 6.1.6;

GDCA obtains evidence that the certificate was misused;

GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or that subordinate CA has not complied with the GDCA CP or CPS;

GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate, unreal or misleading;

GDCA ceases operations for any reason and has not made arrangements for another CA to provide
revocation support for the certificate;

GDCA's right to issue certificates under Baseline Requirements expires or is revoked or terminated,
unless GDCA has made arrangements to continue maintaining the CRL/OCSP Repository.

4.9.2. 5 R UEH |4 B 5248 Who Can Request Revocation

© a > w DN

PN S A RT RAE SRAAEH — AN P e

GDCA LA AT DRI A CP 28 4.9.1 747 ZESRHEH —/MT FiE+:

SEFASNUESS, WEARTT P AT L SRS A1 8 AN AGE

T HUHGIES, RN RAT BEHAE RI C 22 R 4 U HOUE

T RAUES, R B N B GRA BRI KU C 228 R IIE
bt BUR &) A AR ET TR AR T P E .

M7 LR AR L B R AL B AL 4 3 = 75 W DASRASE 15 i) R 4, 45
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GDCA & B H h s iE 15 .

The following entities can request revocation of subscriber certificate:

1.

GDCA or Registration Authority can revoke one subscriber certificate based on the requirements of
this CP section 4.9.1.

For individual certificate, certificate subscribers can submit a request to revoke their own individual
certificates.

For organization certificate, only representative authorized by this organization has the right to
submit a request to revoke certificate which has been issued to this organization.

For equipment certificate, only representative authorized by this organization who has the equipment
has the right to submit a request to revoke certificate which has been issued to this organization.

The court, government departments and other public power department can revoke subscriber
certificate in accordance with the law.

Relying parties, application software suppliers, anti-virus organizations and other third parties may
submit certificate problem reports informing GDCA of reasonable grounds to revoke the certificates.

HH GDCA w] LU HRIEH 5 2 CA ES.

Only GDCA can revoke root certificate or Subordinate CA certificate.

4.9.3. WERHEEE R AT Procedure for Revocation Request

4.9.3.1. T P iERBASIES The subscriber actively proposed to revocation application.

N

VTP A A LRSS R, RIS 0 JR R IR«

TE YR ATURA R S5 FR SRR ST B 0 0 RS B8 E D I 2 1
MU R FUE B s R 45845 GDCA,  H GDCA S8 B «
GDCA $4Ht 7%24 /NI () H B R 45

Subscriber submits revocation application form and identification material to registration authority and
indicates revocation reason.

Registration Authority verifies the identity of entities applying for revocation and the appropriateness
of revocation reasons.

RA submits application form of revocation to GDCA and GDCA completes the revocation operation.

GDCA offers 24x7 certificate revocation requests service.

4.9.3.2. iT P#9& SIS IES The subscriber is forced to revoke the certificate

1.

1 GDCA B MHLMA 7857 (I PR B i 45 HHBLAS CP 28 4.9.1.1 15 i Ui, mlid it o s
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5 TR IR R SRS TE 15

2. GDCA $fft 7%24 /|NFIRIIE A5 v /AR 5 AL BEALAR

3. AMT  FIVENURL TR AR | B0 EAILAA S5 B = SR UE TS ) B4R 5 B, GDCA
IO 2L 2 1 A 1 7 SRR i S TS A IE T

4. GDCA AT FIER )5, W@ 7=, AR Fme. miss, Sl e o
SR B AR EE

1. When GDCA or RA has sufficient reasons to confirm that circumstances described in CP section

4.9.1.1 have occurred, they can revoke subscriber certificates through determined internal
processes;

2. GDCA maintains a 24x7 certificate problems reporting and processing procedures;

3. GDCA will take actions to investigate the certificate problem reports submitted by relying parties,
judicial institutions, application software providers, anti-virus organizations and other third parties,
and will decide whether or not to revoke the certificates based on the results of the investigation;

4. After the certificate revocation, GDCA or RA will use appropriate ways, including email, phone, and
fax to notify the final subscriber that the certificate has been revoked and the reason why it is
revoked.

49.4. A TE K H 75 R Revocation Request Grace Period

R SR I T e A Y IR S T, SRR S SR I A LM A S e 8 /NS
Pt o AR S A AR 15 SR 0 AEAZ B[] 48 /N Py dieth

If key exposure occurs or suspected occurs, revocation request must be submitted in finding leakage or
leakage suspicion within 8 hours after key exposure or suspected exposure is found. Revocation
requirements caused by other reasons must be made within 48 hours.

4.9.5. CA AbE 15 R B B FR

Time Within Which CA Must Process the Revocation Request

GDCA H £ B 15 3K 2 76 AU 2 18] I TRI B SYIRR - ANSHEREE 24 AN/

The cycle of GDCA processes revocation request is no more than 24 hours.

496.  KBOTKREIEDEEKER

Revocation Checking Requirements for Relying Parties

AT AU MIEF AT L 20 & ) GDCA AT CRL S AT 5 AR AOIIE F5 & 75 il
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.
Relying parties must check the CRL published by GDCA before trusting a certificate to check whether the
certificate is revoked.

4.9.7. CRL RAF#Z CRL Issuance Frequency

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA ROOT
CALIEBEE KL CA FiZ R AT Sl , CRL KA 8 /N, CRL A %8 HIE KA
#Id 24 /N

Xf T i1 GDCATrustAUTH R5 ROOT iE-5. #2248 R5 R CA iE+5. GDCA TrustAUTH
E5 ROOT & M7 CA Fi&s & IGIT FHEdS, CRL RAGE NI N 24 /M, CRL A #508 #ifck
ANt 48 /i, H nextUpdate 7B {E AN H thisUpdate fE 1) 10 K LA .

T CAETS, GDCA K CRL &A1y 12 4 o Wi i 2% CA E+:, GDCA
TERUEY 5 24 /NP2 P EE T CRL, H. nextUpdate 7B KB ATSHA H thisUpdate 18 1 12 4~ H LA
.

FERFIR B SAE OL T A LAE CRL SZRIA &L (B 28 A& 4 25 A BE A% ORE D, CRL HISZEPAE
R GDCA il %€ F R AT SIS IR E -

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours and are valid for no more
than 24 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(ZzHi4t
R5 R CA ilE-13, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and are valid for no
more than 48 hours, and the value of the nextUpdate field is not more than ten days beyond the value of
the thisUpdate field.

For the subordinate CA certificates, GDCA shall update and publish certificate revocation list (CRL) every
12 months. In case the subordinate CA certificates are revoked, GDCA shall update and publish the
certificate revocation list (CRL) within 24 hours after the revocation, and and the value of the nextUpdate
field shall be no more than twelve months beyond the value of the thisUpdate field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can guarantee).

4.9.8. CRL K A7 KB A J5 B 8] Maximum Latency for CRLs

—AMIEF N E B B B R AT B CRL R 5 I TRl ANBE B IS 24 /N

A revoked certificate will be added to CRL within 24 hours.
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4.9.9. FELRRSE W AT AL Online Revocation/Status Checking Availability

GDCA M [aUEAS 1T 2 AR 7 $R AL AE R TR E IRk 55 . OCSP Wi W% Z5i#F & RFC 6960
MR, It H# OCSP AR5 #2544 . OCSP R4S &% HIUE P 5 IEAE AR A FAE F5 i [ — 4~ CA
259, OCSP JIRZ% 2% HI3IE 5 A & —A> RFC6960 & X127 )y id-pkix-ocsp-nocheck fI#7 FE Tl .

GDCA should support OCSP responses for subscribers and the relying parties. The OCSP responses
should conform to RFC 6960, and signed by an OCSP Responder whose Certificate is signed by the CA
that issued the Certificate whose revocation status is being checked. The OCSP signing certificates
should contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

49.10. FELREEHER Online Revocation Checking Requirements

M e LLE BT FEZOIRAS B W), GDCA AR 1 BEATAT 1L HURLFR .

GDCA #24}t Get Fil Post Ji #1757 i) OCSP #ififlis5 .

XFFAT FHIESS, GDCA .28 /b 43 U K BE 7 OCSP 1 /5. - OCSP Ml W ) fie KA 250 10 K
X ¥ E AR IIETS, SZEDEEH OCSP.

X+ g CA LSS, GDCA %4 12 4> H 8B OCSP {5 2. = 4 CAEFild,
LAE 24 /NP BEET OCSP 15 /5.

XFFARZER PR APIRESEWIERK, GDCA A3ik[H “good” JIRZ -
Users may feel free to inquire status online. GDCA must not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA should update the OCSP information at least every four days.OCSP
responses from this service have a maximum expiration time of ten days. For the revoked certificates,
OCSP status will be updated immediately.

For subordinate CA certificates, GDCA should update the OCSP information at least every twelve months,
and within 24 hours after revoking a subordinate CA certificate.

GDCA must not respond with a "good" status for the request for status of a certificate that has not been
issued.

49.11. HWHEBEHNEMEAER

Other Forms of Revocation Advertisements Available

f% 7 CRL. OCSP 4, GDCA m] LAt E B R A R AN, (HIXAE DA

GDCA may provide other publication forms of revocation information in addition to CRL and OCSP,
however, such publication forms are not mandatory.
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49.12. FHHBERREHZER Special Requirements related to Key Compromise

RS CP 55 4.9.1 WHUE IS IEAL, 2T 7 BRE MU FE 3 A2 B 2 i I, WAL
HiTa) GDCA # tHE P g K . R CA K% H] (IR CA Bih 2 CA B 24l T el
MRBERAR T, NAZAE A BRI E) Y A 2 5 2CR R @ T - AR AS T

Except for the case described in CP section 4.9.1, when certificate key of subscriber or RA has security
damages, certificate revocation request should be made to GDCA immediately. If CA key (root CA or
Subordinate CA key) is compromised or may have been compromised, subscriber and relying party shall
be notified by reasonable means timely.

49.13. EPHEEMFERE Circumstances for Suspension

GDCA ASFFUEFHE#E.

GDCA does not support certificate suspension.

4.9.14.  ERIEFHEREMT/E Who Can Request Suspension

GDCA A SZFHIE .

GDCA does not support certificate suspension.

4.9.15. HEIEFRFFEF Procedure for Suspension Request

GDCA A FFIE T

GDCA does not support certificate suspension.

4.9.16.  HEAHHFRFEH] Limits on Suspension Period

GDCA A FFIE T .

GDCA does not support certificate suspension.

4.10. EFIRFERSS Certificate Status Services
410.1.  #AEHRRME Operational Characteristics

TP AT LB CRL. LDAP HR% . OCSP &#iF ks, ik RE RS IRS
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IS 1255 28 ) 1 SR AT B HEL Ve LIS [R) R R AL R RE 7 o

PR I, GDCA ANREIE-F B MIRTMIBRH/E CRL HXHid%. GDCA 1
MHER CRL FARAGEE 4 U H AU 10 5% .

GDCA A il OCSP H i it % -

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate status services
described above should have reasonable response time and concurrency process capability for query
request.

For the revoked certificates, GDCA shall not remove their revocation records from CRL prior to expiration
of such certificates. GDCA does not remove the revocation records of code signing certificates from the
CRL.

GDCA does not remove the revocation records in the OCSP.

410.2. RS A Service Availability

WEFIR AR S5 L ARAUE 7X24 /NP e] Y, HL ) N S TR AN 1S 5885 10 #5.

Certificate Status Services must be available in 24 x 7 hours, and the response time must be of ten
seconds or less.

4.10.3.  HIRHRHE Operational Features

ANEH

Not applicable.

4.11. TR End of Subscription

WPIE M BUT AU RIS R BIT  BTIAAT  IERER

The following circumstances of certificates indicate that the subscriber’s subscribing behavior has
formally terminated:

1. AERR SR BT
1. The certificate is not renewed after the expiration.
2. RSB B A

2. The certificate is revoked before the expiration.
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4.12. B 5K E Key Escrow and Recovery

4121,  EHAREESRENEBETH

Key Escrow and Recovery Policy and Practices

%7 H ROOTCA (RSA) 1iE45. GDCAROOT CA iiE45. ROOTCA (SM2). GDCAROOT
CALIEFRE R 2 CA FTEE R IAT FAESS : UEFT 77 AN 25 93%t i GDCA AR Fr il )™ AR
BERE AL E AR, IR AR EHE AP OB TE . YIERIT A =R N
HHYINS, ALl GDCA S IR a5, GDCA LI 48 & B E Bl O i RIVE
VRS, AT IS, NI P AR R I B

UERT A E AR BT BT IRE, GDCA NMERZAT 84 BT E MK E .

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1: The certificate subscriber's encryption key pair which is applied
for by GDCA on behalf of the subscriber is generated and also managed by Guangdong key management
center. When the certificate subscriber needs to recover the encryption key, the subscriber should apply
to GDCA for recovery. GDCA will accept the subscriber's application and help the subscriber recover his
or her encryption key according to the corresponding rules and procedure of Guangdong Electronic Key
Management Center.

Subscribers shall keep signing key pairs by themselves. GDCA does not provide the key escrow and
recovery services for subscribers' signing key pairs.

XfJ i1 GDCATrustAUTH R5 ROOT iiE+i. #rZ X RS # CA iE+5. GDCA TrustAUTH
E5 ROOT 25 KIHH 4 CA I K AT FuE+s: 1T P W # AN AT P BATAE R TR EH X H
INEEREARAE, GDCA ZERAT F b ZiUf I /2 BRI FIPS 140-2 55 — 45 ER i s e -2
BORER, IRAORIF XA ME—F2] . 177 AT LAZRHE GDCA AT dEAT AR B % A
CSR. RIALEHIG. ks 55 prid ik il 7' H ©7k4H, GDCA Xt AKIHTifE. GDCA
AT PRI FRE T RS .

For subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %
Z /R R5 #R CAIETS and GDCA TrustAUTH E5 ROOT:The key pairs of subscribers shall be generated
by the subscribers themselves. In case the key pairs are to be stored in a cryptographic hardware, GDCA

requires that the subscribers must use cryptographic hardwares that meet or exceed the requirements of
FIPS 140-2 level 2 to properly keep the private keys, and must always keep unique control of the private
keys. Subscribers can authorize GDCA to generate key pairs and CSR. Subscribers shall undertake the
responsibilities by themselves for the losses incurred by the loss of signature private key, and GDCA
refuses to take the corresponding responsibilities.

GDCA does not provide key escrow and recovery services for the subscribers' private keys.
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4122, EEHARBESKERRESTHN

Session Key Encapsulation and Recovery Policy and Practices

R IREE A R E 58T ORBR 2T E ], B G R E B R E N A&
WE PN, #52E HE SR E IR E 210

The session key is packaged in digital envelope using asymmetric algorithm. The digital envelope is to
encrypt the session key using information recipient's public key, then the recipient can use their own
private key to decrypt and recovery the session key.

5. WENUM B & EAI R AR

Facility, Management, and Operational Controls

5.1. YyE#EH| Physical Controls
5.1.1. b B 585 Site Location and Construction

GDCA H DAL BT RE £ 2 iz O X RS X B REX . #0EX . ALK A X,
P20 DX > P e FL R 57 = o L Fe R /N 0BT 74 SLAWAR, e TOT. B ACR F T2 2 2mm
I FLAAAR,  MBCR S DY 3mm (74 SLARAR . F745 T 200 CO2 fRIMIE . BRI S R
AR BEskl 1S TSR Bl ] 8 X% 57 ik 2 RS P B e g 2R3 IR
T YIRS e I RE AR e A% o« AFTRUOR S BRI B A AR A BB A0 X

According to the functions of GDCA central area, it consists of core area, service area, management area,
operation area, public area. The core area is a high-performance electromagnetic shielding room. Its shell
is made of six sides of high quality cold-rolled steel plate. The roof and wall panel is made of cold-rolled
steel plate with thickness of 2 mm. The floor is made of cold-rolled steel sheet with thickness of 3 mm.
Welding process is CO2 protection welding. Glass is thickened and bulletproof with metal mesh added on
it. Shielding door is manual locked. Vent is configured with honeycomb type ventilation duct shielding
room window according to the specifications of the shielding room. Power filter is single phase
high-performance low leakage filter. Safe with confidential information stored must be placed in the core
area.

5.1.2. YyEE 5 [a] 341 Physical Access
BN EL R Z AT AR TR B OC R B AE ], T ARAE R R A
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R NE LA . GDCA [F) CPS W ZRNH R 7 1l 455 i) HEAT FL RSV EGR IR 5E o

The activities of accessing to each physical security layer shall be recorded, audited and controlled in
order to ensure that all above activities of certain person have been authorized. GDCA CPS must define
detailed rules for physical access control.

5.1.3. B, /7523 Power and Air Conditioning

GDCA HLps NA %4, AISER ARG & R G, DL RS SR AN B W (Y L )
MR Ak, IERLEANE T ARG BRGNS E GO H T AL

The computer room of GDCA shall be equipped with secure and reliable electric power system and
electric backup system to ensure continuous, uninterrupted access to electric power. In addition, these
systems shall have temperature and relative humidity of special air-conditioning system and wind system
control operation facilities.

5.1.4. B 7K Water Exposures

GDCA Bl MNA LT TRIEOARTE I, Brib. Al K B, JFBEMEAE I DK ore
JEHIR NI KR DI 2R S (R

The computer room of GDCA should have specialized technical measures to prevent and detect leaks,
and be able to reduce the influence of leakage on the certification system to the maximum extent.

5.1.5. ‘KR PBF$P Fire Prevention and Protection

GDCA L3 NI 14 i, I 5 A L AR 7 R BRI 1 K R A 2R, X8 KR B
PHE TN AT A S B B A T 2 A B

The room of GDCA should take preventive measures, and formulate the corresponding program to
eliminate and prevent the occurrence of the fire. These measures shall meet local applicable safety
regulations.

5.1.6. AR Media Storage

XPERAY BT AN G P2 2 B oK Bk B Bl BiJRd. Bidiss. B,
B PR AR S5 ) 2 4 R, IF HLUE L RS ) OR3P T BE AR IE XA BR S A A8 FAT DT 1]

GDCA meets the security requirements for media storage, including fire-proof, water-proof,
earthquake-proof,  moisture-proof,  corrosion-proof, pest-proof, static-proof, electromagnetic
radiation-proof, etc. Meanwhile, GDCA takes strict measures to prevent the media from unauthorized use
and access.
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5.1.7. EYAbFE Waste Disposal

2 GDCA A7 RS IR TKSCAF AR R AP 7 BB AS IR I e AR AR 580, ot
BRICIEWE o 5 05 e 2 ME TRBURAE J2 I A BRCE A R A B8 i AR A i 32 7o B A0 5 5
e HATIEA I REAT VB B

The written documents and materials of GDCA should be destroyed when they are no longer needed or
exceeded the expiration date, and must not be recovered. Cryptographic devices and media with
sensitive information should be initialized and physically destroyed by using manufacturer’s method
before disposal.

5.1.8. FHLZA> Off-Site Backup

GDCA ML 1 Bl A rhote, AEFH L TTROBRAERT Ot R el . o iF H S B AL
b BURAE BT AR

GDCA has established a remote data backup center. It backups the core system data, audit log data and
other sensitive information by the specialized software at off-site location on a daily basis.

5.2. FEFF#E#] Procedural Controls

5.2.1. H{E /£ Trusted Roles

£ GDCA S TR S RE A, REMA BT B F Rk . (] & BRI
SV B R E I BRA 78  GDCA NI A M . I S £ B A0 4 -

In the process of electronic authentication service provided by GDCA, a person who can essentially affect
the processes of certificate issuance, usage, management and revocation, and other related positions
which are involved in key operation is considered as trusted roles. The trusted roles include:

(I I A s & N SLIPN AR

1. Administrator of key and password devices.
2. RGEHANAR,

2. System administrator.
3. ZAWHIFAR;

3. Security auditor.

4. PSS EFN GO S ERAEN

4. Business administrator and business operator.
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5.2.2. FIWAESFEER AL Number of Persons Required per Task

GDCA NLAEEL A 35 FIE O S BAT 55 EAT A 2], IR 2 D alfE A kRS 55
— LB AL 55 -

GDCA should strictly control key task for specific business specification to ensure that various trusted
roles jointly participate in completeness of some sensitive tasks:

1 ERAMEM A B EAAEI: 2 5 D rE A R 3 NI ek
2. UEPBRARGNEGEE: FEIDPRGEHANZFM 20 {E A B TE s
3. WKL T2 2 DaE N AL F e

1. For operation and storage of the key cryptographic equipment, it requires at least three of five trusted
persons to operate.

2. For background operation of the certificate issuance system, it requires at least two of three trusted
persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.

5.2.3. FANAERKR 5 X5 Identification and Authentication for Each Role

XTI AT G ORI G, AT AR R REAIE, B IR L BRI AL T S T
TEER DT 2K . SUERE P 7E GDCA YN A FH A IR0 Fh A€

All persons who undertake trusted roles must be identified and authenticated strictly to ensure that they
can meet the requirements of their jobs. The identification procedure is given in the GDCA personnel
management regulations.

5.2.4. FERF 2 FHAE Roles Requiring Separation of Duties

PrEsT ], AR — D AEE TR IREER A T, BB AHEAE S — g IAER)
fith. FEPTT MO EART

Segregation of duties means a person who plays a specific role cannot be the person who plays
another specific role. Roles requiring segregation of duties include but not limit to:

1 RSS2 B
iEF 8, CRL %%
ARG T4
CA HHE
AT

o ~ w D
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1. The acceptance of the certificate businesses
2. The issuance of certificates or CRLs

3. System Engineering and Maintenance

4. CAkey management

5. Security auditing

5.3. AR¥EH| Personnel Controls

5.3.1. . B AER

Qualifications, Experience, and Clearance Requirements

GDCA S & HH TS Mt AN 7 B B R AN

H& RIFHAE M TR 5

HA& R4 I HIBA SRS
TEELFRIE .

o a M N

WY E R B, IR GDCA K48 — 2l A e L
5y GDCA i R LB HAIMNE . M Al 5
AT RN NER BIR UGN TN TSR

The qualification requirements of person who undertakes trusted role in GDCA are as follows:

1. Good social and working background.

2. Complying with state’s laws and regulations.

management.

Obeying GDCA's unified arrangement and

3. Complying with the GDCA related security management norms, regulations and specifications.

4. Having good personalities and working attitudes, with good working experience.

5.  Agood team player.

6. Noillegal and criminal records.

GDCA ZR7E 1 5 M iy N 51 /D b AR A& B mI A A SOt AR RO E JEse

AT EHRIRTAR . ERAT ML REHR I KA

i CA

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and dedication to
work, without other part-time work that affects CA daily operation, no major bad records of this industry

and etc.
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5.3.2. B R IAERERF Background Check Procedures

GDCA 5A RMBUMNES I TN E1E, 5ERON nlE i TS s A

GDCA collaborates with governments and investigation organizations to complete background review for
the trusted roles.

FT A AT 4E B AR RN R A 51 AR A R S o T i i & . WRIFAE D
N BRI A A AT A

All employees who are trusted or apply for should have a written consent that they must go through a
background investigation. Background review including: basic review and full review.

SAH BN TE2 S, BOALHES, #E, 2R ATTmiiHE.
Basic review includes reviewing work experience, job recommendation, education and social relation.
SR ARG S AR AT AN LIRS, KRR 22T A,
XA B AEE AL 55 1R B i (57 i A HEAT A T I A

Full review includes reviewing criminal records, social relation and social security besides basic review.
Full reviews must be carried out for key roles that involve with publicly trusted certificates business.

B

a)  AFHHI T I A ANBRET DA . ROt N ok D Somsg i
AR SEALUEFS . B UE S B IS A S0 RIEM .

b) AFHITETHIE. FHR. W% BT G AR R SR AT 2552

c) MAMITEEILHEZ. HHERE. HRERET A HEE,

d) Z%#%, GDCA 5t TR RE ML, PAAR R T AR CA LB I (&
HAMURAE R . A, GDCA MR 2 JEAH LR IO D3 BEAH S 26 B X T AR HH AT A
IR GIBEAT I 552, UE RE S R SEI0IEIX 28 N\ B3 (R TS FE LA A g

The review procedure includes:

a) The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate, degree
certificate, qualification certificate and identity card and other related valid certificates.

b) The HR department identifies the authenticity of the information provided by candidates through
telephone, correspondence, network, visits and other forms.

c) The HR department checks candidates through on-site assessment, daily observation, situational
test and other methods.

d) After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At the
same time, GDCA will also be in accordance with the relevant organization regulations of personnel
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management and make job examination on in-service staff who assumed trusted role, so as to
continuously review these employees’ trustworthiness and working ability.

5.3.3. BEYIESK Training Requirements

N TAE G T REME AR AT, 75 20 5 AT o B0 B AT B IR AR h I, DASE B
(0 2 TAE IO N R . BEIRAZ RS EA PR T LU 2%

In order to make the employees to be competent at his/her jobs, pre-training and re-training must be
conducted for employees to meet the requirements of the job positions. Content of training shall include
but not limit to:

1. GDCA it FrIE A5 S AT T IATEME 55 K0 5
1. CP and CPS issued by GDCA.
2. PKIZEAFIH;
2. PKI basic knowledge.
KR R AP EPRPR E AP S TR
3. Electronic Signature Law of the People's Republic of China related laws and regulations.
4. GDCAIZEMZR . BOREFA %2 48 HA
4. GDCA operation system, technology system and security management system.
5. LAFIRTUAIRALUEH o

5. Working responsibility and job description.

5.3.4. FEIFAEME SR Retraining Frequency and Requirements

GDCA RARYE 5 B HEA I, DAORIIE B2 g (67 ) 53 T REINAT & b A2 /K, IR e 7
HTAERTT.

GDCA shall arrange for continuous re-training for employees at important positions regularly to ensure
employees can meet their job requirements and complete their jobs more smoothly.

5.3.5. TAERArds# I AR F Job Rotation Frequency and Sequence
GDCA AR 2 45 BE SR 1] 2 72 HR N 02 R AR B A2 48 45 J BH AT BT

Job rotation cycle and the sequence of GDCA serving officer will be based on organization security
management strategy.
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5.3.6. REBATREIA T Sanctions for Unauthorized Actions

GDCA NS IR —EFH ML, WARRBUT NREATIE H AT, A FRR e LY
hE L WETAERAL. T, MIPEE . RS ANENIM AT 30 XA AT N 4 4F
EVEENEE R .

GDCA shall establish and maintain a set of measures for the administration, including termination of labor
contracts, position removing, fines, criticism and education, submitting to Judiciary for processing, etc., to
appropriately discipline the personnel unauthorized activities. Above discipline activities shall comply with
laws and regulations.

5.3.7. AL ANKZER Independent Contractor Requirements

SHFAJET GDCA MU TAEAN R, HIWFE GDCA 554 5 TAERI Al 55 5 S HLA4
PgE NG BN REMILAEZ N, GDCA FI4%—E KRR
1 NARSRM & EEH,
2. GDCA #HEG— ) i BT RF IR LA A K BRI, B3I 285 {E AR T GDCA UE TS
2 FHURI UL F - DA UE MY 55 )

For persons who do not belong to the GDCA but participate in the relevant works for GDCA businesses,
such as business personnel of business branch organization, management personnel and other
independent contractors, GDCA has requirements are as follows:

1. Record management of personnel profiles

2. GDCA provides unified training and retraining, includes but not limited to the GDCA certificate
acceptance rules and electronic certification business rules.

5.3.8. RALA A\ R B SCHF Documentation Supplied to Personnel
GDCA A2 P b3 (1 SO RS SR YIRS 53 T TAEAR DG SR .

Documents provided to internal employees by GDCA include training documents and related personnel
working documents.

5.4. HIHCFEER Audit Logging Procedures

5.4.1. EFEMRIZRE Types of Events Recorded
CA 1 RA ALK SIZIT RGAH R HMF. XEIdR, LR TINENRSE S RGH
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LR, WNIZEE LT E R

FAF R AR AT A)
WM FES
IEERIETE
IRENINPSTE
ORI A

o A~ w0 bR

All major security incidents occurred in GDCA will be logged in the audit trail records. Regardless of
manual or automatic generation, these records should contain the following information:

1.

2.

The date and time of the event
Sequence number for the record
Type of record

Record source

Event recording entity

GDCA Ric I FH AR EAR T

1. CA%HAMm AN ME R, A5 CABHER. &0 7. WE. A, il
BLOERS. BHER. RAVHIMER SR,

2. UERAar AN RE EFECE, CORRIERRIEIE. M. R B

3. A4, WM&, O RISV CA RENES, RIH BT
AMHEXE, RS

4. FRZEVRENZEFM,

5. ARGURIFFMF, UREAGPUIRMEIE. WER, wEBBNCE;

6. NIEHURIBCIERI VT, ARESAUN St VENUR B AR Bt A IEN LA
Bt S A R AT 3R 5

7. W{ENRERILR, GOIERGHIRIEIE. MR LA E A

These events include but not limited to:

1.

Management events in key's life cycle, including generation, backup, storage, recovery, usage,
revocation, archiving, destruction, private key leakage, etc.

Management events of certificate life cycle, including application, approval, update, revocation, etc.

System and network security events including: successful or unsuccessful access attempts for CA
system, logs generated during the daily system operation and system updates etc.

Security events recorded via information security devices.

System operating events, creation or deletion of permission, configuration or modification of
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password.

6. Access to CAfacilities, including the access of authorized or unauthorized personnel and attendants,
and other relevant records.

7. Management record of trusted roles and personnel, including system access application, deletion
and modification.

5.4.2. b3 H HBHIBE Frequency of Processing Log

GDCA Rt a s it Hd, MERBIEER 2 MRS, RN 2 2RI
LRI it o

All the audit logs should be checked by GDCA regularly in order to discover the significant security and
operation events and take corresponding measures.

5.4.3. #Hi H BRI BB Retention Period for Audit Log

GDCA WA 2502 35 R A7 FL T IANIEAR 55 O H TH H S, DRAFIAIR O i 72 A B R B 4.

GDCA saves electronic certification service audit logs properly. The preservation limitation period is ten
years after the date of expiration of the electronic signature certification.

5.4.4. i+ H FZREH Protection of Audit Log

P e T B &, BRI Y B AE A T R R FE i, B IR RN . B
o MHBRSE

All the audit logs should be handled with strict physical and logical access control measures to avoid
unauthorized reading, modification and deletion, etc.

5.4.5. #FH1HERZFERF Audit Log Backup Procedures

X U H G B & ROAZ LA RAT P SE AHI L, € AT %4 o

GDCA should set up and carry out the reliable system for backups of audit logs, and full backups are
performed periodically.

5.4.6. HIHEE R 4t Audit Collection System (Internal vs. External)

ANEH

Not applicable.
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5.4.7. St S B TR RE & Notification to Event-Causing Subject

LR AR, SOEASR A A ALAWLE.

When audit record reports an event, GDCA shall notify individuals, organizations who cause this event.

5.4.8. MEF5 1 PEAG Vulnerability Assessments

MRYEHTHCR, GDCA NEMIEAT % A MEgatEvrfli, JFARYE Al i i SR UK Rfi It o

GDCA should conduct security vulnerability assessments regularly according to audit records and take
remedial measures according to assessment reports.

5.5. gAY Records Archival

5.5.1. IHE4E 2K Types of Records Archived

i BRI, BR T A CP 5 5.4.1 RLE RIS, IE T ER A T ICREAT AR, BE.

In addition to the records need to be archived specify in CP section 5.4.1, the following records should be
archived:

1 AERHIEREE
1. Information of certificate application.

2. UEPRERGERE A A SRS

2. Supporting documents of certificate issuance.

5.5.2. IHA%E 4R B HAFR Retention Period for Archive

GDCA [ HLFIENL SR (CPS) AR 78 & BT R 0 SR AR B HIRR

CPS of GDCA shall provide reasonable retention period for archive.

5.5.3. AR SRR A Protection of Archive

O 368 T 3 2 PR ) B ATE A 1) U5 ()4 R R DR AR e, R B el 45 N 63 Fe v U7 1]
IHREE, BRI Bk MRS e R ST .

All archive records shall take appropriate measures to control physical and logical access so that only
trusted personnel can access records. Archive records shall be protected from the unauthorized browsing,
modifying, deleting and other illegal operations.
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5.5.4. VARSI B4R FE - Archive Backup Procedures

X RGUEBIT R T AIE SR, N E I T Ay, & ST A AR

Electronically archived records generated by the systems should be backed up weekly. The backup file
should also be stored off-site.

Xt IR, AT BT, (R EERIU™ R AR Mt ORIE L 2 Ak

For the written archiving data, they do not need to be backed up, but some strict measures need to be
taken to ensure the security.

5.5.5. TC A B BRE K Requirements for Time-Stamping of Records

GDCA i H E#E R EE %, B HEEN AT LICRB ARG 3.

All the GDCA records are labelled with time, and the time will either be added manually by the operators
or automatically by system.

5.5.6. IHR4c4E & 4t Archive Collection System (Internal or External)

B ESARRAE A R BRI R L, 45 GDCA HIEMHL .

All the entities including GDCA and RA should construct internal archive collection system.

5.5.7. REMREIHNE EWER

Procedures to Obtain and Verify Archive Information

GDCA % 4 ik s AE 4k N 537055 O B AR5 R 00 2 98 DL AR R 1S 5e A 45 S
ARIX 2 495 DUEAT LA

Security auditors and operation and maintenance team of GDCA retain 2 copies of the GDCA file
information respectively. While obtaining the complete archived information, comparison of the 2 copies
should take place to confirm the integrity.

5.6. Z4AZE Key Changeover

7E CAUET 2N, GDCA KXt CAE-BHEATHE B, HE CA BYIN B Rt F il
A CP 45 6.3.2 T ip ML B A ], A CAIET AT LA A B S I AT . 750 75 22
PR E X, BHROLd AR CA X, BRSNS AN, GDCA ] Bl
A BT AR 7 P AE RN CAE . fE—S CA IEB A A, #9145 3,
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PAPRFEX AN CA R R 1S N CA - THZEEH X S 57 2 F0T (1P Feid %

When the certificate of CA expires, GDCA will renew the certificate of CA. As long as CA key pair does not
exceed the maximum lifetime specified in Section 6.3.2, the certificate of CA could renew using original
key. Otherwise, new key pair shall be generated to replace the expired key pairs of certificate of CA. Also,
even in the key pair life cycle, GDCA could generate new certificate of CA by using new key pair. Before
the certificate of former level CA expires, key changeover shall be performed to ensure that the entities in
the CA system shall switch from original key pair to new key pair smoothly.

TEARGHT ) CA BEEHXTIT, 2™ 4% 1 57 GDCA X T2 FE BT o 37 i 25 0] 7= A
I, GDCA KRBT CA IEH:, JERIEAT RAT, 1R ARE T e 8 S i SRECHT 1) CA
UEF.
New CA key pair is generated according to the key management rules of GDCA strictly. While generating

new key pair, GDCA shall issue and publish the new CA certificate timely, and it shall be available for
subscriber and relying party to obtain new CA certificate.

CA EHIE BN, ZORIUEEE M IEFHE AR I

Make sure that the entire certificate chain transits smoothly in CA key changeover.

5.7. ME LS RMEKE Compromise and Disaster Recovery
5.7.1. HMmELERER Incident and Compromise Handling Procedures

GDCA N 1T & F g AL BT GBS BE TGS, 0 AH S B0 S M40 3 AL BEAR Y

GDCA should make handling schemes of different kinds of accidents and handling pre-scheme of
emergency, stipulate corresponding handling procedures of accidents and damages.

5.7.2. TEILEIR. AR/ EHE R

Computing Resources, Software, and/or Data Are Corrupted

R B ENLGYR . AR A R Fi44, GDCA SR ShFH PR 7, g
WAL, A IR HEVR BRI S S

Following corruption of computing resources, software, and/or data, GDCA shall utilize the incident and
compromise handling procedures promptly. If necessary, the disaster recovery procedures could be used.

5.7.3. SEARFAEAIR E AL FRFEF Entity Private Key Compromise Procedures

FEHUE ) NARIEGE BARRAERITEOL T, GDCA KR HU RSB BRUWK R 2 4 30 e -
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1. GDCAGNIERZM LA NS E R Oy NS HRAER . RGUEH BT E,

2. ARAEIAMEMITE T, B> B UL S 7 B B JE BETAE

3. WURHRIEM B Hac AU bee, HoxtdE, IneHiE-HA CRL 7 21Tk
2;

4. R 2 A T e A B AR B AR AT

5. HWURFEWRE N SE B A BCE M, NMbRGEE RPATIKE

6. WIRFEWE GDCA M55 #AF 51 AT B S, M 73 4h—44 GDCA % 2l 55 ¥ AT b
BV 558 B G0 H AT IR A

In case of any intentional, man-made or natural disasters, GDCA will take the following steps to restore
security environment:

1. GDCA verification system’s password is changed by the business administrator, business operators
and system administrator.

2. According to the type of disaster, some or all certificates will be revoked or re-verified later.

3. Directory data, encryption certificate and CRL are needed for recovery if the directory is unavailable
or directory with impure suspicion.

4. Timely access to security site as far as possible to restore operation reasonably

5.  While restore the business administrator's configuration file, it will be done by the system
administrator.

6. While restore the GDCA business operator’s configuration file, it will be done by another GDCA
security business operator or administrator.

2 CA WRAVHW M ot 72, GDCA B sl B KF N SRR, B 22 4 RIE 2 i 2 Al
TS E F AT IS, $leirshitl. R FHE R CAEH, KB RELL T i

When CA root private key has been damaged, missed, tampered or leaked, GDCA starts a major
emergency treatment process, which is assessed by GDCA Security Policy Committee and the relevant
experts to make a plan. If the CA certificate must be revoked, the following measures will be taken:

1. HRIM T FE R EEER;

1. Notify relying parties and state administrative department.

2. i{ﬁlﬁ%/ﬂf%ﬁ’lﬁl@%U{m /l_nﬁ

2. Publish certificate revocation status to repositories.

3. #IT GDCA Wi sl eIl AE R A R TVEEH CA WET AL EEIE i 5

3. Publish handling notification about revoked certificates at GDCA website or by other communication
methods.

4. PPAHRIMREAG, EFTONIT P AKIE .
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4. Generate new root private key and re-issue certificate to subscriber.

5.7.4. R S5 V5 7R 8268 17 Business Continuity Capabilities After a Disaster

GDCA (ERARNMENG, NATUI T JLANTT I I 55 A7 245 A
GDCA should have the following continuity capabilities after a disaster:

1. fERVRERIN R N RN S5 R GE, B Aid 48 /i

1. Recover business system as soon as possible, not exceeding 48 hours.

2. REWIKEEER;

2. Recover information of customers.

3. M IRIEIKE RIS E IR & LK,

3. Ensure the operation site meets the security requirements after recovered.

4. AWK SRS VS5 T BANE SRR T 70 B EK

4. There are enough employees to operate the business and not violating segregation of duties.

5.8. CA Bt RA KJZ& 1L CA or RA Termination

2 GDCA 2 HE AL 75 2458 b oMb 551, A 2507 A 22 B e N R ] i 1285 44925
(R T UAEAR S BANED SO IR 0 DAEATLAG 28 11 fL T DGR AR 55 HO R E B R BEAT A 5%
TAE.

When GDCA and its RA need to stop their business, it shall enforce termination procedures strictly
according to “Electronic Signature Law of the People's Republic of China’, “Measures for the
Administration of Electronic Certification Services” and relevant laws and regulations.

7E. GDCA #1171, A4

1. ol SRR L

L GDCA &1L,

AN GDCA 2 1EHH G 1 S s
KM H RIS 5+

HES VRN

Kb BRAF RS SCAF IR 3R s

15 IR AUE O AR 55

R F HF RSS2

PN ENEBSI S S ¥

KEFE GDCA Mk 4545 7 51 GDCA b 5538 F B B VEAL PR 5

© o N o g &~ Db

[E
o
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11, Kb hnss e,
12, AbHE BRI SR
13. %K GDCA EHLEELE,

Before termination, GDCA must:

1. Arrange the business to undertake
2. Draft GDCA termination statement
3. Notify the entities that are related to GDCA termination.
4.  Shut down subordinate LDAP
5. Certificate revocation
6. Treatment of archive file record
7. Termination of certificate authority service.
8.  Archive main LDAP
9.  Shutdown main LDAP.
10. Dispose the access of GDCA business administrator and GDCA business operator.
11. Process encryption key.
12. Process and store sensitive documents.
13. Remove GDCA mainframe hardware
2 RA R 2 R3S, GDCA R4% e 5 HAETT HAH G S AT Sl 25 AR e i AL
fih F T

When RA terminates its services, GDCA deals with all the relevant business in accordance with the

agreements.

6. NER G H AR 4+ M| Technical Security Controls

6.1.

BT 4 5 &3 Key Pair Generation and Installation

6.1.1. FEXT R AR Key Pair Generation

6.1.1.1. CA BN B Generation of CA Key Pair

(o7 /APy AP Eeek - ae SINEV/BEE B LA E AR E PN ARCRESE & 2 T o= I Eivetti 2 N2 A
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MRS B A . BEARIAE R B H. TR S AR RS FIPS140-2 hrdfk ik ML
€. 1T FIPS140-2 FrifEIfAR /2 [ 2 B 00 8 50T AR R SCREIIARAE, 500 T3 07 i A7
FERS IO EREER, MUt FIPS140-2 RN S EIAT, R7EE K %0 B BORVE ol AT H N %
FMER, RAASHRIEST BRI Rt T b A i) B AR A ik [ 2R 2 T
BT %E . NI,

CA BN 1A B 72 5 SRAR B R — 44 A4 1) B VU LTI LA CR L84 CP LA K f €93 28
IEER . 25BN AE B R AR VR TR D SR AE

The key pairs of CAs are generated within the cryptographic devices approved and licensed by OSCCA,
in a physically secure environment and under the control of multiple trusted persons. The generation,
management, storage, backup and recovery of the key pair shall comply with the relevant regulations of
FIPS140-2 standard. Since FIPS140-2standard is not a standard that approved and accepted by OSCCA,
for strict manage requirements of state’s cryptographic products, GDCA only takes the provisions of
FIPS140-2 under the permission of OSCCA according to the information provided by device manufacturer.
Hardware Security Module used for key generation must be authenticated and certified by OSCCA.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to ensure
the generation process complies with the requirements of this CP and follow the separation of roles
principle. The procedures and operations related to key pair generation shall be recorded and archived.

6.1.1.2. IT B LA £ B Generation of Signing Key Pair

i ROOTCA (RSA) iE+i. GDCAROOT CA iE+i. ROOTCA (SM2). GDCA ROOT CA1l
IEP R CA FTE R I AT U HUE TS, 35 X525 42 25 RN 25 25 0
H1 GDCA TrustAUTH R5 ROOT iE+i . #Z i R5 R CA {15, GDCA TrustAUTH E5 ROOT
BRI R CA BT R I P IE T o BB AR TS, 2544 R 25 A1 [ — P 5 H %

WP 22 BRSO E - GDCA SRR 2 P % 44 %
PR A7, AT DUE R RS AR Q1 USB Key), AT LU F FE 5% 25 6 5 B R Atk v 1
A EE AR, AT DA P AR B R R AR (. Web IR 55 25 CPH SR L A 25 B 4 i T g
S50, UETS HE A PTARYE LT AT R, YT £ /0y RSA 2048 £i28k ECC 256 fir. i1
A RANNIET . 55 4 KHUAE . RS, 020 fd AR 5 A il . R
R, BN AR 2 A RZAF B RIE. GDCA TEHIAR . WA RBEMER |, &
LS T AR I T

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL are double-key certificates, with key pairs including signing key
pairs and encryption key pairs. And subscriber certificates issued by subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, #{Z i/ R5 R CA certificate and GDCA TrustAUTH E5 ROOT
certificate are single-key certificates, with signing and encryption using the one and same key pair.
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The generation of the subscriber’s signing key pairs must comply with the national laws and regulations.
GDCA supports multiple patterns to generate signing key pair. Subscriber can use a hardware
cryptographic module (such as USB Key), or software cryptographic module approved by OSCCA, or a
standard software cryptographic module (such as the key generation function offered by web server
software, etc.), so subscribers can choose according to their needs, and the key sizes are at least
RSA 2048 or ECC 256. It must use the hardware cryptographic module to generate keys for type IV
individual certificate type IV organization certificate and code signing certificates. In any case, the security
of key pair’s generation shall be guaranteed. GDCA shall implement adequate security measures in
technology, business processes and management.

(1) T ROOTCA (RSA) iF45. GDCAROOT CA iFf5. ROOTCA (SM2). GDCA
ROOT CAL IEHZEK 2k CA P2 K T T iE+:

VTP PEAS FH B AR 2 R AR, 00 25048 FH I 5 86 T 0 J3 b A VT ) 2 8 2B B 48 B 0T
BIATEH IS, Zh R, USB Key. IC REAN. 11/ MEERFXEEE AT, NMFEL GDCA
HWA K AGAMA ML FEH . GDCA [T IR & B 5% 6 B JCHUE 1 USB Key {E
VT 2544 B BT (R A AR A 150 £

GDCA — A HARIT 7 A= AR 44 S XS, AR 7 451 i 742 GDCA #it#t, GDCA
AR R BV AE G SIS, IF HoAREA DR BRI EIAS,  RIBUR NS [ F e ORUE 25 F0
Ve, PTEEEAIME— 1, (R BT O R s L TR A5 SR RIE U4 2k, GDCA ANk
LR AL L5

UEF T P N B % 45 ) GDCA AR 1)) AR B B D B AR A, R R 2
HEH AP OIATE . MIEEIT P T BRI AN, R AR S HE O IR
TRRR, B2 AT I AR AT P S L N

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL:

When using hardware cryptographic modules, subscribers must generate signing key pair with devices
approved by OSCCA, such as cryptographic server, cryptographic card, USB Key and IC card etc. Before
choosing of these devices, subscribers should consult with GDCA on system compatibility and
acceptance. In addition GDCA provides USB keys to subscribers as generation and storage devices of
signing key pairs which are in accordance with the relevant provisions of state cryptography
management.

Generally, GDCA does not provide signing key pairs for subscribers, unless when submit written
applications to do so and approved by GDCA, and GDCA guarantees not to hold copy of private keys, and
take effective actions to ensure the key pairs are safe, trustworthy and unique. However, GDCA does not
assume any responsibilities and obligations for the losses caused by the loss, disclosure of such key pairs
or for any other reason related to such key pairs.

GDCA applied for generation of encryption key pair to Guangdong key management authority on behalf of
subscriber. The encryption key pair is managed by Guangdong key management authority. When the
certificate subscriber needs to recover the encryption key pair, GDCA accepts subscriber’s application to
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recover the corresponding encryption key for the subscriber according to the specification and process of
Guangdong key management authority.

(2) %TH GDCA TrustAUTH R5 ROOT iE+5. %zt R5 # CA iE+. GDCA

TrustAUTH E5 ROOT &K ) 2 CA BT A HILT kA3

X SSL/TLS AEAS AN [IEKIEAS, 117 BBt il ) 3 SRR E -

XFFIRAHIETS, GDCA FUVFIT 7 FELR AL A HI0 FRR AL PN 3 PR 37 it iad 22 4 I T8 1%
T, BT RAS CSR & KIE .

XTFFE AATL BORESRAIES SACRD R AESS, BT 7 R S AR e 2K A RE A ¥ 4
A RCE R, RAAREE RIS, R ZUE A H S AL, GDCA T 2 4l iE R i
ARG

HEFAT P S0 (R AL 22 A I STAR AN LSS, HRIH A SR IR V248 51T o
For subscriber certificate issued by subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %z 4%
R5 #i# CA certificate and GDCA TrustAUTH E5 ROOT certificate:

For SSL/TLS certificates and timestamp certificates, subscribers’ key pairs are generated and kept by the
subscribers themselves.

For e-mail certificates, GDCA allows the subscribers to generate key pairs online and will deliver the
encrypted private keys to the subscribers through secure channels. Subscribers may submit the CSR for
the issuance of such certificates.

For the certificates that are compliant to the AATL Technical Requirements and the code signing
certificates, subscribers shall use the hardware equipment that meets relevant requirements to generate
key pairs, and private keys shall not be duplicated or exported, and the activation of which must require a
password. GDCA will deliver the activation passwords to the subscribers thorugh secure channels.

Certificate subscribers have the responsibilities and obligations to protect the security of private keys, and
assume the legal responsibilities for this.

6.1.2. FAEAHEELS T P Private Key Delivery to Subscriber

%+t ROOTCA (RSA) iE-fi. GDCAROOT CA iE 5. ROOTCA (SM2). GDCAROOT
CAL UETZE R 2 CA FIR AHINT FAETS, B GDCA ARE T fi 8 B B Lo 4 I o o
PIHRETE R, SR B LT PRI S, IR IR A4 T B ) A ST H
FAEEINE, DEFERK I kx4 GDCA, it GDCA FEENT FUEREARR, 11 EH
BRI E 2B, PARINEEYIR I AFEEE T EdA

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA submits application of an encryption key pair to
Guangdong Key Management Authority for subscribers and Guangdong Key Management Authority
generates an encryption key pair for subscriber, and encrypts the key pair using the public key of the
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subscriber's signing key pair based on the digital envelope technology, and sends it to GDCA as data
stream. The subscriber downloads the digital envelope from GDCA, decrypts it using the private signing
key and saves the decrypted encryption key pair in the certificate carrier.

i GDCA TrustAUTH R5 ROOT k45, %z #f{t R5 8 CA iE+15. GDCA TrustAUTH E5
ROOT 22K IMH gk CA B2 KT FEds CHBPFUEERSN),  GDCA AFs E A LS 25T
Fro X B AV RIIRERE 15, AN Oy e il i 22 A IE LI AT s

For subscriber certificates (e-mail certificates excepted) issued by Subordinate CAs of GDCA TrustAUTH
R5 ROOT certificate, (%X R5 8 CA certificate and GDCA TrustAUTH E5 ROOT certificate, GDCA
does not need to send private keys to subscribers. For the e-mail certificates that require the delivery of
private keys, the private keys shall bedelivered encrypted and protected via secure channels to the
subscribers.

6.1.3. NREREAIEHLZ K HLH Public Key Delivery to Certificate Issuer

N TR TS, R A RA @i PKCS#10 4% 2 IIUE 155544 1 K15 BB Bk
TR AR, BT 7 SR AR AC4Y GDCA 28K, X EF KRB F R LI
A 2Ry, iz a2 EmE I (SSL).

In order to obtain a digital certificate, end subscriber and RA sends certification issuance request to GDCA
electronically. The request contains public key for GDCA to issue the certificate. The request information
is encoded as PKCS#10 or other packing format with digital signature.The transmission of these requests
or file packages needs to use security protocol for protection, such as secure sockets layer protocol
(SSL).

AT N RA GBI PKCS#10 8 UATIE P28 4415 K5 B B e e 2 4 e g =k,
PAHLF )07 O A B0 45 GDCA %K, GDCA TERE K UE T AT B iE Pl 58 1 SR iK1 2544

End subscriber and RA sends certification issuance request to GDCA electronically. The request contains
public key for GDCA to issue the certificate. The request information is encoded as PKCS#10 or other
packing format with digital signature.The subscriber’s signature on the request is authenticated prior to
issuing the certificate.

6.1.4. CA AHRFEIEL IS T CA Public Key Delivery to Relying Parties

GDCA Nizilid % 4w SEIR R CA AL 4HOgTr, SN2 avl M. XS
HRE v

GDCA shall use secure and reliable way to deliver CA public key to relying party, including download from
security site, face to face submission, etc.

GDCA 75 Bt H s kA H CA IE1.

GDCA also publishes CA certificate through server directory.
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6.1.5. FEHARIKE Key Sizes

GDCA Y ##1f) RSA ZHK A 1024 A7k P E, H ATl EAEIE A RSA K E N
Ky 2048 ArER LA b, STEFH SM2 BAHKBE N 256 7, W HH ECC 240K B A 256 85 LA F. 1
FEFFEE . BUF R B EX Z KA R AJE R E R, GDCA ¥ 258 4mi8 Mo

The size of RSA key which GDCA supports is 1024 bits or more, and the size of RSA key for the publicly
trusted certificates shall be 2048 bits or more. The recommended key size of SM2 is 256 bits and ECC is
256 bits or above. GDCA will conform to the specifications and requirements of key size from state’s laws
and regulations, government, etc.

6.16. AYSHNERNAEERE

Public Key Parameters Generation and Quality Checking

X AR 3 AR L) GDCA 1177 s 2 B S Bl U0 P [ 5 5 A o8 Itk VP m]
ERCE I B AR, BN AL, B R USB Key. IC REFARAIGEI, JFi# i £e
B P ERVE AR HE. GDCA X LR E M A B FiRSF e A% 1 2%
LA ER

=57

2
in
R

Public key parameters of subscriber who use hardware cryptographic modules must be generated in
encryption equipment and hardware medium approved and permitted by OSCCA, such as cryptographic
server, cryptographic card, USB Key, IC card, and follow generation standards of these devices. GDCA
considers that built-in protocols, algorithms for these devices and medium have already met sufficient
level of security requirements.

T SER RN, [FIFE i B 5800 325 50 T REAE VR 1T (00 25 1% %% FHag A o ik
17, Blanm#HL. m# . USB Key. IC R%.

Quality of public key parameters is also checked through the encryption equipment and hardware medium
approved and permitted by OSCCA, such as cryptographic server, cryptographic card, USB Key, IC cards.
Of course, GDCA considers that built-in protocols, algorithms for these devices and medium have already
met sufficient level of security requirements.

6.1.7. #4H1# FH B 1) Key Usage Purposes (as per X.509 v3 Key Usage Field)

GDCA Z 1) X.509v3 iEF & T 2y i, HAEYE RFC 5280 frifE(Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008) #H77. #15 GDCA 7F
BB A EY RN TR T &, uERIT P Lo Rz ie R s % 8.

X.509v3certificates issued by GDCA contains key usage extension which meets the RFC 5280 (Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008).If the key usage is defined in the
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certificate by GDCA, the certificate subscriber must use the key according to the key usage defined.

Z WA CPT.1.2.

See CP 7.1.2.

6.2. RARFMELE R TEES
Private Key Protection and Cryptographic Module Engineering

Controls

WAENU A SUE Y3 IR AR A RE A ) 2R & SEDUR A O CA R % 4. 1T MY
SESRAEFAT PR B ZE R TP B LA R B . MR . B ORI T

Physical, logical and process control approaches must be synthetically used to ensure the security of
CA's private keys. Subscriber agreement will require certificate subscriber to take necessary measures to
prevent the loss, leak, changes, or unauthorized use of the private key.

6.2.1. RO B HERI$E %] Cryptographic Module Standards and Controls

GDCA W2 [ S8 S5 A & 3 ER T 1IN AT o v AR A B iR A )R CAL ZERIETH Y
CA Fl1HAh CA Z4A%;, FHEAEMEFE CA FAEH. CA RSB MEFLELG 4 FIPS 140-2 55 =245
FIFEARBR, 1T 8 B A ER T & FIPS 140-2 55 A AR B R

GDCA must use the Hardware Security Module approved and permitted by OSCCA to generate and store
the key pair of root CA, issuing CA and other CAs. The cryptographic module of the CA system meets the
FIPS 140-2 Level 3 technical requirements, and the cryptographic modules of the subscribers conform to
the FIPS 140-2 level 2 technical requirements.

6.2.2. FE9%2 A8 (m ik n) Private Key (n out of m) Multi-Person Control

IIEHUA L 08 I BRSO FE B HIPLRERSEIL 2 A a5 N S3kAS 5 CA I
A BOR ERIEHI AT M E” SR, R —A> CA AP P e £
Ya o e TRy, A2 A E N R o Ry — M AF S R A B R 5 73 1 B0
m, AR n IS N A BERGE iR AR R ) CA V. FEXHE m AV
T5, n AT 3,

CA must use technology and process control mechanisms to achieve multi-reliable personnel jointly
participate in the operation of CA encryption equipment. The “Secret Sharing” technology is adopted,
namely, the activated data required in operating the private key of CA is split into the several parts and the
parts are held by several trusted personnel. If hardware cryptography module’s secret division amount
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ism, then at least the number of n of trusted personnel must be required to activate CA private key stored
in this cryptography module. It notes that m is not less than 5, n is not less than 3.

6.2.3. FFEE Private Key Escrow

ANEH

Not applicable.

6.2.4. FAEAZ A Private Key Backup

N T IRIENE S FREETTE, GDCA @2l CA A& An, L& KA AT . A B
1y LI (T X ORAFAERE A B D B o A7 CA AR B RSB R AF& CP 4 6.2.1 51 %
RIFAETAECRIAE 1. CA FAEH R 1 2% BT S AR b B2 & CP 5 6.2.6 11 EE K.

In order to ensure ongoing operations, GDCA must create backup of the CA private key for disaster
recovery. Such keys are stored in encrypted form in hardware cryptographic modules and associated key
storage devices Backup of the private key in encrypted form is stored in the hardware cryptographic
module, and cryptographic modules used for CA private key storage meet the requirements of section
6.2.1 and are stored in safety box. CA private key is copied to backup for hardware cryptographic module
to meet the requirements of section 6.2.6.

PP BZAES, WEREA P RAE s e, UG PR AT &, &
17 IRV 5 2R M LV PRI SE IR AT I 31, B IR ARSI et 2

For subscribers signing certificate, if the private key is stored in the software code module, it is proposed
that subscriber’s backup the private key, the backup private key using the password for access control
authorized to prevent unauthorized modification or disclosure.

AT P INEUESS, HnsE A ) A T s e B A O T S, S AL S
A AFAE

For subscriber’s encryption certificate, its encryption private key is backed up by Guangdong electronic
key management center, and backup private key exists in the form of cipher text.

6.2.5. FAEH AR Private Key Archival

7E CAFLEHRI IS , D204 B35 /2 CP 45 6.2.1 715 23R Il 25 il A B A R AR 22 /0 7 4F.
HR AR R fE, X CA RVEHI A SN A5 & CP 2 6.2.10 1ML E .

After the expiration of private key, GDCA must use the hardware cryptographic module specified by CP
section 6.2.1 to archive and store at least 7 years. After the expiration of archival period, the destruction of
private key shall meet the provision of CP section 6.2.10.
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6.2.6. RASH. SAFEER

Private Key Transfer Into or From a Cryptographic Module

CA [ALH], GDCA R i fZ AR # PE BMVEHEAT %4, BRILZAMNIAERT SNF H#R
TERAPRVF. 29 CA FPIR %00 2 53 SMAORE AT S AR B, DU i Qe e 2 [l %
%, I HIEASERTEHHT S0 50, PABT ik CA RV AR, #91. 1Be. FERALEE |
ARIRALIAE -

GDCA private key backup is run strictly in accordance with procedure and strategies specified by GDCA,
in addition, any data import and export operations are not be allowed. When CA key pair is backed up to
another hardware cryptographic module, by the way of the encrypted form to transmit between the
modules, and made a authentication before the transmitting to prevent the CA private key from being lost,
stolen, modified, disclosure non-authorized, used unauthorized.

GDCA AFERELT RV MR A s e b 3 Y 1 059, AN Fe VP ke X A7 e
BATFAS R AT, A RGT P R H B AT AREA SRS, 1T H BT
Jias BRI T BRI A ORI AL U 7] 42 6 1 i o

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module and
allow this operation. As for the private key stored in software cryptographic module, and if subscriber is
willing to bear the relevant risks, subscriber can choose the way of import and export with access control
such as password, etc.

6.2.7. FAEHE AR K F7 6% Private Key Storage on Cryptographic Module

CA RSl RLEH W2 DA% ST 1 T 207 O 1) 5 S 3 A 508 1 P o AR ] pr s o 3 A e
b, BEOES AR S /D FF S FIPS 140-2 = 20 bRiE B R &5 4 22 47K F

The private key of CA systems in encrypted form must be stored in Hardware Security Module approved
and permitted by OSCCA, and hardware cryptographic module at least meets the FIPS 140-2 level 3
standards or equivalent security levels.

WP IR PIEAEAERT & [ 2R A BEUE ) USB Key M ESCAHIEF o, FrffE USB
Key FAEAEIFAGT, HLLE SCRIEARAF . XS T A AR AE R RA R, R AE A
WRSRLS AR AE AN, T BRI BL B SRR B8 AT 22 A TR 18 It O A 2 P s e

Subscriber's private key is stored in the USB key medium or file certificate meeting the regulations of
OSCCA. All the private keys stored in the USB key are stored in the form of cipher text. For the private
key generated by software cryptographic modules is preferably stored and used in hardware
cryptographic modules. Subscriber can also use specific software cryptographic modules with security
measures.

T 2 A AR AR 11T P AV A4 3 i A e 22 /D 775 FIPS 140-2 bR B[R]
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The hardware cryptographic module used to store the private keys of the code signing certificates at least
meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.8. BEFAEHR 7% Method of Activating Private Key

CA MRVHME M THE A2 i, HBOE % CP 25 6.2.2 1idt4r 0#|, JF HARTT
76 1C REMA R, UATH m %k n 1677 2070 5% NS BUE A BEeE AL .

The private key of CA shall be saved in hardware cryptographic module, and its activation data shall be
spilt in accordance with Section 6.2.2, and be saved in the hardware media such as IC card. The private
key must be activated through entering the data using n out of m.

X AT T A0 USB Key N - i AL el Ho 72 2R 8 1R 2 A e o i3 T P RL A
WA DLl 14 IC KA — PRy . AT P TN 23k T AR AR JE , FF USB
Key. IC REEMAMMBE T, TGRS L, WAHAPERGE . X AA0ET i ST
FABHR RV, T NAZR I & B A B ORI SERL, AR AR S A 2
FROTEGT, AN ST P T SRR OCRAH a0 SRA7 O B 2 A A e (R RL
BT ORI, A E R I B R RE AP S . R O R, B
ERSEEINE R, T ERA A RERIE A .

For the private key saved in such as USB Key, cryptographic card, cryptographic server, or other forms of
hardware modules, the subscriber can protect through password, IC card, etc. After the appropriate driver
is installed in subscriber’s computer, the private key is activated by the way that the USB Key, smart cards
are plugged into the appropriate device to enter the protection password. For the private key stored in the
subscriber's computer software cryptographic module, the subscriber should take reasonable measures
to protect the computers physically in order to prevent unauthorized personnel from using computers and
private keys of subscriber. If the private key is stored in software cryptographic module without the
password protection, then the loading of software cryptographic module means the activation of private
key. The private key protected by password can be activated via inputting password.

6.2.9. HEREE 7% Method of Deactivating Private Key

— HRI O, BRAFIMORS R SS, PR TEIRE . ERELRIRIH 2
B, RVAREIRBE, RBEREAT —ERAE, WORFR AT R, R BTG

Once the private key is activated, unless the state is deactivated, the private key is always active. In some
cases, the private key is activated for one operation and reactivated for another operation.

PREAPI 7 NOFEE BB FRES . VIR, R F 3 R A T TR - B AR St
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The ways of deactivating private key include exit, shutdown, removing hardware cryptographic module
and logout of user or system. Any unauthorized person can’t execute above operation.

ST CAREH, UAFMAAHII B Wi, FAEH R R4
The private key will be deactivated when its storage device powers off.

WPGRSERAHBHL ATIE, SR UEREEEN T EL, S0E O 2 i B A SR 2%
FrECH, DI IR, AR R

Subscriber can deactivate the private key by themselves. And private key will be deactivated when logout,
or remove hard cryptographic module from card reader, or turn off the power supply.

6.2.10. RBRAHBIEIRASRIEE Method of Destroying Private Key

AN . AT ERAR, MBS, W ER. el MEkEERRIL
i

When private key is no longer used and do not need to be saved, it shall be destroyed so as to avoid loss,
stealing and disclosure or unauthorized usage.

X P ERAAT PUINEAIE RS, ERAM S RE, Nz R —E IR, LME T
THINEAE R W TR P ELUEBRY, fERAGRPSERE, WREHHRSE, il
e FSBO %, AT LB AT INER . RGBSR AT E . VRS SR A
S5 HOREH
For end subscriber’s encryption certificate private key, after the termination of lifetime, it should be kept
certain time so as to decrypt the encrypted information. For end subscriber signature certificate private
key, after the termination of lifetime, if it does not need to be kept, subscriber shall determine the method

of destroying the private key, including deletion of private key, initialization of system or cryptographic
module, physically destroying the private key storage module and other methods.

CA R, fEAEMAMEHE, Tk CA R — a7 IR, HAbr CA R
P 8. AR CA AP IFRIIIR S RIN L2 4 B NS 5HEIL N %
S CA RMIFIBAEREHINE R rh, CA RIS ALEE K CA AP E R h AR
I s s R AR A ) A B

After the termination of lifetime, GDCA need archive one or more backup of CA private key and securely
destroy other CA private key backup. The archived private key of CA shall be destroyed by multiple
Trusted Persons during its archiving period. The CA private key is stored in the hardware encryption card,
the destruction of CA private key must use the method that the CA private key is deleted from the
encryption card completely or is destroyed with encryption card initialization.

111



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘LIE:H%H{% <V2. 5 F[&)

6.2.11.  FHERREBRFIPEE Cryptographic Module Capabilities

GDCA i I [ ¢ 5 A8 8 [ DL HEATVF Rl R A7 i, 3RS AU R A8 SR b . IV
PSSR PPONIET SRR EOR, GDCA AlRYE ™ fnhRE. TARRCR. L) R BT &6 7
T (261, PP ZE AR

GDCA uses the products approved and permitted by OSCCA, and accepts various standards,
specifications, assessment, evaluation certification and other requirements published by OSCCA. GDCA
could select the module according to product performance, efficiency, supplier qualifications and other
aspects.

6.3. FHANEFAHAN T Other Aspects of Key Pair Management
6.3.1. 48RS Public Key Archival

WZUARS CA R ZEAT RS, VRS S Rl A7 e 2ol o v

GDCA must archive CA and end subscriber certificate, and archived certificate can be stored in database.

6.3.2. IERERIERMF e B WIBR Certificate Operational Periods and Key

Pair Usage Periods

I BHANRLVEA B A BT BR S5 E S AT OO, (B IR A e R FF— 2.

The usage period of public key and private key is related to the validity period of certificate, but they are
not completely consistent.

XA MBIES, HA R GAEIESA RN A T BLH T 80728 4, AR 3
BRANE I UEF A BOHIR . B2, S 7 ORUEFEIE A ROH A 24 115 B T DASRHIE, Al
FHYIRR wT ALEIE 5 A RYIRR BLAb o

For the signing certificate, its private key can only be used for signing within the certificate validity period
and not be used surpass the validity period of certificate. However, in order to ensure signature
information can be verified within the certificate validity period, the public key can be used surpass the
validity period of certificate.

X B eSS, AP BT RN A AT DL s S, AR
BRANEE IR A BOWIR . B2, 8 7 ORIEEIE-TAA ZOH NN 1045 B T LUROT, R E
FIBR AT AAEIE F5 1A RAYIRR ELAb o

For the encryption certificate, its public key can only be used for encryption within the validity period of
certificate and not be used surpass the validity period of certificate. However, in order to ensure
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information encrypted can be used to unlock the information within the validity period of certificate, the
private key can be used surpass the validity period of certificate.

XF T B S5 IR HIESS, RV A B0 R REAEIE A RO 4 v LU .

For the certificate used for authentication, the private key and public key can only be used within the
validity period of certificate.

H—MEHAZAIER, AP AR Z UL S ORI H S

If a certificate has multiple usages, the usage periods of public key and private key follow the rules
described above.

FAMFRER AR RN HUEFE R CA R, IEHEIE, ERIEZERERL T, o
VRSP i 2 A0 SHIE S BEAT ST o (H SR AN RE T IR IS T

In addition, after the expiration of certificate, under the circumstances of ensuring security, original key
pair can be used to update the certificate. But the key pair can’t be used indefinitely.

ST AN RIEAS, L BT o S i 1 5 ) e A5 i AR

1. %I ROOTCA(RSA)% K ] RSA2048 iz CA iE+, HEF4HxT A5 K fo i s AR 2
10 4%, /T 10 4,

2. X ROOTCA (SM2) % &[] SM2 CA IE+, H 2 8xE (1 s & fu vl FH A P 20 4,
A /b 20 4R

3. XIT GDCA ROOT CAL %% [f] RSA 2048 fi7 CAEFS, BN K o -4 FH 4F
BRJE 13 4, /T 13 4,

4. X}T GDCATrustAUTH E1 CA 25K ¥ SM2 CA iIE+S, 2 AHXE 1) K fo 158 FH 4 PR
fe 12 4, w12 4F;

5. X7 GDCA [#] RSA4096 {7t CA IEFS, BN H)f A< vl AR IRZ 30 4F, 7]

/DT 30 4F;
6. XIT GDCA [1] ECC 384 fiifid CA UEF:, HEHI R K e AR 2 30 4F, 7
/DT 30 4F;

7. XFT RSA2048 fi7 SSL/TLS ARES#8UE10, H B ) 7o v F #ARR /& 825 K,
al/bF 825 K

8. XIT RSA2048 AiRRSZEAUET, HEEHXT 5K i IR Z 39 M H, AT
39 M H s

9. X}T RSA2048 {74 SSLITLS ARSS 28EP LAY A4 UE FAMAVT FHE+, H g%
F K Fe i FAERR /2 8 4, nI/bT 8 4F;
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10. XJF SM2 AT e, HEHI S K R VI FERZ 4 4, Al/bTF 4 4
11. X ECC256 fif SSLITLS AR5 #iE+5, 2B K o v A IR & 825 K, wf
/T 825 K

12. XFF ECC256 HARILZZAET, HEHNMHEKAFHERRE 39 MH, bF
39 1MH

13. XJF ECC256 fiifx SSLITLS AR %5 #s Uk 5 A AL AE 2 b AT FE+s, HEB X1
K AVHE FER 2 8 4, n/T 8 4,
M 2020 9 H 1 Hifg, SSL/TLS A4S w il P52 1% 1) i 1 o vifid A PR & 398 K, m] /b

T 398 K.

For different certificates, the maximum usage period of the key pair can be obtained via certificate

renewal:

1.

10.

11.

12.

For ROOTCA (RSA) RSA 2048-bit CA certificate, the maximum usage period of the key pair is 10
years or less than 10 years.

For ROOTCA (SM2) SM2 CA certificate, the maximum usage period of the key pair is 20 years or
less than 20 years.

For GDCA ROOT CA1 RSA 2048-bit CA certificate, the maximum usage period of the key pair is 13
years or less than 13 years.

For GDCA TrustAUTH E1 CA SM2 CA certificate, the maximum usage period of the key pair is 12
years or less than 12 years.

For the GDCA RSA 4096-bit root CA certificate, the maximum usage period of the key pair is 30
years or less than 30 years.

For the GDCA ECC 384-bit root CA certificate, the maximum usage period of the key pair is 30 years
or less than 30 years.

For the RSA 2048-bit SSL/TLS server certificate, the maximum usage period of the key pair is 825
days or less than 825 days.

For the RSA 2048-bit code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

For the RSA 2048 bits Subscriber Certificates beyond the SSL/TLS server certificates and code
signing certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

For SM2 subscriber certificate, the maximum usage period of the key pair is 4 years or less than 4
years.

For the ECC 256 bits SSL/TLS server certificate, the maximum usage period of the key pair is 825
days or less than 825 days.

For the ECC 256 bits code signing certificate, the maximum usage period of the key pair is 39
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months or less than 39 months

13. For the ECC 256 bits Subscriber certificates beyond the SSL/TLS server certificates and the code
signing certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

For the SSL/TLS Certificates issued on or after September 1, 2020, the maximum usage period of the key
pair is 398 days or less.

6.4. BWUEEIFE Activation Data
6.4.1. BOEBIE K e 223 Activation Data Generation and Installation

CA FABHRBOE Rt , Wb 5032 I8 5 T B s Hdle 70 B AV P18 BLIMA I 2R, P2 gtk
AR 7 RAER

Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.

VP AVHI R EdE, BT FERIEBHO4 (CUEmEEERRMD) . USB Key
] PIN B 5%, AL AUAE 224 vl SEI AR RRENL =4 .

Activation data of subscriber private key, including password (provided in the form of password envelope)
used to download the certificate, USB Key, login password of IC card, must be generated randomly in
secure and reliable environments.

6.4.2. BESE IR Activation Data Protection

XF CA RIMHEEElE, b ATE AL 7 HI0RE 73 31 e s 2 th A R R AT N 5
B, MHZEENRBIRFERTT I ER, 25 P m B o 5 558 & 51t

Activation data of CA private key must be separated in reliable way and kept by different trusted
personnel .Administrator must meet the requirements of responsibility division. The responsibilities of key
sharing holders should be confirmed by signing related agreements.

ST P FAEA OSSR, 3 1480 PIN BS, # e MM E T red, 3T
N 2RI H A PIN 15, Bkt gE s gii. [FRA TR A RGN %4 TR, M
AR EE SR AT E R

Subscriber’s activation data, including password and PIN, must be generated in the safe and reliable
environment. The subscriber should take good care of password or PIN to prevent being exposed or
stolen. Meanwhile, in order to meet the security requirements of business systems, activation data should
be modified regularly.
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6.4.3. BorEHHE K FHAth 5 TH Other Aspects of Activation Data

AAAR B AR AT AR, MO EAEARE R R TR e, B JER
Ptk FR  BARRAUE -

Activation of private key shall be protected from loss, theft, modification, unauthorized disclosure, or
unauthorized usage during the transmission.

ALIIEOE BE A T N ROZ S, IR e R R P T B e, MR AR
BUEH, S ES R Tl R (B 2 S o B BRI BER A0 Hdie (18 3 B4 v, L
IC A 2 AR UL 0K e o

The activation data of private key which is no longer used shall be destroyed and protected from theft,
disclosure or unauthorized use during the destruction. The result of destruction is that some or all of
activation data can’t be recovered directly or indirectly from the residual information and medium, papers
recorded with passwords must be shredded.

6.5. THEHNLZ4HEH] Computer Security Controls

6.5.1. AR B AL %4 H R ER Specific Computer Security Technical

Requirements

GDCA #LiHME B2 aEH, REZKHMLEHRAME GEFIAIE R 5% M HAH G
ZATARMIE) . TAVAE BB A CRTERSSE H#INED), S8 15027001 {5 E %
ARRERNE LA ARAH DG 115 B2 Abnite, e AT . e M 2 & FLSRIE FIRIE, 7RI
BT MO, EEAZERAMEGIE AR SRR MEIE. ZH 5
Pl W yT ] N UIRSTA B B 4 1 ] S

Information security management of GDCA certification system meets "Specifications Related Security
Technology Certificate Authentication System" published by OSCCA, "Measures for the Administration of
Electronic Certification Services" published by Ministry of Industry and Information Technology, standards
of information security in ISO27001 and security standards of other relevant information. GDCA draws up
comprehensive and perfect security management strategies and standards, which have been
implemented, reviewed and recorded within operation. The main security technologies and control
measures include: Identification and authentication, logic access control, physical access control,
management of personnel's responsibilities decentralization, network access control, etc.

I AR 1) 2 T B, MR CA ARSI R R Z BB RS, A%
BIAREHEBUATT o

Strict security controls ensures that the system of CA software and data files is secure and reliable without
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unauthorized access.

ZLRG LA G ARG E, ARG S M RGP . XA AT DA Ik
Bt R AR PR P A0S X 2% (R U5 1] o A5 P 917 K s BELLE A PAY AN S RN AR A7 2R GE R 2%, B A
WA RGERES . A CA RGRFESEHATH., ALET/ETE. iR KGR ATE
N GAATELIE R 45 i) CA Hid

Core system must be separated physically from other systems and the production system must be
separated from other system logically. This separation can prohibit network access except for specific
applications. The usage of firewall is to prevent the intrusion from the internal and external network
production system and restrict activities of access production system. Only trusted persons in operation
and management group of CA system, when necessary to access to the system can  access the CA
database using password.

6.5.2. THENL 222Vl Computer Security Rating

GDCA IJIMIEARSE, B | EZENE RN L et fi a1,

GDCA certification systems pass the security review of OSCCA.

6.6. ZEArAMHEARIEH] Life Cycle Technical Controls

6.6.1. RGTF kI System Development Controls

GDCA A i AT A R T4 LA JE 0 -
1 B=Jr e
2. wAENE M Aa e
A, GDCA [T RIRMEMIE, % 1S015408 [IbaifE, PATAHICMIRIFIIT K%
il
Software design and development of GDCA process follows principles:
1. Verification and review of third-party
2. The security risk analysis and reliability design

The operation specifications of software development, which refer to 1ISO15408 standard, implement
relevant plan and development control.

6.6.2. LA TIEH| Security Management Controls

GDCA NIER GG R e B, ™ B [ S 8 ] A s 1T 8 B VL EAT
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#BAF.

Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA Wik RG] BA M IR BT I, A B R G2 7™ % B R I6 I 5 A 2
1T % EER], ARATIESORTE il S AR S IFREAT AR ThEg I AC . GDCA &t
WAIE R GEREAT & WIANASE J) A A AT i

GDCA authentication system have a strict control measures, and all the systems can be used through
rigorous testing and verifying .Any modifications and upgrades will be recorded for reference and made
for version control , functional test and record. GDCA also carries out regular and irregular inspection and
test for certification system.

GDCA SR H —Ff R 3% 1) BAA SRR A AL R G HIIECE, AT LRSI 2

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

MR B BRI RN, AT Zetbiie s, MARIRBIBEREGHEANR, ZHAE
AR A o N B IR N 22 b JUAE SN ™ M6 1) 22 A2 AL T, AT B AR 6
eI

Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

GDCA NIE R G B B TH R LU, IR BB R AEEAT AL RIS, 15 S 2 AL
T A R 2 A i AE BARAE

After all the hardware and software equipment of GDCA authentication system are upgraded, GDCA must
confirm the existence of information which affects the security in waste equipment.

6.6.3. A 1 A B &2 4354 Life Cycle Security Controls

GDCA Wik R G ERAE A e £ B8 rIHF SRR TH ot &), Herh 38 7R, B2 i A
w2k

Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.

6.7. MZ&HIZ4HEH] Network Security Controls

GDCA AIE R Gk H 2 2005 K B A 28 BH 22 bl R G RIS,  IF B St 58 3% A 15 ]
A
GDCA authentication system has multi-level firewalls and the protection of network resource security
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control systems. It also has complete access control technology.

N T RN S 224, GDCANIE RGN E T NRRM . AT By R
Gi, I H LB K. NI, AT BRI KGR, DU ATRER
IR B T A 2 110 R

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and updated to
the version of above systems, as much as possible to reduce the risks from the network.

6.8. HEJ[E]E Time-Stamping

GDCA #4454 RFC 3161, 5816 L\ A Authenticode [#IR BBk AR S, FEH T/CEZ 4.
PDF Z 4 %5 Hi&. GDCA M5 R4 A S a4t NTP Pl 5% h B IR %5 [F 45 . .

GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode, mainly
used for code signing and PDF signing purpose, and the system time of GDCA's operation system
synchronizes with this time stamp service through Network Time Protocol (NTP).

7. EH EPBBEEFIRAEREREHN Certificate, CRL, and

OCSP Profiles

7.1. iEBHIR Certificate Profile

GDCA lF Fi8HE ITU-T X.509v3 (1997): 15 B AR-FF MRS Hi&-H 5% AIFHESE (1997
6 H) bR RFC 5280: Internet X.509 Z24HFEAE & itiiE H A1 CRL 45449 (2008 45 H).

The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997): Information
Technology - Open Systems Interconnection - the Directory - Authentication Framework (June 1997)
recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure Certificate and
Certificate Revocation List (CRL) Profile (May 2008).

GDCA i CSPRNG “E kT 0 H KN 64 AL rIHERF 5 RIE 7415 .

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of output
from a CSPRNG.

UEFS /A B A X509 v 35, FHURE (B BAE A FR A a0 T 2R i ok

Certificate contains at least basic X.509 v1 domain, and its specified value or limited value is described as
follow:

R-UE S ) 1) AR 3
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Table - Basic domain of Certificate structure

15 fEBR L P4

A $49] X. 509 PR RAA, A V3

R 5 P —FRAR 7

4 RT3 L CP 38 7. 1.3 %)
SR H DN R I 4

AROEMGHY] | H T EERE AR (UTC) , AL R[5, % RFC 5280 R %%

& 1 H i FE [ s ad A i 1] (UTC) , ANAE SRS Rl [EI 2D, 3% REC 5280 ER4uhd. A2
R B R E CP 28 6. 3. 2 15 HIE BRI

i DN RS R B AAR 1 8 44
AR R4 RFC 5280 gmfi%, {H/ CP 25 7. 1. 3 TR MHELE, P E Cp

6. 1.5 TWIBEMER

domain Value or value limitation

Version Format version of X.509 certificate with the value is V3

Serial number Unique identifier of certificate

Signature Signature algorithm for issuing certificate (see CP section 7.1.3)

algorithm

Issuer DN Issuer’s Distinguish Name
Start period Based on the Coordinated Universal Time (UTC), Synchronized with Beijing

time, encoding follows the requirements of RFC 5280.

End period Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
time, encoding follows the requirements of RFC 5280. The setting of valid
period follows the limitation of this CP Section 6.3.2 specified.

Title DN Certificate holder or entity DN
Public key Using specified algorithm of CP Section 7.1.3 according to the encode of
RFC 5280, key length meets specified requirements of CP Section 6.1.5.

7.1.1. RR4~5 Version Number(s)
GDCA ] FHIERFF & X.509 V3 IEHg N, JRAME BAFBHEUE B RAE BN

GDCA certificates are in line with X.509 V3 certificate format. The version information is stored in the field
of the certificate version column.
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7.1.2. IEHH B Certificate Extensions

GDCA Fr T/ X.509 V3 FRIE-ARHES I LLSN, SO T B Xy . B Xy
JEIURIAE A A SCVRIY S (R BRAR f 345 1 S A T8 &5 i 0, ANRAIEIZS R T4 o

In addition to the X.509 V3certificate standard extensions, GDCA also uses custom extensions. The use
of custom extensions is allowed, but unless special application contains these extensions, GDCA does
not guarantee the use of these extensions.

7.1.2.1. R#EP BT Standard Extensions

® ML (key usage)
® Key Usage

TREUEB XS WAL B84, A, HHmE, Hhmes, S0, Kk
B4, Bk CRL 24, RN, Rs, RE4.

The key usage extension defines the purpose (e.g., electronic signature, non-repudiation, key encryption,
data encryption, key protocol, certificate signature verification, CRL signature validation, only encryption,
only decryption and only signature) of the key contained in the certificate.

® UMM EEANIRSF (authority Key Identifier)
®  Authority Key Identifier

REAT RS K g CA UEFS AU MU S SRR IR AT I eIl b P28 % 8 035 128
AR IR TR, IR ML B EARR IR 160 A7 FIATUAIE B H LA I A BHEET SHA-L §idilia
SRS BB B 75 0], e R AL 3 AR CA B 8 DN IX AN R T criticallity 32015 B4 FALSE.

The authority key identifier extension of issuer shall be added to subscriber and intermediate CA
certificate. If the certificate of issuer contains subject key identifier extension, its authority key identifier is
composed of the 160-bit SHA-1 hash of the value of issuer's public key. Otherwise, it contains subject DN
of issuer CA. The criticality field of the extension should be set to FALSE.

® LHEPAMRST (subject Key Identifier)
® Subject Key Identifier

WEFS ) 3 B PR AR AT R URAEL N, UEF 32 R A B BB PR IR R ™ A . e
JEI;, HA I criticality 3%~ FALSE.

The public key in a certificate shall be used to generate an identifier when the subject key identifier
extension in a certificate is initialized. The criticality field of this extension is set to FALSE.

® CRL %4/ (CRL Distribution Points)

® CRL Distribution Points
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EF ) CRL M0 A R I, B &AM — ML, FT LR RS 524t CRL 15
B UMEREWIETIRES . sy eI criticality TN B0 FALSE.

The CRL distribution points extension in the certificate contains a local link that can offer CRL information
to relying party for querying certificate status. The criticality field of the extension should be set to FALSE.

® [ PIRESY I (certificate Policies)
® Certificate Policies

WEBEIEY BRI A4 CP Hxf MAUEFIEN CP X GbRIRAT S S BRE AT o XA I
1] criticality %X &/ FALSE.

The certificate policies extension contains corresponding certificate CP object identifier and strategy
qualifier of this CP. The criticality field of the extension should set to FALSE.

® JLAKRRMIY I (basic Constraints)
® Basic Constraints

CA TS A AR 119 R T o i T RS B B0y CAL BT HIETS AR AR 1l 9™ R T
F B Nk (End-Entity). 1XAMRIU criticality 8% &N FALSE. ¥k, X1
HEMIER, XA R criticality 387 LA &N TRUE.

The subject type of basic constraints extension of CA certificate is set to CA. The subject type of basic
constraints extension of end subscriber certificate is set to End-Entity. The criticality field of the extension
is set to FALSE. In the future, for other certificate, the criticality field of the extension can be set to TRUE.

CA UEPPIREA PR E T I B A W ATEIE B A ZIE B2 51 CA 3.
Xt FRZAT PR K& CA, H CA {E+i“path Len Constraint”Ik fE K N 0, Rk B2 F
N — DN ZAT PUEF AT DUERTEIX A CA ETETH

The path Len Constraint field of CA certificate gives the maximum number of non-self-issued intermediate
certificates that may follow this certificate in a valid certification path. For CA who issues end subscriber
certificate, the value of path Len Constraint filed of CA certificate is set to 0, which indicates that only one
end subscriber certificate can follow this CA certificate in a certificate path.

7.1.2.2. HE X P BI Custom extensions

BERTASRHIIEAS B AR 55 75 3K GDCA R € X — 253 FE I, WAH(EANR U0 T FE Il -
1 #akES: AR Pt RE S5,

ARSI T Fon i HEW AR .

TREMS: W TRk T 54

EBCEICUE S TRk B 555

EAEIRSS 5 AEFMUH U5 TR iR BOME— 45

o > w D
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6. MIBLFICIES: M Ronal sl 55,
7. DMABOHESIS: TR E RS R H S

To satisfy different requirements for certificate application service, GDCA can define some extensions
flexibly, including but not limited to the following extensions:

1. Insurance number: It is used to indicate the subscriber's insurance number.

2. Organization Code: It is used to indicate the Organization code.

3. IC registration number: It is used to indicate enterprise IC registration number.

4. Taxation registration certificate number: It is used to indicate enterprise national taxation number.
5. Trusted service number: It is used to indicate subscriber’s unique number generated by GDCA.

6. Land taxation registration certificate number: It is used to indicate enterprise land taxation number.

7. Resident identity card number: It is used to indicate unique number of individual’s identity card.

7.1.3. B 4651 AF Algorithm Object Identifiers

GDCA ZRIEH, BHEIEIIFR AR shalRSA. sha256RSA 1 sha256ECDSA, H
AT A EARIEP BB A AR shalRSA.

The cryptographic algorithm identifiers of certificates issued by GDCA include shalRSA, sha256RSA and
sha256ECDSA, and GDCA shall not use shalRSA for the cryptographic algorithm of the publicly trusted
certificates.

GDCA FHfdi FH I BN G hRIRGT, 744 1SO M4 hRiRME (OID) S FRELE ., .

Algorithm object identifiers used by GDCA are in accordance with ISO object identifier (OID) management
standards. For example:

1. ZBHHEE:
1. Signing Algorithm:
sha-1WithRSAEncryption OBJECT IDENTIFIER = {
iso (1) member-body (2) us (840) rsadsi (113549) pkecs (1)
pkcs-1 (1) 5 }
2. FHERE:
2. Digest Algorithm:
sha-1 OBJECT IDENTIFIER ::={
iso(1) identified-organization(3) oiw(14) secsig(3) algorithm(2) 26}

md5 OBJECT IDENTIFIER ::={
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iso(1) member-body(2) us(840) rsadsi(113549) digestAlgorithm(2) 5}
3. AR WREE:

3. Asymmetric Algorithm

rsaEncryption OBJECT IDENTIFIER ::= {iso(1) member-body(2) US(840) rsadsi(113549) pkcs(1) 1 1}
4. XIFREE
A CP iU A Y [ 58 A A8 PR T 1A AT R BR AR

4.  Symmetric Algorithm

This CP recommends the user to use the symmetric algorithm approved by OSCCA.

7.1.4. £ FRFEF, Name Forms

GDCA 2R IIE P L2 FRIE 2% A N 5754 X.501 Distinguished Name(DN) ) 51| 4
&Ko

SSL/TLS iE-f EMBUAREL S AWM “.7, “-7, & “ 7 (BT, RIS
NZIUNT . AT ARG RN
Name of certificate issued by GDCA is formatted in accordance with X.501 DN.

SSL/TLS server certificates cannot only contain metadata such as ‘., " and ‘' (empty) characters and/or
any other indication that the value/field is absent, incomplete, or not applicable.

7.15. 4 FRFR%] Name Constraints

AEH

Not applicable.

7.1.6. IEH RIS AT IR Certificate Policy Object Identifier

i FEFS A TN, UE 5 A B S IE AR SR X AR IRAT, 0 BRARIRAT 5 A R
EAS SN L

When the certificate policy extension is used, the certificate contains object identifier of CP, and the object
identifier is in accordance with the corresponding certificate category.

7.1.7. SFEmg BR&IH B IR FH % Usage of Policy Constraints Extension

ANEH
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Not applicable.

7.1.8. TRIERR S RFHIEVEFIE X Policy Qualifiers Syntax and Semantics

AEH

Not applicable.

7.1.9. REEFEIRY BRI AL BTE X Processing Semantics for the Critical

Certificate Policies Extension

5 X509 1 PKIX #i5E—zk,

It is in accordance with X509 and PKIX regulations.

7.2. ER#EFIR CRL Profile

GDCA & #% & CRL, ftfH Ay,
A CP 25 1) CRL & RFC5280 #nifi. CRL Z/DALE 1R R Pk FEA AN 2.

The CRL determined in this CP is accordance with RFC5280. CRL contains at least basic domain and
content described in the following table:

15 {BLBRE (Y B 1)

JRA V2

WUR R CRL HSEAA, Ak B o

AR H CRL %8k H I

I/ EE CRL FWRZERIIH A, CRL 43RG 24 /N 53

ESE A RPN 2K CRL FITAi FH 285 44 S0

WUR U B R IART i 160 AL UE B ALY AP BEAT #1855 AR R R
B DIR FIH AR, AR RE IR T 515 AR H
Domain Value or value limitation

Version V2

Issuer Entity for issuing CRL, issuer distinguish.

This update Issuance date of CRL.

Next update Next issuance date of CRL. CRL is updated every 24 hours.
Signature signature algorithm used for issuing CRL.
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Authority key identifier It's composed of a 160-bit hash of the value of CA’'s public key.
Revoked Certificates List of the revoked certificates, including serial number and

revocation date of revocation certificate.

7.2.1. R4 Version Number(s)

GDCA HRi% % X.509 V2 A ] CRL, IARASAEHE CRL fiiAH% 202 H .

GDCA currently issues CRL of X.509 V2 version. This version number is stored in format column of CRL.
7.2.2. CRL f1 CRL 4 H¥ B3 CRL and CRL Entry Extensions

ANEH

Not applicable.

7.3. OCSP #4i& OCSP Profile

GDCA N P #2it OCSP (FELIE IR EHIARS ), OCSP {EN CRL A %478, 5 1E
WEFH P R A HE R A B

As an effective supplement of CRL, OCSP provided by GDCA is used to check the information of
certificate status for subscriber online.

7.3.1. FRZA<5 Version Number(s)

RFC6960 & X [] OCSP hfiA .

The field conforms to OCSP defined in RFC6960.

7.3.2. OCSP ¥ B OCSP Extensions

AEH

Not applicable.
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8. I\ iE ML # & i+ F1 H fth ¥ 45 Compliance Audit and Other

Assessments

8.1.

PG BB FIETE Frequency and Circumstances of Assessment

GDCA N AFZEE T — X — S d i Fg B Ve, IR E D 3% 5 & (e
BEATVRAY, DARIEIEF IS5 O mT St e A tErimr #tk . BT 9iE+525 GDCA TrustAUTH
R5 ROOT iE 15, %%t R5 R CA iE15. GDCA TrustAUTH E5 ROOT iE 548 & I+ 2% CA
T2 9% () SSLITLS IR %5 88 iE+5 6

GDCA shall conduct a compliance audit and an operation assessment each quarter to ensure the

reliability, security and controllability of certification services. We extract at least 3% of certificates for
assessment. The extracted certificates are SSL/TLS server certificates issued by subordinate CA of
TrustAUTH R5 ROOT certificate and #7414t R5 # CA certificate and GDCA E5 ROOT certificate.

& 7 N ESEE THAIPEAL AL, GDCA IERSE ML B THITEE 55, 1218 WebTrust %f CA i)
PRHEAT S50 B T RO PR Al -

1.

MG (R N RILRNE 22750 (CRFMERS EH M) SMER, FFE—
IS F R I IVPAS A 7

GDCA &I E S EE TR . E A RFREM A CP e SEitiis B MRS,
F IR PP R TR, A 2D WIRAT — N R IV %, A FEXT GDCA
WHE SR (RA. ZHSS) VR H %,

GDCA HEEMAL# THT S5 BT, $5H WebTrust X CA [ tHRIN], &FET—
AN TRV o

GDCA AT — YRS PPAS AR, W3 Y385 A0SR B, P A B A
(RIFTBE M S BB, FEVPAE H AT RN SEms . BoAR . RG22
i X R, AR KU VP4l B S R 4RI A e AR I S I e A
R

In addition to internal audits and assessments, GDCA also engages external audit firms to perform

assessments and evaluations according to the requirements of WebTrust on CA.

1. GDCA s assessed and inspected once a year in accordance with the "Electronic Signature Law of
the People's Republic of China", "Measures for the Administration of Electronic Certification

Services" and other requirements by administrative authorities.

2. GDCA conducts operations and services according to the requirements of state’s authorities, the
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8.2.

specifications of state’s relevant standards and this CP. GDCA shall conduct internal assessment
and audit to other entities (including RA or LRA, etc.) in GDCA at least once a year.

GDCA engages external audit firms to conduct assessments and evaluations once a year to be
compliant with WebTrust for CA.

GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks. Based on
the risk assessment, GDCA develops, implements, and maintains a security plan consisting of
security procedures, measures, and products.

Rt B B3 1% 4% 1dentity/Qualifications of Assessor

GDCA NI H T, B GDCA %4 thMg 2 i =t st U 50 11 (o THiPAl /N, B s T

P NPT I LA

GDCA BSiE 1AM T LAY, Bz HE A& DUR A5
WGV A POV T AL, 7RV RS R 2
2. TTENGERZERR. BEMZLETNR, PKI BAR. drEfEIE
3. A&WERGSATHRMEWEAMTA
4. ELESTE T RRE

=

Cross department audit assessment group organized by GDCA Security Policy Committee performs
internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:

1.

2.

Must be an authority which has been licensed and has a good reputation.

Understand computer information security system, communication network security requirements,
PKI technology, and related standards and operations.

Have the expertise and tools to check the system operation and functionality.

Be independent.

8.3. VHEE SHOHEE ZMKIR R

Assessor’s Relationship to Assessed Entity

P

1. GDCA # i 5L RGATHE B« L5 S 5o, Ml SRl BB LA

i

‘H. o

2. HNESVEALE (B AT AL TR S5 B LU AR L) A GDCA 2 1A 2
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SRR, BOAEMEDNLSS . WK, B H B AR 3 0% 5 A2 A -l (1)
FNE, PPALERLDSL ., AR, ZMZSEEXT GDCA BT IFA .

1. Segregation of duties is required between the GDCA auditors, and the GDCA system administrators,
business administrators, and business operators.

2. The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There is no business inter actions, financial
transactions, or any other interests that could affect the objectivity of the assessment between the
above two. Assessors should evaluate GDCA in an independent, fair and unbiased attitude.

8.4. THLEIAZA Topics Covered by Assessment

GDCA W & Tt N A AL 4
GDCA's internal audit includes:
1. AR R T 0 1S
iz TARRURE AN 5 A 1515 3™ R 5T 5
S AR L CP bS5 FRVE AN 22 4 ZORIT e RN 555
FRHE, R EEE, O R
FE T AL FLA T REA7AE 1) 22 2 XU
S5 =7 IS S5 BT R WebTrust For CA BN EER, X GDCA HEATMASLH# it

oA

a c w N
=

!

1. Whether the security strategy is fully implemented
2. Whether operation procedures and processes strictly followed

3. Whether strictly following the CP, business specifications and security requirements when
conducting authentication services

4.  Whether all kinds of logs and records are preserved and if there is any question
5. If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
requirements of WebTrust.

8.5. XTHEEAREREUIFTE) Actions Taken as a Result of Deficiency

X+ GDCA PHRH THEE AR 1, b o PR Al /N AL A7 D B X 2 ) STAE A RE AR )
BEAT ML 55 SO SE 3 O DL o S O S THE RN BSG 5, B WARE BT T 2 e o 1 P /N 3R
A 55 B0 TAE Rt
Audit assessment group monitors responsible departments for improvements and complete status of
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issues that were mentioned in audit reports. After improvement of audit results have completed, various
functional departments should submit summary of improvement to audit assessment group.

Xf T GDCA BBGEMHUAG Y T+ 45 2R, iz IEFE #4738 ;e A CP A GDCA il 52 f) 3
fib Mk 5 BSEHIAT ., GDCA 4 T LAILE, FHAR ST H AL RIF 1EX 647, [FRARHE GDCA
(ISR AT 45 B 2. M 45 I AT S 45 72 S (KT E LAY, GDCA 42 X LA 1 HL A
EME 25 RAZAL .

For authorized RA mentioned in GDCA’s audit report, if they are violating the CP and other business
standards defined by GDCA, GDCA will stop the above behaviors immediately and ask them to make
changes in accordance with the requirements of GDCA. GDCA will terminate relevant authorization of
electronic certification services of RA if the above behaviors are seriously violated.

S T PR SEHUR . GDCA BRIBIC TR A AT R, IR IR A
.

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the audit
reports. GDCA will be evaluated again after the rectification.

8.6. THLZRKIEIAS KA Communications of Results

GDCA A FR & THE R B A B S HARE B 1T LS T8 S RE LA A7 1 U,
XAl REAE T P 2 Ak, GDCA 2RI [ 1T F a4 o

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA will notify the
subscribers of any potential security risks timely.

BT PR S FE sE R, X TR IFSE R, HaEid www.gdca.com.cn Wb 34T
DA o AT SRS = T7 e A VEAl S ATl N VP Ak 45 R B SR S, #R L 5B W] Hf ) GDCA 3%
BN H AT, JF1EAS GDCA MR, VA IS MFRSM: GDCA fREI1EIX 5T
AL -

If the assessment from a third-party auditor firm is completed, the audit results will be published at GDCA
website (www.gdca.com.cn). Third-party should communicate its purposes and methods to GDCA in
advance before notifying the evaluation entity on the assessment results or similar information, except
otherwise defined by law, GDCA reserves the legal rights in this part.

8.7. HiFfli Self-Audits

ILFEHT 8.1,

See section 8.1.
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9. R FHEMH ARV 4% 2K Other Business and Legal Matters

90.1. %%H Fees

GDCA HJ HRAE SR AL 1 BT DIEAH SR 55 TR AU FRIE P37 P S s Y, Bk 3 AR HGR
TS AN RIAR S8 BEAR ] A RIE -

GDCA can charge subscriber certification fees for the digital authentication service provided. The specific
charge will be determined by market rules and regulations of relevant administration department.

9.1.1. IEB AT B3 A Certificate Issuance or Renewal Fees

GDCA SHEBH A EH K, AffE GDCA KIM¥E www.gdca.com.cn F,
A

The fees of GDCA adding and renewing certificates are published in the website www.gdca.com for user
to query.

1R GDCA 2B 48 Nk AT GDCA AN EA—E,  LLIRCF %A
s
If the price specified in GDCA agreement is different from the one published, the agreement price
prevails.

9.1.2. IEREH P Certificate Access Fees

XFERER, HET GDCA AYHUEM . BRARRI IR 4T K, T2 GDCA
SATESMAI P, GDCA Ri-5 1 i WAL ERUR 122 A HR ) 98

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the subscriber
has special requests, which makes GDCA to pay extra fees, GDCA will interact with the subscriber for
appropriate charges.

T SRR P 2 ) R 2R S A AR A8k, GDCA #44x J I 7E M3l www.gdca.com.cn T LA
INAfi

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its website
(www.gdca.com.cn).
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9.1.3. BSALRAE BB W% A Revocation or Status Information Access Fees

SRS AIR S B8, H AT GDCA ANUWHUEM 2 . BrAEA P IR B RSk R, 7
% GDCA ZAV#4sh 1%, GDCA -5 F /2 s WS i SCH 1 9% F o

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

WMRMENMRESE B BB R BEA AL, GDCA ¥« Kt 7 W i
www.gdca.com.cn ¥ LA .

If revocation and status information inquiry charging policy has any changes, GDCA will promptly post the
changes at its website (www.gdca.com.cn).

9.1.4. HAh RS 3 B Fees for Other Services

1. WA GDCA REAUIH CP s AR G VRN SRR, GDCA 7 SIS A
b7 A (R 338 R b 3 T AR

2. GDCA #a)H P H2 LT AEE A AR SCR S, GDCA FE 51T Bl Hofth S 12558
I H S h i B IZ TN A

3. JAth GDCA W Z s nTREFR LIRSS 2% FH, GDCA H5-43 Je it A, A1 FH 7 A5

1. If subscriber requests paper version of CP or other related documents from GDCA, GDCA will
charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares the
prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.

9.1.5. 1B FEHE Refund Policy

GDCA XTI B, B 15 B R A 3T 28 FH X s g By v] LURIE 4, GDCA
A RIS R AR 2 A

GDCA does not refund any fees to subscribers except fees charged for certificate application and renewal
because of specific reasons.

LB SEHE P E LS K AE I d FE 0, GDCA %57 ™A% (IR EFE SR NE . 15 GDCA
HBY TA CP I E M AR s e B R NS, 1T/ ALK GDCA H4siEH Bk, 1
GDCA #4H 7T P HIUET 5, GDCA Kz BIAEAT 7 oA HH A ZAE 5 B S A 1 2 e FHR IR 25T
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)ilo

In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CP or other
material obligations, subscribers can request GDCA to revoke certificates and refund. After GDCA

revokes subscriber’s certificates, GDCA will immediately refund the full amount that subscribers have paid
for the certificate application.

IR AR ANBR ) 1T P45 21 B T %
This refund policy does not limit users from obtaining other compensation.
FERGRFG, T IR SAL T ZIETS, GDCA R st L 5T .

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate his/her
legal liabilities.

9.2. M%34E Financial Responsibility
9.2.1. REEYEE Insurance Coverage

DRIES VE FE EZEETXF CP 28 9.9 5 o Ikl A2 £

Insurance Coverage mainly focuses on compensation specified in CP Section 9.9.

9.2.2. H A= Other Assets

AEH

Not applicable.

9.2.3. Xt F3 28 SE A B DR BRHE AR

Insurance or Warranty Coverage for End-Entities

UEFIT 7 — B %% GDCA HIES, Bl il 5e MO IE B RS 12, A EWRE
ZAT P B TR CP R TR AE AR A RLE AL A o

The acceptance of the certificate or its services specified by the agreement by the subscriber means that
subscriber has accepted the specification and constraint of insurance and warranty coverage in this CP.
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9.3.

Ab%15 BAR-% Confidentiality of Business Information

9.3.1. 245 EYEHE Scope of Confidential Information

£ GDCA 2Bt H T UAERSS T, LU B IR EE R -

1. GDCA i U I E 2544 S fide o % 5

2. WIMOFESE: AMEE. REBHE DREBMMEE, LR GDCA A
REGER, RAEREHT AN EEA T UAE. REHBIER, ANnTEA RSB
KA

3. HAthH1 GDCA 1 RA TRAF I NFIA WG BN AL IR T, BRIFEESR, AR A4,

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1.

2.

GDCA subscriber’s digital signature and decryption key

Audit records including local logs, server logs, archive logs information, which is treated by GDCA as
confidential information. These records can only be accessed by security auditors and business
administrators. Unless for law requirements, this information cannot be released outside of the
company

Other individual and company information preserved by GDCA and RA and should be treated as
confidential. Unless for law requirements, this information cannot be released to the public

9.3.2. AETFHRERER

Information Not Within the Scope of Confidential Information

1. ™ GDCA KATHES: EASH A H;
Certificate issued by GDCA and its public key.

2. AEPBHHITER,

Information of subscriber in the certificate.

3. UEPMEHAIE;

CRL

4. AEAHENE (CPO. HLFIAMEMLSS RN (CPS).

CP and CPS
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9.3.3. R4 535 15 B B TT4E Responsibility to Protect Confidential Information

GDCA. EMHLE. 1T/ L SR SRS 505%, #A L% CP e,
ARAEAH B OR3P R A5 BRI STE, D AUE A B EOR T BN B o 0 AT IR 3

GDCA, RA, subscribers, relevant entities and parties involved in certification business, have the
obligations to assume appropriate responsibility of keeping confidential information in accordance with
this CP, and must protect it through effective technical means and management process.

MR R FTE & H TR, B3R GDCA AJFEll &M Tl A MR %5 2,
GDCA il 2 HZR; [FIF, GDCA MERZIRE AT B FTA 3 %X Fh B i AT H T AL
PARRH B G ATFECE B R . QR B iR TR 25 A5 R AT s AT AR FoAd 77 ) e 13
X%, GDCA ARZRFHAEA] 5 AR KB T A TR A5 B ATE Bk . IR A5 R A
N ARSI T A TR S B 5 R TR 8 % 54T

As confidential-information holder requires GDCA to publish or reveal all his/her/its own confidential
information due to some causes, GDCA shall satisfy his/herl/its requirements; Also, GDCA shall require
the holder’s documentary application and authorization to express his/her/its own will of publishing or
revealing.

If any other obligation of compensation is involved in the act of revealing confidential information of the u
ser by GDCA, GDCA will not assume any responsibility for damage concerning it or caused by the act of
publishing the user's confidential information. The confidential-information holder shall assume
compensatory responsibilities related with it or caused by the opening of confidential information.

21 GDCA TEARAEA . VAR VBT DA AR AR 130T Tl A VERR P RN, A 2ide
HEA CP e AR (5 B, GDCA NA%MREEE . DL Sk B IR R BR,  [aiE 561
IATAHREIRES B, GDCA TCHKIALA T3, IXFRHRAEABA IS S T AR5 B EE R A S

o

S

When facing any requirements of laws and regulations or any demands for undergoing legal process of
court and other agencies, GDCA must provide confidential information in this CP, and could publish the
relevant confidential information to law-enforcing department according to requirements of laws,
regulations, legal doctrines or court judgments. Under this circumstance, GDCA shall not assume any
responsibility. The reveal shall not be regarded as a breach of confidential requirement and obligations.

9.4. MANBERFREE Privacy of Personal Information

9.4.1. Fa AR EE TR Privacy Plan

GDCA Nl g Fa A PR T RXHT 7 B A5 B AR o

GDCA should establish the Non-disclosure plan to protect the privacy information of subscriber.
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9.4.2. 1B AR Mb B 118 B Information Treated as Private

B TIEH T SRR RE B ULUGEFIRESE B A0, 3T SR AL HAl A B R
N USE (SIS Y N (S S DI ERSY R R

Except for the information already included in the subscriber certificates and the certificate status
information, other basic information provided by the subscribers is deemed private. Information treated as
private includes:

1 U AERGE S SIS eSS, AL AR

2. WTHIER R R

3. WAL,

4. ATFHIERATIKR S
1. Subscriber’s valid documents number such as ID number, organization code
2. Subscriber's telephone number
3. Subscriber’s mailing address and living address

4. Subscriber's bank account number

9.4.3. AU HEFATME B Information Not Deemed Private

WPRAREBNERENELR, UAZEBRRESE, B AT, ARUSRAAE
K

o

All information in a subscriber certificate and the status information of the certificate, etc. is deemed not
private, and shall not be regarded as privacy information.

9.4.4. LRI B AR FT4E Responsibility to Protect Private Information

GDCA. JEMAHUE A ZERE 5RA CP 55 9.4.2 5 HLE KT P ERALME B HISTES X
%o

GDCA has the responsibility and obligation for proper custody and protection of the certificate applicant
personal privacy described in section 9.4.2.

9.4.5. 1 F BaFh 2 B 145 405 [F) & Notice and Consent to Use Private Information

GDCA £ HANUEN SSVE WAL BT B AT PR 2, RAT SRl B M
AR S5AT 7 H B A28 AR e A5 B, TEiR2 59 K BIFSAL, GDCA HBCA & JIT 7 i X5
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PR S AP

Any subscriber information GDCA obtaining within the scope of certification business can only be used for
identifying, managing and serving subscribers. When using the information, no matter the privacy is
involved or not, GDCA has no obligations to notify subscribers, and no need to obtain subscriber’s
consent.

GDCA TEATATEAE M B E LB LA AR 151 A GVERE P ISR, sE B EA
ZHHEZBE GLT AR E S R RS B, HEE ST P LSS, I HAFEERNT
VL IE=

Under any requirements of laws and regulations, and demands for undergoing the legal process of other
agencies, or under the circumstance where private information holder submits the written authorization to
certain object for publishing the information, GDCA has no obligations to notify subscriber, and to obtain
the consent from the subscriber.

GDCA. VEMHU a0 R T ZHT P BRAME B X057 215 & LM H 1, SR
S EIVT P IR IRAST P R AL, 1 X R R B A A R e AR A 7 SR B B R,

If GDCA and registration authority shall apply user’s private information to other purposes beyond the
functions agreed between two sides, CA and RA shall notify subscriber to obtain his/her/its agreement
and authorization, and the agreement and authorization shall be in the form which can be archived (such
as fax and business letters etc.).

94.6.  MIFHEBITEREFKEBHE

Disclosure Pursuant to Judicial or Administrative Process

AT . EERBIAT BT 2, GDCA Kl A E Bkt Rk
LR ATBHATHLGZ SR VFi . 4.

Due to the need of legal execution as well as administrative execution permitted by legal authorization,
GDCA shall provide subscriber’'s private information to relevant law enforcement agency and
administrative enforcement authorities. The above behaviors are permitted. It includes:

1. BUFRERERUE I HE AN O B SARE 32 ) HE

1. Submit the application following the legal process required by relevant agencies pursuant to the
provisions of laws and regulations.

2. EBR VLA KU ER T T AR BRI FAIE A5 7 A B 2 Gy B B4R HY F i
2. The formal application by court and other agencies when dealing with the dispute of using certificate

3. RAEILFENEE R AN B IR 20 .

3. The formal application by arbitration agency with legal jurisdiction.
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9.4.7. HAthfg BHE B Other Information Disclosure Circumstances

WIRAT R GDCA FRAE SRR 2 K 7 SC R IR 5 W B RLAR 27 i, GDCA I 75 E4E 1T 1 1)
6 2R FE UG AR BE 545 B LS 20 = F iR 3 A Al .

If certificate subscriber requires GDCA to provide some particular customer support services such as
mailing materials, GDCA needs to send the subscriber’'s name, mailing address and other related
information to a third-party such as mailing company.

9.5. &R Intellectual Property Rights

=

GDCA A5 JFR B WHIEFS LA S GDCA AL B S 1) 4 i e iR AL

2. GDCA XM FIEBREPA BA AR LR Fl a5 FAL

3. GDCA Wi EaAir—{E B¥h GDCA M7=, £%4 GDCA HHftiF, fAARE
BT AT N

4. GDCA RATHIEFA CRL ¥J°4% GDCA SR I

5. XMz EE RIS ATy GDCA U7

6. FKE/RHFH GDCA P S B A4 (BUFEIAR DND PR AZIg iR 45 25

Ui SEARHEFS, ¥y GDCA HIlv ™

1. GDCA reserves and remains full intellectual properties rights for all the certificates and software
offered by GDCA.

2. GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software

3. All the information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

4. Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
5. External operation management strategy and specification are GDCA property.

6. The distinguished name (hereinafter referred to as DN) used to express the GDCA domain entity in
the directory and the certificate issued to the terminal in the domain entity are the properties of
GDCA.
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9.6. [Fid 53R Representations and Warranties
9.6.1. CA FRiR 5% CA Representations and Warranties

GDCA JHIEAS T b Ui H an T $H AR -
GDCA must make the following warranties to subscriber:
1. GDCA Z R T HRERFF & A CP KA S PEEK

1. Certificates issued to subscribers by GDCA must be in line with all substantive requirements of this
CP.

2. BSURUE TS A RS B AR CorganizationalUnitName 13 E.FR4M);

2. Verifies the accuracy of all of the information contained in the certificate (with the exception of the
organizationalUnitName information).

3. GDCA fRIEHFLAR 2 2 A A AT R Y, GDCA L APAT I & A WL & [ 2K
FHR BRI AE 5

3. GDCA ensures that its private key shall be stored and protected securely, and GDCA shall establish
and implement security mechanism pursuant to the terms of national relevant policies.

4. GDCA B4 CP MRIE, S HEESIE15;
4. GDCA shall revoke certificate timely in accordance with this CP.
5.  GDCA KAl iE-FiT I8 AR SRR, AT EREmaT 7 BAIEFS B R A a] 5
REELa

5. GDCA informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

6. IRIEFIEE N FIAEIE S E B B R BB AT e (B BRI S, 3RS T
AT AL BN 3B R34 2 1P kA A P A 2 L

6. Verifies that the applicant either had the right to use, or had control of, the Domain Name(s) and IP
address(es) listed in the certificate’s subject field and subjectAltName extension (or, only in the case
of Domain Names, was delegated such right or control by someone who had such right to use or
control);

7. BSUEFRIEE R TR R R AR R E ARG 1AL DR B & IR

7. Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant;

8. RHUHGIFHS i LA /NMIEF 3 “organizationalUnitName” w0, & 115 BAFTE IR 5
FR AT BEPE S
8. Implements a procedure for reducing the likelihood that the information contained in the certificate’s
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subject: organizationalUnitName attribute would be misleading;
9. MRHE CP 3.2 AU ZLRIGIUE FHE A S 475
9. Verifies the identity of the applicant according to section 3.2 of this CP;
10. # GDCA 5T/ E5kHk, M GDCA 51T JH& & kA A H Al AT KT 7 X7, %
TP T & CAN Y #3817 R AR 1) Baseline Requirements %5 %3k ; # GDCA 51T
FURE] — SRR B SRk, T AR AARER SN AT 26K

10. That, if GDCA and subscribers are not affiliated, the subscriber and GDCA are parties to a legally
valid and enforceable subscriber agreement that satisfies the Baseline Requirements and other
requirements published by the CA/Browser Forum, or, if GDCA and subscribers are the same entity
or are affiliated, the applicant representative acknowledged the terms of use;

11, &S BTA AR HE P R 2 FPRES R B G R A ) ST R e3P 4 R AR (24XT7)
NIFHIE R

11. Maintains a 24 x 7 publicly-accessible repository with current information regarding the status (valid
or revoked) of all unexpired certificates.

GDCA X i 75 o iU H G $HL0R <
GDCA must make the following warranties to relying party:
1. BRRZAEMIT S B4, TEF R HAR LT 5 B0 HEA ;

1. GDCA guarantees that the subscriber information in the certificate is accurate except the
unauthenticated subscriber information.

2. GDCA SE4B AR CP K CPS Il & 25 K UE 135
2. GDCA s in full compliance with the provisions of the CP and relevant CPS to issue certificate.
3. f£ GDCA 15 B FEH RATNIEF QA ks 7T, IF R CaieliAR cp i
SERR T ZIE.
3. Certificates published in GDCA repositories should have been issued to subscribers and accepted
by subscribers in accordance with the provisions of the CP.

9.6.2. RA HIffid 5#H{R RA Representations and Warranties

L $RAESIERT A R SE TR A AR CP AT Sl PR

2. fE GDCA ERGIEFlS, AU I KR T 5 B0E - P s RS g
s BA 5

3. JEMHURE LA CP R, KA GDCA HEATHEF Hiiw . AN . B BT i 4% s .

1. The registration process provided for subscribers is compliant with all the substantive requirements
of GDCA CP.
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2.  When generating certificates, GDCA does not allow the inconsistencies between certificate
information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to GDCA

in time according to the provisions of CP.

9.6.3.

IT P HIBRR 5484% Subscriber Representations and Warranties

VT — B3 GDCA R K MIIEAS , AN /9 17 GDCA - TEMHILR B A5 1F Hh EAR 7Kt »

1.
2.

10.
11.

12.

FEAES A RO N AT B 72544 5

VP R IEAS I R MU SR L O S AR S . S BBAHERA 1Y, JE BRI A
ROEEM. Dhid S (s B AEHSUE;

WARAFAEACERN, B 20T P AVREL A A st 1T A SRR RE BT E
PRI AN SRR 510t , 38 %0 GDCA B HAALHIUE 5 iRk 55 WA

ST PR B A GRS BRI AT (R — IR &84, AT H e 4, IF
HAEBATREAAN, IEH2ERAES GERBA T, 88, IEBRASINT AL
Vil AER 5

FRARLAT PR AE UG ] T P W B AL E 317 ORAEAS N ARENLA . (R AEIAL
) BT L 555

— RS, BRI RIBAERZ A CP T SR acth, JRmB %2
EIVAORADARIISNE

TSRS, W A A DU IR AR AL RIS H], A ATE R
ARG, RECE BT8ROk B LRV AT % . bRk . LR 2 3B 5
AMFIEAATATR H GDCA ARidHIFE I, B3 B3, TR, OFF(HABR T 5E0% |
TRV PR AE SR 5 e 55 1)1 A0 R 55 5

EHBAEAR CP ARUE M VE I N AE M, FORHIES T 2 SR st 5
i FH H 5

KBz 4. A BRRE R IEE AR . WM FE ANl Lo S A

X ssuUTLS WEHS, T A SR LS5 ORAE R AEUE F 410 Y B0 5 U3 44 5 B A A 5%
LS

XA, T AR T AT B S ARE A B4

Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the following

commitments to GDCA, registration authority and related parties who trust the certificate:

1. The subscriber uses digital signatures if the certificate is valid.
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2.

10.

11.

12.

All information that subscriber provides to registration authority during certificate application process
must be true, complete and accurate. The subscriber is willing to take legal responsibility for any
false or forged information.

If there is an agent, then both the subscriber and agent take jointly responsibility. The subscriber is
responsible for notifying GDCA and its authorized certification services agencies any false
statements and omissions made by the agent.

Each signature is generated using the private key corresponding to certificate by subscribers
themselves. The certificates shall be valid at the moment of signing, i.e. certificate is not revoked or
expired.

Subscribers ensure that they don't engage in business performed by the issuing agency (or similar
institutions) unless they sign written agreements with the issuing agency on such matters.

Once the certificate is accepted, subscribers are considered as knowing and accepting all the terms
and conditions in the CP as well as corresponding subscriber agreements.

Once the certificate is accepted, the subscriber should assume the following responsibilities: always
maintain control of their private keys; use trust worthy systems; and take reasonable precautions to
prevent the loss, disclosure, alteration, or unauthorized usage of the private keys.

Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

The subscriber only uses certificate for the authorized or other lawful purpose within the range
specified by this CP.

The subscriber use secure and reasonable measures to prevent the private key from loss, disclosure,
alteration and other events.

For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

The subscriber must not use the code signing certificates for signing suspicious codes and other
illegal or malicious software.

9.6.4. W kiR S54HA* Relying Party Representations and Warranties

1. ST CP KA AUE

FEMHSIEAS AT, B VIE AR RILE (178 FEATT BR A

FEARBUE AT, XHIEH AE AT IR0 AIE

FEMHIE 5 AT, JdId A ) CRL B OCSP Hfi A IE 15 /& 75 i ey :

—H i T 2 e R RS 1A B A R 5, 0T RS Rt T4y GDCA i
REIIARBEAT AMeE, I HARSH R & i i B B BN B 452K 5

6. AFELAETRE GDCA AL A, oA, o THEE, BB HAPR T 50

o c w N
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FRTE A2 CSORTIE F IR 55 B 164 AT 955
Abide by all provisions of this CP.
Ensure that the certificate is used in prescribed scope and duration.
Verify certificate’s trust chain before trust the certificate.

Before trust a certificate, verify whether the certificate is revoked or not through querying CRL or
OCSP.

The relying party is willing to compensate GDCA for the losses and accept liabilities for any loss of
self or others, due to negligence or other reasons violating the terms of a reasonable inspection.

Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

96.5. S E5FHKREHER

Representations and Warranties of Other Participants

AT A CP HIFTA HLE «

Abide by all provisions of this CP.

9.7.

%57 Disclaimers of Warranties

A CP 9.6.1 T KIS SN, GDCA ASAH HAMAT AT A AFAIE AN L 55 -

L ARUEERIT S B0 HAhs 535 MFRIE 2

2. AR EFUUETE Bl 8 AT fT A R

3. AXHUERERE LT H 1 LAAT ) R A AT A 54T

4. XFHTARTGS), W EIRICE S B RS BT H G R R A
BT

5. i A CP9.6.3 /KN, BUIKH T iE A CP9.6.4 Z 7kikil, 13LA%kx GDCA
Z TS

Except for the commitments declared in CP Section 9.6.1, GDCA does not assume any other forms of

guarantee and obligation:

1.

2.

3.

Do not guarantee the statements of certificate subscribers, relying party and other.
Do not guarantee any software used in electronic certification activities.

Do not assume any liability when certificate is used beyond the prescribed purposes.
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4. Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.

5. When subscriber violates the commitments defined in CP Section 9.6.3, or relying party violates the
commitments defined in CP Section 9.6.4, GDCA can exempt from liability.

9.8. APRIT4E Limitations of Liability

WEHIT P K #57 R) GDCA $AE A B T IAIE AR 55 I F S Hin shili 52 451 2%, GDCA H&H
A CP 58 9.9.1 Tl e A PR T1/E.

The certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification service provided by GDCA, GDCA only assume limited liability amount stipulated in
CP section 9.9.1.

9.9. fZ Indemnities

9.9.1. INENLH 22 5 4F Indemnification by GDCA

U GDCA 3 T4 CP 5 9.6.1 T FRIR, 11/ iy 46 Sk m] Fi il GDCA 2RIk
EOUE GREELAE R TTRN), GRS

1. GDCA BERHIRIZ KA USMAE =77, SECT P 8UKE 7 8 240 10

2. TEVPRANAE BB RNER . BB T, GDCA ZRIIET L T 45R (5 B,
SHAT P BT 1 SZ AR R

3. fE GDCA HIHNT PR35 R BORMATE MR IR e R A 00, (AT AR IT P 28 R AES,
B I 7 E Z A

4. HT GDCA KR FE CA R & ;

5. GDCA KB &I fiE 5, 58Uk 8324801

If GDCA violates statements in CP Section 9.6.1, certificate subscribers, relying parties and other entities
can request GDCA assume compensation liabilities (except for statutory and contractual exemptions). If
the following circumstances occur, GDCA will assume limited compensation liability:

1. GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to losses
of the subscriber or relying party.

2. If subscriber submits accurate and true information to GDCA, but GDCA issues certificates with error
information and the error leads to losses of the subscriber or relying party.

3. After GDCA knows the fact that subscriber provides fake registration information or data, GDCA still
issues certificate, which leads to relying party suffering losses.
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4. If the private key of CA is disclosed due to GDCA's fault.

5. GDCAfails to revoke certificates in time, which leads to relying party suffering losses.

9.9.2.

IT P IR H4F Indemnification by Subscribers

FERTRAESL, 1T H S R IE B GDCAL M7 12k, B Ak HE IR % 54 E

If the following situations cause GDCA or relying party suffering losses, subscribers shall be assumed the

liability to compensate:

1.

© N o O

VP MHE B, R R BER AN Bk, S8 GDCA KLz
BUITE A AR S5 LA B 58 = 77 T S 1 %

TP R B i R O A . 82k, BAIAAH O &ittls . 28 2R %A 15 0
GDCA K HBAUMEBIRE M, PARA LA ANAE A& GDCA K KAL)
TEF RS AU 55 = J7 2

WPEFRER TR, FERA CP KAHARIERINE, sEEBH T4 CP #
SE [ 255 R«

EFIT 7 B H B A B A LE TS (0 e SR R A 1 R J5 - 31 GDCA REZIE 54l
W5 ST LARARAE],  an RAZAE B AT AR 5, B AT AE G i A A
gri¥y, WR GDCA IR CP MIRIVEHAT T KRB, A AZIEHIT 7 L JUK H fir
A0 W T AT

TE 5 5 RUR A A SR AR R A5 L A3 FH E A3 9 A J@ N GDCA RIS 7y«

B SRR ICE B 11, RV F R . G TEER A
TEAHIRLVE R BAFAE SEIG A, AR5 1A B IE 159 S B B 201 GDCA RIS 7 5

UE - SR AT E A FHIE1

TP E TS B R T 58 =7 M AR = AL

10. FERLE ANV AME FHAE S, IR UARTE S .

1. GDCA and its authorized service agencies or third-party suffer losses due to unreal information, such

as deliberate, negligent or malicious provision of unreal information by applicants when applying for

certificates.

2. GDCA and its authorized service agencies or third-party suffer losses due to disclosure and loss of
private keys deliberately and by mistake; due to not informing GDCA and its authorized service
agencies or third-party of the leakage and loss of private keys with knowing the facts; and due to

handing keys to others inappropriately.

3. Subscribers violate the CP and related operation practices when using certificates as well as using

the certificates activities outside of the CP.
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4.

10.

If the certificate is used for illegal transactions or causes disputes during the period from revocation
requests submitted by the subscribers or other entities authorized by GDCA to this information of
certificate revocation published by GDCA, if GDCA operates in accordance with the requirements of
the CP, subscribers must assume any responsibility of losses according to this CP.

Subscribers do not stop to use the certificate which its information have changed and don't notify it to
GDCA or relying parties in time.

The private key is lost, compromised, stolen, exposed, and etc. due to not taking effective protection
measures.

Subscribers continue to use the certificates and do not notify GDCA and relying parties promptly
when they are made aware that private keys are lost or at the risk of being compromised.

The certificate has expired but is still in use.
The subscriber’s certificate information infringes upon the intellectual property rights of a third-party.

Using certificates outside the provisions of specific application scope, such as the use of certificates
for illegal and criminal activities

9.9.3. R IR TT4E Indemnification by Relying Parties

TEUNRIEOL, KA % B 5 R R IE R GDCAL 1T ik, B M7 A 5T«

If the following circumstances lead to the losses of GDCA or subscriber, relying party shall be assumed

responsibility to compensate:

1. WAHEAT GDCA SR T M PMCFIA CP Bl i L 55

2. RAGKHEA CP MIVEHHT G HLH %, S5 GDCA K IHAZAUIIE T RS WA EEE =7
24

3. EAGHEBINETE FHBUIES, As B RIIE A | B IR A H 1% T 5
IEH S B T R N ST TE TS, ABAT SRR IE 15«

4. AR AT KHUE S S AT RE AT 30 5

5. AR AT i@ AR CRL B OCSP #fi AIE /2 75 1 Fili

Obligations defined in the CP and agreements between GDCA and relying parties are not fulfilled.

GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate reviews
against this CP.

Trust certificates in unreasonable circumstances. For example, relying party still trusts the certificate
with knowing that the certificate usage is beyond its scope or period or the certificate has or may
have been stolen.

Relying party does not verify trust chains of the certificates.

Relying party does not check whether a certificate is revoked through querying CRL or OCSP.
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9.10. BHHE5%1E Term and Termination

9.10.1. AR Term

A CP 85T I IEAAR, B[R CP AR RA; A< CP T~ —hitA CPAERK
2 HBfE GDCA # 1L T IAIE R S5 I R A

This CP will enter into force at 12 o’clock of the release date, and the last version CP will become invalid.
This CP will become invalid when the next version CP enters into force or the electronic certification
services of GDCA are terminated.

9.10.2.  #k Termination

GDCA # 1EHFINIEARSSIS, 4 CP £k,

When GDCA terminates electronic certification services, this CP is terminated.

0.10.3. & IEHIRER 5FESE Effect of Termination and Survival

A CP ik, RREVEN L 2k, (HIAE ST 2 1 E A ERAE AEN U
FARMZ L. DAENULENY 25 26 10 J5 RCRICE BRI T, R e IR 55 B AR VIEN LR, fR
UEVT P A 2

The termination of this CP means that the termination of CA business, but the termination of certification
business does not mean the termination of CA’s responsibility. After the termination of business, CA shall
take reasonable measures to transfer certification service to other CA so as to ensure the interests of the
subscriber.

9.11. MZE5HHANHEELEBRXE

Individual Notices and Communications with Participants

WAENUAFE L Z R OLT, ST e RIT ORAE TR0 S i KT
JOHABE ST P ATy, REIE 25 W R (S RRSE, A HERT
AT -

The circumstances that CA actively revokes the subscriber’s certificate, finds out subscriber using
certificate out of specified usage, or behaviors of subscriber violating subscriber agreement have
occurred, CA can use appropriate way, such as telephone, E-mail, letter, Fax, etc., to notify subscriber
and relying party if necessary.

147



Il semnnnnaemes

Sooa GDCA F Fh5kHE (V2.5 JiD

9.12. 1] Amendments

9.12.1. BATFE R Procedure for Amendment

%t GDCA %4 RIS 14428, GDCA 1THUE FLFEE 2/ D H & —IRA CP, #ifRHAF
A EGEEEI . EEET TR DL AR O E BrbriE, FF A IAEML S5 T R 1 SR 7 2

Through the authorization of GDCA Security Policy Committee, GDCA Administration and Management
Department shall review this CP at least once a year, to ensure that CP meets the requirements of
national laws and regulations and administration department, to meet the latest SSL baseline
requirements and specifications, and satisfy the actual requirements of certification business operation.

A CP HIMEIT, H GDCA ATHUE FRERHE BB ITHR A , 3779 GDCA 4 FIR & i &l )5,
i1 GDCA 17 BUE FEER T ST ZHZMENT, BT J5 ) CP 43t GDCA %24 5% i 2= ik v J 1F 200}
AN RAT

The revised version of this CP will be revised by GDCA Administration Department and approved by
GDCA Security Policy Committee. GDCA Administration Department will be responsible for the revision
and the revised CP will be officially released after being approved by GDCA Security Policy Committee.

0.12.2. IBAIMLEIFHIFR Notification Mechanism and Period

BTG I CP it dE 5 45 S B E GDCA f 35k www.gdca.com.cn kA . X T 75 Bt
B HRAE . A51E. WA RIBAIHB I, GDCA KLEA F I B B A E X &7, AR
T[] L CRAE AT 557 52 B 50 /N o

After approval of the revised CP, it will be posted on GDCA official website www.gdca.com.cn immediately.
For the modification notified by email, mail, media and other ways, GDCA shall notify the relevant parties
in reasonable time, which ensures that the relevant parties have minimum influence.

9.12.3.  WHABITHIEE Circumstances Under Which CP Must be Changed

R R 155, GDCA LAkt 4 CP #EHAT 1514

If the following situations occur, this CP must be modified:
1 EERH I ERRRE, LEmIA CP A R

1. The encryption technology develops significantly enough to affect the effectiveness of existing CP.
2. A RINUEML 55 A R ARAEEAT 5T

2. The relevant standards have been updated.

3. NIERGANA A BTG A A HOR T s
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3. Certification system and relevant management regulations take significant upgrade or changes.
4. VEEEERUR 31 EK
4. The laws and the administration departments require the CP to be modified.

5. DA CP il H ZEBRIE

5. There is some significant deficiency in the existing CP.

0.13. & P53EK Dispute Resolution Provisions

2 GDCA. 1T R 5 2 [8) B3, A SR T N2 3 ip e Pl v e ke, 0 e
RATHY, LB VAR

Any disputes between GDCA and subscribers or relying parties shall be resolved through negotiations as
agreed, and those cannot be settled by negotiations will be resolved by laws.

0.14. E%EHER Governing Law

GDCA 1) CP 32 [ Zx chaiiAn i € rh LN AL AN E o725 44750 CRR T INIE IR S5 & B IMED
CRL TR IR S5 B A BN ) VR

The CP of GDCA is governed by the law of “ Electronic Signatures Laws of People’s Republic of China”,
the regulation of "Measures for the Administration of Electronic Certification Services” and "Measures for
the Administration of Cipher Codes for Electronic Certification Services” promulgated by the country.

9.15. fFE&EHER Compliance with Applicable Law

WU A LSS i53h. &R OB aisra (b E N RIEME B 727D (B
TAINEARSSEBIMED) . (RFIMERS # S EHINE) DRI E F 8 N R E R A
E -

All businesses, activities, contracts, and agreements of GDCA must conform to "Electronic Signatures
Laws of People’s Republic of China”, “Measures for the Administration of Electronic Certification

Services”, “Measures for the Administration of Cipher Codes for Electronic Certification Services” and
other laws and regulations of People’s Republic of China.
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9.16. —f& k=X Miscellaneous Provisions

9.16.1. 58PN Entire Agreement

CP. CPS. I/l HHSS P S AN 78 - SCRFF i PRI S N3 2 T8] ) 2 B AL o

The entire agreement is composed of CP, CPS, Subscriber Agreement and Relying Party Agreement as
well as its supplementary agreement.

9.16.2.  ik¥¥E Assignment

RAEA CP P IR FAUESEAR % J5 RIBURIAN 355, 07 253 AT $2RVE AR R S e 8t
AT RN LS5 (AL o IR LEAT DR A I AN S B 1107 % 3 — 5 IARAT 5255 K STAT IR ST

According to the rights and obligations of certification entity parties detailed in this CP, all parties can
transfer the possession of rights and obligations in accordance with the relevant provisions of the law. The
occurrence of the above transfer behavior does not affect the change of any debt and liability among the
transferors.

0.16.3. 4% Severability

UNERA CP IATAR 2% 3 B B 1 T+ 5 GDCA FTE 4 X VA = A ph M 4 4 8 N G
AN BAAT I . GDCA NLAE SR IR B BRE MEIT %2650, (EHAREA 2L, AR A
SR, GDCA RLPEME T HEER BT N A .

TEMRAR AT 5 ER S KUEF 217, GDCA MKIAHEMES question@cabforum.org, &
CAB iz CP HBITHMEE, IFHANH CBOR 2 A LM R FAAAE T A R R A%
(https://cabforum.org/pipermail/public/) .

AIXRAFREHR], 5l CAIB WIZHER$ELL, (i GDCA R 1 & CA/B i1z () Baseline
Requirements Ak EEK, A &5 P ART0, GDCA ML #RAE A R A 4k siE A . Bik
XS5 EAEEATHRIAH SR B, X GDCA ) CP HIMEIT, [ifi CAIB Iz HIIEAINAE 90 KN 7E
J¥o
In case any clause or provision of this CP is held to be unenforceable or invalid due to any conflicts with
the laws of any jurisdiction in which GDCA operates, GDCA shall modify any conflicting clause or
provision to the minimum extent necessary to make them continue to be valid, and other clauses and

provisions shall remain valid without being affected. GDCA shall disclose the modified contents in this
section.

GDCA shall (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
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Forum of any modified content in the CP by sending emails to question@cabforum.org, and confirm that it
has been posted to the Public Mailing List and is indexed in the Public Mail Archives available at
https://cabforum.org/pipermail/public/.

Any modification to GDCA's practice enabled under this section shall be discontinued if and when the law
no longer applies, or the requirements published by the CA/B Forum are modified to make it possible to
comply with both them and the law simultaneously. An appropriate change in practice, modification to the
GDCA's CP and a notice to the CA/Browser Forum, as outlined above, shall be made within 90 days.

0.16.4.  5&HIAT Enforcement

ANEH
Not applicable.
9.16.5.  NA[Hi/] Force Majeure

KYEA CP il 5E 1) CPS MALIE AT HL /253K, AR & J5 Ml it o

CPS formulated in accordance with this CP shall include a force majeure clause to defend the benefits of
each party.

9.17. HAhkX Other Provisions

GDCA A& CP B &AL

GDCA has final interpretation rights to this CP.
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Appendix: GDCA CP Revision Records

&1

T

T

V2.4

V2.5

1.1.4.GDCA iEH E &k
5 ¥J  Hierarchical
Architecture of GDCA
Certificates

BT T CA.

6.3.2. 1L 45 ¥ AT W A0
Woxr o A 8 OR
Certificate Operational
Periods and Key Pair
Usage Periods

PEFHTT CA I A HIRR

Content

SEQ

Sections Revised

V2.4

V2.5

1.1.4.GDCAEH E R B
Hierarchical Architecture
of GDCA Certificates

Disclosure of new Subodinate CA certificates.

6.3.2.E Fo A/ WA 0t
fi H 1 BR  Certificate
Operational Periods and
Key Pair Usage Periods

Disclosure of the maximum usage period of
the key pair for the new Subodinate CA
certificates.
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